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1 Introduction 

Unified access control mechanism is an essential function in NR. At SA1#80 meeting, SA1 agreed a CR [1] on the requirements for access control. In this paper, we analyze the requirements from SA1 and consider the signaling and format of the barring parameters.
2 Discussions
2.1 Analysis of SA1’s requirements
SA1’s requirements for unified access control specifies the following access identities (Table 1) and access categories (Table 2).

Table 1: Access Identities

	Access Identity number
	UE configuration

	0
	UE is not configured with any parameters from this table

	1 (NOTE 1)
	UE is configured for Multimedia Priority Service (MPS).

	2 (NOTE 2)
	UE is configured for Mission Critical Service (MCS).

	3-10
	Reserved for future use

	11 (NOTE 3)
	Access Class 11 is configured in the UE.

	12 (NOTE 3)
	Access Class 12 is configured in the UE.

	13 (NOTE 3)
	Access Class 13 is configured in the UE.

	14 (NOTE 3)
	Access Class 14 is configured in the UE.

	15 (NOTE 3)
	Access Class 15 is configured in the UE.

	NOTE 1:
Access Identity 1 is used to provide overrides according to the subscription information in UEs configured for MPS.  The subscription information defines whether an overide applies to UEs within one of the following categories:

a) UEs that are configured for MPS;

b) UEs that are configured for MPS and are in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list or in their HPLMN or in a PLMN that is equivalent to their HPLMN;

c) UEs that are configured for MPS and are in their HPLMN or in a PLMN that is equivalent to it.

NOTE 2:
Access Identity 2 is used to provide overrides according to the subscription information in UEs configured for MCS.  The subscription information defines whether an overide applies to UEs within one of the following categories:

a) UEs that are configured for MCS;

b) UEs that are configured for MCS and are in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list or in their HPLMN or in a PLMN that is equivalent to their HPLMN;

c) UEs that are configured for MCS and are in their HPLMN or in a PLMN that is equivalent to it.

NOTE 3:
Access Identities 11 and 15 are valid in Home PLMN only if the EHPLMN list is not present or in any EHPLMN. Access Identities 12, 13 and 14 are valid in Home PLMN and visited PLMNs of home country only. For this purpose the home country is defined as the country of the MCC part of the IMSI.


Table 2: Access Categories
	Access Category number
	Conditions related to UE
	Type of access attempt

	0
	All
	MO signalling resulting from paging

	1 (NOTE 1)
	UE is configured for delay tolerant service and subject to access control for Access Category 1, which is judged based on relation of UE’s HPLMN and the selected PLMN.
	All except for Emergency

	2
	All
	Emergency

	3
	All except for the conditions in Access Category 1.
	MO signalling resulting from other than paging

	4
	All except for the conditions in Access Category 1.
	MMTEL voice

	5
	All except for the conditions in Access Category 1.
	MMTEL video

	6
	All except for the conditions in Access Category 1.
	SMS

	7
	All except for the conditions in Access Category 1.
	MO data that do not belong to any other Access Categories

	8-31
	
	Reserved standardized Access Categories

	32-63 (NOTE 2)
	All
	Based on operator classification

	NOTE 1:
The barring parameter for Access Category 1 is accompanied with information that define whether Access Category applies to UEs within one of the following categories:
a) UEs that are configured for delay tolerant service;
b) UEs that are configured for delay tolerant service and are neither in their HPLMN nor in a PLMN that is equivalent to it;
c) UEs that are configured for delay tolerant service and are neither in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list on the SIM/USIM, nor in their HPLMN nor in a PLMN that is equivalent to their HPLMN.

NOTE 2:
When there are an Access Category based on operator classification and a standardized Access Category to both of which an access attempt can be categorized, and the standardized Access Category is neither 0 nor 2, the UE applies the Access Category based on operator classification. When there are an Access Category based on operator classification and a standardized Access Category to both of which an access attempt can be categorized, and the standardized Access Category is 0 or 2, the UE applies the standardized Access Category.


We have the following observations by analyzing SA1’s requirements:

Observation 1: One Access Identity and one Access Category correspond to a separate barring configuration. 

Observation 2: The barring parameters are broadcast via system information.
2.2 Format of barring parameters

Based on analysis of SA1’s requirements, one Access Identity and one Access Category correspond to a separate barring configuration (i.e. a separate set of barring parameters). In this chapter, we discuss the format of the barring parameters for each group of access identity and standard access category.

In LTE, eNB provides various formats of barring configuration according to the Call Type and Access Class. The barring configuration corresponding to emergency has BOOLEAN format. For Access Class 0-9, the barring configuration corresponding to other call types (except emergency) consists of  the barring factor and the barring time.  BITMAP is used for high priority Access Class 11-15 and EAB.

The BOOLEAN and BITMAP format are used for hard barring, either 0% or 100%. The barring factor and barring time format is used to softly reduce traffic. A large quantity of normal UEs that are members of Access Class 0-9 initiate access attempts for MO signaling, MO data, MMTEL voice , MMTEL video and SMS. By using the barring factor, all those UEs have a certain probability of passing the barring check. For high priority UEs (i.e. UEs of Access Class 11-15),  there is no need to softly reduce traffic. The signaling overhead can be reduced by applying a simple on/off configuration. 

Considering the unified access control mechanism in NR, the access categories are defined for the purpose of access control thus can be regarded as replacement of Call Type. The Access Identity is a kind of extension to the Access Class. The barring configuration format in LTE can be used as a baseline when configuring the barring parameters for unified access control in NR.

In NR, a large quantity of UEs will be categorized into Access Identity 0. To apply soft barring to these UEs initiating access attempts for MO signaling, MO data, MMTEL voice , MMTEL video and SMS, we suggest to use the barring factor and barring time. Specially, we suggest to apply hard barring to Access Identity 0 UEs  initiating access attempts for Emergency. A simple on/off configuration is suggested to apply for UEs configured with delay tolerant service.

For high priority UEs (i.e. UEs that are categorized into one or more of Access Identity 1, 2 and 11-15), we suggest to use BITMAP as a simple on/off configuration.

The following Table 3 is an example for the barring configuration format in NR.

Table 3: Barring configuration format
	
	1 (delay tolerant)
	2 (Emergency)
	3 (MO signaling ,other than paging)
	4 (MMTEL voice)
	5 (MMTEL video)
	6

(SMS)
	7

(MO data)

	0
	BITMAP
	BITMAP
	barring factor, barring time
	barring factor, barring time
	barring factor, barring time
	barring factor, barring time
	barring factor, barring time

	1
	BITMAP
	BITMAP
	BITMAP
	BITMAP
	BITMAP
	BITMAP
	BITMAP

	2
	BITMAP
	BITMAP
	BITMAP
	BITMAP
	BITMAP
	BITMAP
	BITMAP

	3-10
	Reserved for future use

	11-15
	BITMAP
	BITMAP
	BITMAP
	BITMAP
	BITMAP
	BITMAP
	BITMAP


Based on the above table, we have the following proposals:

Proposal 1: The barring configuration corresponding to Access Identity 1, 2 and 11-15 has BITMAP format for all the standard access categories.

Proposal 2: The barring configuration corresponding to Access Category 1 and 2 has BITMAP format for all the Access Identities.

Proposal 3:  The barring configuration corresponding to Access Category 3, 4, 5, 6 and 7 consists of barring factor and barring time for Access Identity 0.

2.3 Signaling of barring parameters
As required in [1], “In the case of multiple core networks sharing the same RAN, the RAN shall be able to apply access control for the different core networks individually,” we have the following proposal for the RAN sharing case.
Proposal 4: The barring configuration can be provided per PLMN.
As required by SA1, the unified access control framework is applicable to UEs in RRC Idle, RRC Inactive, and RRC Connected at the time of initiating a new access attempt (e.g. new session request). 

For RRC_CONNECTED, the following NOTE [1] applies:

NOTE 1:"new session request" in RRC Connected refers to events, e.g. new MMTEL voice or video session, sending of SMS (SMS over IP, or SMS over NAS), new PDU session establishment, existing PDU session modification, and service request to re-establish the user plane for an existing PDU session.

New access attempts (e.g. new PDU session establishment) may occur in different RRC states, it is worth considering whether to apply separate barring configuration in RRC-IDLE, RRC-CONNECTED and RRC-INACTIVE.

In our understanding, applying separate barring configuration for a new access attempt in different RRC states enables more flexible and fine-grained access control. In this way, at least for standard access categories, separate barring parameters associated with each access identity and access category should be broadcast in system information for different RRC states.

Proposal 5:  At least for standard access categories, separate barring parameters associated with each access identity and access category should be broadcast in system information for different RRC states.

As shown in Table 1 and Table 2,  up to 16 access identities and 64 access categories will be included in the unified access control mechanism. Therefore, we may have up to 1024 sets of access control criteria. For each access control criterion, the base station configures corresponding access control parameters, which may be a barring factor and a barring time, or a barring bitmap.  In LTE, we have  16 values for the barring factors and 8 values the barring time. That is to say, at least  4+3=7 bits are required when configuring a combination of barring factor and barring time. Therefore, all the access control criteria require a maximum of 7168 bits. Per the ongoing discussion, the max PLMN for RAN sharing should be increased to at least 16. With the above assumption that the barring configuration should be per PLMN and separate barring parameters should be configured per RRC state,  it requires at maximum 7168*16*3=344064 bits in system information to broadcast the entire access barring configuration.

In LTE, most of the barring configuration are broadcast in SIB2. Based on the same rule, we start to consider the possibility of  including the NR barring configuration in RMSI. Unfortunately, since RMSI uses valuable public control resources and it is obvious that we do not have enough space to include the entire access barring configuration for all the 16 access identities and 64 access categories.

Observation 3: It is impossible to broadcast the entire access barring configuration for all the 16 access identities and 64 access categories in RMSI as up to 344064 bits are required.

Considering the huge signaling overhead, optimization is required to only include barring configuration for selected access identities and access categories while providing the others in other SI or dedicated RRC signalling. 

RMAC (Remaining Minimal Access criteria), including the barring configuration for selected access identities and OAC (other Access criteria)can be introduced.

Although the UAC in NR covers up to 1024 different Access criteria, the same access criteria as in LTE will be frequently applied. Therefore, based on current specification, we select the following access identities and access categories (as shown in Table 4 and Table5), for which the barring configuration will be broadcast in RMSI:

Table 4: Selected Access Identities

	Access Identity number
	UE configuration

	0
	UE is not configured with any parameters from this table

	1 (NOTE 1)
	UE is configured for Multimedia Priority Service (MPS).

	2 (NOTE 2)
	UE is configured for Mission Critical Service (MCS).

	11 (NOTE 3)
	Access Class 11 is configured in the UE.

	12 (NOTE 3)
	Access Class 12 is configured in the UE.

	13 (NOTE 3)
	Access Class 13 is configured in the UE.

	14 (NOTE 3)
	Access Class 14 is configured in the UE.

	15 (NOTE 3)
	Access Class 15 is configured in the UE.

	NOTE 1:
Access Identity 1 is used to provide overrides according to the subscription information in UEs configured for MPS.  The subscription information defines whether an overide applies to UEs within one of the following categories:

a) UEs that are configured for MPS;

b) UEs that are configured for MPS and are in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list or in their HPLMN or in a PLMN that is equivalent to their HPLMN;

c) UEs that are configured for MPS and are in their HPLMN or in a PLMN that is equivalent to it.

NOTE 2:
Access Identity 2 is used to provide overrides according to the subscription information in UEs configured for MCS.  The subscription information defines whether an overide applies to UEs within one of the following categories:

a) UEs that are configured for MCS;

b) UEs that are configured for MCS and are in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list or in their HPLMN or in a PLMN that is equivalent to their HPLMN;

c) UEs that are configured for MCS and are in their HPLMN or in a PLMN that is equivalent to it.

NOTE 3:
Access Identities 11 and 15 are valid in Home PLMN only if the EHPLMN list is not present or in any EHPLMN. Access Identities 12, 13 and 14 are valid in Home PLMN and visited PLMNs of home country only. For this purpose the home country is defined as the country of the MCC part of the IMSI.


Table 5: Selected Access Categories
	Access Category number
	Conditions related to UE
	Type of access attempt

	2
	All
	Emergency

	3
	All except for the conditions in Access Category 1.
	MO signalling resulting from other than paging

	4
	All except for the conditions in Access Category 1.
	MMTEL voice

	5
	All except for the conditions in Access Category 1.
	MMTEL video

	6
	All except for the conditions in Access Category 1.
	SMS

	7
	All except for the conditions in Access Category 1.
	MO data that do not belong to any other Access Categories


Based on the above analysis and suggestions, we have the following proposals:

Proposal 6: The barring parameters for RMAC (Remaining Minimal Access criteria) are broadcast in RMSI. Access control criteria for Access Identity 0/1/2/11-15 and Access Category 2-7 are selected as the RMAC.
Proposal 7: The barring parameters for OAC (Other Access criteria) are provided in other system information or dedicated RRC signalling. Access control criteria for access identities and access categories other than the selected ones are treated as the OAC.
With the barring parameter format proposed above, we will provide more details on the content of the RMSI and give an example of the ASN.1.

The barring configuration in RMSI can be divided in to three parts:
(1)The barring parameters for normal users with Access Identity =0;

(2)The barring parameters for high priority users with Access Identity = 1/2/11/12/13/14/15;

(3)An indication on whether other barring configuration (i.e. barring configuration provided in other SI or dedicated signalling) is applicable or not.

As shown below, the first part is the barring configuration for normal users with Access Identity = 0. Barring factor and barring time are configured for Access Category 3-7 while Bitmap is configured for Access Category 2 (i.e. Emergency). A size-8 bit string will be configured for for high priority users with Access Identity = 1/2/11/12/13/14/15 in part 2. An indication on whether other barring configuration is available or not is also included in RMSI. The indication can also be used to indicate how OAC are provided (e.g. via On-demand or broadcasting SI or dedicated RRC signalling) . The content of the indication can be further discussed.

Part 1: Barring configuration for normal users with Access Identity =0

	Access Category number
	Barring Parameters

	2
	Bitmap/Boolean

	3
	Barring factor + Barring time

ac-BarringFactor

ENUMERATED {








p00, p05, p10, p15, p20, p25, p30, p40,








p50, p60, p70, p75, p80, p85, p90, p95},

ac-BarringTime


ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512}

	...
	Barring factor + Barring time

	7
	Barring factor + Barring time


Part 2: Barring configuration for high priority users with Access Identity = 1/2/11/12/13/14/15

	Access Category number
	Barring Parameters

	2
	Size 8 BIT STRING

The first/leftmost bit is for AC 1, the second bit is for AC 2, the third bit is for AC 11,  the forth bit is for AC 12, and so on.

	...
	Size 8 BIT STRING

	7
	Size 8 BIT STRING


An example of the ASN.1 is also given as follows:

-- ASN1START

NR-RRC-Definitions DEFINITIONS AUTOMATIC TAGS ::=

BEGIN

-- ASN1START

RMSI::=

SEQUENCE {


 -- here we only focus on the Access control related parameters


 uac-BarringInfo     UAC-BarringInfo

}


UAC-BarringInfo::=                SEQUENCE {


normal-BarringInfolist            SEQUENCE (SIZE (1.. maxNoRMAC)) OF Normal-BarringInfo,
highpriority-BarringInfolist      SEQUENCE (SIZE (1.. maxNoRMAC)) OF Highpriority-BarringInfo, 


indication-OtherAC

          BIT STRING (SIZE(8)) --details need FFS

}

Normal-BarringInfo ::=            SEQUENCE {

    uac-Category                      INTEGER (1..maxUAC-Cat),           

    uac-NormalBarringInfo             UAC-BarringConfig                OPTIONAL  -- Need OP

}

Highpriority-BarringInfo ::=      SEQUENCE {

uac-Category                      INTEGER (1..maxUAC-Cat),   

uac-HighPriorityBarringconfig     BIT STRING (SIZE(8))

}

UAC-BarringConfig ::=             CHOICE {

    uac-Barring 

              AC-BarringConfig,

    uac-Bitmap 


              BOOLEAN

}

AC-BarringConfig ::=

      SEQUENCE {

    ac-BarringFactor
              ENUMERATED {






 


          p00, p05, p10, p15, p20, p25, p30, p40,






  


          p50, p60, p70, p75, p80, p85, p90, p95},


  


 

    ac-BarringTime

              ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512}

} 

-- ASN1START

	maxNoRMAC
	The maximum number of  access categories, the barring configuration for which is broadcasting in RMSI. maxNoRMAC =6 (Access Category 2/3/4/5/6/7).

	maxUAC-Cat
	The maximum number of all the access categories. According the requirements from SA1, maxUAC-Cat = 64.


Proposal 8: We suggest to use the above ASN.1 structure as a starting point for discussion.

In most of the cases, a single type of access attempt triggered in different RRC states share the same barring parameters. Similarly, although SA1 requires per PLMN barring configuration, the barring parameters for different PLMNs share a common part in most cases.

Applying separate barring configuration for different RRC states or PLMNs may introduce more signaling overhead in RMSI. Thus, further optimization can be considered in the signaling of barring configuration for different RRC states and different PLMNs.
A straightforward optimization is to only broadcast the common part of the RMAC for all network sharing operators in RMSI. Then specific access control parameters for certain operators compared to this common part can be provided in other SI or via dedicated RRC signalling. In the same way, the common part of RMAC for all RRC states is provided in RMSI. Specific access control parameters for certain RRC_states compared to this common part can be provided in other SI or via dedicated RRC signalling.

Thus, we have the following proposal:

Proposal 9: Only the common part of the RMAC for all PLMNs and RRC states is broadcast in RMSI.The specific barring configuration for certain RRC states or PLMNs can be provided in other SI or via dedicated signalling. The specific configuration, if signaled in other SI or dedicated signalling, overrides the corresponding common part.

3 Conclusion

Based on all the analysis above, we have the following observations and proposals:

Observation 1: One Access Identity and one Access Category correspond to a separate barring configuration. 

Observation 2: The barring parameters are broadcast via system information.

Observation 3: It is impossible to broadcast the entire access barring configuration for all the 16 access identities and 64 access categories in RMSI as up to 344064 bits are required.
Proposal 1: The barring configuration corresponding to Access Identity 1, 2 and 11-15 has BITMAP format for all the standard access categories.

Proposal 2: The barring configuration corresponding to Access Category 1 and 2 has BITMAP format for all the Access Identities.

Proposal 3:  The barring configuration corresponding to Access Category 3, 4, 5, 6 and 7 consists of barring factor and barring time for Access Identity 0.

Proposal 4: The barring configuration can be provided per PLMN.
Proposal 5:  At least for standard access categories, separate barring parameters associated with each access identity and access category should be broadcast in system information for different RRC states.

Proposal 6: The barring parameters for RMAC (Remaining Minimal Access criteria) are broadcast in RMSI. Access control criteria for Access Identity 0/1/2/11-15 and Access Category 2-7 are selected as the RMAC.
Proposal 7: The barring parameters for OAC (Other Access criteria) are provided in other system information or dedicated RRC signalling. Access control criteria for access identities and access categories other than the selected ones are treated as the OAC.
Proposal 8: We suggest to use the above ASN.1 structure as a starting point for discussion.

Proposal 9: Only the common part of the RMAC for all PLMNs and RRC states is broadcast in RMSI.The specific barring configuration for certain RRC states or PLMNs can be provided in other SI or via dedicated signalling. The specific configuration, if signaled in other SI or dedicated signalling, overrides the corresponding common part.
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