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1	Introduction
[bookmark: _Hlk494197851]Assumed modelling for Access Control requires AS-NAS interaction to determine access attempt. There is baseline model that relies on provision of NAS information to AS, but there are exceptional cases for which it remains open how AS and NAS will interact.
This contribution discusses the exceptional cases that require different handling than the baseline framework and summarizes possible ways to handle them.
2	Discussion 
2.1	AC framework
[bookmark: _Hlk503351755]The assumed baseline NR Access Barring Control is as follows [1]:
· NAS is responsible for the determination of access identities and access categories, and provides one or more access identities and one access category to lower layers for the given access attempt;
· AS is responsible for access barring check and indicate whether the access attempt is barred or not to NAS layer;
· It is NAS layer to perform how to stop/allow service transmission based on ACB checking result from AS layer.
	[image: ]
Figure 1: Generic framework for AS-NAS interaction on Access Control.
Observation 1: Provision of the information required for the access barring check to RRC layer is in generic case ensured by NAS layer. 


2.2	Exceptional cases
At least two exceptional cases are identified that will require different handling [1]:
- Delay tolerant access
- AS-triggered requests
For delay tolerant access determination service requirements imply NAS and AS layer information exchanged back and forth: the barring control information will be made available by broadcast information, thus will become available at UE’s AS layer first. In order to make NAS layer aware of the barring configuration, the UE’s AS layer would have to pass the configuration to NAS. NAS will gather together the input parameters, determine an Access Category in order to pass it back to AS layer.
An AS-triggered requests are left open, including Access Categories definition and NAS actions to trigger Access Barring Control in RRC_INACTIVE. 
For the two cases type of access attempt cannot be determined at NAS layer exclusively. Thus, AS layer involvement is unavoidable in terms of determining an Access Category. 
Observation 2: In exceptional cases AS parameters are needed input for some Access Categories.
Due to increasing complexity of interdependencies we think it could be beneficial to revise the way of examining the access attempt for delay tolerant services, in a way that barring configuration of these Access Category is not an input factor for the access category decision in NAS. The process of access attempt categorization would be simplified without AS configuration having to be passed first to the NAS layer for the category determination. 

Proposal 1: Ask SA1 to consider revising Access Categories so that barring configuration for delay tolerant services should not be an input factor for the access category decision.
However, if additional exceptional cases are defined (e.g. AS-triggered requests) the generic framework will be incomplete. For any access attempt that would result in a gap in AS-NAS interaction in terms of categorizing access attempt, two possible solutions exist:
1. One alternative is to keep the generic framework, in which:
-  both layers need to interact additionally prior determining the Access Category
- AS triggers Access Category provision and passes assistance information to NAS to get the Access Category (Fig 2)
- NAS determines and passes Access Category and Access Identity

[image: ]
Figure 2: AS-NAS interaction on Access Control with AS involvement (Option 1)
2. The other option is to keep the generic framework, but
-  depending on the type of access, either:
- AS determines Access Category (Fig 3), or
- NAS determines provides Access Category (Fig 1)


[image: ]
Figure 3: AS-NAS interaction on Access Control with AS involvement (Option 2).
Proposal 2: RAN2 to discuss AS involvement for any access attempt that would result in a gap in AS-NAS interaction in terms of categorizing access attempt. 
3	Conclusions
This contribution has discussed AS-NAS interaction for access control and has made the following proposals:
Observation 1: Provision of the information required for the access barring check to RRC layer is in generic case ensured by NAS layer. 
Observation 2: In exceptional cases AS parameters are needed input for some Access Categories.
Proposal 1: Ask SA1 to consider revising Access Categories so that barring configuration for delay tolerant services should not be an input factor for the access category decision.
Proposal 2: RAN2 to discuss AS involvement for any access attempt that would result in a gap in AS-NAS interaction in terms of categorizing access attempt:
- AS triggers Access Category provision and passes assistance information to NAS to get the Access Category, or
- AS determines Access Category
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