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1	Introduction
The contribution discusses relation of the Access Category and NR RRC establishment cause, addressing the following relevant agreements:
RAN2#98 agreed:
4. Connection Request will include some information to enable the gNB to decide whether to reject the connection request
FFS whether the information that is included is e.g. provided by NAS, derived from the Access Category, etc
FFS for RRC_INACTIVE
RAN2#99 agreed: 
6	RRC Connection Request kind of message includes UE identity and establishment cause.
6.1	Some form of relation is foreseen between the access categories and establishment causes; details are FFS.

Furthermore, CT1 [3] tasks RAN2 to decide the following:
CT1-Question 1:	Is there a need for NAS to provide AS with the establishment cause when NAS makes a request to AS for access? If yes, what are these establishment causes and will there be more establishment causes than what is there for RRC establishment cause in E-UTRAN?
The contribution discusses what are the information required for Connection Request and how the Connection Request cause can be determined.
2	Discussion
2.1	Access attempt categorization for NR Access Barring  
TS22.261 defines the following fundamental principles of the unified Access Control:
· Each access attempt is categorized into one or more of the Access Identities and one of the Access Categories. 
Access Category characterizes the actual type of access attempt: MO signalling, MO data, Emergency, MMTEL voice, MMTEL video, SMS, delay tolerant services (FFS)). Access Category needs to be determined for any access attempt and Access Categories need to be mutually exclusive (see Table 1). 
Access Identity associates with UE configuration (subscription data, Access Class 11-15) (see Table 2).
Table 1: Access Categories (based on TS22.261)
	Access Category number
	Type of access attempt

	0
	MO signalling resulting from paging

	1
	All except for Emergency

	2
	Emergency

	3
	MO signalling resulting from other than paging

	4
	MMTEL voice

	5
	MMTEL video

	6
	SMS

	7
	MO data that do not belong to any other Access Categories

	8-31
	Reserved standardized Access Categories

	32-63 
	Based on operator classification



Table 2: Access Identities (based on TS22.261)
	Access Identity number
	UE configuration

	0
	UE is not configured with any parameters from this table

	1 
	UE is configured for Multimedia Priority Service (MPS).

	2 
	UE is configured for Mission Critical Service (MCS).

	3-10
	Reserved for future use

	11 
	Access Class 11 is configured in the UE.

	12 
	Access Class 12 is configured in the UE.

	13 
	Access Class 13 is configured in the UE.

	14 
	Access Class 14 is configured in the UE.

	15 
	Access Class 15 is configured in the UE.



Access Categories provide wide coverage of possible access types in NR. With Access Identities it is additionally facilitated that UE configuration for Multimedia Priority Service and Mission Critical Service (Access Identity 1 and 2) is also a factor contributing to access attempt categorization. It’s worth noting that NAS capability to categorize broad set of attempts cover not only requests initiated in NAS layer but also MMTEL, IMS, SMSIoP.

Observation 1: Each NR access attempt is categorized based on Access Identity and Access Category.
Based on the email discussion in [3], it becomes still to be decided whether a single layer will be responsible for determination of Access Category and Access Identities, however, it is clear that for each access attempt the UE’s AS will have Access Identity and Access Category.
Observation 2: For each access attempt Access Identity and Access Category are made available to AS.

2.2	RRC establishment cause derivation
NR RRC establishment causes need to be identified. If NR reuse some of the LTE RRC establishment causes, some values will clearly correspond to Access Categories, some to more than a single Access Category.
Table 3: LTE RRC establishment causes (based on TS36.331)
	Code Point
	Establishment Cause

	0
	Emergency

	1
	highPriorityAccess

	2
	mt-Access

	3
	mo-Signalling

	4
	mo-Data

	5
	delayTolerantAccess

	6
	mo-VoiceCall

	7
	spare



As indicated in [3], RAN2 concluded that mapping between access categories/access identities and establishment cause value is needed since it is unlikely that the msg3 can accommodate the cause value based on combination of access categories and access identities due to restricted MSG3 size. Variety of characteristics established by Access Categories and Access Identities and their combinations likely will cover limited set of RRC establishment causes. I.e.no additional information will be required to characterize establishment cause than Access Category + Access Identity. 
However, there is no clear convergence on which layer should take the role of determining establishment cause. 
In the context of RRC establishment cause definition, CT1 [4] ask the relevant question:
CT1-Question 1:	Is there a need for NAS to provide AS with the establishment cause when NAS makes a request to AS for access? If yes, what are these establishment causes and will there be more establishment causes than what is there for RRC establishment cause in E-UTRAN?

To answer the question if there is a need to provide AS with establishment cause, three different options for establishment cause derivation need to be considered:
Alt 1: NAS determines RRC establishment cause 
Alt 2: AS determines RRC establishment cause
Alt 3: Combination of the above: there are cases for which NAS determines RRC establishment cause,  there are cases for which AS determines RRC establishment cause

Alt 1 implies the following steps: 
a. NAS determines characteristics of any NAS-involved request based on Access Category and Access Identity for Access Barring purposes, pass the information to AS. 
b. If the barring passes the UE is allowed to proceed with the connection request, NAS does the mapping to determine establishment cause and passes the derived value for connection establishment purpose. 
c. There will be exceptional cases for which additional AS-NAS interaction is needed (e.g. AS-triggered requests). The events of which NAS is unaware will require AS indication and delivery additional information to NAS, to make NAS runs the process of determining establishment cause, and then reports back the value to AS to facilitate RRC Setup Request message setting.

Observation 3: If NAS determines RRC establishment cause, NAS needs to provide access category, access identities, and establishment cause. Additional AS-NAS exchange is required for NAS-unaware attempts. Mapping is performed at NAS.

Alt 2 implies the following steps:
a. NAS determines characteristics of any NAS-involved request based on Access Category and Access Identity for Access Barring purposes, pass the information to AS. 
b. If the barring passes the UE is allowed to proceed with the connection request, AS reuse the information provided by NAS to do the mapping and determine establishment cause and passes the derived value with connection establishment purpose. 
c. There will be exceptional cases for which additional AS-NAS interaction can be avoided (e.g. AS-triggered requests). The events of which NAS is unaware will benefit in less AS-NAS interaction need.

Observation 4: If AS determines RRC establishment cause NAS need to provide Access Category and Access Identity associated information once for access control purposes, RRC needs to store the information to build establishment cause. AS does not need to trigger additional interaction with NAS. Mapping is performed in AS.

Alt 3 implies the following steps:
a. NAS determines characteristics of any NAS-involved request based on  Access Category and Access Identity for Access Barring purposes, pass the information to AS. If the barring passes the UE is allowed to proceed with the connection request. 
b. Depending on the case either:
- NAS does the mapping to determine establishment cause and passes the derived value for connection establishment purpose, or:
- AS reuse the information provided by NAS to do the mapping and determine establishment cause and passes the derived value with connection establishment purpose.

Observation 5: If RRC establishment cause is determined either by NAS or AS, there is no generic framework, but event-triggered methodology to determine the information to build establishment cause. AS-NAS layer interactions and their frequency is event-triggered. Mapping is performed at NAS and AS.

Proposal: RAN2 to discuss which of the Options (AS-based, NAS-based, request-based) is selected for NR RRC establishment cause derivation.

3	Conclusion
We conclude the contribution with the following observations and proposals to be agreed:
Observation 1: Each NR access attempt is categorized based on Access Identity and Access Category.
Observation 2: For each access attempt Access Identity and Access Category are made available to AS.
Observation 3: If NAS determines RRC establishment cause, NAS needs to provide access category, access identities, and establishment cause. Additional AS-NAS exchange is required for NAS-unaware attempts. Mapping is performed at NAS.
[bookmark: _GoBack]
Observation 4: If AS determines RRC establishment cause NAS need to provide Access Category and Access Identity associated information once for access control purposes, RRC needs to store the information to build establishment cause. AS does not need to trigger additional interaction with NAS. Mapping is performed in AS.

Observation 5: If RRC establishment cause is determined either by NAS or AS, there is no generic framework, but event-triggered methodology to determine the information for establishment cause. AS-NAS layer interactions and their frequency is event-triggered. Mapping is performed at NAS and AS.

Proposal: RAN2 to discuss which of the Options (AS-based, NAS-based, request-based) is selected for NR RRC establishment cause derivation.
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