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1 Introduction

In RAN2 NR-Adhoc-1801 meeting, there are many discussions on the prioritization of the random access for beam failure recovery. 

In [1], It is agreed that
Agreements:

The following cases will apply prioritized RACH procedures (if configured)

1.    Handovers using contention-based access 

2. BFR recovery 

The set of parameters for prioritization include 

•
powerRampingStep and Backoff Parameter
Idle mode will not be discussed in Rel-15

In [2] and [3], it was discussed for connected UE, there could be other events triggering RA at the same time besides the beam failure recovery and proposed that RA for beam failure recovery should have priority over other RA. It was agreed to Leave it up to UE implementation to prioritize PRACH transmission for beam failure recovery over other UL transmission.

From the view of sourcing company, it is expected a quick response from network to recovery the beam failure to avoid unnecessary radio link failure. In contention free based random access triggered by beam failure recovery request, a specific preamble is designated to identify the specific UE suffering beam failure recovery. When contention based random access is applied for beam failure recovery request, it also makes sense to identify UE from the network side
In this contribution, we try to discuss the possible ways to identify the UEs requiring beam failure request by contention based random access.

2 Discussion
A typical Contention based random access procedure is showed in figure 1. Obviously, gNb could identify a UE requesting beam failure recovery request at least from Msg 1 and Msg3.
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Figure 1 typical Contention based RA
In contention based random access procedure, the preamble transmitted in Msg1 is selected by MAC from the preamble groups. It’s impossible to identify the UE without dedicated preamble. However, the PRACH resource partition could be used. If different PRACH resource is used for beam failure recovery and other events, the gNb could identify the beam failure recovery simply.

Option 1: specific PRACH resource could be configured for beam failure recovery when contention based random access is applied.
In beam failure recovery, at least C-RNTI MAC CE will be included in Msg3 for contention resolution. It could be also included when the CBRA is triggered when UE is in connected mode. If gNB is expected to recognize the UE requesting beam failure recovery, beam failure recovery information could be needed in Msg3. 
Such an information could be included in a new MAC CE identified by a MAC PDU subheader with new LCID. However, it requires another subheader consumption besides C-RNTI MAC CE. Considering C-RNTI MAC CE will always be taken and it has its own subheader. The LCID in subheader for C-RNTI MAC CE could be replaced with a new defined value which indicates the beam failure recovery request. The example is listed in Table 1. And further text proposal in 
Table 1 Values of LCID for UL-SCH[5] 
	Index
	LCID values

	000000
	CCCH

	000001–100000
	Identity of the logical channel

	100001–110110
	Reserved

	110111
	Configured Grant Confirmation

	111000
	Multiple Entry PHR

	111001
	Single Entry PHR

	111010
	C-RNTI

	111011
	Short Truncated BSR

	111100
	Long Truncated BSR

	111101
	Short BSR

	111110
	Long BSR

	111111
	Padding

	110110
	C-RNTI for beam failure recovery


And further text proposal could be as follows:
6.1.3.2
C-RNTI MAC CE

The C-RNTI MAC CE is identified by MAC PDU subheader with LCID as specified in Table 6.2.1-2. When the RA is triggered by beam failure recovery request, the LCID value for beam failure recovery should be used.
It has a fixed size and consists of a single field defined as follows (Figure 6.1.3.2-1):

-
C-RNTI: This field contains the C-RNTI of the MAC entity. The length of the field is 16 bits.

1. 
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Figure 6.1.3.2-1: C-RNTI MAC CE

Option 2: Indicate beam failure recovery in the MSG3. E.g. a new LCID value for C-RNTI MAC CE indicates BFR.
Both two options could help gNB to identify the UE requesting beam failure recovery and avoid unnecessary interruption. It’s proposed RAN2 to specify a way to identify beam failure recovery triggered CBRA based on option 1 and option 2. 
3 Conclusion

Based on the discussion in section 2, it is proposed RAN2 to specify a way to identify beam failure recovery triggered CBRA based on the options below:
Option 1: specific PRACH resource could be configured for beam failure recovery when contention based random access is applied.

Option 2: Indicate beam failure recovery in the MSG3. E.g. a new LCID for C-RNTI MAC CE indicates BFR.
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