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Introduction
In LTE, when eNB receives the RRC Connection Request, eNB may check the Establishment Cause included in the RRC Connection Request to determine whether to reject the request or not. In NR, it is likely to support similar functionality so that gNB may check Establishment Cause included in the RRC Connection Request to determine whether to reject the request or not. In this document, we discuss details about establishment cause in the RRC Connection Establishment.
Discussion
In [1], CT1 asked RAN2 whether or not there is a need for NAS to provide AS with the establishment cause when NAS makes a request to AS for access. 

As RAN2 discussed in [2], in LTE, NAS needs to provide establishment cause value to the AS layer, AS layer also derives establishment cause value for some services, e.g. mo-voiceCall. Due to MSG3 size limitation, we only have emergency, highPriorityAccess, mt-Access,  mo-Signalling, mo-Data, delayTolerantAccess-v1020, mo-VoiceCall-v1280. 
However we have 16 access identities and 64 access categories in NR. To uniquely identify 64 access categories, we need 6 bits of the Establishment Cause. In addition, we may need additional value for highPriorityAccess based on access identities and mt-Access. Thus, we think that 7 bits seem necessary to uniquely identify most cases of access attempts in the Establishment Cause.
Observation 1: 7 bits seem necessary to uniquely identify most cases of access attempts in the Establishment Cause.

If MSG3 size is not limited, we can treat every access identities and access categories as establishment cause value. However, we wonder if it is beneficial to uniquely indicate most cases in the cause, because operators may not differentiate some access categories/identities in congestion control. 
For example, one operator may treat access attempts for MO data and MO MMTEL video or access attempts for paging, MO signalling and emergency under the same policy in congestion control. Thus, gNB may reject all RRC Connection Requests with MO data and MO MMTEL video while accepting all access attempts for paging, MO signalling and emergency. Another operator may map operator-defined access category 32-63 into two groups. gNB may reject all access attempts with the first group of operator-defined access categories, while accepting all access attempts with the second group of operator-defined access categories. 
Observation 2: It seems not necessary to uniquely identify all cases of access attempts in the Establishment Cause.
Accordingly, we think that it is beneficial to map multiple access identities or multiple access categories into a few bits of the Establishment Cause. In this case, we would not need many bits for the Establishment Cause. 3 bits could be sufficient for the Establishment Cause. Thus, RAN2 should not increase MSG3 size only owing to support of more than 3 bits in the Establishment Cause.
Proposal 1: RAN2 should not increase MSG3 size only owing to support of more than 3 bits in the Establishment Cause.
If it is beneficial to map multiple access identities or multiple access categories into a few bits of the Establishment Cause, we think that UE NAS can perform such mapping. In this case, UE NAS will indicate the value of the Establishment Cause to UE RRC. The mapping table should be maintained in NAS level for support of such behaviour. CT1 may need to further discuss how UE NAS knows the mapping table.
Alternatively, UE RRC could perform such mapping when UE NAS indicates to an access category. However, in such behaviour UE RRC should maintain mapping table. RAN2 may need to further discuss how UE RRC knows the mapping table e.g. from USIM or the network.
In LTE, MME may control overload via S1 signalling and RRC Establishment Cause. If NR supports such CN overload control, it seems beneficial for NAS level to maintain the mapping table. Therefore, we prefer that UE NAS maps access identities and/or access categories into values of the Establishment Cause based on a configurable mapping table, and indicates the value of the Establishment Cause to UE RRC. However, we do not need to follow LTE values (e.g. emergency, highPriorityAccess) to define the values of the Establishment Cause in NR for offering flexibility in mapping to operators.
Proposal 2: UE NAS maps access identities and/or access categories into values of the Establishment Cause based on a configurable mapping table, and indicates the value of the Establishment Cause to UE RRC. The values of the Establishment Cause in NR should be defined in a general way for offering flexibility in mapping to operators, instead of the fixed value used in LTE (e.g. emergency, highPriorityAccess).
Conclusion

In conclusion, we propose to agree the following proposals for NR:
Proposal 1: RAN2 should not increase MSG3 size only owing to support of more than 3 bits in the Establishment Cause.
Proposal 2: UE NAS maps access identities and/or access categories into values of the Establishment Cause based on a configurable mapping table, and indicates the value of the Establishment Cause to UE RRC. The values of the Establishment Cause in NR should be defined in a general way for offering flexibility in mapping to operators, instead of the fixed value used in LTE (e.g. emergency, highPriorityAccess).
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