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Introduction
In RAN#78 meeting, a new work item on “Enhanced LTE Support for Aerial Vehicles” was approved for Rel-15 [1], and one key enhancement is to support aerial UE identification as follows:
	· Signaling support for subscription based identification [RAN2 lead, RAN3]
· Specify S1/X2 signalling to support subscription based aerial UE identification



In this contribution, we further discuss the detail of subscription based identification. 
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]Discussion
An aerial UE or drone UE is defined as a cellular module/UE that is mounted in an Aerial Vehicle. 
Usually, the drone device needs to be registered in third parties, such as U-Cloud, U-care etc. The registered information is used to authorize the drone UE communications in the airspace. 
Here, drone license information can be registered in third parties and corresponding authorization information of the UE is stored in the HSS.  Then whether a UE is allowed to fly can be decided based on the authorization information to indicate whether it have this license under most national regulations. 
And it can be realized by allocating a special UE ID for this kind of UE, e.g. IMSI, SPID, or configured special subscriber Data for the PDN subscription contexts for this kind of UE. Then the corresponding authorization information can be notified to the eNB via the INITIAL CONTEXT SETUP REQUEST message from the MME. Then the eNB can validate whether the UE is authorized for the drone function by the corresponding authorization information. This method is very reliable, although the impact on core network is needed.  It is obvious that the procedure will impact on RAN3 and SA2. Hence corresponding specification work is needed.



Figure1: Certification for Drones by authorization mechanism with core network 
Proposal 1: a special UE ID can be allocated for aerial UEs, e.g. IMSI, SPID, or configured special subscriber Data for the PDN subscription contexts.
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By analysing the subscription based identification procedure, we have the following proposal:
[bookmark: _GoBack]Proposal 1: a special UE ID can be allocated for aerial UEs, e.g. IMSI, SPID, or configured special subscriber Data for the PDN subscription contexts.
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