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1 Introduction

Regarding to Unified Access Control (UAC), RAN2 has not yet discussed the detailed solutions.  One LS from CT1 provides the latest agreement in CT1 and one e-mail discussion [1] is organized to prepare the reply LS to CT1.  During the e-mail discussion, the issue about whether on-demand should be subject to access control is discussed and some companies think there is no need to perform access control barring (ACB) for on-demand SI.  In this contribution, we discuss the necessity of on-demand SI and provide our views and proposals.

2 Discussions and Proposals
For on-demand SI, there are different approaches including MSG1-based, MSG3-based for RRC_IDLE and RRC_INACTIVE UEs.  Also, RRC signalling can be used by RRC_CONNECTED UEs.
For MSG1-based SI request, as in NR-RMSI, it can be assumed that RACH preamble and/or resource will be associated with SI messages, UE can read the RMSI and then knows which PRACH preamble and/or resource can be used to send the SI request.  As UE may be in RRC IDLE and RRC_INACTIVE state, there may be lot of UEs which initiate the SI request simultaneously.  These UEs may use the same preamble and even same PRACH resources thus this will increase load to uplink RACH resources.

Observation 1 For MSG1-based SI request, RRC_IDLE and RRC_INACTIVE UEs may use same preamble and even same PRACH resources thus may increase load to uplink RACH resources.

As SI acquiring can be regarded as RRC function, we think it can be assumed that RRC layer is aware of MSG1-based SI request though MSG1-based SI request is performed by MAC layer.
Observation 2 MSG1-based SI request is aware by RRC layer and it can be assumed that RRC layer triggers the MSG1-based SI request.

For MSG3-based SI request, as agreed by RAN2, there is preamble reserved thus RRC layer triggers the MAC layer to perform RACH which may be contention-based.  Compared with MSG1-based SI request, the RACH triggered by MSG3 is a normal RACH without using the PRACH preamble and/or resource associated with one SI.

Observation 3 MSG3-based SI request initiated by RRC layer and a normal RACH without using RACH preamble and/or resources associated with SI.

There are similarities between MSG1 and MSG3 based SI request.  The first similarity is that both of them can be modelled as RRC-triggered access attempt and the second similarity is that both of them would produce RACH process.
Observation 4 There are two similarities between MSG1 and MSG3 based SI request, one is that both of them can be modelled as triggered by RRC layer, the other is that both of them would produce RACH process.

In order to reduce the RACH load and considering that RRC_IDLE and RRC_INACTIVE UEs may initiate SI request simultaneously, we propose that in MSG1 and MSG3 based SI request can be modelled as an access attempt generated by RRC layer. 
One may argue that SI request doesn’t mean UE will access the network and establish PDU session to consume radio and backhaul resources.  But in our view, RACH overload is very important considering the increasing number of UEs in NR system.  Thus, we propose:
Proposal 1 RAN2 agree MSG1 and MSG3 based SI request can be modelled as access attempt generated by RRC layer.

In order to perform ACB for the access attempt triggered by RRC layer, we think RRC layer should map the access attempt with an access category.
Proposal 2 RAN2 agree that to perform ACB for SI request, RRC layer map the access attempt with an access category e.g. SI request.

Regarding to RRC_Connected UEs, as they use the dedicated resource to send the SI request, thus RRC-based SI request for RRC_Connected UE may not trigger RACH procedure unless uplink synchronization is lost.  Therefore, our view is that whether RRC-based SI request by RRC_Connected UE is subject to ACB depends on whether RAN2 agree that UAC is applicable to RRC_Connected UEs.

Proposal 3 Whether RRC-based SI request by RRC_Connected UE is subject to ACB depends on whether RAN2 agree that UAC is applicable to RRC_Connected UEs.

3 Conclusion

In this contribution, we discuss he necessity of on-demand SI and we have the following observations and proposals:
Observation 1 For MSG1-based SI request, RRC_IDLE and RRC_INACTIVE UEs may use same preamble and even same PRACH resources thus may increase load to uplink RACH resources.

Observation 2 MSG1-based SI request is aware by RRC layer and it can be assumed that RRC layer triggers the MSG1-based SI request.

Observation 3 MSG3-based SI request initiated by RRC layer and a normal RACH without using RACH preamble and/or resources associated with SI.

Observation 4 There are two similarities between MSG1 and MSG3 based SI request, one is that both of them can be modelled as triggered by RRC layer, the other is that both of them would produce RACH process.
Proposal 1 RAN2 agree MSG1 and MSG3 based SI request can be modelled as access attempt generated by RRC layer.

Proposal 2 RAN2 agree that to perform ACB for SI request, RRC layer map the access attempt with an access category e.g. SI request.

Proposal 3 Whether RRC-based SI request by RRC_Connected UE is subject to ACB depends on whether RAN2 agree that UAC is applicable to RRC_Connected UEs.
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