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Introduction
In the area of Unified access control, a number of agreements have been made in SA1, CT1 as well as in RAN2. For example, at the CT1#108 meeting, a CT1 solution for Unified access control was agreed, and an LS [2] was sent to inform RAN2 about their decision including a number of questions. 
At the RAN2 AH meeting in Vancouver, it was decided to address answers on this LS as well as “identity potential easy agreements” in an e-mail discussion. We think that RAN2 can quite easily agree, together with CT1, on e.g. the functional division between AS and NAS for Unified access control, which is also discussed in [1].
This contribution discusses different alternative approaches on how to specify Unified access control in the RRC specification.
[bookmark: _Ref178064866]Discussion
As also observed in [1], we can by analysing the stage-1 requirements observe that:
[bookmark: _Toc494098245][bookmark: _Toc494275995][bookmark: _Toc494355225][bookmark: _Toc494355336][bookmark: _Toc498328653][bookmark: _Toc498431905][bookmark: _Toc498497684][bookmark: _Toc498592573][bookmark: _Toc501630996][bookmark: _Toc502741257][bookmark: _Toc502747756][bookmark: _Toc503270331][bookmark: _Toc503358371][bookmark: _Toc503358562][bookmark: _Toc505331488][bookmark: _Toc505674929][bookmark: _Toc505764256][bookmark: _Toc505771918][bookmark: _Toc506141660][bookmark: _Toc506385938]Access control is applied in all RRC states (RRC_IDLE, RRC_INACTIVE, RRC_CONNECTED) at the time of initiating a new access attempt (e.g. new session request).
In other words, as access control is applied on detected access attempts in all UE states, NAS may also request RRC to perform a barring check in any UE state: RRC_IDLE, RRC_INACTIVE and RRC_CONNECTED state. This is also clear from the agreed CT1 CR. 
[bookmark: _Hlk505330843]In LTE, the access barring check is specified as part of the RRC connection establishment procedure. This is for historical reasons – in the first releases of LTE, access control was only considered for UEs in RRC_IDLE. Now, we introduce Unified access control, applicable in all UE states, with access barring check that can be requested anytime from NAS, and potential also from within the RRC layer in a few cases (typically for example RNA update, yet to be agreed at the time of writing this contribution). We note that in the agreed CT1 CR attached to the LS [2] from CT1 it is stated:
“If the lower layers indicate that the access attempt is allowed, the NAS shall initiate the procedure to send the initial NAS message for the access attempt.”
In other words, when NAS requests the RRC layer to setup an RRC connection used by a NAS signaling connection, RRC layer should assume that the barring checks has already been performed. In fact, we can observe:
[bookmark: _Toc505771919][bookmark: _Toc506141661][bookmark: _Toc506385939]NAS may anytime request the RRC layer to perform an access barring check, unrelated to any other RRC procedure.
[bookmark: _GoBack]From the above discussion, we think that the it is natural that the access barring check is specified as a separate procedure, with multiple triggers: from NAS as well from other RRC procedures - rather than part of the RRC connection establishment procedure.
[bookmark: _Toc505771920][bookmark: _Toc506141663][bookmark: _Toc505331489][bookmark: _Toc505674930][bookmark: _Toc505764254][bookmark: _Toc506385932]The access barring check for Unified access control should be specified as a separate RRC procedure.
[bookmark: _Toc505771921][bookmark: _Toc506141664][bookmark: _Toc506385933]The access barring check for Unified access control may be triggered from NAS as well as from other RRC procedures.
To facilitate a stage-3 specification of Unified access control in the NR RRC specification TS 38.331 [3], we think that as a first step we should create, for the time being, an empty procedure for the access barring check for Unified access control. We propose:
[bookmark: _Toc505331490][bookmark: _Toc505674931][bookmark: _Toc505764255][bookmark: _Toc505771922][bookmark: _Toc506141665][bookmark: _Toc506385934][bookmark: _Hlk505674740]Add a new subclause “Access Barring Check for Unified Access Control” in TS 38.331, according to the text proposal.
For E-UTRA access to 5GC, Unified access control is required to be used as well. And the 5G NAS will trigger access barring checks in E-UTRA RRC in all UE states, including (E-UTRA) RRC_CONNECTED. The legacy (for access to EPC) access control is already specified in the RRC connection establishment procedure and we don’t see a need for it to be changed when we introduce Unified access control. However, the access barring check for Unified access control in E-UTRA RRC should be introduced in 36.331, based on the corresponding procedure for NR RRC. We propose:
[bookmark: _Toc505771923][bookmark: _Toc506141666][bookmark: _Toc506385935]The access barring check procedure for Unified access control in TS 36.331, for E-UTRA access to 5GC, should as baseline use the corresponding procedure in the NR RRC specification 38.331.
[bookmark: _Ref189046994]Text Proposal to TS 38.331
[bookmark: _Toc491180882][bookmark: _Toc493510583][bookmark: _Toc501138257][bookmark: _Toc500942689]5.7.X	Access Barring Check for Unified Access Control

Conclusion
In section 2 we made the following observations:
Observation 1	Access control is applied in all RRC states (RRC_IDLE, RRC_INACTIVE, RRC_CONNECTED) at the time of initiating a new access attempt (e.g. new session request).
Observation 2	NAS may anytime request the RRC layer to perform an access barring check, unrelated to any other RRC procedure.

Based on the discussion in section 2 we propose the following:
Proposal 1	The access barring check for Unified access control should be specified as a separate RRC procedure.
Proposal 2	The access barring check for Unified access control may be triggered from NAS as well as from other RRC procedures.
Proposal 3	Add a new subclause “Access Barring Check for Unified Access Control” in TS 38.331, according to the text proposal.
Proposal 4	The access barring check procedure for Unified access control in TS 36.331, for E-UTRA access to 5GC, should as baseline use the corresponding procedure in the NR RRC specification 38.331.
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