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1. Introduction

This paper will introduce UE NAS and AS behaviors for NE access control, i.e. how to map a triggered access to the access category in UE NAS, and how to perform the barring check in UE AS.
2.
Discussion
LTE ACDC can be a good baseline for NR access control. Figure 1 describes the current ACDC concept. The mapping info between application and category, i.e. ACDC Management Object (MO) is specified outside 3GPP. The information is provided to UE NAS via USIM or OMA DM. UE NAS maps an access attempt to a corresponding category, and delivers the Service Request together with the mapped category to UE AS. The eNB broadcasts per-category ACDC barring configuration over System Information. UE AS performs ACDC barring check based on the barring configuration corresponding to the mapped category. If the corresponding ACDC barring configuration is not provided from eNB, UE AS skips the ACDC barring check.
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Figure 1
ACDC in LTE

As in ACDC, we also assume that UE NAS maps the triggered access to the access category in NR access control, and UE AS performs the barring check.
Even though there is no agreement so far, we think that RAN2 made a consensus that there are the standardized access category and the non-standardized access category in NR access control.
The standardized access categories are defined within 3GPP, and have same meaning regardless of different network operators. SA1 provided the access categories in [1]. For your convenience, the relevant table is captured below. In the above table, the access categories from 0 to 31 belongs to the standardized access categories. Others are non-standardized access categories.
	Access category number
	Conditions related to UE
	Type of access attempt

	0 (NOTE 1)
	All
	MO signalling resulting from paging

	1 (NOTE 2)
	One or some of Access Classes 11-15 are set. At least one of them is valid in the registered PLMN and justified its priority handling by the registered PLMN with regards to access control.
	All

	2 (NOTE 3)
	UE is configured for delay tolerant service and subject to access control for access category 2, which is judged based on relation of UE’s HPLMN and the registered PLMN.
	All

	3
	All except for the cases of access categories 1-2.
	Emergency

	4
	All except for the cases of access categories 1-2.
	MO signalling

	5
	All except for the cases of access categories 1-2.
	MMTEL voice

	6
	All except for the cases of access categories 1-2.
	MMTEL video

	7
	All except for the cases of access categories 1-2.
	SMS

	8
	All except for the cases of access categories 1-2.
	MO data that do not belong to any other access categories

	9-31
	
	Reserved standardized access categories

	32-63
	All except for the cases of access categories 1-2 and except for roaming-UEs
	Based on operator classification

	NOTE 1:
Access category 0 is not barred.

NOTE 2:
Access Classes 11 and 15 are valid in Home PLMN only if the EHPLMN list is not present or in any EHPLMN. Access Classes 12, 13 and 14 are valid in Home PLMN and visited PLMNs of home country only. For this purpose the home country is defined as the country of the MCC part of the IMSI. If the barring control information contains flag for “unbarred” for at least one of these valid Access Classes, all access attempts from the UE require priority handling and fall into access category 1. Otherwise the UE does not require priority handling with regards to access control and other access categories apply. Access category 1 is not barred.

NOTE 3:
The barring parameter for access category 2 is accompanied with information on whether the access control applies to UEs registered in UE’s HPLMN/EHPLMN, the most preferred VPLMN, or other PLMNs.


The non-standardized access categories are operator-specific access categories, and are defined outside 3GPP. The non-standardized access categories are so similar to the categories in LTE ACDC. One difference is that the categories in ACDC can be mapped to applications only, while the non-standardized access categories can be mapped based on e.g. the following various factors (from R2-1702441):
-
application triggering the access

-
services (e.g. MMTEL voice, MMTEL video, SMS)

-
call types (e.g. emergency access, high priority access)

-
device/subscription indicators (e.g. low priority UEs)

-
signalling procedure(s) (e.g. NAS procedures, RRC procedures)

-
etc.
Confirmation: There are Standardized access category and Non-standardized access category in NR access control.
The non-standardized access categories cannot be mapped to all possible factors and/or their combinations. For example, we can see a huge number of applications in the market. Accordingly, the operator would provide only the barring configurations of non-standardized access categories corresponding to the interesting factors. If an access cannot be mapped to any non-standardized access category, the access shall be controlled with a standardized access category in the barring check. It means that an access triggered in UE NAS shall belong to at least one of standardized access categories. In other words, UE NAS shall map a triggered access to one of the standardized access categories. Also, if a linkable non-standardized access category is provided to UE NAS via USIM or OMA DM, UE NAS can map the access to a non-standardized access category in addition. 
Proposal 1: UE NAS shall map the triggered access to a standardized access category.

Proposal 2: UE NAS shall map the triggered access to a non-standardized access category if the network provides a linkable non-standardized access category via USIM or OMA DM. 

Accordingly, for an access, UE NAS delivers both standardized category and non-standardized category, or the standardized category only to UE AS.

Proposal 3: UE NAS delivers either both standardized category and non-standardized category, or the standardized category only to UE AS.
Depending on whether for gNB to provide the barring configuration corresponding to the mapped standardized and non-standardized access category, UE AS selects a barring configuration, and performs a barring check for the access. We assume to prioritize the barring check with the barring configuration corresponding to the non-standardized access category over the standardized category because the network would broadcast some non-standardized access categories when it wants to elaborately manage the access control for the accesses associated with the specific factors or kinds. If the barring check is passed, UE AS sends RRC Connection Request to gNB.
Proposal 4: UE AS performs the barring check at one time.

Proposal 4-1: UE AS performs a barring check based on the barring configuration linked to the non-standardized category if UE NAS provides the non-standardized category to UE AS and gNB broadcasts the barring configuration corresponding to the non-standardized category. 

If the barring configuration corresponding to the mapped non-standardized access category is not provided from gNB, UE AS performs a barring check based on the barring configuration linked to the mapped standardized category.
Proposal 4-2: UE AS performs a barring check based on the barring configuration linked to the standardized category if UE NAS provides standardized access category only to UE AS and gNB broadcasts the barring configuration corresponding to the standardized category.
If the barring configuration corresponding to the mapped standardized access category is not provided from gNB, the access is considered as not barred.
However, there is an exceptional case in the proposal 4-1 and 4-2. If the mapped standardized access category corresponds to emergency and high priority access, the barring configuration corresponding to the mapped standardized access category needs to firstly be applied regardless of the mapped non-standardized access category. Even in LTE, the access related to the emergency and high priority access is controlled with separate barring configuration, i.e. IE ac-BarringForEmergency, and the barring configuration is prioritized over other barring configuration. It means that the emergency is allowed even when the access is barred by the barring check with other barring configuration. Another candidate for the exceptional case is the high priority access. 
Proposal 4-3: If the mapped standardized category corresponds to emergency and high priority access, and the corresponding barring configuration is provided with indication of "not barred", the access is allowed without any consideration on the mapped non-standardized access category.

From the above proposals, the NR access control procedure can be given by Figure 2. 
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Figure 2
NR access control procedure
3. Conclusion
It is proposed that
Confirmation: There are Standardized access category and Non-standardized access category in NR access control.
Proposal 1: UE NAS shall map the triggered access to a standardized access category.

Proposal 2: UE NAS shall map the triggered access to a non-standardized access category if the network provides a linkable non-standardized access category via USIM or OMA DM.
Proposal 3: UE NAS delivers either both standardized category and non-standardized category, or the standardized category only to UE AS.
Proposal 4: UE AS performs the barring check at one time.
Proposal 4-1: UE AS performs a barring check based on the barring configuration linked to the non-standardized category if UE NAS provides the non-standardized category to UE AS and gNB broadcasts the barring configuration corresponding to the non-standardized category.
Proposal 4-2: UE AS performs a barring check based on the barring configuration linked to the standardized category if UE NAS provides standardized access category only to UE AS and gNB broadcasts the barring configuration corresponding to the standardized category.
Proposal 4-3: If the mapped standardized category corresponds to emergency and high priority access, and the corresponding barring configuration is provided with indication of "not barred", the access is allowed without any consideration on the mapped non-standardized access category.
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