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Introduction
This contribution is an update of R2-1710477 [1]. Main change is:
-	Added details on the access category selection assistance information
[bookmark: _Ref178064866]Discussion
Analysis of stage-1 requirements
The stage-1 requirements [4] for unified access control now specifies the following access categories (Table 1):
[bookmark: _Ref493582969]Table 1: Access Categories, from [4]
	Access category number
	Conditions related to UE
	Type of access attempt

	0 (NOTE 1)
	All
	MO signalling resulting from paging

	1 (NOTE 2)
	One or some of Access Classes 11-15 are set. At least one of them is valid in the registered PLMN and justified its priority handling by the registered PLMN with regards to access control.
	All

	2 (NOTE 3)
	UE is configured for delay tolerant service and subject to access control for access category 2, which is judged based on relation of UE’s HPLMN and the registred PLMN.
	All

	3
	All except for the cases of access categories 1-2.
	Emergency

	4
	All except for the cases of access categories 1-2.
	MO signalling

	5
	All except for the cases of access categories 1-2.
	MMTEL voice

	6
	All except for the cases of access categories 1-2.
	MMTEL video

	7
	All except for the cases of access categories 1-2.
	SMS

	8
	All except for the cases of access categories 1-2.
	MO data that do not belong to any other access categories

	9-31
	
	Reserved standardized access categories

	32-63
	All except for the cases of access categories 1-2 and except for roaming-UEs
	Based on operator classification

	NOTE 1:	Access category 0 is not barred.
NOTE 2:	Access Classes 11 and 15 are valid in Home PLMN only if the EHPLMN list is not present or in any EHPLMN. Access Classes 12, 13 and 14 are valid in Home PLMN and visited PLMNs of home country only. For this purpose the home country is defined as the country of the MCC part of the IMSI. If the barring control information contains flag for “unbarred” for at least one of these valid Access Classes, all access attempts from the UE require priority handling and fall into access category 1. Otherwise the UE does not require priority handling with regards to access control and other access categories apply. Access category 1 is not barred.
NOTE 3:	The barring parameter for access category 2 is accompanied with information on whether the access control applies to UEs registered in UE’s HPLMN/EHPLMN, the most preferred VPLMN, or other PLMNs.



From analyzing the stage-1 requirements, we observe:
[bookmark: _Toc494287725][bookmark: _Toc494355935][bookmark: _Toc498433458][bookmark: _Toc498497648][bookmark: _Toc498500298][bookmark: _Toc493585826][bookmark: _Toc494098250][bookmark: _Toc498592426]Access barring information for up to 64 access categories needs to be supported.
[bookmark: _Toc494276000][bookmark: _Toc494355230][bookmark: _Toc494355341][bookmark: _Toc498328658][bookmark: _Toc498431910][bookmark: _Toc498433459][bookmark: _Toc498497649][bookmark: _Toc498500299][bookmark: _Toc498592427]In order to enable determination of applicability of access category 1, “Access category selection assistance information” is needed to indicate whether the access category 1 is applicable to a UE and for each of the access classes 11-15 configured in the UICC. 
[bookmark: _Toc498431911][bookmark: _Toc498433460][bookmark: _Toc498497650][bookmark: _Toc498500300][bookmark: _Toc498592428]In order to enable determination of applicability of access category 2, “Access category selection assistance information” is needed to indicate whether the access category 2 is applicable to a UE configured for delay tolerant service and registered in UE’s HPLMN/EHPLMN, the most preferred VPLMN, and/or other PLMNs.
Desired characteristics of access barring parameters
The access barring parameters are used by RAN, within the RRC layer, to indicate barring condition for each cell. On NAS level there is mapping mechanism used to determine the access category used in the barring check performed before an access attempt by the UE.
Some important characteristics to consider when designing the access barring mechanism, including the parameters used, are:
1. Meet the “unified access control” principle: whether the mechanism used to indicate barring is common for all the access categories.
2. The amount of signalling resources used by the access barring parameters, whether or not barring is applied.
3. The impact and burden on the UE. For example, in case barring on one or several access categories is applied, how many timers that would need to be maintained by the UE.
4. Last by not least, the access barring parameters should fulfil the needs of the mapping mechanism used to map events on access category.
Structure of barring parameters
Alternative approaches
We think that, as a starting point, the barring parameters for unified access control are defined in the same way for both the standardized access categories 0-31 and the operator-defined access categories 32-63. 
ACDC in LTE is one example of how barring parameters can be specified, see Figure 1.

BarringPerACDC-CategoryList-r13 ::= SEQUENCE (SIZE (1..maxACDC-Cat-r13)) OF BarringPerACDC-Category-r13

BarringPerACDC-Category-r13 ::= SEQUENCE {
	acdc-Category-r13				INTEGER (1..maxACDC-Cat-r13),
	acdc-BarringConfig-r13			SEQUENCE {
		ac-BarringFactor-r13			ENUMERATED {
											p00, p05, p10, p15, p20, p25, p30, p40,
											p50, p60, p70, p75, p80, p85, p90, p95},
		ac-BarringTime-r13				ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512}
	}										OPTIONAL	-- Need OP
}

	barringPerACDC-CategoryList
A list of barring information per ACDC category according to the order defined in TS 22.011 [10]. The first entry in the list corresponds to the highest ACDC category of which applications are the least restricted in access attempts at a cell, the second entry in the list corresponds to the ACDC category of which applications are restricted more than applications of the highest ACDC category in access attempts at a cell, and so on. The last entry in the list corresponds to the lowest ACDC category of which applications are the most restricted in access attempts at a cell.


[bookmark: _Ref484767417]Figure 1: Barring Time and Barring Factor Per ACDC Category. Example from LTE (TS 36.331)
In ACDC, a barring factor and barring time is signalled for each ACDC category where barring is applied. Moreover, in ACDC there is a ranking of the access categories, specified, see Table 1.
[bookmark: _Ref485375190]Table 2: Values of ACDC category: Example from LTE TS (24.105)
	Value
	Description

	0
	Reserved

	1
	Highest ranked ACDC category value

	2-15
	ACDC category value indicating descending order of ranking

	16
	Lowest ranked ACDC category value



The ranking of the access categories implies that if ACDC category X is barred, also all categories with higher values than X (less rank) would also be barred. This also implies that the barring information of the categories with lower value than X do not need to be signalled. Moreover, it does also imply that the UE does only have to maintain one running barring timer.
With LTE as the baseline, we can think of at least two main alternative approaches how to, in principle, structure and signal the access barring parameters:
1. Alt 1: For each of the access categories there is an individual barring factor and barring time, similar to ACDC. In order to reduce signalling when barring is applied, the barring indicated on given access category, implies also barring on the access categories with lower rank.
2. Alt 2: A primary barring configuration, with a primary barring factor and primary barring time shared by all access categories. For each access category, a secondary barring configuration is indicated, which is used as a modifier/delta configuration. In the simplest example, this secondary barring factor is a boolean indicating whether the barring applies on this access category or not. This approach can be compared to (perhaps old-school these days) an amplifier, with a main volume and an equalizer to fine-tune each frequency band.
Further details on Alt 2: primary and secondary barring configuration
In Figure 2, one example is illustrated for how the barring configuration for the approach in alternative 2. Here we assume that if the cell is not barred, the barring configuration is not present in the system information. In case of barring, a single primary barring configuration, using full signalling of barring factor and barring time is provided. Also, for each access category, optionally a secondary barring configuration may be provided, which is used as a modifier / delta configuration.

UnifiedBarringConfig	::=		SEQUENCE {
	primaryBarringConfig			PrimaryBarringConfig,
	secondaryBarringConfigList		SecondaryBarringConfigList
}

PrimaryBarringConfig ::=		SEQUENCE {
	primaryBarringFactor			ENUMERATED {
										p00, p05, p10, p15, p20, p25, p30, p40,
										p50, p60, p70, p75, p80, p85, p90, p95},
	primaryBarringTime			ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512}
}

SecondaryBarringConfigList ::= 	SEQUENCE (SIZE (0..maxAccessCat)) OF
									BarringPerAccessCategory

BarringPerAccessCategory ::= 	SEQUENCE {
	accessCategory					INTEGER (0..maxAccessCat),
	secondaryBarringConfig			SEQUENCE {  
		secondaryBarringFactor			SecondaryBarringFactor,
		secondaryBarringTime			SecondaryBarringTime 		OPTIONAL -- Need OP
	} 		OPTIONAL		-- Need OP
}

[bookmark: _Ref485218116]Figure 2: Example of a unified barring configuration using a single primary barring configuration and one secondary barring configuration for each access category
Another example is provided in Figure 3. In this example, a primary barring configuration is provided for each of the standardized access categories 0..31.. The access category 31 would be used to provide the primary barring configuration when the UE uses an operator-defined access category, i.e. a value above 31. For the configured access categories, a secondary access barring configuration may be provided, used as a delta.

UnifiedBarringConfig	::=		SEQUENCE {
	primaryBarringConfigList		PrimaryBarringConfigList,
	secondaryBarringConfigList		SecondaryBarringConfigList
}

PrimaryBarringConfigList ::= 	SEQUENCE (SIZE (0..31)) OF PrimaryBarringPerCategory

PrimaryBarringPerCategory ::=	SEQUENCE {
	accessCategory					INTEGER (0..31), 
	primaryBarringFactor			ENUMERATED {
										p00, p05, p10, p15, p20, p25, p30, p40,
										p50, p60, p70, p75, p80, p85, p90, p95},
	primaryBarringTime				ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512}
}	

SecondaryBarringConfigList ::= 	SEQUENCE (SIZE (32.. maxAccessCat)) OF BarringPerAccessCategory

BarringPerAccessCategory ::= 	SEQUENCE {
	accessCategory					INTEGER (32..maxAccessCat),
	secondaryBarringConfig			SEQUENCE {  
		secondaryBarringFactor			SecondaryBarringFactor,
		secondaryBarringTime			SecondaryBarringTime 		OPTIONAL -- Need OP
	} 		OPTIONAL		-- Need OP
}

[bookmark: _Ref485218885]Figure 3: Example of a unified barring configuration using a primary barring configuration for each of the standardized access categories (0..31) and one secondary barring configuration for each operator-defined access category
In Figure 4 examples of the secondary access barring configuration for each access category is provided, here modelled as a CHOICE in order to show some alternative approaches. A first alternative is to use a Boolean value, which is used to determine whether the UE should apply the primary access barring configuration or use a default value, e.g. “not barred” for the barring factor and no timer for the barring timer. In a second alternaive, the secondary barring factor and secondary barring time is as offset of the value of the barring factor and barring time, respectively. In a third alternaive, the secondary barring factor and secondary barring time is an offset to determine which value to use in the value range for the barring factor and barring time. For example, if the primary barring factor is 50%, i.e. the 8th value in the range, and the secondary barring factor is “+2”, the resulting barring factor is the 10th value, i.e. 70%.

SecondaryBarringFactor			::=	CHOICE {
		secondaryBarringFactor1 		BOOLEAN,
		secondaryBarringFactor2 		ENUMERATED {p-30, p-20, p-10, p+10, p+20, p+30},
		secondaryBarringFactor3			ENUMERATED {o-16, o-6, o-4, o-2, o+2, o+4, o+6, o+16}
}

SecondaryBarringTime			::= CHOICE {
		secondaryBarringTime1			BOOLEAN, 	
		secondaryBarringTime2			ENUMERATED {s-128, s-32, s+32, s+128},
		secondaryBarringTime3			ENUMERATED {o-2, o-1, o+1, o+2}
}

[bookmark: _Ref485219199]Figure 4: Example of alternative defintions of secondary barring configuration
We think that typically the primary barring information may ned to be modified more quickly than the secondary barring configuration. Thus, in order to quickly apply barring and still save signalling resources, the primary barring configuration may use higher repetition frequency in the system information delivery than the secondary barring information.
Comparision of alternative approaches
The first alternative may look attractive at first glance, however it depends on that there is a specified ranking (ordering) of the access categories. Surely we see some additional benefits when there is a specified ranking of access categories. For example, RAN is kept agnostic of the meaning of an access category, For example, RAN may start apply barring of “lowest ranked” access categories in case of moderate overload, leaving the “highest ranked” categories to the situation of high overload, without knowing the meaning of the individual categories.
[bookmark: _Toc485291204][bookmark: _Toc485293120][bookmark: _Toc485416440][bookmark: _Toc490263986][bookmark: _Toc492970919][bookmark: _Toc494287728][bookmark: _Toc494355938][bookmark: _Toc498433461][bookmark: _Toc498497651][bookmark: _Toc498500301][bookmark: _Toc498592429]There are benefits with ranking of access categories.
On the other hand, whether ranking is possible or not may depend on how the rules for determining the operator-defined access categories are meant to be used and specified in the NAS layer. For example, if ranking of access categories also implies ranking of the rules,  it leaves less flexibility when configuring the rules, especially when slicing is taken into account, since in that case it is clearly a multi-dimensional problem. We think therefore that ranking of access categories should not imply the same ranking of the rules. For example, if any ordering of the processing of the rules are to be specified/configured, it should not be dependent of the access category ranking. 
We also note that in the stage-1 requirements, no ranking has been defined of the categories. At least for the standardized categories, the requirements is interpreted as there is no ranking.
[bookmark: _Toc494287729][bookmark: _Toc494355939][bookmark: _Toc498433462][bookmark: _Toc498497652][bookmark: _Toc498500302][bookmark: _Toc498592430]The current stage-1 requirements do not specify any ranking between access categories.
Access category selection assistance information
For the “Access category selection assistance information” for access categories 1-2, our understanding is that this information would need to be provided by system information broadcast in the RRC layer. 
[bookmark: _Hlk498432654][bookmark: _Toc498433464][bookmark: _Toc498500304][bookmark: _Toc498592432]Access category selection assistance information for access categories 1 and 2 are provided to the UE by system information broadcast in the RRC layer.
The Access category selection assistance information consists of the following:
1. Information whether the access category 1 is applicable to:
1)	a UE with access classes 11 configured in UICC;
2)	a UE with access classes 12 configured in UICC;
3)	a UE with access classes 13 configured in UICC;
4)	a UE with access classes 14 configured in UICC;
5)	a UE with access classes 15 configured in UICC; or
6)	any combination of these; and
2. Information whether the access category 2 is applicable to:
1)	a UE configured for delay tolerant service and registered in UE’s HPLMN or UE's EHPLMN;
2)	a UE configured for delay tolerant service and registered in UEs' most preferred VPLMN;
3)	a UE configured for delay tolerant service and registered in a PLMN other than UE’s HPLMN, other than UE's EHPLMN and other than UEs' most preferred VPLMN; or
4)	any combination of these.
[bookmark: _Hlk498432571]Below we provide an example of how the access category selection assistance information could be defined.


UAC-AccessCategorySelectionAssistanceInfo ::= 	SEQUENCE {
	accessCategory1									SEQUENCE {
[bookmark: _Hlk498499636]		applicableForAC11								ENUMERATED {true}	OPTIONAL,	-- Need OP
		applicableForAC12								ENUMERATED {true}	OPTIONAL,	-- Need OP
		applicableForAC13								ENUMERATED {true}	OPTIONAL,	-- Need OP
		applicableForAC14								ENUMERATED {true}	OPTIONAL,	-- Need OP
		applicableForAC15								ENUMERATED {true}	OPTIONAL	-- Need OP
	},
	accessCategory2									SEQUENCE {
		applicableForHPLMN-EHPLMN						ENUMERATED {true}	OPTIONAL,	-- Need OP
		applicableForMostPreferredVPLMN					ENUMERATED {true}	OPTIONAL,	-- Need OP
		applicableForOtherPLMN							ENUMERATED {true}	OPTIONAL	-- Need OP
	}
}

Figure 5: Example definition of the access category selection assistance information
The access barring applicability for each of access classes 11-15 is controlled by the “applicableForACXX” flag, but the actual barring check, when applicable, is performed using the unified barring configuration for access category 1. Thus, the access classes 11-15 which are applicable for access category 1 share the same barring factor.
Delivery of access barring information
As per the stage-1 requirements, the unified access control is applied in all states. We think that it also should use the same mechanisms for delivery of the barring information in all states.
We expect that access control in RRC_IDLE and RRC_INACTIVE will use system information and indicate the access barring parameters. Since the UE needs to read this information before making access to the system for the first time, this should be part of the minimum system information. 
[bookmark: _Toc485291210][bookmark: _Toc485291232][bookmark: _Toc485293125][bookmark: _Toc485416445][bookmark: _Toc490263995][bookmark: _Toc492970924][bookmark: _Toc494287735][bookmark: _Toc494355943][bookmark: _Toc498433465][bookmark: _Toc498500305][bookmark: _Toc498592433]At least for UEs in RRC_IDLE and RRC_INACTIVE, the access barring parameters are provided as part of the minimum system information.
We think it is beneficial if a unified access control, can, as the baseline uses the same set of barring parameters in all UE states, in order to avoid duplicating information. Moreover, the stage-1 requirements do not distinguish between UE states, for example a given access attempt will apply acces control independent of the UE state. Thus we propose:
[bookmark: _Toc485291211][bookmark: _Toc485291233][bookmark: _Toc485293126][bookmark: _Toc485416446][bookmark: _Toc490263996][bookmark: _Toc492970925][bookmark: _Toc494287736][bookmark: _Toc494355944][bookmark: _Toc498433466][bookmark: _Toc498500306][bookmark: _Toc498592434]The same unified access barring information should be applied in RRC_IDLE, RRC_INACTIVE and RRC_CONNECTED.
Moreover, if access control in RRC_CONNECTED would use the barring parameters in system information (assuming that is used in RRC_IDLE and RRC_INACTIVE), it would imply that a UE in RRC_CONNECTED would need to read system information. Therefore we observe:
[bookmark: _Toc485291205][bookmark: _Toc485293121][bookmark: _Toc485416441][bookmark: _Toc490263987][bookmark: _Toc492970920][bookmark: _Toc494287730][bookmark: _Toc494355940][bookmark: _Toc498433463][bookmark: _Toc498497653][bookmark: _Toc498500303][bookmark: _Toc498592431]When applying the same unified access barring information in RRC_IDLE, RRC_INACTIVE and RRC_CONNECTED, this may imply that a UE in RRC_CONNECTED is required to maintain valid system information prior to an event subject to access control.
Nevertheless, we think that it should be feasible to use system information to deliver access barring parameters to the UE, in all UE states (including RRC_CONNECTED). 
[bookmark: _Toc485291212][bookmark: _Toc485291234][bookmark: _Toc485293127][bookmark: _Toc485416447][bookmark: _Toc490263997][bookmark: _Toc492970926][bookmark: _Toc494287737][bookmark: _Toc494355945][bookmark: _Toc498433467][bookmark: _Toc498500307][bookmark: _Toc498592435]System information is used to deliver access barring parameters in all states.
[bookmark: _Toc473548540][bookmark: _Toc473792068][bookmark: _Toc473793997][bookmark: _Toc473794341][bookmark: _Toc473875473][bookmark: _Toc473944800][bookmark: _Toc473944808][bookmark: _Toc477945584][bookmark: _Toc477945825][bookmark: _Toc477956376][bookmark: _Toc477956743][bookmark: _Toc478121971][bookmark: _Toc478163245][bookmark: _Toc481784512][bookmark: _Toc481784799][bookmark: _Toc485020994][bookmark: _Toc485290391][bookmark: _Toc485291213]
Conclusion
 
In section 2 we made the following observations:
Observation 1	Access barring information for up to 64 access categories needs to be supported.
Observation 2	In order to enable determination of applicability of access category 1, “Access category selection assistance information” is needed to indicate whether the access category 1 is applicable to a UE and for each of the access classes 11-15 configured in the UICC.
Observation 3	In order to enable determination of applicability of access category 2, “Access category selection assistance information” is needed to indicate whether the access category 2 is applicable to a UE configured for delay tolerant service and registered in UE’s HPLMN/EHPLMN, the most preferred VPLMN, and/or other PLMNs.
Observation 4	There are benefits with ranking of access categories.
Observation 5	The current stage-1 requirements do not specify any ranking between access categories.
Observation 6	When applying the same unified access barring information in RRC_IDLE, RRC_INACTIVE and RRC_CONNECTED, this may imply that a UE in RRC_CONNECTED is required to maintain valid system information prior to an event subject to access control.

Based on the discussion in section 2 we propose the following:
Proposal 1	Access category selection assistance information for access categories 1 and 2 are provided to the UE by system information broadcast in the RRC layer.
Proposal 2	At least for UEs in RRC_IDLE and RRC_INACTIVE, the access barring parameters are provided as part of the minimum system information.
Proposal 3	The same unified access barring information should be applied in RRC_IDLE, RRC_INACTIVE and RRC_CONNECTED.
Proposal 4	System information is used to deliver access barring parameters in all states.
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