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1 Introduction
From NR TR [1]:

For RAN support of network slicing:

· Traffic for different slices is handled by different PDU sessions

· Network can realise the different network slices by scheduling and also by providing different L1/L2 configurations.
· UE should be able to provide assistance information for network slice selection in RRC message, if it has been provided by NAS.
This contribution discusses RAN perspective on the value and number of the NSSAI provided in RRC.
2 Discussion
When UE registers with a PLMN, the UE shall provide to the network in RRC and NAS layer: either the Configured-NSSAI, the Accepted NSSAI or sub-set of those, if stored in the UE. The RAN (gNB) uses the NSSAI (if provided at UE) for routing the initial access to AMF.

Once UE is registered to the PLMN and is in RRC IDLE (or INACTIVE) state, UE performs initial access procedure when it needs to establish connection to the network. In these subsequent cases of initial access, Temporary ID (assigned by serving AMF) enables the RAN to route NAS messages to the appropriate AMF. 
Proposal 1.
It is only during registration that gNB selects AMF based on the information about network slices (e.g. list of S-NSSAI) provided in RRC. In subsequent initial access, Temp ID (e.g. GUTI in LTE) is used in RRC.
In the uplink, random access preamble and Msg3 are common signalling which are not specific to a particular UE, and the amount of information that can be carried in either of them is limited – therefore it makes more sense to transfer the NSSAI within a UE-dedicated SRB message, for example in RRC Msg5 (Connection Setup Complete). Msg5 also contains NAS payload which may carry registration request, service request and TAU. But RRC IEs of the Msg5 will not be properly protected for the transition from idle to connected as it is sent before security setup, and this is not preferred from security perspective in SA3. Therefore, the information about network slices in AS should be sent after AS security setup. On the other hands, RRC Msg5 can be protected by previously configured security keys and algorithms for the state transition from inactive to connected. Network slice information in AS can be included in Msg5 in this case.
Proposal 2.
The information on network slices (e.g. list of S-NSSAI in MSG5) should be provided in RRC after AS security is properly set.

As the uplink message including information on network slices is transmitted in the shared uplink data channel, resources for which are granted to the UE on request.  Since the message is transmitted on a scheduling basis, having a slightly larger message size in the order of a few bytes is not expected to have an adverse impact on the radio interface and its resource usage. Although this may be dependent on the number of S-NSSAIs that is provided from NAS layer, it is expected to affect UE only when it registers to the network, not when it makes idle to connected transition. 
Proposal 3.
RRC to include the same NSSAI as provided from NAS layer.
3 Summary
Proposal 1.
It is only during registration that gNB selects AMF based on the information about network slices (e.g. list of S-NSSAI) provided in RRC. In subsequent initial access, Temp ID (e.g. GUTI in LTE) is used in RRC.

Proposal 2.
The information on network slices (e.g. list of S-NSSAI in MSG5) should be provided in RRC after AS security is properly set.

Proposal 3.
RRC to include the same NSSAI as provided from NAS layer.
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