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<Start of Changes>
[bookmark: _Toc477947176]5.1	PDCP Data Transfer Procedures
[bookmark: _Toc477947177]5.1.1	UL Data Transfer Procedures
At reception of a PDCP SDU from upper layers, the UE shall:
-	start the discardTimer or additionalDiscardTimer associated with this PDCP SDU (if configured);
For a PDCP SDU received from upper layers, the UE shall:
-	associate the PDCP SN corresponding to Next_PDCP_TX_SN to this PDCP SDU;
NOTE:	Associating more than half of the PDCP SN space of contiguous PDCP SDUs with PDCP SNs, when e.g., the PDCP SDUs are discarded or transmitted without acknowledgement, may cause HFN desynchronization problem. How to prevent HFN desynchronization problem is left up to UE implementation.
-	perform header compression of the PDCP SDU (if configured) as specified in the subclause 5.5.4;
-	perform integrity protection (if applicable), and ciphering (if applicable) using COUNT based on TX_HFN and the PDCP SN associated with this PDCP SDU as specified in the subclause 5.7 and 5.6, respectively;
-	increment Next_PDCP_TX_SN by one;
-	if Next_PDCP_TX_SN > Maximum_PDCP_SN:
-	set Next_PDCP_TX_SN to 0;
-	increment TX_HFN by one;
-	submit the resulting PDCP Data PDU to lower layer.


< Next Changes>

[bookmark: _Toc494136602][bookmark: Signet7]5.2	Re-establishment procedure
<Partially omitted>
[bookmark: _Toc494136605]5.2.1.2	Procedures for DRBs mapped on RLC UM
When upper layers request a PDCP re-establishment, the UE shall:
-	reset the header compression protocol for uplink and start with an IR state in U-mode [9] [11] if the DRB is configured with the header compression protocol and drb-ContinueROHC is not configured [3];
-	set Next_PDCP_TX_SN, and TX_HFN to 0;
-	apply the ciphering algorithm and key provided by upper layers during the re-establishment procedure;
-	if connected as an RN, apply the integrity protection algorithm and key provided by upper layers (if configured) during the re-establishment procedure;
-	for each PDCP SDU already associated with a PDCP SN but for which a corresponding PDU has not previously been submitted to lower layers:
-	consider the PDCP SDUs as received from upper layer;
-	perform transmission of the PDCP SDUs in ascending order of the COUNT value associated to the PDCP SDU prior to the PDCP re-establishment, as specified in the subclause 5.1.1 without restarting the discardTimer or additionalDiscardTimer.


< Next Changes>

[bookmark: _Toc494136616]5.4	PDCP discard
When the discardTimer or additionalDiscardTimer expires for a PDCP SDU, or the successful delivery of a PDCP SDU is confirmed by PDCP status report or LWA status report, the UE shall discard the PDCP SDU along with the corresponding PDCP PDU. If the corresponding PDCP PDU has already been submitted to lower layers, the discard is indicated to lower layers.
NOTE:	For split and LWA bearers, discarding a PDCP SDU already associated with a PDCP SN causes a SN gap in the transmitted PDCP PDUs, which increases PDCP reordering delay in the receiving PDCP entity. It is up to UE implementation how to minimize SN gap after SDU discard.

< Next Changes>

[bookmark: _Toc494136680]7.2	Timers
The transmitting side of each PDCP entity for DRBs shall maintain the following timers:
a) discardTimer
The duration of the timer is configured by upper layers [3]. In the transmitter, a new timer is started upon reception of an SDU from upper layer. 
b) additionalDiscardTimer
The duration of the timer is configured by upper layer [3]. In the transmitter, a new timer is started upon reception of an SDU including the critical data from upper layer. 
NOTE:	It is up to UE implementation how to identify the critical data and non-critical data. 
The receiving side of each PDCP entity shall maintain the following timers only when the reordering function is used:
bc) t-Reordering
The duration of the timer is configured by upper layers [3]. This timer is used to detect loss of PDCP PDUs as specified in the subclause 5.1.2.1.4. If t-Reordering is running, t-Reordering shall not be started additionally, i.e. only one t-Reordering per PDCP entity is running at a given time.
The receiving side of each PDCP entity associated with LWA bearers shall maintain the following timers:
cd) t-StatusReportType1
The duration of the timer is configured by upper layers (statusPDU-Periodicity-Type1 [3]). This timer is used to trigger status report transmission for LWA as specified in the subclause 5.10.
de) t-StatusReportType2
The duration of the timer is configured by upper layers (statusPDU-Periodicity-Type2 and statusPDU-Periodicity-Offset [3]). If statusPDU-Periodicity-Offset is configured and it is the first run of the timer after (re)configuration, the duration of the timer is the sum of statusPDU-Periodicity-Type2 and statusPDU-Periodicity-Offset [3], otherwise the duration of the timer is statusPDU-Periodicity-Type2. When configured, this timer is used to trigger status report transmission for LWA as specified in the subclause 5.10.

<End of Changes>
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