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1
Introduction
During RAN2#97bis the following was agreed:

Agreement

1
Aim to limit the number of RRC messages i.e. avoid introducing several messages with similar content/ similar procedural handling (details can be discusses when more progress has been made on the individual procedures)

In this contribution, we discuss the similarities and differences between RRC connection setup , “resume” and re-establishment procedures and whether it is beneficial or not to harmonize these. 

2
Discussion
2.1
RRC Connection Setup

RRC_IDLE to RRC_CONNECTED procedure requires UE of identifying itself as well as telling the RAN about the selected PLMN and potentially CN entity related information. Furthermore, it likely involves NAS level signalling as in LTE to convey, for instance, the SERVICE REQUEST. Given that this information amount is in many cases likely too much for Msg3 to convey, we see it necessary the connection setup procedure follows the 3-steps like defined in LTE. This is to let the initial Request message (i.e. Msg3) from the UE to be rather small (i.e., carry only the UE identity and establishment cause) and be able to carry the rest of the required information in the Msg3 , i.e., complete message. This is depicted in the following Figure 1.
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Figure 1. RRC connection setup, successful

After the actual connection setup procedure, the security is activated and DRBs are configured. 
2.2
RRC Connection Resume
During RRC_INACTIVE to RRC_CONNECTED state transition, the UE AS context is stored in the NG-RAN (at least one gNB) and the UE. Hence, the security context is also available which can be advanced, e.g., for the direct data transmission from the RRC_INACTIVE state. However, if the UE resumes its RRC connection to the different gNB that stored the UE context, the encryption keys need to be changed. This could be done reactively (e.g., provide a new NCC (TBD for NR) in the Resume message by the new gNB) or proactively (e.g., provide a new NCC during the previous RRC connection). The latter method could potentially supress the need for the Resume Complete message by the UE as the keystream verification could be done even from the first Resume Request message. Furthermore, it would allow data encryption with the new key such that the direct data transmission from the RRC_INACTIVE state could be easier supported (as no new key change would need to be expected to happen right after resuming the connection).

On the other hand, the 3-step procedure benefits of being able to multiplex more CP data into the 3rd Resume Complete message if such is needed. Thus, it should be discussed whether 2- or 3-step approach is introduced for the RRC_INACTIVE to RRC_CONNECTED state transition procedure – this may depend also on the selected security procedure.

Along with the security verification information, for the request message, the UE will need to identify itself as well as the anchor gNB that stores the UE context in the NG-RAN, hence, this needs to be reflected in the UE ID design the UE uses for resume. Obviously, this ID will differ from the one UE uses for connection establishment procedure where it has only the CN allocated temporary ID (or nothing). Additionally, the cause for resuming the RRC connection needs to be informed.

2.3
RRC Connection Re-establishment
RRC connection will need to support re-establishment upon error scenarios, like Radio Link Failure, Handover Failure, or RRC Connection Reconfiguration Failure. For this purpose, LTE supports RRC connection re-establishment procedure where the UE context may be resumed from the same or different eNB [2]. However, as discussed above, for NR very similar procedure is needed for locating the UE context and resuming the RRC connection upon RRC_INACTIVE to RRC_CONNECTED state transition. Indeed, basically the same information needs to be indicated in the request message by the UE.

Furthermore, the principle to allow provisioning a new NCC during the RRC connection as discussed above in 2.2, the possibility to use a new key already to encode the shortMAC-I (or NR equivalent) for the request message could be considered. With this approach, the complete message by the UE might not be needed in re-establishment case either.

2.3
Harmonization of the RRC Setup, Re-establishment and RRC Resume procedures
Following the discussion above, all the connection attempt procedures look very similar from procedural wise at RRC. A notable difference of RRC connection establishment to re-establishment and resume is that it will need encode a NAS message (SERVICE REQUEST) in the complete message by the UE as well as be followed by the initial security mode activation procedure. RRC connection re-establishment and resume procedures do not require these steps to follow; furthermore, the need for the complete message for these procedures could possibly be redundant. On the other hand, different UE ID will be encoded to the request message by the UE whether connection establishment or re-establishment/resume is attempted which can be identified by the gNB and appropriate response message to be generated. In addition, the resume ID cannot always be available in the UE e.g. in case of power on etc.
Therefore, we propose the following:
Proposal 1: RRC Connection Request/Setup procedure is not merged to other RRC procedures

For the Re-establishment and Resume procedures it could be considered whether these procedures should be merged. In E-UTRAN difference between the procedures is that the Re-establishment procedure only re-establish SRBs while the Resume procedure also re-establish DRBs. In E-UTRAN RRC Re-establishment procedure is used to recover RRC Connection after connection failure. It can be triggered by several scenarios for example: radio link failure, handover failure, integrity check failure, and RRC connection reconfiguration failure. The RRC Re-establishment procedure is used to resume SRB1 and configure the new key to UE, and followed by a RRC Reconfiguration protected with new key to resume DRBs and other SRBs. DRBs are not resumed in E-UTRAN RRC Connection Re-establishment procedure, because RRC Connection Reestablishment message is not security protected with security key and therefore for example radio bearer parameters cannot be configured. DRBs are configured later with RRC Reconfiguration message after the security is activated.
Observation 1: In E-UTRAN Re-establishment DRB(s) are not resumed and DRBs needs to reconfigured with separate RRC procedure after the security is activated

Observation 2: Additional RRC Connection Reconfiguration and RRC Connection Reconfiguration Complete after the security activation increases signalling and latency 

Proposal 2: SRB(s) and DRB(s) are resumed in “RRC Re-establishment” procedure by single RRC message

Considering the LTE principle of using the C-RNTI and PCI of the previous cell as UE ID to locate the UE context inside the network upon re-establishment, this gives quite limited opportunities in candidates for re-establishing the UE context, e.g., due to frequent PCI reuse in the network. The UE ID to be used in RRC_INACTIVE shall be more unique identifying better the network node where the UE context is located as well as the UE context therein. Hence, it is considered that the ‘resume identity’ should be used also in case of RRC connection re-establishment in NR – at the same time the same RRC procedure as used for RRC_INACTIVE to RRC_CONNECTED state transition can be adopted for this purpose. This will require network to provide the UE with the ‘resume identity’ immediately after the RRC connection setup. 

Proposal 3: The same “resume ID” is used in “RRC Connection Re-establishment” and in “RRC Connection resume”

Proposal 4: The same RRC procedure is used for “RRC Resume” and “RRC Re-establishment”
3
Conclusions

Based on the discussion the following is proposed:

Proposal 1: RRC Connection Request/Setup procedure is not merged to other RRC procedures

Proposal 2: SRB(s) and DRB(s) are resumed in “RRC Re-establishment” procedure by single RRC message

Proposal 3: The same “resume ID” is used in “RRC Connection Re-establishment” and in “RRC Connection resume”

Proposal 4: The same RRC procedure is used for “RRC Resume” and “RRC Re-establishment”
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