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Introduction
In the last RAN2 meeting, the following agreements regarding UDC header and checksum were captured [1]:
Agreements:
1	4 checksum bits are involved in UDC header. The exact number of the bit can be revisited if any serious issue identified.
2	FU bit is involved in UDC header to indicate whether the current packet needs to be processed by UDC function or not.
In this contribution, we will analyze the details about UDC checksum algorithm. 
Discussion
2.1    Checksum algorithm
In TCP/IP protocol, 16-bit checksum value can be calculated by summing with each 16-bit value [2-3]. For example, there are some byte streams, e.g. A, B, C, D, ... , Y, Z.  Using the notation [a,b] for the 16-bit integer a*256+b, where a and b are bytes, then the 16-bit checksum of these bytes is given by one of the following:
            [A,B] +' [C,D] +' ... +' [Y,Z] 
or
            [A,B] +' [C,D] +' ... +' [Z,0] 
Or the 8-bit Checksum Algorithm is calculated over a sequence of data octets (call them D[1] through D[N]) by maintaining 2 unsigned complement 8-bit accumulators A and B whose contents are initially zero, and performing the following loop where i ranges from 1 to N:
           A := A + D[i]
           B := B + A
It can be shown that at the end of the loop A will contain the 8-bit complement sum of all octets in the datagram, and that B will contain (N)D[1] + (N-1)D[2] + ... + D[N].
And furthermore, based on the above basic addition rules, some algorithms also consider different ways to get the final N-bit checksum value, e.g. bit-oriented inverse, carry and truncation methods.
Current checksum algorithms are relatively mature and widely proven. Compared with developing new algorithms, it is simple and efficient to reuse existing algorithms.
Observation 1: Checksum algorithm used in TCP/IP is mainly based on 8/16-bit binary accumulation, which can be re-used in UDC.
As RAN2 agreements in last meeting, there is 4-bit checksum field in UDC header. Hence we need a 4-bit checksum value. Similar to TCP/IP checksum, a 4-bit binary accumulation can be used in UDC. Furthermore, UDC buffer size is configurable, e.g. 2k, 4k or 8k, which can be divided into 4k, 8k or 16k 4-bit data stream. It is a simplest way to get the checksum value by binary accumulation of these 4-bit data stream. For example, there are 2k byte stream, e.g. B1, B2, … B2048. Using Bn(1) and Bn(2) respectively represent high 4 bits and low 4 bits of one byte. Hence the checksum value of this 2k buffer can be calculated by the following:
B1(1) + B1(2) + B2(1) + B2(2) + …+B2048(1) + B2048(2) 
The final checksum can use the lowest/highest 4-bit value of the sum. Or in the addition of two 4-bit numbers, the carry of highest bit addition is added to the lowest bit.
And furthermore, checksum value can be bit-reversed before put into UDC header. Then in the receiver, checksum verification can be easy by adding transmitter’s checksum value to receiver’s checksum value and then judge whether the sum is zero or not.
Proposal 1: Checksum algorithm based on 4-bit binary accumulation can be used in UDC.
Proposal 2: In order to get a 4-bit checksum value, 4-bit truncation from the sum or the carry of highest bit addition added to the lowest bit can be considered.
Proposal 3: Checksum value can be bit-reversed before put into UDC header.
2.2   Complexity reduction of UDC checksum algorithm
UDC buffer size can be configured to 2k, 4k or 8k. That is to say, once calculating a checksum value, almost 4k, 8k or 16k addition operations are needed. In order to reduce the calculation complexity, simple data sampling methods can be considered, e.g. only the first 16 bytes and the last16 bytes are counted or only the first 8 bytes of each 256 bytes are counted.
Proposal 4: RAN2 is kindly requested to consider simple data sampling method to reduce checksum calculation complexity.

Conclusion
In this paper, we analyzed the details about UDC checksum algorithm, it is proposed that:
Proposal 1: Checksum algorithm based on 4-bit binary accumulation can be used in UDC.
Proposal 2: In order to get a 4-bit checksum value, 4-bit truncation from the sum or the carry of highest bit addition added to the lowest bit can be considered.
Proposal 3: Checksum value can be bit-reversed before put into UDC header.
Proposal 4: RAN2 is kindly requested to consider simple data sampling method to reduce checksum calculation complexity.
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