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[bookmark: _Ref429645891]Introduction
[bookmark: Proposal_Pattern_Length]This email discussion "[99bis#24][NR] AC" is to gather questions on the SA1 requirements [1] (also shown in Annex for quick reference) and clarifications. The intended outcome is to draft an LS to SA1 that would be taken for approval at beginning of next RAN2#100 meeting. This email discussion is split in two phases:
· Phase 1: for companies to provide the possible questions to be included in the drafted LS. The deadline of phase 1 is on Thursday 2017-11-02.
· Phase 2: for rapporteur to provide a summary of the possible questions, and for companies to provide their views on them. The deadline of phase 2 is on Thursday 2017-11-09.
Open points for discussion
The intention is, as mentioned in last RAN2, to have a draft LS that can be approved at the beginning of the meeting with minimum discussion.   Based on the input, email discussion rapporteur would suggest following principles:
1.  Do not repeat the question which CT1 already asked in their LS C1-174626;
2. Include questions only if many companies would like to have clarifications from other groups; 
RAN2 may send another LS to SA1/CT1 on NR AC if RAN2 additional agreements will impact other groups, which is outside of this email discussion.

Access categorization/mapping
Discussion point 1. [bookmark: _Ref496172639] Please provide your questions (if any) on the access categorization (mapping) defined on "Table 6.x.2-1: Access Categories" of SA1 CR [1].
Table 1. Company's question on the Discussion point 1
	Company's name
	Company's question
	Company's comments (if any) related to the question (e.g., justification)

	Intel
	· On the access category mapping, we suggest asking SA1 to confirm that:
· [I1] 5G AC mechanism should map an access attempt for any AC11-15 to access category 1 (if applicable, based on NOTE 2 defined in SA1 CR), 
[R] Apart from V1, no other concerns were raised on this point.  Assume this is line with everyone’s understanding. 
Suggestion: Not to have this question. 
· [I2] for EAB a, b, c categories defined in TS 36.331 are all mapped to access category 2 (if applicable, based on NOTE 3 defined in SA1 CR) 
· [R] The term EAB and delay tolerant seems to be causing confusion. 
· Suggestion: Relationship between EAB and delay tolerant is covered by CT1 LS.  Can wait for response on the requirement first and then RAN2 can discuss the a, b, c categories.  No need to ask this question immediately now.
· [I3] Both SMS and SMS over IP are mapped to access category 7 (defined in SA1 CR).
[R] Similar to [Z1].   No other concerns were raised on this point.  Assume this is line with everyone’s understanding.
 Suggestion: Not to have this question.
· 
· On the barring control parameters associated with a given access category, we suggest asking and confirming with SA1 the following:
· [I4] Even if AC11-15 use the same category, i.e. Access category 1, we still need to broadcast different access barring control parameters for each of AC11-15. 
[R] This is mentioned by other companies.
Suggestion: To ask this question. 
· 
· [I5] For delay tolerant service, and the dependency on whether the selected/registered PLMN of the UE is its HPLMN/EHPLMN, the most preferred VPLMN, or any other PLMN:
1) whether this dependency can be modelled using EAB a, b, c categories described by field eab-Category in TS36.331 (based on legacy LTE requirements for EAB defined in TS 22.011)?
2) whether it is sufficient to broadcast a single EAB category a, b or c indicating for which UEs the Access category 2 applies, together with the associated access barring control parameters (as in SIB14).
· [R] The term EAB and delay tolerant seems to be causing confusion. 
· Suggestion: Relationship between EAB and delay tolerant is covered by CT1 LS.  Can wait for response on the requirement first and then RAN2 can discuss the a, b, c categories.  No need to ask this question immediately now.. 

· [I6]For SMS, we do not need different access barring control parameters for SMS and SMS over IP. 
[R] Similar to [Z1] 
 Suggestions: To ask common question on it for confirmation;

	· For access category 1 on AC11-15:
· A single access category 1 is defined to indicate the access attempt related to AC11-15. On this regard, SA1 CR Error! Reference source not found.[1] also clarifies the following:
· Condition related to UE: "One or some of Access Classes 11-15 are set. At least one of them is valid in the registered PLMN and justified its priority handling by the registered PLMN with regards to access control."
· NOTE 2: "Access Classes 11 and 15 are valid in Home PLMN only if the EHPLMN list is not present or in any EHPLMN. Access Classes 12, 13 and 14 are valid in Home PLMN and visited PLMNs of home country only. For this purpose the home country is defined as the country of the MCC part of the IMSI. If the barring control information contains flag for “unbarred” for at least one of these valid Access Classes, all access attempts from the UE require priority handling and fall into access category 1. Otherwise the UE does not require priority handling with regards to access control and other access categories apply. Access category 1 is not barred."
· Based on SA1 clarification, seems we would still need to broadcast different parameters for AC11-15.
· For access category 2 on delay tolerant service:
· A single access category 2 is defined to indicate the access attempt related to delay tolerant service. On this regard, SA1 CR Error! Reference source not found.[1] also clarifies the following:

· Condition related to UE: "UE is configured for delay tolerant service and subject to access control for access category 2, which is judged based on relation of UE’s HPLMN and the registred PLMN."
· NOTE 3: "The barring parameter for access category 2 is accompanied with information on whether the access control applies to UEs registered in UE’s HPLMN/EHPLMN, the most preferred VPLMN, or other PLMNs."
· For MTC, RAN2 has accommodated SA1's LTE requirements on handling for EAB a, b, c categories (see related LTE reference from TS 36.331):
· eab-Category from SIB14 – "Indicates the category of UEs for which EAB applies. Value a corresponds to all UEs, value b corresponds to the UEs that are neither in their HPLMN nor in a PLMN that is equivalent to it, and value c corresponds to the UEs that are neither in the PLMN listed as most preferred PLMN of the country where the UEs are roaming in the operator-defined PLMN selector list on the USIM, nor in their HPLMN nor in a PLMN that is equivalent to their HPLMN, see TS 22.011."
· We assume that the access control for delay tolerant service is similar to EAB for MTC. For instance, the "most preferred VPLMN" from NOTE 3 above is the same as the "PLMN listed as most preferred PLMN of the country where the UEs are roaming in the operator-defined PLMN selector list on the USIM" in TS 22.011.
· So far for EAB, in SBI14, the signaling structure for EAB is:
              eab-Category-r11					ENUMERATED {a, b, c},
              eab-BarringBitmap-r11				BIT STRING (SIZE (10))
We only indicate one of EAB category, i.e. a, b or c, and only have one set of access barring control parameters for it.
· We would like to understand whether for NR, the behaviour is same as LTE indicated as above.
· For access category 7 on SMS:
· A single access category 7 is defined to include both SMS and SMS over IP. We do not see the need to have different access barring parameters for them. 

	ZTE
	· [Z1]Q1: Whether to add “originating SMSoIP” into NR access category
[R] Similar to [I3] and [I6], 
 Suggestions: To ask common question on it as [I6];
· [Z2]Q2: Whether to add “mobile originating CS fallback” into NR access category
[R] Support CS fallback for NR is not agreed currently 
Suggestion: not have question;
· [Z3]Q3: Whether to limit behavior of access control in NR for emergency as in LTE
[R] Whether to use Boolean or fraction should be discussed in RAN2;
Suggestion: Not to ask this question. It can be discussed in RAN2.
	· Q1: “originating SMSoIP” is one of the Call type in LTE
· Q2:  “mobile originating CS fallback” is one of the Call type in LTE. But this call type is not need at least for Rel-15.
· Q3: The access information type for Emergency is “boolean ”in  LTE. However, NR has the possibility to configure barring factor and barring time for emergency call.

	Ericsson
	[E1]Q1: RAN2 understanding is that SA1 does not intend to define access attempts for 5GS, and assumes that the categorization and mapping of access attempts can be done in RAN2 and CT1. RAN2 would like SA1 to confirm this assumption. 
[R] Similar to Q1, but the understanding is different.
Suggestion: combine E1/Q1 with open question to SA1 and CT1.
	In our understanding, SA1 has left the definition of an access attempt to RAN2 and CT1

	Sharp
	[S1]Are the access categories defined in Table 6.x.2-1 to be designed in such a way that for every access attempt there will be one access category uniquely determined? In other words, are those categories mutually exclusive?
[R] covered by CT1 LS, question 6;
Suggestion: not to have this question.
	If designed to be mutually exclusive, in what situations could UEs have multiple access categories? (See “FFS” in the requirements) 

	Vencore Labs
	[V1]Does SA1 envision that differentiation between the various AC 11-15 classes is desirable? If yes, the current SA1 Table 6.x.2-1 in [1] that maps all AC 11-15 into Category 1 assumes additional mechanisms must be implemented at lower layers to indicate the differentiation by access class and by service type. Would the UAC mechanism be more streamlined by allowing multiple categories from the table to be signaled?
[R] Partially covered by CT1 question 9 and partially similar to I1/4. 
Suggestion: Ask clarifications, I4.  Whether further categories are useful to AS can be discussed in the upcoming RAN2 meeting;
	By grouping AC 11-15 into Category 1 it reduces the information passed to the lower layers. Then, subsequent mechanisms must be defined to complete the mapping. 

	Qualcomm
	[Q1]To clarify that the mapping of access attempts to access categories will be specified by SA1 and the access category will be provided by NAS. 
[R]  Similar to E1, but the understanding is different.
Suggestion: combine E1/Q1 with open question to SA1 and CT1 
[Q2]Whether one or multiple access categories will be provided by NAS should also be clarified. 
[R] as clarified by Qualcomm, CT1 has similar question, e.g. question 6, we do not need to repeat the question;
Suggestion: not to ask this question. 
Also whether the Access Classes for 0-9 as used in LTE should be kept or not. 
[R] In LTE, we have two approaches, one is to have factor covering AC0-9, another way is to indicate bit map for AC 0-9. But it was decided in RAN2. We could follow the same way, to discuss and decide it in RAN2.
Suggestion: Not to ask this question. Discuss and decide in RAN2. 
	The first question will help clarify RAN2 and AS responsibility of the mechanism and whether it has any role in mapping access attempt to categories for attempts initiated by upper layers. The second question is also listed in the latest CT1 LS to SA1 (C1-174626) so can be skipped in the RAN2 LS. 

	Xiaomi
	Clarification regarding to access category 0: 
[X1]1. Does the MO signalling include both NAS signalling and AS signalling? Because in LTE when we referring to MO signalling it only means NAS signalling. 
[R] Other companies have similar questions, e.g. O1 in table 4, I1/Z1/Q1/X1/O1/C1/C2 in table 5 and I1 in table 6.
There are 3 cases:
1 on demand SI request (MSG3 based) in IDLE/inactive. For connected mode, similar to other UL messages, we do not need to have AC for SI request;
2 RNAU in inactive state, 
3 NAU PDU carrying data, and NAS PDU carrying signaling;
Suggestion: To ask a general question to SA1 whether these AS signaling triggered access in INACTIVE mode and NAS trigger will need different AC checking, and if yes, what access category should be used for them?
[X2]2.Can paging message includes a different access category overriding the default access category 0 for UE to access the network in response to that paging message? 
[R] in LTE, SA1 does not have requirement to distinguish MT for different service, and they do not have requirement to have different AC for them. Therefore, it should be same as LTE by default.  Any changes to this concept should be discussed in RAN2 first.
Suggestion: Not to ask this question; 
[X3]
3. Note 1 says " Access category 0 is not barred ", does this mean that no access barring parameter (e.g. barring factors, barring time) can be configured for access category 0?
[R] This behavior is as in LTE  Paging responses are not subject to Access barring.  Any changes to this concept should be discussed in RAN2 first.
Suggestion: Not to ask this question;

	Q1. MO signalling resulting from paging is unclear to us, because in LTE when we referring to MO signalling it only means NAS signalling. So we need to know what MO signalling really means, i.e. whether it refers to all the kinds of access attempts in response to paging, including all NAS signalling and AS signalling.
Q2. Like MO access, MT access due to paging can result from MT signalling, data, MMTEL voice, MMTEL video, delay tolerant service, etc. Some kinds of MT access, e.g. delay tolerant service, may be configured with another access category e.g. category 2. Therefore, the MT access will be equally treated as other MO delay tolerant service.
Q3: Is it possible to configure access barring parameters for MT access? If not, it means MT access will always have priority over MO access subject to access barring. However, some kinds of MT accesses, e.g. delay tolerant service, doesn't deserve such treatment. 

	Nokia, Nokia Shanghai Bell
	· [N1]Whether SA1 could revise the service requirements (NOTE 2 and NOTE3) to remove barring configuration of the corresponding Access Classes froman input factor for the Access Category decision? RAN2 understanding is that barring configuration of the AC11-15 does not need to be an input factor for the NAS provided Access Category.
Alternatively: see question under 2.2.
[R] It is related to question 9 from CT1 LS. I would suggest to discuss this in the upcoming RAN2 meeting based on company paper. Another LS may be needed based on RAN2 agreement.
Suggestion: Not to ask this question now. Company paper is invited to next meeting. A separate LS may be needed based on RAN2 agreement.
	RAN2 NR#2 made the agreement: UE NAS provides the access category information to UE RRC at least for RRC_IDLE. 
· While NOTE2 and NOTE 3 of the agreed SA1 CR, by including dependency on barring control information for certain Access Categories determination (e.g.: in NAS), implies Service requirements for Access Category determination force NAS and AS layer information exchanged back and forth.


	CATT
	· [C1]Can a UE have multiple access categories in an access attempt?
[R] covered by question 6 in CT1 LS;
Suggestion: Not to ask this question.
	In one place of SA1 CR indicates that each access attempt is categorized into one of the access categories. However, the CR also has a FFS point on the handling of UEs that have multiple access categories.



Based on the input from companies, Rapporteur has following suggestions:
· On the barring control parameters associated with a given access category, based on I4, I6, Z1, ask SA1 the following:
· Question 1: RAN2 assumes that AC11-15 use the same category, i.e. Access category 1.  RAN2 would like to check with SA1 if we still need to broadcast different access barring control parameters for each of AC11-15. 
· Question 2: RAN2 assumes that both SMS and SMS over IP use same category 7.  For SMS, RAN2 would like to check with SA1 whether different access barring control parameters are needed for SMS and SMS over IP. 
· Based on E1 and Q1: ask SA1 and CT1 to clarify:
· Question 3: RAN2 would like to ask SA1 and CT1 whether the mapping of access attempts to access categories will be specified by SA1 or CT1 and whether final access category will be provided by NAS or NAS will provide multiple categories to AS? 
Note: This should not prevent RAN2 also from discussing NAS/AS modelling of whether NAS provides one final category to AS.

· Based on X1 in table 1, O1 in table 4, I1/Z1/Q1/X1/O1/C1/C2 in table 5 and I1 in table 6:
· In addition to NAS or data triggered RRC signaling:
· For IDLE state, the UE may trigger RRC signalling to request on demand SI from network  
· For inactive state, the UE may trigger RRC signaling to:
· request on demand SI from network; 
· RAN initiated messages (RNA update, Resume request)
Note that periodic RNAU/TAU were not discussed explicitly (separately) in the email discussion and would need further discussion in RAN2. 

· To ask SA1:
· Question 4: whether different access control requirements are needed by a UE for access category 4 when MO signaling is triggered by only by AS (e.g. RNAU) vs triggered by NAS (e.g. for TAU); 
· Question 5: For NAS PDU carrying user data, should it belong to the access category associated with MO data, MO signaling or new one?
· Question 6: What category should be used for on-demand SI request (for Idle and RRC_INACTIVE) using message 3?  Can access category 4 be used for this?

Not to ask questions related to: 
· I1, I2, I3, I5, Z2, S1, Q2, X2, X3, C1
Company paper is invited to next meeting, separate LS may be needed based on the agreement in next meeting: 
· Z3, Q3, N1

Table 1-1. Company's view on Rapporteur’s suggestions
	Company's name
	Comments (if any) related to the suggestions provided by Rapporteur

	LG
	In our proposals for changing the questions, the yellow part is suggested to be removed while the blue part is suggested to be added.

In general, we assume that this email discussion aims to clarify SA1 requirements, rather than to make some RAN2 assumptions and ask SA1 about detailed RRC signaling solutions.
Regarding Question 1, it seems better to clarify whether SA1 assume the same manner with LTE AC or not. The most important point seems to understand how AC11-15 are differently handled in NR AC compared to in LTE AC. Note that we think that Question 7 and Question 8 could be placed together with Question 1, possibly before Question 1.
· Proposed Question 1: RAN2 assumes that In the CR from SA1, AC11-15 use the same category, i.e. Access category 1.  RAN2 would like to check with SA1 if we still need to broadcast different access barring control parameters for each of AC11-15. if SA1 assumes that one flag is signaled for each of AC11-15 for the network to prioritize AC11-15 over the other access categories, similarly to handling of AC11-15 in LTE AC.

Regarding Question 2, we propose to clarify general handling of SMS and SMS over IP, rather than to ask SA1 about detailed RRC signaling.
· Proposed Question 2: RAN2 assumes that would like to clarify whether or not both SMS and SMS over IP use same category 7.  For SMS, If both SMS and SMS over IP use same category 7, RAN2 would like to check with SA1 whether or not SA1 assumes that access with SMS and access with SMS over IP are always controlled under the same probability whether different access barring control parameters are needed for SMS and SMS over IP. 	Comment by Intel -SKP: Both LGE and Huawei suggested small changes to the question – the difference seem to be editorial.  My personal preference is with text proposed from Huawei.  Hope it is acceptable to adopt that.

Regarding Qustion3, we think that the first part of the question seems not related to our business. We do not understand how RAN2 will react to answers to the first part of the question. Only the second part of the question seems essential to us.
· Proposed Question 3: RAN2 would like to ask SA1 and CT1 whether the mapping of access attempts to access categories will be specified by SA1 or CT1 and whether final access category will be provided by NAS or NAS will provide multiple categories to AS? 

Regarding Question 4, we wonder if SA1 considers that the type of MO signaling includes AS procedures as well as NAS procedures. As we know, access with MO signaling was triggered only due to NAS procedures in LTE (noting that light connection is not specified yet). Thus, RAN2 should better clarify that MO signaling includes AS procedures as well as NAS procedures before going into details about parameters. We propose to replace the previous Question 4 by the below one:

· Proposed Question 4: In LTE, access with MO signaling is triggered only due to NAS procedures. However, RAN2 considers that access with MO signaling can be triggered due to RRC procedures, e.g. when UE is in RRC_INACTIVE, as well as due to NAS procedures. Thus, RAN2 would like to ask SA1 whether MO signaling in the table of the SA1 CR includes RRC procedures as well as NAS procedures or MO signaling caused by RRC procedures can be differently categorized. whether different access control requirements are needed by a UE for access category 4 when MO signaling is triggered by only by AS (e.g. RNAU) vs triggered by NAS (e.g. for TAU);

Regarding Question 5, we assume that NAS PDU carrying user data is supported by CIoT Optimization. We wonder if NAS PDU carrying user data is supported in 5GC. We prefer not to include Question 5.
· Question 5: For NAS PDU carrying user data, should it belong to the access category associated with MO data, MO signaling or new one?

Regarding Question 6, this is related to Question 4. We think that answer to Question 4 will be sufficient for RAN2 to make progress on access of on-demand SI request. Thus, we prefer not to include Question 6.
· Question 6: What category should be used for on-demand SI request (for Idle and RRC_INACTIVE) using message 3?  Can access category 4 be used for this?


	Ericsson
	· Question 1: RAN2 assumes that AC11-15 use the same category, i.e. Access category 1.  RAN2 would like to check with SA1 if we still need to broadcast different access barring control parameters for each of AC11-15. 

[Ericsson] We should probably be more precise here, and ask if RAN2 should provide a possibility to have different barring probability and barring time for each of AC11-15 or if RAN2 should solely provide "unbarred"/"barred" flags for each of AC11-15 .

· Question 3: RAN2 would like to ask SA1 and CT1 whether the mapping of access attempts to access categories will be specified by SA1 or CT1 and whether final access category will be provided by NAS or NAS will provide multiple categories to AS? 
Note: This should not prevent RAN2 also from discussing NAS/AS modelling of whether NAS provides one final category to AS.

[Ericsson] We would like to better understand the situation where multiple access categories are provided to AS? Perhaps this is related to the Editor’s note on network slicing in the CR (“It is FFS whether changes are needed for the handling of network slices and for the handling of UEs that have multiple access categories.”)?  

· Question 4: whether different access control requirements are needed by a UE for access category 4 when MO signaling is triggered by only by AS (e.g. RNAU) vs triggered by NAS (e.g. for TAU); 

[Ericsson] In our understanding, the service requirements in SA1 should not depend on the details of the layer triggering signaling. We think this is more of a question for CT1 and RAN2, and would prefer to discuss this in RAN2 before asking SA1 to provide a separate access category for RRC triggered signaling. 

· Question 5: For NAS PDU carrying user data, should it belong to the access category associated with MO data, MO signaling or new one?

[Ericsson]  Our understanding is that Data over NAS (DoNAS) is not supported by 5G-NAS in Rel-15, and therefore this question does not seem to be applicable, at least not for Rel-15 work.

· Question 6: What category should be used for on-demand SI request (for Idle and RRC_INACTIVE) using message 3?  Can access category 4 be used for this?

[Ericsson] In our opinion, this would be very difficult for SA1 to answer. Given that the service requirements in SA1 should not depend on the layer triggering signaling, it seems strange to ask what category should apply to individual RRC messages. We should discuss this in RAN2 first, and in our opinion, the same category should apply to all RRC messages.

· Question 7: RAN2 would like to ask SA1 if 5G AC mechanism requires independent NR access control configuration for AC11-15 UEs when attempting to access for MO data, MO signaling, MMTEL voice and MMTEL video (similar to LTE).

[Ericsson] In our understanding the answer to Q7 should be rather clearly “no” based on 22.261: 
NOTE 2:   Access Classes 11 and 15 are valid in Home PLMN only if the EHPLMN list is not present or in any EHPLMN. Access Classes 12, 13 and 14 are valid in Home PLMN and visited PLMNs of home country only. For this purpose the home country is defined as the country of the MCC part of the IMSI. If the barring control information contains flag for “unbarred” for at least one of these valid Access Classes, all access attempts from the UE require priority handling and fall into access category 1. Otherwise the UE does not require priority handling with regards to access control and other access categories apply. Access category 1 is not barred.

which basically states that if barring control flag is set to “unbarred” for AC11-15, all access attempts fall under category 1, which is not barred. Based on this, we do not think the question is needed, but if RAN2 agreed to send it anyway, we should not use term NR access control. (as the Unified Access Control in SA1 applies to both NR and LTE connected to 5GCN). Perhaps we could rephrase to “RAN2 would like to ask SA1 if the UAC mechanism requires for AC11-15 UEs separate sets of barring control flags associated to access attempts for MO data, MO signaling, MMTEL voice and MMTEL video, respectively”.

· Question 8: RAN2 would like to ask SA1 if 5G AC mechanism of AC10 and AC11-15 is similar to that defined for LTE (i.e. "for UEs with AC-15, Emergency Calls are not allowed if both AC 10 and the relevant AC11-15 are barred; otherwise, Emergency Calls are allowed").

Also this should be reformulated using SA1 terminology, perhaps as “RAN2 would like to ask SA1 if UAC mechanism of access category 3 and access category 1 is similar to that defined for legacy systems, i.e. "for 5G UEs with one of AC11-15 set cannot make Emergency Calls if UAC broadcast indicate that its relevant AC11-15 are barred (i.e. the UE is not a special prioritized UE anymore) while also access category 3 is barred. “


	Mediatek
	Q1: We support the Ericsson opinion above that we can indeed add details on the options that are on the table in the R2 discussion. 	Comment by Intel -SKP: Same response as to Ericsson comment above.
Q3: From SA1 it seems clear that they assume a single access category for an access attempt. We should not ask about multiple access categories unless we have agreements in RAN2 going in this direction. 
Q3, Q4, Q6: We support the Ericsson opinion above that SA1 should focus on service requirements rather than internal AS NAS behaviors and it makes sense that RAN2 establishes opinions before asking e,g, CT1. 

	Huawei/HiSilicon
	In general, we agree with LG’s observation that the purpose of this e-mail discussion is not to ask SA1 about detailed RRC signalling solutions.
With respect to Question 1, it seems useful to clarify if access barring controls need to differentiate between AC11-15] similar to LTE AC.  However, it is not very clear if SA1 needs to discuss the specifics of barring parameters. We suggest to simplify the language of Question 1 somewhat, to focus on the key issue of whether AC11-15 are handled in UAC similar to the AC solution for LTE AC. 
· Proposed Question 1: RAN2 assumes that In CR S1-173548, AC11-15 use the same category, i.e. Access category 1.  RAN2 would like to check with SA1 if we still need to broadcast different access barring control parameters for needs to differentiate each of AC11-15, similar to handling of AC11-15 in LTE AC.	Comment by Intel -SKP: I will try to merge this suggestion with LGE one.

With respect to Question 2, we have a similar view as LG. We propose the following clarification to the text of the question:
· Proposed Question 2: RAN2 assumes that would like to clarify whether both SMS and SMS over IP use same category 7.  For SMS, RAN2 would also like to check with SA1 whether different access barring behavior needs to be supported control parameters are needed for SMS and SMS over IP.	Comment by Intel -SKP: Both LGE and Huawei suggested small changes to the question – the difference seem to be editorial.  My personal preference is with text proposed from Huawei.  Hope it is acceptable to adopt that.
Question3, does not seem to be related to SA1’s scope of responsibilities or expertise. Our understanding is that TS 22.261 states that:
In unified access control, each access attempt is categorized into one of the access categories…
However, SA1 does not attempt to specify which protocol layer (e.g. NAS or AS) would perform the categorization of an access attempt to a single access category. We believe that actual solutions should be discussed and agreed in appropriate WG (i.e. RAN2 and CT1), and be contribution driven. Hence, we do not think there is a need to ask Question 3 to SA1. 
· Propose to remove Question 3 

With respect to Question 4, we agree with Ericsson. Similar to Question 3, the topic seems to be out of SA1’s scope. We should discuss this in RAN2, and reach a conclusion based on contributions. We can decide at that time if there is a need to ask other WGs for further clarification. 
· Propose to remove Question 4 

As discussed by both LG and Ericsson Question 5 seems premature. We think it can be removed.
· Propose to remove Question 5 

Agreeing with Ericsson, we think Question 6 is not within SA1’s scope, and can be removed. 
· Propose to remove Question 6 


	Nokia, Nokia Shanghai Bell
	Similarly, to Ericsson and Mediatek, we think that questions to SA1 should focus on service requirements rather than technical realization between AS and NAS (e.g. referring to broadcast). Thus, on:
Q1: Based on RAN2 concerns towards differentiation of the AC11-15, the fundamental question should be whether we should distinguish AC 11-15 treatment (have Access Categories separate per AC 11-15, i.e. five Access Categories or keep the current requirement i.e. single Access Category). By answer we will get to know how to design access barring control parameters (different access barring control parameters or common for the set of AC 11-15)
Q2: SA1’s intent is clear: to have one Access Category 7. That also corresponds to unified access control design. Therefore, single set of access control barring parameters is needed based on the current SA1 requirements
Q3: From SA1 it seems clear that they assume a single access category for an access attempt. We do not see a need to ask the question, as there are no real issues identified in a single access control barring configuration set. 
Q4: We share Ericsson view, that the question is more CT1 and RAN2 relevant. Thus, if any need to modify requirements will be identified, we may ask for the modification, rather than asking the question to which SA1 have no insight 
Q5: We conform that in 5GS_Ph1, the only user data delivered via NAS is SMS. Thus, no issue at this stage, no need to ask the question.
Q6: Out of SA1 scope. We propose to not ask the question
Q7: It is clear from the SA1 definition on Access Categories: 1 and 4-8, that access for MO data, MO signaling, MMTEL voice and video are treated independently from AC11-15 (“All except for the cases of access categories 1-2”)

	ZTE
	Q1: Share the same  understanding with Nokia. We need clarification from SA1 whether to support separate access control per AC11 -15.
Q2: Whether SMS and SMS over IP subject to the same access category is not clear and RAN2 needs clarification from SA1.
Q3: Share the same view with Ericsson that we would like to clarify the situation when UEs have multiple access categories.
Q4: It is beneficial to differentiate access control for MO signaling triggered by NAS layer and AS layer . In our understanding, RAN2 needs to get clarification from SA1 whether different access control requirements are needed.
Q5: We share the same view with LG, Ericsson and Nokia , NOT to ask this question.
Q6: Share the same view with the majority. Not to ask this question.
Q7:  As defined  in current specification in LTE (as shown  below for reference), MO signaling and MO data may have separate AC-BarringConfig which includes ac-BarringForSpecialAC for AC11-15.
Then RAN2 needs to ask SA1 whether to differentiate the barring configuration for UEs of  AC 11-15 when attempting to access for MO data, MO signaling, MMTEL voice and MMTEL video 
SystemInformationBlockType2 ::=		SEQUENCE {
	ac-BarringInfo						SEQUENCE {
		ac-BarringForEmergency				BOOLEAN,
		ac-BarringForMO-Signalling			AC-BarringConfig				OPTIONAL,	-- Need OP
		ac-BarringForMO-Data				AC-BarringConfig				OPTIONAL	-- Need OP
..
AC-BarringConfig ::=				SEQUENCE {
	ac-BarringFactor					ENUMERATED {
											p00, p05, p10, p15, p20, p25, p30, p40,
											p50, p60, p70, p75, p80, p85, p90, p95},
	ac-BarringTime						ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},
	ac-BarringForSpecialAC				BIT STRING (SIZE(5))
}






AC11-15 requirements
Discussion point 2. [bookmark: _Ref496172673]Please provide your questions (if any) on the AC11-15 requirements based on the SA1 CR [1].
Table 2. Company's question on the Discussion point 2
	Company's name
	Company's question
	Company's comments (if any) related to the question (e.g., justification)

	Intel
	· [I1]On AC11-15 requirements for MO data, MO signaling, MMTEL voice and MMTEL video:
· We suggest asking to SA1 if 5G AC mechanism requires independent NR access control configuration for AC11-15 UEs when attempting to access for MO data, MO signaling, MMTEL voice and MMTEL video (similar to LTE).
· [R] similar questions in V1, Z1 and C1;
· Suggestion: To ask this question.

· [I2]On AC11-15 requirements for emergency:

· We suggest asking to SA1 if 5G AC mechanism have access control handling of AC10 and AC11-15 similar as it was defined for LTE (i.e. "for UEs with AC-15, Emergency Calls are not allowed if both AC 10 and the relevant AC11-15 are barred; otherwise, Emergency Calls are allowed").
· [R] similar questions in E1, Q1 and C1;
· Suggestion: To ask this question..
· 
	· AC11-15 requirements for MO data, MO signaling, MMTEL voice and MMTEL video:
· Legacy LTE defines independent access control broadcast information for AC11-15 when attempting to access for MO data, MO signalling, MMTEL voice and MMTEL video. However SA1 requirements do not address whether this requirement is applicable to NR access or not.
· AC11-15 requirements for emergency:
· It is not clear whether the following legacy LTE requirement for emergency calls, defined in TS 22.011, should be supported or are not applicable for 5G AC mechanism:
"An additional control bit known as "Access Class 10" is also signalled over the air interface to the UE. This indicates whether or not network access for Emergency Calls is allowed for UEs with access classes 0 to 9 or without an IMSI. For UEs with access classes 11 to 15, Emergency Calls are not allowed if both "Access class 10" and the relevant Access Class (11 to 15) are barred. Otherwise, Emergency Calls are allowed."
· It could be claimed that this is the expected behaviour with the text captured in NOTE 2 of [1] which explains that an AC11-15 UE would need to (1st) check whether any of the AC11-15 it belongs to is unbarred (in which case access category 1 applies for the access attempt), and if not, (2nd) check whether other access category applies. However the outcome behaviour does not look to be the same; e.g. imagine a UE which belongs to AC11, AC13 and AC14 attempts to do an emergency call while barring information indicates that access is barred for AC11, AC14, but not barred for AC13 and not barred for emergency:
· If we follow LTE requirement: UE access is allowed with access category 3 (due to AC10 indicating not barred).
· If we follow 5G requirement: UE access is allowed with access category 1 (due to AC13).
Note that this different behaviour might have an effect on the RRC establishment cause, assuming that this parameter is derived from the access category.
· 

	ZTE
	· [Z1]Whether to have the flexibility to configure different access control for AC11 to AC 15 (currently it seems they are grouped as a single category in NR) 

· [R] similar questions in V1, I1 and C1;
· Suggestion: To ask this question.

	· In LTE, in SIB2, there is a bit string for AC11-15 (i.e.  ac-BarringForSpecialAC). This enables the Operator to configure different access control for different classes amongst AC11 to AC 15. 
· With the proposed framework in NR, the operator can’t configure different access control for access classes within AC11 to AC 15

	Ericsson
	· [E1]Q1: RAN2 understanding is that there is no service requirement to differentiate the access blocking parameters for  AC11-15, and would like SA1 to confirm this understanding
· [R] similar questions in I2, Q1 and C1;
· Suggestion: To ask this question.
· 
	· A UE uses access category 1 (instead of any other access category) for its access attempt when it has any of the access classes 11-15 configured in UICC, this access class is valid in the registered PLMN and at the same time a barring flag is set for any valid access class 11-15 the UE is configured with.  Our understanding that these barring flags would need to be provided by system information broadcast and each barring flag has two logical values.  We believe this level of differentiation between AC11-15, as per the 22.261 stage-1 requirements, is enough, i.e. the AC11-15 share the single set of access category 1 barring parameters.  Access category 1 is not barred and therefore a UE making an emergency call access attempt using access category 1 will not be barred. 

	Vencore Labs
	· [V1]Currently LTE provides the means (via a bitmap) to indicate which of the classes in the AC 11-15 are being exempt for each service (MO-data, MO-signaling, MMTEL Voice, MMTEL Video). Is the intent to collapse (i.e. no longer support) differentiated treatment for each of these services for AC 11-15 in the 5G-AC mechanism? 
· [R] similar questions in I1, Z1 and C1;
· Suggestion: To ask this question.
· 
	· In LTE a bitmap (BarringforSpecialAC) is present in the broadcast field AC-BarringConfig under each of the services
· 

	Qualcomm
	[Q1]Agree that the usage of the same category for AC 11-15 needs to be clarified, including the handling of emergency services and the dependence on PLMN (the last two are covered in the CT1 LS). 
· [R] similar questions in I2, Q1 and C1;
· Suggestion: To ask this question.

	· Whether to use a bitmap as in LTE should probably be up to RAN2.

	Nokia, Nokia Shanghai Bell
	[N1]Q1: Whether SA1 can consider to revise/remove Access Category 1 (priority assignment for Access Classes 11-15 would fall into RRC) 
[R] It is related to question 9 from CT1 LS. We would suggest to discuss this in the upcoming RAN2 meeting based on company paper. Another LS may be needed based on RAN2 agreement.
Suggestion: Not to ask this question. Company paper is invited to next meeting. A separate LS may be needed based on RAN2 agreement.
	Two possible interpretations exist in RAN2: Access Classes 11-15 fall into one Access Category 1 and:
a) can be differentiated by barring configuration realization, or
b) are subject to common barring configuration realization (not differentiable by an access class) 

· There is a requirement on the use of access classes 11-15: “Additionally, the use of legacy access classes 11-15 is supported to potentially allow an access attempt to succeed that otherwise might have been barred”. While the current definition of access category 1 fulfils this requirement, but noting that access class information can be made available in the RRC layer, letting the RRC layer consider the access class information for barring in addition to an access category decided from the “Type of access attempt” only

	CATT
	[C1]Share the same view with Intel. Need to clarify the access control requirements when a UE has one or more Access Classes in range 11…15 and establish a RRC connection for emergency, MO data, MO signaling, MMTEL voice and MMTEL video.
[R] similar to I1/I2.
Suggestion: To ask this questions. 
	In LTE, if the UE is establishing the RRC connection for emergency, MO data, MO signaling, MMTEL voice and MMTEL video, UE would perform access barring check on special Access Classes at first. If the result of access barring on special Access Classes is allowed, then UE would perform access barring check on emergency, MO data, MO signaling, MMTEL voice or MMTEL video.



Based on the input from companies, Rapporteur suggests the following questions to other groups:
Based on I1, Z1, V1 and C1;
· On AC11-15 requirements for MO data, MO signaling, MMTEL voice and MMTEL video:
· Question 7: RAN2 would like to ask SA1 if 5G AC mechanism requires independent NR access control configuration for AC11-15 UEs when attempting to access for MO data, MO signaling, MMTEL voice and MMTEL video (similar to LTE).

Based on I2, E1, Q1 and C1;
· On AC11-15 requirements for emergency:

· Question 8: RAN2 would like to ask SA1 if 5G AC mechanism of AC10 and AC11-15 is similar to that defined for LTE (i.e. "for UEs with AC-15, Emergency Calls are not allowed if both AC 10 and the relevant AC11-15 are barred; otherwise, Emergency Calls are allowed").

Not have questions on: 
· None;
Company paper is invited to next meeting, separate LS may be needed based on the agreement in next meeting: 
· N1
· Table 2-1. Company's view on Rapporteur’s suggestion
	Company's name
	Comments (if any) related to the suggestions provided by Rapporteur

	LG
	Question 7&8 seem related to Question 1. Thus, those questions could be placed together in our LS.

	Huawei/HiSilicon
	Our understanding from the questions raised by different companies, and the comments they provided in this section, is that many of the concerns raised may be predicated on the assumption that NAS selects a single Access Category per Access Attempt. This assumption also seems to underlie several of the concerns raised in discussion point 1. However, if NAS can provide multiple Access Categories per access attempt, and the AS decides the final categorization, many of the concerns raised might be alleviated.
In general we are fine to ask Questions 7 and 8 to SA1, as we believe the clarification of these points may help drive discussions and agreements in RAN2 and potentially CT1.





EAB and delay tolerant requirements
Discussion point 3. [bookmark: _Ref492541314][bookmark: _Ref492041207][bookmark: _Ref492541765]Please provide your questions (if any) on the EAB or delay tolerant requirements based on the SA1 CR [1].
Table 3. Company's question on the Discussion point 3
	Company's name
	Company's question
	Company's comments (if any) related to the question (e.g., justification)

	Intel
	· [I1]We suggest confirming with SA1 that there is not a need to proceed to other access barring checks for other access categories when a UE passes the check successfully for EAB/delay tolerant (which is the different requirement/behavior from LTE requirement).
· Suggestion: EAB and delay tolerant is covered by CT1 LS.  Wait for response on the requirement first.  No need to ask this question immediately now 
· 
	· SA1 seems not to require for 5G, the same handling as for EAB and ACB in LTE (see TS 22.011 on LTE requirements):
· "If the EAB information that is broadcast by the network does not bar the UE, the UE shall be subject to access barring as described in clause 4.3.1."
· Note that for LTE this is implemented in TS 36.331 in such a way that when the UE is subject to access control "based on relation of UE's HPLMN and the registered PLMN" and the EAB category broadcasted by the network, and the UE passes the EAB check successfully, it will additionally need to perform the ACB check. For NR, if based on the broadcasted EAB access category the access attempt is mapped to access category 2 and the UE passes the related check successfully, it is allowed to access the network without doing any further checks.
· (Note: If the networks broadcasts access control parameters for EAB/delay tolerant, but due to the additional information broadcasted the UE determines that these parameters are not applicable to the UE in the selected/registered PLMN, this is not considered as passing the check successfully, because the access attempt will not be mapped to Access category 2. I.e. for this case the UE will still need to perform further checks.)

	ZTE
	·  [Z1]Whether to support EAB category like behavior using “Reserved standardized access categories”
· [R] seems covered by CT1 questions5?
· Suggestion: Not to ask this question;
	· 

	Ericsson 
	[E1]Q: RAN2 understanding is that EAB requirements do not apply to 5GS, and would like SA1 to confirm this assumption 
[R] seems covered by CT1 question 2 and 3;
Suggestion: Not to ask this question;
	In our understanding EAB is not a feature for the 5G System. 22.261 does not mention EAB at all. EAB is only to be used when a UE is in EPS and receives legacy broadcast. The reason for the barring of the EAB may be overload in EPC. Since Unified Access Control (UAC) is applied when the UE is connected to 5GC, EAB requirements do not apply on UAC.  

	Qualcomm
	[Q1]It would be good to clarify with SA1 whether Category 2 was defined to support EAB or not.
[R] seems covered by CT1 question 2 and 3;
Suggestion: Not to ask this question;
	Since MTC is not part of 5GS at the moment, a new category does not need to be defined for EAB in particular.

	Xiaomi
	[X1]Clarify the relationship between category 2 and EAB: Whether EAB is support and which access category EAB falls into?
[R] seems covered by CT1 question 2 and 3;
Suggestion: Not to ask this question;
	

	Nokia, Nokia Shanghai Bell
	· [N1]If three access categories for UEs configured for delay tolerant service are defined so that each of the three access categories represent whether such a UE selected EHPLMN, most preferred VPLMN, or else, then there is no need to consider barring control information for choosing an access category of an access attempt of a UE configured for delay tolerant service. RAN2 asks SA1 to consider split access category 2 into three access categories.

[R] More discussion are needed. We would suggest to discuss this in the upcoming RAN2 meeting based on company paper. Another LS may be needed based on RAN2 agreement.
Suggestion: Not to ask this question. Company paper is invited to next meeting. A separate LS may be needed based on RAN2 agreement.
	· We believe SA1 intentionally formulated high level service requirements without limiting the applicability to LTE defined requirements and with intention to avoid one-to-one mapping to LTE definitions. The detailed relationship with legacy EAB and delay tolerant services were however already addressed by CT1: C1-174626, thus RAN2 should wait for the reply.
We suggest also to check CT1 questions in C1-174626 to avoid redundant questions



Based on the input from companies, Rapporteur has following suggestions:
In general, EAB and delay tolerant is covered by CT1 LS.  RAN2 can wait for response on the requirement first.  No need to ask questions on this immediately now.
To have following questions to other groups:
· None;

Not have questions on: 
· Z1, E1, Q1; I1
Company paper is invited to next meeting, separate LS may be needed based on the agreement in next meeting: 
· N1
· Table 3-1. Company's view on Rapporteur’s suggestion
	Company's name
	Comments (if any) related to the suggestions provided by Rapporteur

	Huawei/HiSilicon
	RAN2 is contribution driven, and of course any company may bring a contribution on any issue that they think needs to be addressed by the WG. However, for N1 we think this topic may be informed by any response from SA1 to C1-174626. Hence, it might be prudent to wait for the SA1’s discussion and response to CT1’s LS, before addressing any contributions related to N1 in RAN2.



Access control requirement for UEs in RRC_CONNECTED
Discussion point 4. Please provide your questions (if any) on the 5G access control requirements for UEs in RRC_CONNECTED based on the SA1 CR [1]?
Table 4. Company's question on the Discussion point 4
	Company's name
	Company's question
	Company's comments (if any) related to the question (e.g., justification)

	Intel
	[I1]We suggest asking SA1 and CT1 to clarify what a "new access attempt (e.g. new session request)" refers to for 5G AC of UEs in RRC_CONNECTED.\
[R] covered by question 5/6/8 in CT1 LS.
Suggestion: Not to ask this question. 
	· SA1 captures the requirement of enabling "RRC Connected at the time of initiating a new access attempt (e.g. new session request)", although it is not very clear the scope/definition of highlighted part. 
In past meeting, CT1 mentioned in their LS C1-171965, “When the UE is in connected mode, the NAS is not aware if one or more applications or services other than the original requestor (i.e. the application or service which triggered the transition from idle to connected mode), happen to make use of the connection, since user data goes from the application layer to PDCP without NAS involvement.“

	Qualcomm
	· Agree with the Intel question but already covered in CT1 LS
· [R] Agree.
	· 

	OPPO
	· [O1]We suggest to ask SA1 to confirm whether 5G AC for UEs in RRC_Connected state NAS layer needs to be aware of RRC triggered signaling for access control purpose like On-Demand SI request.
· [R] see comments for X1 in table 1. 
	· The answer to this question may impact SI acquiringfor NR case and RAN2 need to clarify if AC should be applied to SI request or not.

	TCL
	· [T1]Agree with Intel the definition of “new access attempt” should be clarified.　If possible, could SA1 provide a list of the “new access attempt” event?
[R] Covered by question 5/6/8 in CT1 LS.
· Suggestion: Not to ask this question.
	· 

	Nokia, Nokia Shanghai Bell
	· No need to repeat, as C1-174626  asks the question
· [R] Agree. 
	· 

	CATT
	· [C1]Need to clarify what does “RRC Connected at the time of initiating a new access attempt (e.g. new session request)” mean.
[R] Covered by question 8 in CT1 LS.
· Suggestion: Not to ask this question.
	· 



Based on the input from companies, Rapporteur has following suggestions.
To have following questions to other groups:
· None – questions are already covered by those in section 2.1;

Not have questions on: 
· I1, T1, C1;
Company paper is invited to next meeting, separate LS may be needed based on the agreement in next meeting: 
· None
Table 4-1. Company's view on Rapporteur’s suggestion
	Company's name
	Comments (if any) related to the suggestions provided by Rapporteur

	
	



Access control requirement for UEs in RRC_ INACTIVE
Discussion point 5. Please provide your questions (if any) on the 5G access control requirements for UEs in RRC_INACTIVE based on the SA1 CR [1]?
Table 5. Company's question on the Discussion point 5
	Company's name
	Company's question
	Company's comments (if any) related to the question (e.g., justification)

	Intel
	· We suggest asking SA1:
· [I1]to check whether different access control requirements are foreseen needed by a UE in RRC_INACTIVE for access category 4 when MO signaling is triggered by NAS (e.g. for TAU) vs when is only triggered by AS (e.g. RNAU).
· [R] see comments for X1 in table 1.
	· For access category 4 on MO signaling:
For RRC_INACTIVE, RAN2 may differentiate between MO signaling triggered by NAS (e.g. for TAU) vs MO signaling only triggered by AS (e.g. for RNAU). 

	ZTE
	· [Z1]Q1: Should the RAN triggered access attempt (e.g. RAN area update) be subject to access control?
· If the answer is yes, then whether SA1 will provide special category for this case.
· [R] see comments for X1 in table 1.
	· 

	Ericsson
	No question needed
	The differentiation between RRC_IDLE, RRC_INACTIVE and RRC_CONNECTED should be handled in RAN2 and CT1, as the UE state should not really impact the Stage 1 service requirements.

	Qualcomm
	[Q1]Agree with Intel/ZTE on RNAU
[R] see comments for X1 in table 1.
	

	Xiaomi
	[X1]Agree with Intel. A further clarification would be if MO signalling is triggered NAS, does NAS provide the access category? If MO signalling is triggered by AS, does AS provide the access category?
[R] see comments for X1 in table 1.
	

	OPPO
	· [O1]Q1: When UE in inactive state has uplink data to send, should UE’s NAS layer needs to be aware for the purpose of AC?
[Q2]Q2: We suggest to ask SA1 to confirm whether 5G AC for UEs in RRC_inactive state NAS layer needs to be aware of RRC triggered signaling for access control purpose like On-Demand SI request.
[R] see comments for X1 in table 1.
	· The answerto Q1 may be yes or no.  If yes, then it is aligned with idle mode.

The answer to Q2 may impact SI acquiringfor NR case and RAN2 need to clarify if AC should be applied to SI requestor not.

	CATT
	· [C1]Share the same view with ZTE. Need to ask SA1 what’s the access category for RAN triggered access attempt (e.g. RAN area update).
· [C2]Would there be different access categories for MO signaling resulting from CN paging and RAN paging. 
· [R] see comments for X1 in table 1.
	· 



Based on the input from companies, Rapporteur has following suggestions.
To have following questions to other groups:
· None, questions are already covered by those in section 2.1;

Not have questions on: 
· None
Company paper is invited to next meeting, separate LS may be needed based on the agreement in next meeting: 
· None
Table 5-1. Company's view on Rapporteur’s suggestion
	Company's name
	Comments (if any) related to the suggestions provided by Rapporteur

	
	




Other topics
Discussion point 6. [bookmark: _Ref465289178]Please provide your questions (if any) on other topics of the 5G access control mechanism requirements defined on the SA1 CR [1].
Table 56. Company's view on the Discussion point 6 
	Company's name
	Company's question
	Company's comments (if any) related to the question (e.g., justification)

	Intel
	· We suggest asking SA1 and CT1:
· [I1]Whether they see the need to distinguish NAS PDU carrying user data (as used to transport of user data via control plane) and NAS PDU without user data. Moreover whether this NAS PDU carrying user data should belong to the access category associated with MO data, MO signaling or new one.  
· [R] see comments for X1 in table 1.
	· Based on SA1 CR [1], there are Access Categories for MO signaling and MO data. In LTE, normally NAS PDU is used to carry NAS signaling, but it can also be used for transport of user data via control plane. We would like to understand whether SA1/CT1 already consider this use case in the 5G AC requirements/definition.

	ZTE
	· [Z1]What does the word “session ” refer to in the last sentence in the SA1 CR,
·  Does it refer to “PDU session” in NAS layer or to “Service session” in Application layer or an RRC connection request etc.
· [R] covered by questions 5/6/8 in CT1 LS. Let’s leave it to SA1 and CT1;
· Suggestion: Not to ask this question. 
	· The last sentence is “The unified access control framework shall be applicable to UEs in RRC Idle, RRC Inactive, and RRC Connected at the time of initiating a new access attempt (e.g. new session request).”

	Qualcomm
	· [Q1]Whether the access categories for RAN initiated attempts (e.g. RNAU) should be defined by RAN2
· [R] see comments for X1 in table 1.
	· 

	Xiaomi
	· [X1]Whether we need to differentiate MT access due to different paging reasons, e.g. MT signalling, delay tolerant service, MT data etc.
 [R] in LTE, SA1 does not have requirement to distinguish MT for different service, and they do not have requirement to have different AC for them. Therefore, it should be same as LTE by default and any changes to this should first be discussed in RAN2.
Suggestion: Not to ask this question; 
· 
	· 

	OPPO
	· [O1]Whether barring parameters for different slices can be common or not?
· [R] covered by question 7 in CT1 LS.
· Suggestion: Not to ask this question. 
	· AC for slicing case is still FFS in SA1 CR, but we think it is better to clarify.  If barring parameters are different for different slices then system information block size may be increased.

	TCL
	· [T1]Ask SA1 if the AC in different UE states should be the same?
1) [R] CT1 mentioned in their LS “CT1 notices that depending on the layer(s) at the UE which detect the access attempt and perform access categorization, not all types of access attempts can be detected and/or blocked in connected mode” and then they have question 8. 
This then seems covered by CT1 LS and other related questions;
Suggestion: Not to ask this question. 

	· 



[bookmark: _Toc485039437][bookmark: _Toc485039656]Based on the input from companies, Rapporteur has following suggestions.
To have following questions to other groups:
· None, questions are already covered by those in section 2.1;

Not have questions on: 
· Z1, X1, Q1, T1
Company paper is invited to next meeting, separate LS may be needed based on the agreement in next meeting: 
· None
Table 6-1. Company's view on Rapporteur’s suggestion
	Company's name
	Comments (if any) related to the suggestions provided by Rapporteur

	
	



Email discussion report
[bookmark: _Toc494187378]Based on the feedback and discussions, the following proposals are made
Proposal #1: It is proposed to ask SA1 the following questions:
Question 1: (merge of Huawei and LGE suggestions):

In the SA1 CR S1-173548, AC11-15 use the same category, i.e. Access category 1.  RAN2 would like to check with SA1 if access barring needs to differentiate each of AC 11-15, similarly to handling of AC11-15 in LTE AC (e.g., one flag is signaled for each of AC11-15 for the network to prioritize AC11-15 over the other access categories).

Question 2 (primarily based on Huawei’s suggested text): 
RAN2 would like to clarify whether both SMS and SMS over IP use same category 7.  RAN2 would also like to check with SA1 whether different access barring behavior needs to be supported for SMS and SMS over IP.

Question 7:  Majority of the companies think it is either useful or OK to ask this question.  (rephrased based on suggestion from Ericsson):
RAN2 would like to ask SA1 if the UAC mechanism requires for AC11-15 UEs separate sets of barring control parameters associated to access attempts for MO data, MO signaling, MMTEL voice and MMTEL video, respectively (similar to that defined for legacy systems).

Question 8: Not many comments.  (rephrased based on suggestion from Ericsson):  
RAN2 would like to ask SA1 if UAC mechanism of access category 3 and access category 1 is similar to that defined for legacy systems, i.e. "for 5G UEs with one of AC11-15 set cannot make Emergency Calls if UAC broadcast indicate that its relevant AC11-15 are barred (i.e. the UE is not a special prioritized UE anymore) while also access category 3 is barred; otherwise, Emergency Calls are allowed”.

Proposal #2: It is proposed not to ask the following questions:
Question 3: 
· Question 3 (as initially proposed): RAN2 would like to ask SA1 and CT1 whether the mapping of access attempts to access categories will be specified by SA1 or CT1 and whether final access category will be provided by NAS or NAS will provide multiple categories to AS? 
Many companies do not want to ask this question and want to discuss in RAN2 first and have a better understanding of the issue.  
Question 4:
· Question 4 (as initially proposed): whether different access control requirements are needed by a UE for access category 4 when MO signaling is triggered by only by AS (e.g. RNAU) vs triggered by NAS (e.g. for TAU); 
Differing views on this question, with majority suggesting it should be discussed in RAN2 first or not ask the question.  Another suggestion was to ask what category to use for RAN initiated requests.  Given the lack of consensus on this question, it is proposed to not ask SA1 now before discussion in RAN2.
Question 5, 6:
· Question 5 (as initially proposed): For NAS PDU carrying user data, should it belong to the access category associated with MO data, MO signaling or new one?
· Question 6 (as initially proposed): What category should be used for on-demand SI request (for Idle and RRC_INACTIVE) using message 3?  Can access category 4 be used for this?
Most companies think these are not relevant to SA1 either because it is not supported (Q5) or not service related (Q6).    

Reference
[1] [bookmark: _Ref496098703][bookmark: _Ref492034341]S1-173548, Clarification on access control requirement, SA1 CR to TS 22.261, August 2017

[bookmark: _Ref496098718]Annex
The SA1 CR [1] on 5G Access Control captured the following:
Unified access control
[bookmark: _Toc485387306]6.x.1	Description
Depending on operator policies, deployment scenarios, subscriber profiles, and available services, different criterion will be used in determining which access attempt should be allowed or blocked when congestion occurs in the 5G System. These different criteria for access control are associated with access categories with minimized inter-dependency among the different access control categories. The 5G system will provide a single unified access control where operators control accesses of each category. 
In unified access control, each access attempt is categorized into one of the access categories. Based on the access control information applicable for the corresponding access category of the access attempt, the UE performs a test whether the actual access attempt can be made or not. 
The unified access control supports extensibility to allow inclusion of additional standardized access categories and supports flexibility to allow operators to define operator-defined access categories using their own criterion (e.g. applications, network slicing aspects).
Additionally, the use of legacy access classes 11-15 is supported to potentially allow an access attempt to succeed that otherwise might have been barred.
[bookmark: _Toc485387307]6.x.2	Requirements
Based on operator’s policy, the 5G system shall be able to prevent UEs from accessing the network using relevant barring parameters that vary depending on access category. Access categories are as far as possible mutually exclusive and defined by the combination of conditions related to UE and the type of access attempt as listed in Table 6.x.2-1.
Table 6.x.2-1: Access Categories
	Access category number
	Conditions related to UE
	Type of access attempt

	0 (NOTE 1)
	All
	MO signalling resulting from paging

	1 (NOTE 2)
	One or some of Access Classes 11-15 are set. At least one of them is valid in the registered PLMN and justified its priority handling by the registered PLMN with regards to access control.
	All

	2 (NOTE 3)
	UE is configured for delay tolerant service and subject to access control for access category 2, which is judged based on relation of UE’s HPLMN and the registred PLMN.
	All

	3
	All except for the cases of access categories 1-2.
	Emergency

	4
	All except for the cases of access categories 1-2.
	MO signalling

	5
	All except for the cases of access categories 1-2.
	MMTEL voice

	6
	All except for the cases of access categories 1-2.
	MMTEL video

	7
	All except for the cases of access categories 1-2.
	SMS

	8
	All except for the cases of access categories 1-2.
	MO data that do not belong to any other access categories

	9-31
	
	Reserved standardized access categories

	32-63
	All except for the cases of access categories 1-2 and except for roaming-UEs
	Based on operator classification

	NOTE 1:	Access category 0 is not barred.
NOTE 2:	Access Classes 11 and 15 are valid in Home PLMN only if the EHPLMN list is not present or in any EHPLMN. Access Classes 12, 13 and 14 are valid in Home PLMN and visited PLMNs of home country only. For this purpose the home country is defined as the country of the MCC part of the IMSI. If the barring control information contains flag for “unbarred” for at least one of these valid Access Classes, all access attempts from the UE require priority handling and fall into access category 1. Otherwise the UE does not require priority handling with regards to access control and other access categories apply. Access category 1 is not barred.
NOTE 3:	The barring parameter for access category 2 is accompanied with information on whether the access control applies to UEs registered in UE’s HPLMN/EHPLMN, the most preferred VPLMN, or other PLMNs.



The 5G network shall be able to broadcast barring control information (i.e. a list of barring parameters associated with an access category) in one or more areas of the RAN.
The UE shall be able to determine whether or not a particular new access attempt is allowed based on barring parameters that the UE receives from the broadcast barring control information and the configuration in the UE.
In the case of multiple core networks sharing the same RAN, the RAN shall be able to apply access control for the different core networks individually.
The unified access control framework shall be applicable both to UEs accessing the 5G CN using E-UTRA and to UEs accessing the 5G CN using NR.
The unified access control framework shall be applicable to UEs in RRC Idle, RRC Inactive, and RRC Connected at the time of initiating a new access attempt (e.g. new session request).
Editor's note:	It is FFS whether changes are needed for the handling of network slices and for the handling of UEs that have multiple access categories.
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Introduction


 


This email discussion "[99bis#24][NR] AC" 


is to gather questions on the SA1 requirements 


[1]


 


(


also 


shown in 


Annex


 


for quick reference) and clarifications. The intended outcome is to draft an 


LS t


o SA1 


that would be taken 


for approval 


at beginning of next RAN2


#100


 


meeting


. This email discussion is split in two phases:


 


-


 


Phase 1: for companies to provide the possible questions to be included in the drafted LS. 


The deadline of 


phase 1 


is on Thursday 


20


17


-


11


-


02


.


 


-


 


Phase 2: for rapporteur to provide a summary of the possible questions, and for companies to provide their 


views on them. 


The deadline of


 


phase 2 


is on Thursday 


2017


-


11


-


09


.


 


2


 


Open points for discussion


 


The intention is, as mentioned in last RAN2, t


o have a draft LS that can be approved at the beginning of the meeting 


with minimum discussion.   Based on the input, email discussion rapporteur would suggest following principles:


 


1.  Do not repeat the question which CT1 already asked in their LS C1


-


1746


26;


 


2. Include questions only if many companies would like to have clarifications from other groups; 


 


RAN2 may send another LS to SA1/CT1 on NR AC if RAN2 additional agreements will impact other groups, which 


is outside of this email discussion.


 


 


2.1


 


Access ca


tegorization/mapping


 


Discussion point 1.


 


 


Please provide your questions (if any) on the access categorization (mapping) defined on 


"Table 


6


.


x


.


2


-


1: 


Access Categories


" of SA1 CR 


[1]


.


 


Table 


1


. Company's question on the 


Discussion point 1


 


Company's name


 


Company's question


 


Company's comments (if any) related to the question 


(e.g., justification)


 


Intel


 


-


 


On the access category mapping, 


we 


suggest asking SA1 to confirm that:


 


§


 


[I1] 5G AC mechanism should 


map an access attempt for any 


AC11


-


15 to access category 


1 (if 


-


 


For 


access category 1 on 


AC11


-


15:


 


§


 


A single access category 1 is defined to indicate the 


access attempt related to AC11


-


15. On this regard, 


SA1 CR 


Error! Reference source not found.


[1]


 


also clarifies the following:
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