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1
Introduction

At RAN2#97, it has been agreed to target a 0ms interruption handover at least for UEs with simultaneous Tx/Rx:

1
We will aim to define HO for NR with an interruption as close to zero as possible while only having single Tx/Rx in the UE, and 0ms interruption at least for the case that the UE supports simultaneous Tx/Rx with source cell and target cell during HO
In this contribution, first the 0ms interruption target is further clarified. Then some essential features/properties to target the clarified handover performance are identified. Finally, possible solutions which can achieve the 0ms interruption handover are listed and analyzed.

2
Discussion

2.1 Handover performance 

Mobility performance is one of the most important aspects for wireless communications. We keep working on mobility improvement in 3GPP all the time. Traditionally, before adopting any optimizations or enhancements, the ‘Handover failure rate’ and ‘Ping-Pang rate’ will be evaluated carefully to ensure the mobility reliability. For example, ‘Handover failure rate’ and ‘Ping-Pang rate’ are extensively evaluated during the study of HetNet mobility enhancement [1]. Lossless and in sequence delivery is another important handover performance which has been agreed to be ensured for intra-NR mobility at RAN2#97:

1. “Lossless HO”, that is, lossless, in sequence without duplication to upper layers, should be supported in specification for intra-NR.

So when aiming for the 0ms interruption for UEs with simultaneous Tx/Rx with source cell and target cell during HO, the ‘Lossless’ and ‘Reliability’ performance should be ensured as well. That is, lossless, in sequence without duplication to upper layers should be supported. The Handover failure rate and Ping-Pang rate should be kept as low as possible.

Proposal 1: When targeting a 0ms interruption handover, the ‘Lossless’ and ‘Reliability’ performance should be ensured as well.

2.2 Features/Properties 

At RAN2#96, it is agreed that network based mobility in NR shall reuse the same principles as LTE (Rel-13).  Handover in LTE is a break-before-make procedure. The UE stops the connection with the source cell as soon as receiving the handover command. The source cell stops scheduling the UE once it issues the handover command to the UE and starts data forwarding to the target cell. The handover interruption can be as high as 50ms [2]. 

To reduce the handover interruption, efforts have been made during the study of LTE eMob in R14. After an extensively discussion, two kinds of solutions (i.e. RACH-less and MBB (Make-Before-Break)) are finally standardized. Both solutions are applied only for the case of intra-frequency handover. More especially, the RACH-less handover applies only for the case the target is with the same TA as the source cell or the TA is zero (for example, restricted to small cell/intra-site scenarios). And according to the evaluation in RAN4, the handover interruption can be reduced to as small as (5 + TUL_grant ) ms if with the combination of MBB and RACH-less solutions. However, it’s impossible to achieve the 0ms target in NR. 

From the analysis above, the UE releases the connection with the source cell before it can actually perform data transmission with the target cell so the 0ms interruption can’t be achieved with the state of art handover procedures. Besides, both for the basic handover and the enhanced handover (MBB and/or RACH-less), the HO COMMAND is issued before the connection with the target cell is ready for data transmission. The handover reliability (HOF rate and Ping-Pang rate) retains acceptable when operating in the low frequency (e.g. below 6GHz). While in NR, frequencies up to 52.6 GHz will be used. When operating on the high frequency (e.g. above 6GHz), pathloss will be larger and radio propagation will be more sensitive to the environment. For example there could be frequent blockages or deafnesses. So companies believe that the HO COMMAND issued from the serving cell is more likely to loss and thus results in a higher HOF rate [3]

 REF _Ref477936632 \n \h [4]. In other words, the handover reliability would be a challenge if taking the legacy handover (including both the basic and the enhanced handover in LTE) for high frequencies.

Observation 1: For the legacy handover in LTE (including both the basic handover and the enhanced handover with MBB and/or RACH-less):

· 0ms interruption can’t be achieved;

· The handover reliability (HOF rate and Ping-Pang rate) would be a challenge if operating on the high frequencies (e.g. above 6GHz)

Based on the analysis for the legacy handover procedures above, to target a ‘Lossless’ and ‘reliable’ handover with ‘0ms interruption’, the straight forwarding principle is that the target cell should be prepared ready for data transmission when the source connection remains good enough for data transmission, i.e. before the source connection becomes too deteriorated to serve the UE. Meanwhile, the residual packets from the source cell (including not only traffic data but also the mobility signalling) should be ensured to finish the transmission from the target cell when the source connection can’t serve the UE anymore. In this way, first, there will be no gap between the transmission on the source connection and the target connection. So the 0ms interruption can be ensured. Second, the residual traffic from the source cell can finish their transmission on the target cell, so the no data loss will occur. At last, the mobility signalling issued from the source cell, for example handover command or anchor change can be successfully transmitted on the target connection even if the source connection is not suitable for transmission anymore. So the handover reliability can be ensured, e.g. the HOF rate will be reduced to a large extent.

Observation 2: To target a ‘Lossless’ and ‘reliable’ handover with ‘0ms interruption’, the basic principle includes:

· The target cell should be prepared ready for data transmission when the source connection remains good enough for data transmission, i.e. before the source connection becomes too deteriorated to serve the UE.

· The residual packets from the source cell (including not only traffic data but also the mobility signalling) should be ensured to finish the transmission from the target cell even if the source connection is not available for transmission anymore.

Typically, UE should perform random access on the target cell to acquire the uplink TA except for the case that the target is with the same TA as the source cell or the TA is zero. In addition, frequencies up to 52.6GHz will be used in NR. UE should perform random access on the target cell not only for the TA acquisition but also for beam management. To avoid the interruption caused by the random access, the target cell can be considered as prepared ready for data transmission only if the UE completes the random access on the target cell. 

During the basic handover procedure, typically the source initiates the data forwarding and SN STATUS TRANSFER after issuing the handover command. With the adoption of the enhanced handover procedures, the UE will not release the source connection immediately as soon as receives the handover command. So it is up to the source cell implementation to decide when to initiates the data and SN status forwarding. However, during the mobility procedure, it is hard to know exactly when the serving connection will be out of service. If the forwarding is initiated later than the source connection out of coverage or initiated after the residual data buffered in the source protocol stack is empty, there will be interruption before the first data transmission on the target connection and 0ms interruption can’t be achieved. So to achieve the 0ms interruption, the target cell can be considered as prepared ready for data transmission only if the data has been available for transmission on the target protocol stack. And to tackle the issue that in case the source quality deteriorates soon after the target is prepared for data transmission, the forwarded data from the source to the target during preparation could be a duplication of the source data, for example a duplication of the source PDCP SDU.

Observation 3: The target cell can be considered as prepared ready for data transmission only if the following two conditions are met:

· Random access on the target cell has been accomplished;

· Data has been available for transmission on the target protocol stack;

Observation 4: In case that the source quality may deteriorate soon after the target is prepared for data transmission, the forwarded data during preparation could be just a duplication of the source data.
According to the analysis above, it’s obvious that to avoid any interruption, the data transmission on the source connection should be kept when preparing the target cell for data transmission. That is, keep the data transmission on the source connection while performing random access on the target cell and keep the data transmission on the source connection while forwarding data to the target cell. On the other hand, with the movement of the UE, the signal strength of the source connection is deteriorating while the signal strength of the target connection is increasing. Meanwhile, it is challenge to know when the serving connection will be out of service. To avoid interruption and throughput fluctuation during mobility, the target connection should be put into service as soon as it is prepared ready for data transmission. In other words, there will be overlap duration that both the source connection and the target connection are in use simultaneously. To ensure in sequence delivery during the simultaneous transmission, reordering function is required then. 

Observation 5: To avoid interruption, throughput fluctuation and in sequence delivery during mobility:

· The source connection and the target connection should be allowed in use simultaneously for some time;

· Reordering function is required during the simultaneous transmission duration;

Given the analysis above, we propose:

Proposal 2: To target a ‘Lossless’ and ‘reliable’ handover with ‘0ms interruption’, the following features or properties should be considered:

· The target cell should be prepared ready for data transmission when the source connection remains good enough for data transmission, i.e. before the source connection becomes too deteriorated to serve the UE.

· Duplication of the source data on the target protocol stack should be allowed during preparation ;

· The residual packets from the source cell (including not only traffic data but also the mobility signalling) should be ensured to finish the transmission from the target cell even if the source connection is not available for transmission anymore.

· The source connection and the target connection should be allowed in use simultaneously for some time;

· Reordering function is required during the simultaneous transmission duration;

Given the features or properties summarized above, it seems that handover based on dual connection is a good starting point to target a ‘Lossless’ and ‘reliable’ handover with ‘0ms interruption’.  According to the DC architecture, the target cell can be prepared ready for data transmission easily before the source cell becomes too deteriorated for data transmission. And with some enhancements, all of the listed features or properties can be achieved without too much extra efforts.

Proposal 3: Handover enhancement based on DC is a good starting point to target a ‘Lossless’ and ‘reliable’ handover with ‘0ms interruption’.
2.3 Solutions

To target a ‘Lossless’ and ‘reliable’ handover with ‘0ms interruption’, four possible handover alternatives based on dual connectivity which are able to fulfil the required features/properties indicated above are listed in the following:

Alt.1
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Figure 1 Status transition of the protocol architecture for Alt. 1

Alt.2
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Figure 2 Status transition of the protocol architecture for Alt. 2

Alt.3
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Figure 3 Status transition of the protocol architecture for Alt. 3

Alt.4
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Figure 4 Status transition of the protocol architecture for Alt. 4

Table 1 below give the overview and required standardization efforts of the four individual alternatives above.

Table 1 Overview and the required standardization efforts of the four solutions

	Alternatives
	Solution overview
	Standardization efforts

	Alt.1
	In status (2): 

· Establish full UP protocol stacks (for SRB, DRB) for the target connection including:

· Full PDCP entity on the target gNB; 

· Separate sub-PDCP entity for (de)ciphering (PDCP-S) while common sub-PDCP entity for reordering (PDCP-R) in UE;

· For DL: Forward PDCP SDU and SN+HFN (or COUNT)  assigned by the source PDCP entity  to the target PDCP entity; The target PDCP entity performs ciphering accordingly;

· For UL: Forward deciphered PDCP SDU and SN from the target PDCP entity to the source PDCP entity for reordering and in sequence delivery;

 In status (3) : 

· Switch the NG-U path from the source PDCP entity to the target PDCP entity;

· The source connection may or may not remain available for data transmission;

· For DL: Keep forwarding the residual PDCP SDU and SN+HFN (or COUNT)  assigned by the source PDCP entity  to the target PDCP entity;

· For UL: Forward the deciphered PDCP SDU and SN from the source PDCP entity to the target PDCP entity for reordering and in sequence delivery;
	1. The protocol architecture in status (2) and (3) is neither DC architecture 1A nor DC architecture 3C. May need to specify the new architecture.

2. Impact on the data forwarding on Xn interface.

	Alt.2
	In status (2): 

· Establish full UP protocol stacks (for SRB, DRB) for the target connection including:

· Full PDCP entity on the target gNB; 

· One common PDCP entity for both the source and target connection in UE. Maintain two keys in the common PDCP;

· For DL: Forward PDCP SDU and SN+HFN (or COUNT)  assigned by the source PDCP entity  to the target PDCP entity; The target PDCP entity perform ciphering accordingly;

· For UL: Forward deciphered PDCP SDU and SN from the target PDCP entity to the source PDCP entity for reordering and in sequence delivery;

 In status (3) : 

· Switch the NG-U path from the source PDCP entity to the target PDCP entity;

· The source connection may or may not remain available for data transmission;

· For DL: Keep forwarding the residual PDCP SDU and SN+HFN (or COUNT)  assigned by the source PDCP entity  to the target PDCP entity;

· For UL: Forward the deciphered PDCP SDU and SN from the source PDCP entity to the target PDCP entity for reordering and in sequence delivery;
	1. The protocol architecture in status (2) and (3) is neither DC architecture 1A nor DC architecture 3C. May need to specify the new architecture.

2. Impact on the data forwarding on Xn interface.

3. The impact of maintaining two keys in one single PDCP entity.

	Alt.3
	In status (2) : 

· Change the bearer (SRB, DRB) on the source cell to split bearer, i.e. MCG bearer to MCG split bearer;

In status (3):

· Establish new bearer for the corresponding split bearer on the target connection (keeping the split bearer meanwhile) including:

· Establish full PDCP entity on the target gNB; 

· One common PDCP entity for both the source and target connection in UE. Maintain two keys in the common PDCP;

· Switch the NG-U path from the source PDCP entity to the target PDCP entity;

· The source connection may or may not remain available for data transmission;

· For DL: Keep forwarding the residual PDCP PDU  in the source PDCP entity  to the split RLC entity;

· For UL: Forward the PDCP PDU received from the split RLC entity to the source PDCP entity; Then forward the deciphered PDCP SDU from the source PDCP entity to the target PDCP entity for reordering and in sequence delivery;

· PDCP SN initiated from 0 on the new bearer is allowed;
	1. Allow the co-existing of split bearer and non split bearer in status (3).

2. Impact on the data forwarding on Xn interface.

3. The impact of maintaining two keys in one single PDCP entity.

4. Impact on the in order delivery especially if PDCP SN initiated from 0 on the new bearer.

	Alt.4
	In status (2) : 

· Change the bearer (SRB, DRB) on the source cell to split bearer, i.e. MCG bearer to MCG split bearer;

In status (3):

· Establish new PDCP entity for the corresponding split bearer on the target connection (keeping the split bearer meanwhile) including:

· Establish full PDCP entity on the target gNB; 

· One common PDCP entity for both the source and target connection in UE. Maintain two keys in the common PDCP;

· Switch the NG-U path from the source PDCP entity to the target PDCP entity;

· The source connection may or may not remain available for data transmission;

· For DL: Keep forwarding the residual PDCP PDU  in the source PDCP entity  to the split RLC entity;

· For UL: Forward the PDCP PDU received from the split RLC entity to the source PDCP entity; Then forward the deciphered PDCP SDU from the source PDCP entity to the target PDCP entity for reordering and in sequence delivery;

· SN initiated from 0 on the new PDCP entity is allowed;
	1. The protocol architecture in status (3) is neither DC architecture 1A nor DC architecture 3C. May need to specify the new architecture.

2. Impact on the data forwarding on Xn interface.

3. The impact of maintaining two keys in one single PDCP entity.

4. Impact on the in order delivery especially if SN initiated from 0 on the PDCP entity.


Proposal 4: Discuss the four listed possible handover alternatives based on dual connectivity in Table 1.
3
Conclusion

How to target a ‘Lossless’ and ‘reliable’ handover with ‘0ms interruption’ is discussed in this contribution with the following observations and proposals:

Observations:

Observation 1: For the legacy handover in LTE (including both the basic handover and the enhanced handover with MBB and/or RACH-less):

· 0ms interruption can’t be achieved;

· The handover reliability (HOF rate and Ping-Pang rate) would be a challenge if operating on the high frequencies (e.g. above 6GHz)

Observation 2: To target a ‘Lossless’ and ‘reliable’ handover with ‘0ms interruption’, the basic principle includes:

· The target cell should be prepared ready for data transmission when the source connection remains good enough for data transmission, i.e. before the source connection becomes too deteriorated to serve the UE.

· The residual packets from the source cell (including not only traffic data but also the mobility signalling) should be ensured to finish the transmission from the target cell even if the source connection is not available for transmission anymore.

Observation 3: The target cell can be considered as prepared ready for data transmission only if the following two conditions are met:

· Random access on the target cell has been accomplished;

· Data has been available for transmission on the target protocol stack;

Observation 4: In case that the source quality may deteriorate soon after the target is prepared for data transmission, the forwarded data during preparation could be just a duplication of the source data.
Observation 5: To avoid interruption, throughput fluctuation and in sequence delivery during mobility:

· The source connection and the target connection should be allowed in use simultaneously for some time;

· Reordering function is required during the simultaneous transmission duration;

Proposals:

Proposal 1: When targeting a 0ms interruption handover, the ‘Lossless’ and ‘Reliability’ performance should be ensured as well.

Proposal 2: To target a ‘Lossless’ and ‘reliable’ handover with ‘0ms interruption’, the following features or properties should be considered:

· The target cell should be prepared ready for data transmission when the source connection remains good enough for data transmission, i.e. before the source connection becomes too deteriorated to serve the UE.

· Duplication of the source data on the target protocol stack should be allowed during preparation;

· The residual packets from the source cell (including not only traffic data but also the mobility signalling) should be ensured to finish the transmission from the target cell even if the source connection is not available for transmission anymore.

· The source connection and the target connection should be allowed in use simultaneously for some time;

· Reordering function is required during the simultaneous transmission duration;

Proposal 3: Handover enhancement based on DC is a good starting point to target a ‘Lossless’ and ‘reliable’ handover with ‘0ms interruption’.
Proposal 4: Discuss the four listed possible handover alternatives based on dual connectivity in Table 1.
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