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Introduction
In the RAN2#99, RRC connection control procedure [1] is discussed and many agreements were made. Meanwhile, as shown below, the details on the relation between access categories and establishment causes are also left to the follow-up meetings. In this contribution, we discuss this open issue.
6	RRC Connection Request kind of message includes UE identity and establishment cause.
6.1	Some form of relation is foreseen between the access categories and establishment causes; details are FFS.
Discussion
[bookmark: OLE_LINK78][bookmark: OLE_LINK79]In the SA1#79, the agreed access category definition is as listed in following table [2].
Table Ⅰ. Access category definition
	Access category number 
	Conditions related to UE 
	Type of access attempt 

	0 (NOTE 1) 
	All 
	MO signalling resulting from paging 

	1 (NOTE 2) 
	One or some of Access Classes 11-15 are set. At least one of them is valid in the registered PLMN and justified its priority handling by the registered PLMN with regards to access control. 
	All 

	2 (NOTE 3) 
	UE is configured for delay tolerant service and subject to access control for access category 2, which is judged based on relation of UE’s HPLMN and the registred PLMN. 
	All 

	3 
	All except for the cases of access categories 1-2. 
	Emergency 

	4 
	All except for the cases of access categories 1-2. 
	MO signalling 

	5 
	All except for the cases of access categories 1-2. 
	MMTEL voice 

	6 
	All except for the cases of access categories 1-2. 
	MMTEL video 

	7 
	All except for the cases of access categories 1-2. 
	SMS 

	8 
	All except for the cases of access categories 1-2. 
	MO data that do not belong to any other access categories 

	9-31 
	
	Reserved standardized access categories 

	32-63 
	All except for the cases of access categories 1-2 and except for roaming-UEs 
	Based on operator classification 



There are two methods to generate establishment cause using the above access category. 
· Alt 1: AS layer based establishment cause determination with many-to-one mappings between access categories and establishment cause values allowed.
· Alt 2: upper layer based establishment cause determination only allowing one-to-one mapping between access categories and establishment cause values.
In the following, we discuss the two methods separately from several perspectives. 
· Alt 1: AS layer based establishment cause determination with many-to-one mappings between access categories and establishment cause values allowed.
In LTE the establishment cause includes emergency, highPriorityAccess, mt-Access, mo-Signalling, mo-Data, delayTolerantAccess-v1020 and mo-VoiceCall-v1280. If we reuse these establishment cause values in NR, we can reduce the corresponding access categories of these establishment cause values as follows:
Table II. The relationship between access categories and some establishment cause values
	Establishment cause 
	Access category number 

	Emergency 
	3 

	mo-Signalling 
	4、7 (SMS, Tracking Area Update [3]) 

	mo-Data 
	8、7 (SMS, Service Request [3])

	mo-VoiceCall-v1280 
	5、6 

	delayTolerantAccess-v1020 
	2 

	highPriorityAccess 
	1 

	mt-Access 
	0 



Base on the above table, we can get the following observation:
Observation 1: If LTE establishment cause values are reused for NR, some values can be mapped to more than one access category.    
Below we conduct a general discussion on Alt 1 using the above example and the corresponding observation:
· Overhead. In the above example, we can keep the above 7 establishment cause values from LTE (in Table II), which responds to at least access category No. 0~8. Accordingly, the above 64 access categories in table I will be mapped to less than 64 establishment causes, which results in less than 6 bits for transmission. Additionally, as the many-to-one mappings between access categories and establishment cause values increase, the required number of bits for transmission will be reduced. 
· The handling of the establishment cause generated in AS layer. For instance, the cause value of RNA update is generated in AS layer. We name this type of establishment cause as “AS establishment cause” hereafter. If Alt 1 is AS layer based method, we should map the AS establishment cause to a certain access category in AS layer according to the access category definition, which does not involve upper layer behaviors. In this way, an AS establishment cause will be replaced by the corresponding access category in MSG3. The UE and network AS layer should keep in synchronization on this mapping.

· Alt 2: upper layer based establishment cause determination only allowing one-to-one mapping between access categories and establishment cause values.
Alt 2 is a very natural method. We also discuss it in the following aspects.
· Overhead. In Alt 2, it is obvious that each of the establishment cause values needs 6 bits for transmission when the number of access categories is 64 as in Table I.
· The handling of the establishment cause generated in AS layer. If this method is upper layer based, the mapping between AS establishment cause and access category should be done in upper layer using the reserved standardized or operator defined access categories, which belongs to SA1’s domain and thus need the corresponding LS to SA1. Moreover, because AS establishment cause is generated in AS layer, so in Alt 2 upper layer is required to inform AS layer of the mapping relationship beforehand. In the following RRC connection request kind of message, an AS establishment cause will be replaced by the corresponding access category.
In conclusion, the overhead in Alt 1 will be less than that in Alt 2 when the many-to-one mappings between access categories and establishment cause values achieve a certain extent. As to the handling of the establishment cause generated in AS layer, Alt 2 needs 1) to send LS to SA1 about the mapping between AS establishment cause and access category and 2) upper layer to inform AS layer of the mapping relationship beforehand, which are not needed in Alt 1. Accordingly, Alt 1 should be supported in determining the establishment cause of RRC connection request kind of message.
Proposal 1: Adopt AS layer based establishment cause determination with many-to-one mappings between access categories and establishment cause values
Conclusion
This contribution discusses the relation between access categories and establishment causes. According to the analysis in section 2, we have the following observation:
Observation 1: If LTE establishment cause values are reused for NR, some values can be mapped to more than one access category.  
Besides, we get the following proposal:
Proposal 1: Adopt AS layer based establishment cause determination with many-to-one mappings between access categories and establishment cause values
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