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1	Introduction
In the light of RAN2 NR #2 agreements, unified access control requires detailed considerations on applicability to different UE states:
Agreements
1	RAN2 aims that the 5G AC mechanism for a UE in RRC_IDLE is applicable to a UE in RRC_INACTIVE. 
FFS if any aspects may not be applicable or may need to be changed for RRC_INACTIVE relative to RRC_IDLE (to be addressed by both CT1 and RAN2).
2	RAN2 aims to define the 5G AC mechanism for a UE in RRC_CONNECTED. Details FFS
[bookmark: _Hlk494197851]
3	UE NAS provides the access category information to UE RRC at least for RRC_IDLE 
FFS for RRC_INACTIVE

This contribution discusses applicability of unified access control to RRC_INACTIVE UE state and elaborates differentiation in RRC role for NR access control for the state.
2	Discussion 
2.1	Access Barring for RRC_INACTIVE 
Given similar characteristics of RRC_INACTIVE with RRC_IDLE and contents of an RRC connection request message handling in terms of Access Barring handling could be a reasonable commonality. I.e. Access Barring procedures would have to precede initiation of RRC procedures that are triggered for INACTIVE to CONNECTED transition. 
The access barring configuration per Access Category is provided with System Information. The UE acquires and have this information (i.e. configuration) available at Access Stratum layer. An access attempt is categorized into an Access Category. If the Access Category specific broadcast configuration allowed the Access Category to be served, it results in successful connection establishment (or resume type). Otherwise, the UE’s request is barred. Overall, the UE’s AS layer performs the barring check. 
Proposal 1: Access Barring check for RRC_IDLE is a baseline for Access Barring check design for RRC_INACTIVE
2.2	Access Category for RRC_INACTIVE 
However, as discussed in [2] handling of a suspended connection of UE in INACTIVE would require access decision for a connection that had assigned certain Access Category, but this Access Category is not refreshed. Access Category determination for that connection resume may be realized by two different approaches:
1) [bookmark: _GoBack]certain coordination between UE’s NAS layer and AS layer for provision of the Access Category
· E.g. when initiating the RRC Connection Resume type procedure, the AS layer will coordinate with NAS the current/refreshed assessment for the access type 
2) RRC layer internal action for provision of the Access Category 
· E.g. When initiating the RRC Connection Resume type procedure, the AS layer will apply:
a. either the stored the stored Access Category associated with the previously established connection (but suspended), or
b. Access Category assessment for the session to be resumed, the AS layer may request NAS layer to provide assistance information.

Regardless of the undertaken approach, the RRC layer needs to take an action to trigger categorization of the resumed RRC connection. By this mean, Access Category determination applies differently to RRC Inactive UE state:
Proposal 2: UE AS initiates provision of Access Category RRC Inactive UE state.
3	Conclusions
This contribution has discussed access barring control for RRC_INACTIVE and has made the following proposals:
Proposal 1: Access Barring check for RRC_IDLE is a baseline for Access Barring check design for RRC_INACTIVE
Proposal 2: UE AS initiates provision of Access Category RRC Inactive UE state.
Proposal 3: Agree Text Proposal provided below.  

Text Proposal to 38.300
Modified Subclause
[bookmark: _Toc497817249]7.4	Access Control
NG-RAN should support overload and access control functionality such as RACH back off, RRC Connection Reject, RRC Connection Release and UE based access barring mechanisms.
One unified access barring mechanism for NR should be introduced to address all the use cases and scenarios that E-UTRA addressed with different specialized mechanisms. The unified access barring mechanism should be forward compatible in order to cope with future use cases/scenarios.

These are only high-level requirements, once the corresponding mechanisms are actually agreed, this subclause should be changed.
In RRC_IDLE, the UE NAS informs RRC of the access category and the Connection Request includes some information to enable the gNB to decide whether to reject the request.
In RRC_INACTIVE, the UE RRC triggers provision of Access Category.
FFS what NAS does for RRC_INACTIVE and FFS for RRC_IDLE whether the information is directly provided by NAS, derived from the access category....
End of Modified Subclause


References
[1] 3GPP TS 38.300, NR and NG-RAN Overall Description, Stage 2 (Release 15), v0.2.1, RAN2
[2] R2-1712352, Access Control applicability to different RRC states, Nokia, Nokia Shanghai Bell


3GPP TSG


-


RAN 


WG2 #100


 


R


2


-


1


7


12354


 


Reno


, 


USA


, 


November 27


th


 


-


 


December 1


st


 


201


7


 


 


 


 


Agenda item:


 


10.4.1.8


 


Source:


 


Nokia, Nokia Shanghai Bell


 


Title:


 


Access 


Barring 


Control f


or 


RRC_INACTIVE


 


 


WID/SID:


 


NR_newRAT


-


Core 


-


 


Release 15


 


Document for:


 


Discussion and Decision


 


1


 


Introduction


 


I


n the light of RAN2 NR #2 agreements, 


unified access control requires detailed considerations on applicability to 


different UE states:


 


Agreements


 


1


 


RAN2 aims that the 5G AC mechanism for a UE in RRC_IDLE is applicable to a UE in 


RRC_INACTIVE. 


 


FFS if any aspects may not be applicable or may need to be changed for RRC_INACTIVE 


relative to RRC_IDLE (to be addressed by both CT1 and RAN2).


 


2


 


RAN2 aims to 


define the 5G AC mechanism for a UE in RRC_CONNECTED. Details FFS


 


 


3


 


UE NAS provides the access category information to UE RRC at least for RRC_IDLE 


 


FFS for RRC_INACTIVE


 


 


This contribution discusses 


applicability 


of unified access control 


to RRC_INACTIVE 


UE state and 


elaborates


 


differentiation in RRC 


role 


for NR access control 


for 


the state.


 


2


 


Discussion 


 


2


.1


 


Access Barring for RRC_INACTIVE 


 


Given similar characteristics of 


RRC_INACTIVE with RRC_IDLE


 


and contents of an RRC connection request message 


handli


ng in terms of Access Barring handling could be a reasonable commonality


.


 


I.e. Access Barring procedures would 


have to precede initiation of RRC procedures that are triggered for INACTIVE to CONNECTED transition. 


 


The access barring configuration per 


Access Category is provided with System Information. The UE acquires and have 


this information (i.e. configuration) available at Access Stratum layer. An access attempt is categorized into an Access 


Category. If the Access Category specific broadcast confi


guration allowed the Access Category to be served, it results in 


successful connection establishment


 


(or resume type)


. Otherwise, the UE’s request is barred. Overall, the UE’s AS layer 


performs the barring check. 


 


Proposal 1:


 


Access Barring check for RRC_I


DLE is a baseline for Access Barring check design for RRC_INACTIVE


 


2.2


 


Access Category for RRC_INACTIVE 


 


However, as discussed in [


2


] h


andling of a suspended connection of UE in INACTIVE would require access decision for 


a connection that had assigned cert


ain Access Category, but this Access Category is not refreshed


. 


Access Category 


determination for that connection 


resume 


may


 


be realized by two different approaches:


 


1)


 


certain coordination between UE’s NAS layer and AS layer for provision of the


 


Access Cate


gor


y


 




3GPP TSG - RAN  WG2 #100   R 2 - 1 7 12354   Reno ,  USA ,  November 27 th   -   December 1 st   201 7         Agenda item:   10.4.1.8   Source:   Nokia, Nokia Shanghai Bell   Title:   Access  Barring  Control f or  RRC_INACTIVE     WID/SID:   NR_newRAT - Core  -   Release 15   Document for:   Discussion and Decision   1   Introduction   I n the light of RAN2 NR #2 agreements,  unified access control requires detailed considerations on applicability to  different UE states:   Agreements   1   RAN2 aims that the 5G AC mechanism for a UE in RRC_IDLE is applicable to a UE in  RRC_INACTIVE.    FFS if any aspects may not be applicable or may need to be changed for RRC_INACTIVE  relative to RRC_IDLE (to be addressed by both CT1 and RAN2).   2   RAN2 aims to  define the 5G AC mechanism for a UE in RRC_CONNECTED. Details FFS     3   UE NAS provides the access category information to UE RRC at least for RRC_IDLE    FFS for RRC_INACTIVE     This contribution discusses  applicability  of unified access control  to RRC_INACTIVE  UE state and  elaborates   differentiation in RRC  role  for NR access control  for  the state.   2   Discussion    2 .1   Access Barring for RRC_INACTIVE    Given similar characteristics of  RRC_INACTIVE with RRC_IDLE   and contents of an RRC connection request message  handli ng in terms of Access Barring handling could be a reasonable commonality .   I.e. Access Barring procedures would  have to precede initiation of RRC procedures that are triggered for INACTIVE to CONNECTED transition.    The access barring configuration per  Access Category is provided with System Information. The UE acquires and have  this information (i.e. configuration) available at Access Stratum layer. An access attempt is categorized into an Access  Category. If the Access Category specific broadcast confi guration allowed the Access Category to be served, it results in  successful connection establishment   (or resume type) . Otherwise, the UE’s request is barred. Overall, the UE’s AS layer  performs the barring check.    Proposal 1:   Access Barring check for RRC_I DLE is a baseline for Access Barring check design for RRC_INACTIVE   2.2   Access Category for RRC_INACTIVE    However, as discussed in [ 2 ] h andling of a suspended connection of UE in INACTIVE would require access decision for  a connection that had assigned cert ain Access Category, but this Access Category is not refreshed .  Access Category  determination for that connection  resume  may   be realized by two different approaches:   1)   certain coordination between UE’s NAS layer and AS layer for provision of the   Access Cate gor y  

