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Introduction
In Rel-15, a study item on Remote Interference Management (RIM) was conducted and the conclusions were captured in [1]. At RAN#82, a follow-up work item [2] on RIM (including also CLI) was approved, with the following objectives:
· Specify RIM RS resource and configurations, including [RAN1]
· A basic RIM-RS resource
· Configuration of RIM-RS and distinguishable RIM RS-1/2 resources, including sequence type, time and frequency transmission pattern
0. Determine gNB set identification information through detection of RIM-RS(s) by implicit or explicit indication. Determine further information that can be carried by the RIM-RS, such as “Ducting phenomenon exists”, “Enough mitigation” & “Not enough mitigation”  [RAN1, SA5]
1. Specify the inter-set RIM backhaul signalling via the core network to convey the messages of “RIM-RS detected” and “RIM-RS disappeared [RAN3]
1. Identify corresponding OAM functions to support RIM operation [RAN1, RAN3].

Furthermore, the SA5 impacting issues according to the WID are:
1. Support all necessary bidirectional information exchange with the OAM and/or unidirectional information indication/configuration by the OAM for RIM operation as identified by RAN1/RAN3  [SA5]
1. Support of multiple configurations for basic RIM-RS transmission, including resource and/or functionality, if not specified in RAN1 [SA5]

Thus, it is RAN1’s task to identify the non-proprietary OAM interfaces and signalling that needs to be specified for RIM operation and send an LS to SA5. In this contribution, we discuss the required OAM functionalities and the corresponding signalling to enable RIM.

Principles of OAM systems
An Operations, Administration and Maintenance (OAM) system is responsible for configuring, managing and orchestrating nodes and functionalities in the network, including management of Self-Optimizing Networks (SON) automation processes. Generally, different nodes may be managed by different OAM systems and which in turn may communicate with each other. An OAM system may provide an interface for manual configuration, or, OAM functionalities may be controlled and optimized by machine intelligence. 
A simplified illustration of the 3GPP management reference model [3] is given in Figure 1 below. The network architecture can, from a management point of view, be abstracted in different layers. The lowest layer consists of Network Elements (NEs) which are discrete telecommunications entities that can be managed over specific interfaces. In the context of RIM, the NEs are individual gNBs in the network (or alternatively, individual DUs or CUs of a gNB if split architecture is used) which may in general be provided by different gNB vendors. Intra-vendor inter-gNB communication is done over proprietary protocols while inter-vendor inter-gNB communication is provided over the Xn protocol. The NEs (e.g. gNBs) are managed by Element Managers (EM) in the EM layer, typically from the same vendor as the NE. The EMs may also be encapsulated in a Domain Manager (DM, not shown here) but may also be logically contained inside the NE itself. EMs (or their respective DMs) from different vendors may communicate over the Itf-P2P protocol specified in SA5. These EMs are in turn controlled by the Operations Support System (OSS) layer which comprises the OAM system(s). The OAM provides proprietary vendor-specific interfaces to manage the nodes from each specific vendor. Additionally, the itf-N interface is specified in SA5 for non-vendor-specific messages.
[image: ]
[bookmark: _Ref534702683]Figure 1: A simplified illustration of OAM layers and interfaces. Dotted lines denote proprietary (vendor-specific) interfaces while solid lines denote interfaces specified by 3GPP.
As illustrated, the OAM system can have both proprietary (vendor-specific) and specified (non-vendor specific) interfaces. 
OAM functions can be either proprietary and standardized
In a way, RIM operation can be seen as a SON functionality, somewhere in between self-optimization and self-healing type of functionalities.  Thus, the same principles for SON SA5 standardization can applied to RIM functionalities as well. That is, gNB measurements as input to a SON controller, including radio measurements and KPIs can be specified if they have a clear an unambiguous definition in an inter-vendor scenario. Furthermore, direct control of (complex) implementation-related radio functionalities should be avoided, instead, different policies can be indicated to the gNB to guide its behavior but leaving freedom for vendor-specific implementation.
OAM functions required for RIM operation
In the study item phase, a number of proposed OAM functions were discussed in the context of different frameworks [1]. In the following, we summarize the identified OAM functions and discuss whether the corresponding signaling requires standardization by SA5 or should be handled by proprietary interfaces. We also discuss other possible OAM functionalities, for instance measurements enabling SON functionality. 
It is important to distinguish between interface signaling where the exchanged information is used as an input to execute a functionality, and the implementation of the functionality itself. In other words, a standard may stipulate what information is exchanged over the interface, while the use of this information is most often proprietary. Moreover, whether the signaling for information exchange is to be standardized or not, depends on whether the information exchanged is generic and essential for executing the functionality in question i.e. whether it is required for any possible solution. For instance, a ‘HANDOVER REQUIRED’ message is an essential part of handover functionality and is therefore standardized, but the decision algorithm for sending this message is proprietary.
The identified RIM OAM functions are summarized in Table 1. 
[bookmark: _Ref534715694]Table 1: RIM OAM functions identified in TR 38.866, additional potential OAM functions and the recommendations on standardization of the corresponding signalling
	Number
	Functionality
	Signalling direction
	Recommendation on standardization of the corresponding signaling

	1
	Configuration of RIM-RS monitoring “search space”
	OAM to gNB
	Standardized

	2
	Start/Stop monitoring of RIM-RS
	OAM to gNB
	Standardized

	3
	Report detected RIM-RS
	gNB to OAM
	Standardized

	4
	Configuration of RI mitigation scheme
	OAM to gNB
	Proprietary

	5
	Restoration of original configuration (stop RI mitigation scheme)
	OAM to gNB
	Proprietary

	6
	Stop RIM-RS transmission
	OAM to gNB
	Standardized

	7
	Configuration of RIM-RS transmission resources
	OAM to gNB
	Standardized

	8
	Assignment of set ID
	OAM to gNB
	Standardized

	9
	Measurement of IoT level
	gNB to OAM
	Proprietary



Regarding OAM functionality #1 (Configuration of RIM-RS monitoring “search space”), in our understanding, the gNB needs to be configured with what RIM-RSs it should try to detect (including the time/frequency location of the RIM-RS, its sequence and purpose (i.e. RIM-RS1 or RIM-RS2)), which may be formulated as a “search space” of RIM-RSs (as discussed in our companion contribution [4]). As this information needs to be provided in the same way, irrespective of vendor, it makes sense to standardize such a configuration message.
[bookmark: _Toc534997634]Support configuration of RIM-RS monitoring “search space” via standardized OAM interface
For OAM functionality #2 (Start/Stop monitoring of RIM-RS), it is generally assumed that the gNB will autonomously start to monitor RIM-RS when it has detected the presence of RI. On the other hand, in order to support the asymmetric IoT rise scenario, the gNB needs to monitor RIM-RS transmission even when it does not itself detect RI. Therefore, it has been discussed that OAM can instruct the gNB to start and stop monitoring the RS. Nevertheless, despite the fact that: 1) the resource usage associated with RIM-RS detection, as well as the computational complexity saving of decreased monitoring intensity are highly implementation-dependent, and 2) the decision about if and how to monitor the RIM-RS could depend on the specific RIM mitigation scheme being deployed, it still holds that the corresponding signaling is utterly generic (i.e. start/stop monitoring) and it is therefore reasonable to standardize this signaling.
[bookmark: _Toc534997635]Configuration of start/stop monitoring of RIM-RS is handled via standardized OAM interface
Regarding OAM functionality #3 (Report detected RIM-RS), we think it could be useful, as an input to a SON functionality or to simply gather network statistics, to report the detected RIM RS to OAM through a standardized interface (although the definition of what accounts a “RIM-RS detection” such as correlation thresholds should of course be handled by implementation and should not be specified). For instance, the gNB could be configured by OAM to report detected RIM set IDs to the OAM. It can be further discussed if each detection should be reported or if the gNB utilizes a counter and reports how many detections of a set ID have been made during a time period.
[bookmark: _Toc534997636]Support gNB reporting of detected RIM-RS via standardized OAM interface.
Regarding OAM functionalities #4 and #5 (configuration of RI mitigation mechanism and restoring of original configuration) as is described in FW-0 of [1], this should in our view be handled via proprietary interface, since all RI mitigation schemes are specification-transparent (according to [1]) and different gNB implementations will employ different RI mitigation mechanisms. It is therefore both difficult and improper to handle this via a standardized interface.
[bookmark: _Toc534997637]Configuration of RI mitigation schemes and instruction to stop RI mitigation schemes are handled via proprietary OAM interface
Functionality #6 is described in FW-0, where OAM instructs gNB to stop RIM-RS transmission after it has decided that RI is no longer present. Similar to functionality #2, functionality #6 is related to the specific RI mitigation scheme used (i.e. the network could have implemented FW-1 where stopping of RIM-RS transmission is autonomous), but the corresponding signaling is generic (‘stop the RIM-RS transmission’) and can be handled with a standardized OAM interface.
[bookmark: _Toc534997638]Instruction to stop RIM-RS transmission (as described in FW-0) is generic and can be handled with standardized OAM interface
For OAM functionality #7 (Configuration of RIM-RS transmission resources), this can in our view be handled by a standardized OAM interface as the transmission resources for a gNB (set) needs to be commonly understood in the entire network. This functionality may or may not be related to functionality #8, the configuration of the set ID. Depending on how the signaling is defined, the set ID can be implicitly derived from the RIM-RS transmission configuration. If not, then the set ID may need to be configured over a standardized OAM interface as well.
[bookmark: _Toc534997639]Support configuration of RIM-RS transmission resources via standardized OAM interface, which may include configuration of set ID
Another possible useful functionality could be for the gNB to report statistics to the OAM regarding the RI situation, for instance the IoT level, sudden IoT rise or drop or IoT sloping characteristic. This information could be used as input to a SON functionality. However, it is unclear how to define such measurements in such a way that they can be used and compared across different vendors implementations. Therefore, we suggest handling such reporting over a proprietary interface.
[bookmark: _Toc534997640]gNB measurement reporting of IoT level can be done over proprietary OAM interface, if needed.

Conclusion 
Based on the discussion in this contribution we have presented our view on required OAM functionalities for RIM operation and assessed if the corresponding signalling requires a standardized OAM interface or can be handled by proprietary OAM interface. The following proposals are made:
Proposal 1	Support configuration of RIM-RS monitoring “search space” via standardized OAM interface
Proposal 2	Configuration of start/stop monitoring of RIM-RS is handled via standardized OAM interface
Proposal 3	Support gNB reporting of detected RIM-RS via standardized OAM interface.
Proposal 4	Configuration of RI mitigation schemes and instruction to stop RI mitigation schemes are handled via proprietary OAM interface
Proposal 5	Instruction to stop RIM-RS transmission (as described in FW-0) is generic and can be handled with standardized OAM interface
Proposal 6	Support configuration of RIM-RS transmission resources via standardized OAM interface, which may include configuration of set ID
Proposal 7	gNB measurement reporting of IoT level can be done over proprietary OAM interface, if needed.
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