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1 Introduction
As per the latest WID [1], the detailed objectives for remote-interference management are:
	· Specify RIM RS resource and configurations, including [RAN1]
· A basic RIM-RS resource
· Configuration of RIM-RS and distinguishable RIM RS-1/2 resources, including sequence type, time and frequency transmission pattern
· Determine gNB set identification information through detection of RIM-RS(s) by implicit or explicit indication. Determine further information that can be carried by the RIM-RS, such as “Ducting phenomenon exists”, “Enough mitigation” & “Not enough mitigation”, [RAN1, SA5]
· Specify the inter-set RIM backhaul signalling via the core network to convey the messages of “RIM-RS detected” and “RIM-RS disappeared [RAN3]
· Identify corresponding OAM functions to support RIM operation [RAN1, RAN3].


This contribution discusses the third topic, i.e., to identify corresponding OAM functions to support RIM operation.
2 OAM functions to support RIM operation
1 
RIM frameworks and the associated workflow are defined and captured in the TR [2]. Corresponding OAM related functions are marked with red underlines in the following figures 1, 2, and 3:
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Figure 1: RIM Framework-0 (Figure 6-2 in [2])
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Figure 2: RIM Framework-1 (Figure 6-3 in [2])
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Figure 3: RIM Framework-2.1 (Figure 6-4 in [2])
For Framework 1 and 2.1, aggressor may start monitoring RS as per OAM configuration or when it experiences remote interference with "sloping" IoT increase. Note that it was recommended not to support Framework 2.2 in Rel-16.
Therefore, in accordance with SI progress, the following is proposed:
Proposal 1: OAM indicates aggressor to start the RIM-RS monitoring (Framework-0)
Proposal 1a: For framework-1 and 2.1, consider whether aggressor starts monitoring RS as configured by OAM or when it experiences remote interference with "sloping" IoT increase. 
Proposal 2: OAM sends remote interference mitigation scheme to aggressor (Framework-0)
Proposal 3: OAM stops RIM-RS monitoring and restores original configuration at aggressor side and stops RS transmission at victim side (Framework-0)
Proposal 4: Aggressor reports the detected RS to OAM (Framework-0)
In addition, as potential mechanisms for improving network robustness, various solutions by network implementation were identified which include time/frequency/spatial/power-domain based solutions and random access procedure enhancements. In terms of OAM, frequency-domain RIM mitigation solution may have impacts on OAM where the following is captured in the TR [2]:
	Frequency-domain RIM mitigation solutions may be applied at Aggressor-side, Victim-side or at both sides.
· The OAM can pre-configure the valid frequency-domain resource used for DL and UL to gNBs for the situation when remote interference is present. In this way, some UL resources can be protected for victim gNB, where critical UL resources, such as resources for initial access can be configured on.


Therefore, it is proposed:
Proposal 5: OAM pre-configures the valid frequency-domain resource used for DL and UL to gNBs for the situation when remote interference is present.
For backhaul-based coordination, RAN3 have provided their recommendation. Some aspects including gNB set configuration, intra-set and inter-set coordination would require OAM function. The TR [2] states following with respect to OAM:
	· gNB set configuration:
· The grouping of gNBs into sets, the set ID, the RIM-RS configuration and the associated RIM-RS radio resources for sending and/or receiving the RIM-RS are performed by the OAM system
· Intra-set coordination: 
· For the normative phase, intra-set gNB-to-gNB coordination inside victim and aggressor gNB sets is not recommended by RAN3.
· Inter-set coordination: The level of impact in the 5GC (AMF) and core network OAM system depends on the level of required functionality.
· Solution 1: The solution involves gNBs registering to the AMF using Set IDs configured by the OAM system.
· Solution 2: the local RAN OAM system enables mapping in gNBs from received RIM-RS to a globally unique set ID, and a DNS solution (out of 3GPP scope) is used to retrieve TAI / Global gNB ID of one or more gNBs of the set.


Proposal 6: For backhaul-based coordination, consider RAN3 recommendation including gNB set configuration, intra-set and inter-set coordination where details are RAN3 work scope.
3 Conclusion
In accordance with SI progress, the following is proposed:
Proposal 1: OAM indicates aggressor to start the RIM-RS monitoring (Framework-0)
Proposal 1a: For framework-1 and 2.1, consider whether aggressor starts monitoring RS as configured by OAM or when it experiences remote interference with "sloping" IoT increase. 
Proposal 2: OAM sends remote interference mitigation scheme to aggressor (Framework-0)
Proposal 3: OAM stops RIM-RS monitoring and restores original configuration at aggressor side and stops RS transmission at victim side (Framework-0)
Proposal 4: Aggressor reports the detected RS to OAM (Framework-0)
Proposal 5: OAM pre-configures the valid frequency-domain resource used for DL and UL to gNBs for the situation when remote interference is present.
Proposal 6: For backhaul-based coordination, consider RAN3 recommendation including gNB set configuration, intra-set and inter-set coordination where details are RAN3 work scope.
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