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Introduction
A new work item on “Cross Link Interference (CLI) handling and Remote Interference Management (RIM) for NR” was approved in RAN#82 [1] and the objectives of this study item are identified as follows. 
The detailed objectives for cross-link interference mitigation to support flexible resource adaptation for unpaired NR cells are: 
· Specify cross-link interference measurements and reporting at a UE (e.g., CLI-RSSI and/or CLI-RSRP) [RAN1, RAN2, RAN4] 
· Specify network coordination mechanism(s) including at least exchange of intended DL/UL configuration [RAN1, RAN3]
· Perform coexistence study to identify conditions of coexistence among different operators in adjacent channels [RAN4]
· Target no or very minimal impact on RF requirement
In this contribution, we discuss cross-link interference measurements and reporting at a UE. 
Cross-link interference mitigation with network resource coordination
CLI issues were studied for LTE eIMTA and certain mitigation techniques were standardized, including semi-static adaptive configurations of fixed and flexible subframe sets (maximum rate of once every 10ms), and subframe set specific UL power control and DL CSI measurement. NR is expected to support deployment scenarios supported by LTE, hence the techniques standardized for LTE eIMTA should naturally be the starting point for NR, particularly for the scenarios where the transmission direction of time resources is still changing semi-statically over time. 
When the transmission direction of time resources can dynamically change over time, further enhancement would be beneficial to handle the resulting dynamic CLI and network coordination will remain an important tool for NR. As discussed in [2], CLI generally depends on the scheduler decision and UE locations. A possible approach to mitigate CLI is to identify the victim and the aggressor nodes, and subsequently schedule the transmission/reception activities of either the victims or the aggressors nodes (or both) in protected time resources (NR fixed time resources) with semi-statically configured transmission direction (analogous to the fixed subframe for eIMTA) and the rest in non-protected time resource (NR flexible time resources) where transmission direction can dynamically change (analogous to the flexible subframe for eIMTA). The set of NR fixed time resources and NR flexible time resources can be coordinated among the gNBs in a semi-static manner. This is illustrated in Figure 1. In this regards, protected time resources with semi-statically configured transmission direction (NR fixed time resources) can be configured via network coordination for scheduling either the victim or the aggressor nodes to mitigate CLI. The remaining time resource can be utilized for dynamically configured transmission direction (NR flexible time resources).


Figure 1: Illustration of NR fixed time resource (where transmission direction is semi-statically configured) and NR flexible time resource (where transmission direction can dynamically change) 
In our companion contribution [3], it is also shown that identification of victim and aggressor (CLI source) nodes (UEs and gNBs) can be beneficial for efficient CLI mitigation through network coordination of measurement resources and measurement at the potential victim node. To achieve this, a measurement signal can be introduced to support cross-link interference (CLI) detection by the gNB (DL-to-UL CLI) and the UE (UL-to-DL CLI) and identification of the CLI source. 
Proposal 1: Measurement signal based on existing reference signals should be supported for cross-link interference (CLI) detection and interference source identification by the gNB (DL-to-UL CLI) and the UE (UL-to-DL CLI).
Candidate reference signal for UE-to-UE CLI measurement include CSI-RS, DMRS and SRS. CSI-RS is only for DL transmitted by gNB. However, ZP CSI-RS can be configured to do rate matching around other reference signals transmitted by the UE to eliminate the DL interference to UE-to-UE CLI measurement. Different from CSI-RS, DMRS can be transmitted by the UE and it can only be transmitted with data. However, a UE normally interferes with other UE when transmitting data. Without data transmission, a UE generate zero or minimum interference. In this regard, DMRS can also be considered for CLI measurement. For SRS, it is a natural choice for CLI measurement. With Comb-structure SRS, the corresponding ZP CSI-RS should also support such Comb-structure if rate matching is needed to avoid DL interference to CLI measurement.
Proposal 2: Measurement on the SRS and/or DMRS of the interfering UE via ZP CSI-RS should be supported to measure UE-to-UE CLI.
Another issue is if there is a need to enable cell-level or UE group-level UE-to-UE CLI measurement, which will cause potential spec impacts on aspects such as SRS sequence generate, etc. The motivation for such operation is that the number of UEs is significantly larger than the number of network nodes so that the UE level measurement might not be feasible due to such large number. However, the UE transmission power is limited and the most common case is that only the closely surrounding UEs can generate interference strong enough to affect victim UE. The number of closely surrounding UEs should be limited and in this regard, there is no need to enable cell-level or UE group-level CLI measurement.
Observation 1: The number of UEs generate strong CLI is small and thus there is no need to enable cell-level or UE group-level UE-to-UE CLI measurement. 
Due to different distance and propagation latency between gNB-to-UE and UE-to-UE, the timing advance of CLI reference signal transmission might not be the same as the TA indicated by the associated gNB. However, measuring TA for the UE-to-UE link increases the complexity of a UE. The TA issue might affect the accuracy of CLI measurement but the impact is expected to be small. Moreover, the benefit of highly accurate CLI measurement is unclear.
Observation 2: The benefit of adopting TA for CLI measurement reference signals is unclear since accuracy loss can be tolerated.
A potential specification impact for CLI mitigation is the support of UE measurement of CLI. The NR CSI framework consists of the configurations of resource setting(s), CSI reporting setting(s) and measurement setting. The NR CSI framework allows very flexible configuration of measurement resources to reporting content and procedure, which is capable of handling the requirements of MIMO and beam management. RSRP measurement and reporting has been agreed to be supported with the framework and can be metric to configure in the reporting setting for CLI measurement. Compared to RSSI, the main benefit of RSRP is that the aggressor UE can be identified. With such aggressor information, the gNB can easily coordinate the scheduling of aggressor and victim UEs to mitigate strong CLI and achieve better performance. If SRS is used for RSRP measurement, it might not be feasible to define the RSRP determination to be transmitted on a fixed single antenna port as CSI-RS RSRP. The reason is that multiple panels as well as SRS resource sets are normally implemented/configured at the UE side to avoid blockage, especially for FR2. One antenna port should be chosen from the one of the SRS resource sets, which might change from time to time. 
Proposal 3: The measurement metric of CLI-RSRP should be supported and can be configured in the reporting setting for CLI measurement. The antenna port for RSRP determination should be further studied.
Cross-link interference mitigation for IAB
Integrated access backhaul (IAB) can play an important role in a 5G new radio (NR) network as it can provide enhanced flexibility and improved coverage. A limiting factor of IAB is known as cross-link interference (CLI) which occurs when a downlink IAB node and an uplink IAB node are interfering mutually. In the WID description [1], it has been mentioned that CLI measurement and coordination mechanisms should be applicable to IAB nodes. In particular, four cases will be discussed. It should be noted that the discussion and proposals are not constrained for IAB only but can be extended to general CLI mitigation scenarios in a straightforward manner. 
In TR38.874 [4], the following inter IAB-node interference scenarios are classified:
· Case 1: Victim IAB-node is receiving in DL via its MT, interfering IAB-node is transmitting in UL via its MT
· Case 2: Victim IAB-node is receiving in DL via its MT, interfering IAB-node is transmitting in DL via its DU
· Case 3: Victim IAB-node is receiving in UL via its DU, interfering IAB-node is transmitting in UL via its MT
· Case 4: Victim IAB-node is receiving in UL via its DU, interfering IAB-node is transmitting in DL via its DU

3.1 Case 1 and Case 2
Figure 2 illustrates the scenarios described in Case 1 and Case 2. Interference to the victim IAB node 2 occurs when IAB node 1 is transmitting signals to gNB1 and/or UE1 (or to a child IAB node of IAB node 1 although it is missing in the figure). Before the transmission, gNB1 can let gNB2 know the SRS/DMRS patterns of the IAB node 1 via information exchange in backhaul. Then, gNB2 can assign ZP CSI-RS to IAB node 2 and IAB node 2 can perform channel measurement.
[bookmark: _Ref469485403][image: ]
[bookmark: _Ref520968676]Figure 2 Diagram of scenarios described in Case 1 and Case 2.
    An example of assigned ZP CSI-RS to the victim IAB node and the SRS of the interfering IAB node is shown in Figure 3. With the ZP CSI-RS overlapped with the SRS, the victim IAB node can acquire certain knowledge of the interfering channel. As SRS is periodic, gNB2 can configure the ZP CSI-RS with the same period.
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	Figure 3. Example of assigned ZP CSI-RS (left) to the victim IAB node and the SRS (right) of the interfering IAB node. 


    An example of assigned ZP CSI-RS to the victim IAB node and the DMRS of the interfering IAB node is shown in Figure 4. With the ZP CSI-RS overlapped with the DMRS, the victim IAB node can acquire long-term knowledge of the interfering channel. 
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	[bookmark: _Ref520968497]Figure 4. Example of assigned ZP CSI-RS (left) to the victim IAB node and the DMRS (right) of the interfering IAB node. 



    It should be noticed that the measurement on DMRS provides better accuracy on the interference channel information because DMRS is precoded in the same way as data. However, the frequent information exchange between gNB1 and gNB2 on the DMRS in the access link requires low latency backhaul. The measurement and information exchange on the DMRS can at least be done on the UL backhaul link since the link between the interfering IAB node 1 and gNB1 and the scheduling of backhauling transmissions are relatively stable and predictable. On the other hand, measurement on SRS requires minimum information exchange overhead.
3.2 Case 3 and Case 4
    Scenarios of Case 3 and Case 4 are depicted in Figure 5. It should be noticed that both Figure 5 (left) and Figure 5 (right) satisfy the description of Case 3 and Case 4. In Figure 5 (left), the interfering IAB node 1 and the victim IAB node 2 are attached to different gNBs. In this case, it is required that a backhaul link exists between gNB1 and gNB2 and these gNBs exchange information via backhaul. On the contrary, in Figure 5 (right), both IAB nodes are attached to the same gNB. As a result, the gNB is able to make scheduling and signalling decisions more promptly. The principle of using the coordination of gNBs and ZP CSI-RS remains the same as Case 1 and Case 2. 
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	[bookmark: _Ref509238512]Figure 5. Diagram of scenarios described in Case 3 and Case 4. Left: IAB node 1 and IAB node 2 are attached to different gNBs; Right: IAB node 1 and IAB node 2 are attached to the same gNB. 


    Therefore, the inter-IAB CLI in Case 1-4 is handled in a unified framework, by the current Rel-15 NR mechanisms to utilize SRS/DMRS/ZP CSI-RS.
Proposal 4: Measurement on the SRS and/or DMRS of the interfering IAB node via ZP CSI-RS should be supported to measure inter-IAB interference.
Conclusions
This contribution considered a cross-link interference management scheme based on CLI detection and network coordination. In particular, the following is proposed. 
Observation 1: The number of UEs generate strong CLI is small and thus there is no need to enable cell-level or UE group-level UE-to-UE CLI measurement. 
Observation 2: The benefit of adopting TA for CLI measurement reference signals is unclear since accuracy loss can be tolerated.
Proposal 1: Measurement signal based on existing reference signals should be supported for cross-link interference (CLI) detection and interference source identification by the gNB (DL-to-UL CLI) and the UE (UL-to-DL CLI).
Proposal 2: Measurement on the SRS and/or DMRS of the interfering UE via ZP CSI-RS should be supported to measure UE-to-UE CLI.
Proposal 3: The measurement metric of CLI-RSRP should be supported and can be configured in the reporting setting for CLI measurement. The antenna port for RSRP determination should be further studied.
Proposal 4: Measurement on the SRS and/or DMRS of the interfering IAB node via ZP CSI-RS should be supported to measure inter-IAB interference.
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