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Introduction
[bookmark: _Hlk521259925]At RAN#80 meeting, a new study item regarding Remote Interference Management for NR (NR-RIM) was agreed [1]. The objective of this SI is to study possible mechanisms for mitigating the impact of remote base station interference in unpaired spectrum focusing on synchronized macro cells with semi-static DL/UL configuration in co-channel, including:
A. Study mechanisms for improving network robustness and addressing strong remote base station interference, including potential UE side’s enhancement [RAN1]
B. Study mechanisms for identifying which gNB(s) generate strong remote interference, including the following aspects:
i. Potential reference signal design for gNB to identify that it creates strong inter-gNB interference to some victim gNB [RAN1]
1. Existing reference signals are starting points of discussion.
ii. Mechanism for gNB to start and terminate the transmission/detection of the reference signal(s) [RAN1, RAN3]
C. Study the potential additional coordination among gNBs for mitigating remote interference [RAN3]
In this contribution, we will discuss mechanisms for improving network robustness.
Background for the remote interference mitigation mechanisms
Under certain weather conditions, part of communication signals propagating in the atmosphere will be trapped in a thin atmospheric layer, just as communication signals propagate in a metal duct. This phenomenon is known as the atmospheric ducting phenomenon. In this case, the communication signals transmitted by a base station can propagate hundreds of kilometers with little path loss, interfering the base stations hundreds of kilometers away. Such interference caused by the atmospheric ducting phenomenon is called the remote interference (RI).
In RAN1 #94bis meeting, Framework-1, Framework-2.1, Framework-2.2, and Framework-3 were discussed for NR-RIM study [2]. These frameworks include the remote interference mitigation mechanisms, including the mechanisms at either the victim or the aggressor side and the coordination between the victim and the aggressor. Note that the remote interference mitigation mechanisms can also be divided into time/frequency resource configurations, power control, beam management, advanced receivers and so on.
In this contribution, we focus on the mechanisms of the time resource configuration and power control.
Time resource configuration and power control for NR-RIM
In order to suppress remote interference among gNBs, various remote interference mitigation mechanisms have been proposed. The time-domain interference mitigation mechanisms consist of different time resource configurations. The power-domain interference mitigation mechanisms include various power control methods at either the victim or the aggressor side and the coordination between the victim and the aggressor.
In this contribution, we propose an update contribution on the time resource configuration and power control for NR-RIM.
· 3.1 Time resource configuration
As shown in Figure 1, the UL duration of the victim gNB that endures remote interference starts from the first symbol after the guard period of the DL-to-UL transition. The remote interference mitigation mechanisms can be carried out by avoiding the collision between the last several DL symbols before the guard period and the first few UL symbols after the guard period. 
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Figure 1. Illustration of remote interference
The existing remote interference mitigation mechanisms are all based on the prerequisite that the gNBs can obtain the accurate number of the interfered symbols. In this case, the victim gNB may be able to reconfigure all interfered UL symbols to be unknown symbols, thus fully avoiding the remote interference. Under the same condition, the aggressor gNB may also be able to reconfigure all interfering DL symbols to be unknown symbols to avoid the remote interference. The above remote interference mitigation mechanisms at the victim side or at the aggressor side are illustrated in Figure 2 and Figure 3, respectively.
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Figure 2. Illustration of configuration at the victim side
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Figure 3. Illustration of configuration at the aggressor side
The number of the interfered symbols is estimated by performing the remote interference measurement, which requires transmitting reference signals (RSs) from one gNB to another. Taking the example that RS is transmitted from the aggressor to the victim, the number of the interfered symbols can be estimated via the correlation between the received RS and the detection window. In practice, however, the estimated number of the interfered symbols is very likely inaccurate or even invalid due to many reasons such as estimation errors or failure of RS transmission, which makes the above remote interference mitigation mechanisms (e.g., in Figures 2 and 3) not applicable. Therefore, the remote interference mitigation mechanisms with inaccurate/invalid interference measurement should be considered.
Proposal 1: The remote interference mitigation mechanisms with inaccurate/invalid interference measurement should be considered.
In the case that the accurate number of the interfered symbols is not available, it is still possible for the aggressor gNB or/and the victim gNB to avoid the remote interference. To achieve this goal, proper time-domain configurations shall be performed at the victim gNB or/and the aggressor gNB repeatedly until the remote interference is resolved. 
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Figure 4. Illustration of the time domain configuration at the victim side
Consider that the victim gNB performs the time-domain configuration. Let M denote the number of the unknown symbols that the gNB reconfigures. The victim gNB may obtain an estimated number of the interfered symbols via inaccurate interference measurement and set the reconfigured symbol number M to be a half of the estimated number (for example the estimated interfered symbol number is 4 and thus M = 2 in Figures 4, 5 and 6). Then the victim gNB reconfigures the first M UL symbols to be unknown symbols as illustrated in Figure 4. If the remote interference still exists, the victim gNB further reconfigures the next M UL symbols to be unknown symbols as illustrated in Figure 5. If the remote interference disappears, the victim gNB may retrieve M/2 unknown symbols for the UL transmission as illustrated in Figure 6, and the reconfigured symbol number in the next step becomes M/2, i.e., M = M/2. This time-domain configuration process continues until the remote interference is completely avoided and the victim gNB transmits in its maximum rate without interference.
Note that if the interference measurement is invalid, the reconfigured symbol number in the initial state could be set according to the historical record or other criteria (which can be further discussed).
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Figure 5. Illustration of the time domain configuration at the victim side
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Figure 6. Illustration of how the victim gNB retrieve the unknown symbols
In the similar way, the above remote interference mitigation mechanism can be performed at the aggressor gNB. With proper coordination between the victim and aggressor gNBs, the above remote interference mitigation mechanism can also be jointly performed by both the victim and aggressor gNBs. In this case, the cost of remote interference mitigation could be balanced between the victim and aggressor gNBs. 
The proposed remote interference mitigation mechanism is robust against inaccurate/invalid interference measurement, and can help estimating the number of the interfered symbols.

· 3.2 Power control
A gNB can identify itself as an aggressor by detecting the reference signals sent by victim gNBs or receiving information through backhaul links between gNBs. As discussed above, the time resource configuration can be applied at the victim or aggressor side or both sides to avoid the remote interference. Alternatively, power control mechanism can be also adopted at the aggressor where the gNB can reduce the transmit power in the DL symbols that would potentially cause interference, as illustrated in Figure 7. Note that the transmit power reduction at the aggressor side is meaningful only if the aggressor gNB can afford it (i.e., can still support some extent QoS of the UE). Otherwise, other remote interference mitigation mechanisms, such as time resource configuration, shall be used. Therefore, the combination and switching of the power control mechanism and time resource configuration mechanism should be further considered.
Proposal 2: The combination and switching of the power control mechanism and time resource configuration mechanism should be further considered.
[image: ]
Figure 7. Illustration of power control mechanism
Considering the switching mechanism, a minimum power threshold (corresponding to some minimum QoS requirement) could be used as the switching condition of the time-domain mechanism and the power-domain mechanism. Particularly, when a gNB identifies itself as an aggressor, it can decrease the DL transmit power directly to the minimum power threshold. If such power reduction can resolve the remote interference, the aggressor can perform the further steps of the power control mechanism. Otherwise, the aggressor should switch to the time-domain interference mechanism. The selection of the power threshold may be set according to the minimum transmit power which can guarantee the QoS of UEs at the aggressor side, and more selection methods can be further discussed.
When performing the power control mechanism, a conventional way is to decrease the DL transmit power according to some step size. But if the step size is too large, there will be a big gap between the resulting DL transmit power and the optimal DL transmit power, causing a performance loss. If the step size is too small, it will take a long time for the power control mechanism to converge. More efficient power control mechanisms should be considered.
Proposal 3: More efficient power control mechanisms for remote interference mitigation mechanisms should be considered.
The dichotomy method can be applied to the power control mechanism. In the initial state, an upper limit (e.g., the maximum allowable transmit power) and a lower limit (e.g., the above mentioned minimum power threshold) of the DL transmit power. In each step, the DL transmit power will be updated to the middle value of the upper and lower limits. If updated value can resolve interference, the lower limit should be replaced by the updated value. Otherwise, the upper limit is replaced by the updated value. This process continues until the gap between the upper and lower limits of the power meets the prescribed precision.  
Conclusions
In this contribution, we discuss the potential remote interference mitigation mechanism for improving network robustness. We have the following observations and proposals.
Proposal 1: The remote interference mitigation mechanisms with inaccurate/invalid interference measurement should be considered.
Proposal 2: The combination and switching of the power control mechanism and time resource configuration mechanism should be further considered.
Proposal 3: More efficient power control mechanisms for remote interference mitigation mechanisms should be considered.
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