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Introduction
Study item on remote interference management for NR was approved in RAN#80 meeting [1]. The study was concluded in RAN#82 meeting and the objective of the CLI-RIM work item has been updated to incorporate the specification work of RIM [2].
The objectives for remote interference management are:
· Specify RIM RS resource and configurations, including [RAN1]
· A basic RIM-RS resource
· Configuration of RIM-RS and distinguishable RIM RS-1/2 resources, including sequence type, time and frequency transmission pattern
· Determine gNB set identification information through detection of RIM-RS(s) by implicit or explicit indication. Determine further information that can be carried by the RIM-RS, such as “Ducting phenomenon exists”, “Enough mitigation” & “Not enough mitigation”,   [RAN1, SA5]
· Specify the inter-set RIM backhaul signalling via the core network to convey the messages of “RIM-RS detected” and “RIM-RS disappeared [RAN3]
· Identify corresponding OAM functions to support RIM operation [RAN1, RAN3].

In this contribution we provide our views on OAM involvement in RIM operation. 
OAM involvement 
In framework 1 and 2-1, the aggressor starts monitoring the RS-1 as it is configured by OAM to do so or it also  experiences “sloping” IoT increase. In asymmetric scenario, the aggressor may not experience IoT increase as the victim. Whether the aggressor could perform interference mitigation in time depends on whether the OAM could configure the aggressor to monitor RS-1 in time. Requiring the potential aggressor to monitor RS-1 all the time is not an efficient way. One possible enhancement is to let the victim gNB report remote interference event to OAM. OAM based on historical data infers which gNB(s) are likely to be the source of the interference to the victim gNB and configures the potential aggressors to start the monitoring RS-1. 
The aggressor can also report information related to the detected RS to OAM. If the information is able to identify the gNB/set ID of the victim, OAM could configure interference mitigation schemes for both victim and aggressor. OAM could also establish a database for potential victim-aggressor relationship. The database is used by OAM to infer potential aggressor once tropospheric ducting event is reported by some victim gNB.
Proposal 1:
· Information reporting to OAM from both aggressor and victim gNB shall be supported in framework 1 and 2-1.
In our companion contribution [3], the configuration of RIM-RS are discussed. The following information are considered necessary to be configured by OAM to gNB:
· Periodicity of RIM-RS transmission
· Number of RIM-RS resources
· Configuration of time-domain RIM RS transmission occasions, e.g., the time duration of a transmission occasion
· The number of transmission occasions that one RIM-RS resource occupies
· Number of frequency domain positions, and starting point for each position 
· Bandwidth of RIM-RS
· RIM-RS configurations for one RIM-RS resource
· The transmission occasion for each RIM-RS configuration
· Set ID (Potentially additional Set ID for RIM-RS-2)
· Candidate set of sequence initialization value 
· Reference point for sequence mapping in frequency domain

Conclusion
In this paper, we present our views on OAM involvement in RIM operation. The proposals are summarized as following:
Proposal 1: 
· Information reporting to OAM from both aggressor and victim gNB shall be supported in framework 1 and 2-1.
Proposal 2:
· The following information shall be configured to gNB by OAM:
· Periodicity of RIM-RS transmission
· Number of RIM-RS resources
· Configuration of time-domain RIM RS transmission occasions, e.g., the time duration of a transmission occasion
· The number of transmission occasions that one RIM-RS resource occupies
· Number of frequency domain positions, and starting point for each position 
· Bandwidth of RIM-RS
· RIM-RS configurations for one RIM-RS resource
· The transmission occasion for each RIM-RS configuration
· Set ID (Potentially additional Set ID for RIM-RS-2)
· Candidate set of sequence initialization value 
· Reference point for sequence mapping in frequency domain
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