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In RANP#80 meeting, a new study item, i.e., study on remote interference management for NR was approved [1]. The study aims to investigate possible mechanisms for mitigating the impact of remote base station interference in unpaired spectrum focusing on synchronized macro cells with semi-static DL/UL configuration in co-channel. 
In RANP#82 meeting, the SI is successfully completed, and the corresponding findings and results are captured in TR 38.866 [2]. In accordance with the recommonded features and solutions from [2], the follow-up work item was approved and was targeted to be specified along with the cross link interference handling. The WID “Revised WID on Cross Link Interference (CLI) handling and Remote Interference Management (RIM) for NR” was approved in which the detailed objectives for remote interference management are copied below [3].
	· Specify RIM RS resource and configurations, including [RAN1]
· A basic RIM-RS resource
· Configuration of RIM-RS and distinguishable RIM RS-1/2 resources, including sequence type, time and frequency transmission pattern
· Determine gNB set identification information through detection of RIM-RS(s) by implicit or explicit indication. Determine further information that can be carried by the RIM-RS, such as “Ducting phenomenon exists”, “Enough mitigation” & “Not enough mitigation”,   [RAN1, SA5]
· Specify the inter-set RIM backhaul signalling via the core network to convey the messages of “RIM-RS detected” and “RIM-RS disappeared [RAN3]
· Identify corresponding OAM functions to support RIM operation [RAN1, RAN3].


In this contribution, we mainly focus on the OAM functions to support RIM operation and provide a couple of OAM functions that are beneficial for RIM operation. Then, views on whether RIM-RS carries further information are given. 
[bookmark: _Ref129681832]Discussion
Regarding the RIM Framework-0 captured in TR 38.866, OAM is the key component to address the remote interference. In other frameworks, OAM can also be used for configuring potential aggressors to start monitoring RIM-RS.
On OAM functions for RIM
Generally, OAM is needed mainly in the aspects including triggering procedures in RIM framework, configuring RIM-RS parameters, and configuring the mapping between gNB set ID and RIM-RS resource.
Triggering procedures in RIM framework
· Triggering victim to start transmitting RIM-RS
When victim gNB detects sloping-like IoT increase and the measured IoT exceeds a predefined threshold, the gNB can start to transmit RS. This action can be controlled by OAM. More specifically, when victim gNB suffers from remote interference, it reports to OAM and waits for OAM’s command. This allows OAM in full control of whether/when the victim gNB should start transmission of RIM-RS. In this case, OAM can better judge whether atmospheric ducting is really happening, e.g. based on the number of gNBs reporting strong remote interference. Consequently, more robust RIM handling can be achieved and unnecessarily backoff operations can be reduced.
· Triggering potential aggressor to start monitoring RIM-RS
In terms of the IoT increase between two sets of gNBs causing remote interference to each other, the following two scenarios are captured in [2].
1)	Scenario #1: IoT increases are detectable by one or more gNBs in both sets,
2)	Scenario #2: IoT increase is detectable by one or more gNBs in only one set.
Particular to scenario#2, the potential aggressor gNB may not endure IoT increase over the predefined threshold which makes it infeasible to be triggered for RS monitoring in IoT-increase based adaptive manners. Thus, OAM is required to trigger the potential aggressor gNBs to monitor RS which can make the entire framework more robust. 
Observation 1: Involving OAM functions for triggering victim to transmit RIM-RS and triggering aggressor to monitor RIM-RS is beneficial.
Configuring RIM-RS parameters
To distinguish RIM-RS resources, the following methods are considered in SI phase.
-    TDM method: different time-domain occasions are used to distinguish RIM-RS resource;
-	FDM method: different frequency positions are used to distinguish RIM-RS resource;
-	CDM method: different RS sequences are used to distinguish RIM-RS resource.
Regarding the time-domain pattern for RIM-RS, an RS transmission periodicity is defined. The transmission periodicity can be semi-statically configured per network. Within the transmission periodicity, multiple time-domain RIM-RS transmission occasions are defined. One or multiple transmission occasions can be semi-statically configured to distinguish one RIM-RS resource or convey set ID information per network. A gNB can be configured with multiple RIM RS configurations in a configured periodicity, where each RIM-RS configuration is referring to the configuration of the resource (including time and frequency resource, sequence) for transmission of a basic RIM RS resource. All the parameters for RIM-RS including periodicity, transmission occasions and resource need to be configured by OAM. Thus, OAM function for configuring the RIM-RS parameters should be defined.
Observation 2: OAM function is needed to configure RIM-RS parameters.
Configuring the mapping between gNB set ID and RIM-RS resource
The gNB set ID can be mapped to RIM-RS sequence and time/frequency resource. Since it has been agreed that the max number of RIM-RS sequences in one DL-UL periodicity is 8, it can be expected that the RIM-RS sequence can carry 3 bits at most. Other gNB set ID bits will be carried by time/frequency location. In our companion contribution [4], it is suggested that at most 2^22 gNB set IDs are allowed for RIM purpose. In practice, the number of gNB set IDs to be used can be much less than 2^22, and thus the mapping between gNB set ID and RIM-RS resource should be configurable and flexible enough to satisfy varying requirements for different operators. Thus, the corresponding OAM function should be defined.
Observation 3: OAM function is needed to configure the mapping between gNB set ID and RIM-RS resource. 
Based on above discussion, the following proposal is given.
Proposal 1: It is recommended to define the following OAM functions for RIM:
- Triggering gNB to transmit RIM-RS.
- Triggering gNB to monitor RIM-RS.
- Configuring RIM-RS parameters.
- Configuring the mapping between gNB set ID and RIM-RS resource.
RIM-RS carrying further information
Focusing on Framework-1 captured in TR 38.866, RS-1 is used for potential aggressor identifying itself as a true aggressor while RS-2 is used for victim identifying whether ducting phenomenon exists or not. While for other frameworks, the RIM-RS is only used for potential aggressor identifying itself as a true aggressor. It has been discussed that the RIM-RS may be designed to carry further information. To accomplish it, a straightforward solution is to convey the information in RIM-RS resource either in time-domain, frequency-domain and/or sequence-domain. This approach is equivalent to increase the number of information bits that are carried by RIM-RS. Increasing the number of information bits carried by RIM-RS consequently may lead to longer detection time sweeping over all possible gNBs or higher gNB detection complexity. 
On the three types of additional information “Ducting phenomenon exists”, “Enough mitigation” & “Not enough mitigation”, it is understood that “Ducting phenomenon exists” is already supported, i.e. victim transmitting the RIM-RS. Whether “Enough mitigation” & “Not enough mitigation” need to be used in the network depends on the details of how remote interference is addressed. For example, if the victim can apply some scheduling restrictions on UL in its serving cell to avoid remote interference, there is less need to convey “Enough mitigation” or “Not enough mitigation” via RS-1. For RS-2, it is understood that no additional information needs to be carried on RS-2, since RS-2 is to assist the victim to determine whether atmospheric ducting still exists. 
Proposal 2: When determining the further information carried by RIM-RS, aspects such as the time duration for sweeping over all RIM-RS and gNB detection complexity need to be considered jointly. 

Conclusions
In this contribution, the OAM functions to support RIM operation were mainly discussed. The following observations and proposals are given:
Observation 1: Involving OAM functions for triggering victim to transmit RIM-RS and triggering aggressor to monitor RIM-RS is beneficial.
Observation 2: OAM function is needed to configure RIM-RS parameters.
Observation 3: OAM function is needed to configure the mapping between gNB set ID and RIM-RS resource. 

Proposal 1: It is recommended to define the following OAM functions for RIM:
- Triggering gNB to transmit RIM-RS.
- Triggering gNB to monitor RIM-RS.
- Configuring RIM-RS parameters.
- Configuring the mapping between gNB set ID and RIM-RS resource.
Proposal 2: When determining the further information carried by RIM-RS, aspects such as the time duration for sweeping over all RIM-RS and gNB detection complexity need to be considered jointly. 
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