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Introduction
In RAN1#88 meeting, the candidates for cross link interference mitigation schemes were identified and captured in the TR 38.802. In this contribution, we present our views on the cross-link interference (CLI) mitigation schemes for dynamic TDD (or more generally uncoordinated TDD [2]) that should be supported in NR phase 1 WI, in particular from the point of view of UE measurements.
Cross-link interference mitigation with network resource coordination
The issue of cross-link interference as a result of dynamic TDD or uncoordinated TDD have been discussed extensively [2][3]. CLI issues were studied for LTE eIMTA and certain mitigation techniques were standardized, including semi-static adaptive configurations of fixed and flexible subframe sets (maximum rate of once every 10ms), and subframe set specific UL power control and DL CSI measurement. NR is expected to support deployment scenarios supported by LTE, hence the techniques standardized for LTE eIMTA should naturally be the starting point for NR, particularly for the scenarios where the transmission direction of time resources is still changing semi-statically over time. 
When the transmission direction of time resources can dynamically change over time, further enhancement would be beneficial to handle the resulting dynamic CLI and network coordination will remain an important tool for NR. As discussed in [3], CLI generally depends on the scheduler decision and UE locations. A possible approach to mitigate CLI is to identify the victim and the aggressor nodes, and subsequently schedule the transmission/reception activities of either the victims or the aggressors nodes (or both) in protected time resources (NR fixed time resources) with semi-statically configured transmission direction (analogous to the fixed subframe for eIMTA) and the rest in non-protected time resource (NR flexible time resources) where transmission direction can dynamically change (analogous to the flexible subframe for eIMTA). The set of NR fixed time resources and NR flexible time resources can be coordinated among the gNBs in a semi-static manner. This is illustrated in Figure 1. 
Observation 1: Protected time resources with semi-statically configured transmission direction (NR fixed time resources) can be configured via network coordination for scheduling either the victim or the aggressor nodes to mitigate CLI. The remaining time resource can be utilized for dynamically configured transmission direction (NR flexible time resources).
In LTE eIMTA, although it is possible to estimate the possible presence of dynamic interference through CSI measurement reports by the UEs, the source of interference cannot be identified in general, e.g. it is not possible for the network to determine with certainty if the interference source is a DL signal or an UL signal, as well as the identity of the interferer. Allowing the network to identify the source of interference enables the network to take a more targeted action to resolve a problematic interference condition. For example, in the case of UL-to-DL CLI, the aggressor UE can be scheduled in an NR fixed time resource, rather than potentially over-crowding the victim UEs in the NR fixed time resources or over-provisioning the NR fixed time resources. Therefore, it would be beneficial to consider methods that can enable identification of victim and aggressor (i.e. CLI source) nodes for NR. To achieve this, a measurement signal can be introduced to support cross-link interference (CLI) detection by the gNB (DL-to-UL CLI) and the UE (UL-to-DL CLI) and identification of the CLI source. To minimize specification and implementation complexity, measurement signal based on reusing an existing physical signal would be desirable. 
Observation 2: Accurate identification of victim and aggressor (CLI source) nodes (UEs and gNBs) can be beneficial for efficient CLI mitigation.
Proposal 1: Cross-link interference detection and reporting by the gNB (DL-to-UL CLI) and the UE (UL-to-DL CLI) should be supported for dynamic TDD and uncoordinated TDD.    
Proposal 2: Measurement signal can be introduced to support cross-link interference (CLI) detection and interference source identification by the gNB (DL-to-UL CLI) and the UE (UL-to-DL CLI). It is preferable to consider measurement signal based on an existing physical signal.


Figure 1: Illustration of NR fixed time resource (where transmission direction is semi-statically configured) and NR flexible time resource (where transmission direction can dynamically change) 

Specification impact on UE measurement of CLI
Measurement signal/resource for CLI detection
A potential specification impact for CLI mitigation is the support of UE measurement of CLI. It is desirable if the measurement support can be done with an existing framework. There has been significant progress on the design of CSI-RS and CSI framework for CSI acquisition and beam management. The CSI framework consists of the following configurations:
1. M≥1 Resource setting: At least configures the CSI-RS resource set(s) and the CSI-RS resources in each set. CSI-RS resources also include those with zero power for interference measurement purpose;
2. N≥1 CSI reporting setting: At least configures the reported CSI parameters (can be CSI or RSRP), time-domain behavior, frequency granularity (for CQI and PMI);
3. 1 measurement setting: Link one or more resource settings to one or more CSI reporting setting (L ≥1 links). 
The CSI framework allows very flexible configuration of measurement resources to reporting content and procedure, which is capable of handling the requirements of MIMO and beam management. While the current resource setting assumes CSI-RS as the RS type, it can be extended to include SRS as well for reciprocity-based use cases [4]. Including SRS as a RS type that can be configured in the resource setting would allow the support of UE measurement of SRS signal by other UE to identify potential CLI. RSRP measurement and reporting has been agreed to be supported with the framework and can be metric to configure in the reporting setting for CLI measurement.
Observation 3: CLI measurement by the UE can be supported with the CSI framework. This is possible if resource setting of CSI framework can configure either CSI-RS or SRS.
Proposal 3: CSI-RS and SRS (including with zero RS power) should be considered as the measurement resource for CLI. The measurement metric of RSRP can be configured in the reporting setting for CLI measurement.

Identification of victim and aggressor (CLI source) nodes
Another potential specification impact for CLI mitigation is the support of identification of victim and aggressor nodes. Since the network will know the exact resources that the UE used to produce a measurement result, it would possible to some extent that through network coordination the network can determine the source of the CLI. For example, if there is a coordination beforehand between two cells that UE A of one cell is schedule to transmit a SRS in a certain resource, the other cell can configure its UE B to measure the SRS resource of UE A and report the interference measurement. If the interference level observed is high, the victim and the aggressor UEs can be identified by the network. Likewise, identification of victim and aggressor BSs can be done through network coordination of measurement resources and measurement at a potential victim BS. 
Observation 4: Identification of victim and aggressor CLI source can be done through network coordination of measurement resources and measurement at the potential victim node. 
Conclusions
This contribution considered a cross-link interference management scheme based on CLI detection and network coordination. In particular, the following is proposed. 
Observation 1: Protected time resources with semi-statically configured transmission direction (NR fixed time resources) can be configured via network coordination for scheduling either the victim or the aggressor nodes to mitigate CLI. The remaining time resource can be utilized for dynamically configured transmission direction (NR flexible time resources).
Observation 2: Accurate identification of victim and aggressor (CLI source) nodes (UEs and gNBs) can be beneficial for efficient CLI mitigation.
Proposal 1: Cross-link interference detection and reporting by the gNB (DL-to-UL CLI) and the UE (UL-to-DL CLI) should be supported for dynamic TDD and uncoordinated TDD.    
Proposal 2: Measurement signal can be introduced to support cross-link interference (CLI) detection and interference source identification by the gNB (DL-to-UL CLI) and the UE (UL-to-DL CLI). It is preferable to consider measurement signal based on an existing physical signal.
Observation 3: CLI measurement by the UE can be supported with the CSI framework. This is possible if resource setting of CSI framework can configure either CSI-RS or SRS.
Proposal 3: CSI-RS and SRS (including with zero RS power) should be considered as the measurement resource for CLI. The measurement metric of RSRP can be configured in the reporting setting for CLI measurement.
Observation 4: Identification of victim and aggressor CLI source can be done through network coordination of measurement resources and measurement at the potential victim node. 
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