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[bookmark: _Ref124589705][bookmark: _Ref129681862]Introduction
It was agreed in RAN1 #96 that: 
For the DCI format(s) (may or may not be new format, to be finalized in the WI phase) scheduling Rel-16 NR URLLC, 
· Support configurable sizes for some fields, while  
· The maximum DCI size can be larger than Rel-15 fallback DCI
· The minimum DCI size target a reduction of 10~16 bits less than the DCI format size of Rel-15 fallback DCI
· Provide the possibility to align with the size of the Rel-15 fallback DCI (including possible zero padding if any)
The above agreement implies that some DCI fields would have configurable size. Additionally, the minimum URLLC DCI size could be less than fallback DCI. In this case, the possibility of zero padding to align the size of URLLC DCI with Rel-15 fallback DCI is not precluded.   
We have shown in [1] that, in order to secure the BLER performance target of URLLC (e.g. down to or ), the protection against PDCCH false alarm could be further enhanced by increasing the effective CRC error detection capability beyond the current value of 21 bits (corresponding to equivalent FAR=4.77E-7). With target BLER=, FAR=4.77E-7 may not be low enough as multiple BD attempts on the same PDCCH candidate may further increase the FAR up to and even above the target BLER.
In this contribution, we address false alarm improvement by providing transmission of extended CRC. Extended CRC can also be used to align the size of the URLLC DCI with the Rel-15 DCI, thereby not increasing the number of blind decoding (BD) attempts.
Section 2 describes extended CRC for URLLC DCI followed by the reception procedure of such an extended CRC. Section 3 discusses RNTI based traffic prioritization and the role that extended CRC has to reduce false-alarm rate. Performance evaluation are captured in section 4. 

[bookmark: _Ref129681832]Extended CRC for URLLC 
The proposed URLLC-configurable DCI format is shown in Figure 1. In Figure 1 a first CRC word denoted as CRCa is computed based on the configurable and reduced-size DCI bit fields.  The DCI fields are then filled with CRCa bits so that the size of resulting DCI is equal to Rel-15 fallback DCI. In case the so-obtained CRCa word size is not the same as Rel-15 fallback DCI some bits of CRCa are punctured or repeated so as to obtain a new CRCa word having a given length so that the resulting DCI has the same length as the fallback DCI. 
A second CRC word (CRC in Figure 1) is then computed based on the used DCI fields and CRCa. In Figure 1, crc16 and crc24c denote the cyclic generator polynomials specified in [3], Sect. 5.1. The CRC word is scrambled by RNTI and appended to the DCI to obtain a control packet. The control packet is further processed according to the specified NR procedure which consists of bit interleaving followed by polar encoding ([3], Sect. 7.3.3) and rate matching ([3], Sect. 7.3.4).
The proposed two-step CRC decreases the false alarm rate (FAR) below FAR of conventional zero-padding (also called virtual CRC). 
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[bookmark: _Ref527970119]Figure 1. Example of two-step CRC with new DCI format for scheduling URLLC retransmissions. 

Observation 1: Extended CRC can be useful to align the minimum size of URLCC DCI with Rel-15 fallback DCI.

Reception of a TB is performed only after the two-step CRC/CRCa check passes. Figure 2 shows the DCI decoding steps leading to correct detection or false alarm.
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[bookmark: _Ref527894163]Figure 2: Procedure for receiving DCIs.

According to the procedure in Figure 2, the PDCCH receiver performs reception after passing the two-step CRC/CRCa check. 
We point out that the additional complexity of two-step CRC check is minimal compared to blind decoding. Thus, receiver complexity is not substantially increased by two-step CRC check.
Observation 2: Extended CRC does not increase the number of blind decoding attempts and does not increase the receiver complexity substantially.
  
Extended CRC with multiple RNTIs
Different traffic types (e.g. URLLC an eMBB) can be differentiated by using an additional RNTI as explained in [6]. 
RNTI-based traffic prioritization can be supported by cascading an enhanced CRC check with extended CRC for high-priority class (e.g., URLLC) and conventional CRC check for the low-priority class (e.g., eMBB) class, as shown in Figure 3. 
In such situation, the overall FAR will become higher as the probability of false alarm of each priority class will sum up with other classes. Extended CRC reduces the FA probability of the high-priority class thereby mitigating the FAR increase caused by the adoption of multiple RNTIs.
[image: ]
[bookmark: _Ref6397905]Figure 3: Procedure for receiving DCIs with multiple RNTIs.


Performance evaluation
The performance improvements obtained by extended CRC are evaluated via Monte Carlo simulations on a Binary Symmetric Channel (BSC) model with error probability p. The achieved FAR versus BSC error probability p is shown in Figure 3 and Figure 4. Here, FAR is defined as the ratio of FEC-decoded words with errors that pass both the first (conventional) CRC check and the extended/zero-padded CRC check.
The performance evaluation results below do not use the specified CRC used for DCI transmission in NR; however, they clearly prove that the extended CRC solution is uniformly superior to zero-padding.
The DCI length (including reduced field) is 40 bits. We have been using shorter CRC size (11 bits, 16 bits) instead of conventional CRS size (21 bits).   
In Figure 3, the CRC size is 11 bits; its generator polynomial is  of [3]. CRCa and zero-padded field are 6-bit long. The CRCa generator polynomial is  of [3]. 

Figure 4: False-alarm rate for a DCI payload 40, CRC size = 11 bits, CRCa size = 6 bits
In Figure 4, the CRC size is 16 bits; its generator polynomial is  of [3]. CRCa and the zero-padded field are 11-bit long. The CRCa generator polynomial is  of [3].

Figure 5: False-alarm rate for DCI payload 40, CRC size = 16 bits, CRCa size =11 bits

Observation 3: Extended CRC embedded in DCI field improves FAR of more than one order of magnitude.
Proposal 1: NR should consider extended CRC for aligning the size of configurable DCI with the fall-back Rel-15 DCI.

Procedure described in Figure 3 is simulated below in Figure 6 for DCI payload size of 40, CRC size of 11 with generator polynomial is  of [3]. CRCa field is 6-bit long. The CRCa generator polynomial is  of [3]. We assume that first RNTI is all zero and second RNTI is randomly generated. The length of second RNTI the same as the conventional CRC (11 bits) and is used to descramble the CRC word. 
We can see from Figure 6 that false alarm rate is not considerably increased by adding one additional RNTI over all the BSC error probability values. . 
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[bookmark: _Ref7416479]Figure 6: False-alarm rate for DCI payload 40, CRC size = 11 bits, CRCa size =6 bits – additional RNTI


Observation 4: Extended CRC with multiple RNTIs does not increase considerably the false alarm rate.
Proposal 2: NR should consider extended CRC with multiple RNTIs for service differentiation. 

Conclusions
We have the following observations:
Observation 1: Extended CRC can be useful to align the minimum size of URLCC DCI with Rel-15 fallback DCI.
Observation 2: Extended CRC does not increase the number of blind decoding attempts and does not increase the receiver complexity substantially.
Observation 3: Extended CRC embedded in DCI field improves FAR of more than one order of magnitude.
Observation 4: Extended CRC with multiple RNTIs does not increase considerably the false alarm rate.
[bookmark: _GoBack]
[bookmark: _Ref124589665][bookmark: _Ref71620620][bookmark: _Ref124671424]Based on the above observations, we formulate the following proposals: 
Proposal 1: NR should consider extended CRC for aligning the size of configurable DCI with the fall-back Rel-15 DCI.
Proposal 2: NR should consider extended CRC with multiple RNTIs for service differentiation. 
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