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Introduction
In this contribution, some issues on 2-step RACH are discussed, including 2-step RACH response window, payload size in MsgA, contention resolution, fallback to 4-step RACH. 
2-step RACH Response window
For 4-step RACH, once a UE sends a preamble, the UE should monitor the PDCCH of Msg2 according to the RAR CORESET/search space within the RAR window.
Similarly, for 2-step RACH, once the preamble and payload are transmitted, the UE should monitor the PDCCH of response message sent by gNB within the 2-step RACH Response window. For the starting timing of the response window, at least two options can be considered: the window starts after the MsgA preamble or after the MsgA PUSCH. Since gNB should not only detect preamble but also decode PUSCH for 2-step RACH, it is natural that the response window should start after the PUSCH in MsgA. 


Figure1 Response window for MsgB reception
Proposal1: 2-step RACH Response window should start after the PUSCH in MsgA.
In Rel15, at least for initial access, RAR CORESET can be configured (same or different from RMSI) and CSS and RAR window are configured in RACH configuration in initial active UL BWP via SIB1. For the connected state, it is possible for gNB not to configure RACH configuration in UE’s configured UL BWP. The same principle would be applied to 2-step RACH, CORESET/CSS for MsgB and response window may also be configured, which can be the same as or different from 4-step RACH. If they are not configured, the related configuration for 4-step RACH can be reused for 2-step RACH.
Proposal2: At least for initial access, individual CORESET/ CSS and response window can be configured for 2-step RACH. The related configurations for 4-step RACH can be reused for 2-step RACH if they are not provided.
Payload size in MsgA
As has been specified in the 2-step RACH WID [1] that 2-step RACH is applied for RRC_INACTIVE, RRC_CONNECTED and RRC_IDLE state. The content of MsgA is equivalent to the content of Msg1 and Msg3 for the 4-step RACH in RRC_IDLE and RRC_INACTIVE state, and UP data transmission in RRC_CONNECTED mode is supported.
Currently in Rel15 4-step RACH, Msg3 could be CCCH message or C-RNTI MAC CE, UE-ID needs to be sent in Msg3 for UE Identification at the network side and for contention resolution at the UE side. For RRC_IDLE and RRC_INACTIVE states, MsgA with CCCH message should be transmitted in initial active UL BWP, two types of CCCH size (56 and 72 bits) depend on UE states. While in the RRC_CONNECTED state, MsgA can be transmitted in UE’s UL BWP based on the NW’s configuration, a small packet UP data can also be transmitted in MsgA. In this case, the maximum payload size of MsgA can be determined based on the evaluation results from RAN1, but whether more contents to be carried in the payload is up to RAN2’s decision. So the payload size determination based on the CCCH size can use as the starting point for the design of MsgA in all RRC states.
Proposal3: The payload size determination based on CCCH size can be used as the starting point for the design of MsgA.
Contention resolution
As has been specified in the 2-step RACH WID that the content of MsgB is equivalent to the content of Msg2 and Msg4 for the 4-step RACH, one of the functions of MsgB is resolve the contention. 
For 4-step RACH in the initial access, contention resolution can be done by Contention Resolution Identity MAC CE as Msg4. Msg4 is the first 48 bits of the UL CCCH SDU, and at least UE ID is included for contention resolution by UE. For 2-step RACH, since UE ID should be carried in the payload, so only when the detections of both preamble and payload are successful, gNB will sent MsgB for contention resolution, and at least UE ID should be included. Furthermore, in this case, UE has no valid C-RNTI and TA before transmitting MsgA, so TC-RNTI and TA command are needed in MsgB.


Figure2. UE Contention Resolution Identity MAC CE
Proposal4: MsgB will be sent only when the detection of both preamble and payload by gNB is successful. At least UE ID is included in MsgB for contention resolution.
Proposal5: MsgB should include TC-RNTI and TA command.
On the other hand, for 4-step RACH, contention resolution can be done by detecting a PDCCH with CRC scrambled by C-RNTI in the RRC_CONNECTED state. In this case, UE gets TA via Msg2 and Msg3 includes a C-RNTI MAC CE. Similar to 4-step RACH, gNB has acquired UE’s C-RNTI after successful detection of preamble and payload for 2-step RACH, the PDCCH with CRC scrambled by C-RNTI for contention resolution could be supported. UE needs to reacquire TA in the case of UL non-synchronisation, so TA command may be sent to UE in this case.
Proposal6: PDCCH with CRC scrambled by C-RNTI could be used for contention resolution in 2-step RACH.
Fallback
In case of 2-step RACH, UE transmits MsgA including preamble in PRACH and payload in PUSCH. There are these detection results for gNB:
· Case1: Both the preamble and the payload of PUSCH in MsgA are detected successfully.
· In this case, it is unnecessary fallback to 4-step RACH, gNB can send MsgB with UE ID as the response to resolve the contention.


Figure3 Successful MsgB reception
· Case2: The detection for the payload of PUSCH is failure, the detection for the preamble is successful.
· In this case, gNB can indicate UE fallback to 4-step RACH with the payload transmission/retransmission in the UL grant in response message, similar to the Msg3 transmission in 4-step RACH.


Figure4. Successful detection of preamble, but failure decoding of payload
· Case3: Neither the preamble nor the payload of PUSCH in MsgA is detected successfully.
· In this case, gNB cannot send any response due to unsuccessful detection of preamble and PUSCH, the UE should assume the msgA transmission failed and (1) initiate another msgA or (2) fallback to 4-step RACH with msg1 transmission attempt.


Figure5. Neither the preamble nor the payload in MsgA is detected successfully
Proposal7: Fallback to 4-step RACH should be supported in these cases:
Case1: Successful detection of preamble, but failure decoding of payload.
Case2: Neither the preamble nor the payload in MsgA is detected successfully.
Proposal
In this contribution, we have the following proposals:
Proposal1: 2-step RACH Response window should start after the PUSCH in MsgA.
[bookmark: _GoBack]Proposal2: At least for initial access, individual CORESET/ CSS and response window can be configured for 2-step RACH. The related configuration for 4-step RACH can be reused for 2-step RACH if they aren’t configured.
Proposal3: The payload size determination based on CCCH size can be used as the starting point for the design of MsgA.
Proposal4: MsgB will be sent only when the detections for both preamble and payload by gNB are successful. At least UE ID is included in MsgB for contention resolution.
Proposal5: MsgB should include TC-RNTI and TA command.
Proposal6: PDCCH with CRC scrambled by C-RNTI could be used for contention resolution in 2-step RACH.
Proposal7: Fallback to 4-step RACH should be supported in these cases:
Case1: Successful detection of preamble, but failure decoding of payload.
Case2: Neither the preamble nor the payload in MsgA is detected successfully.
Reference
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