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1. Introduction

This contribution discusses the advantages and the potential problems raised on the usage of the 802.11a preamble by NR-U. It also discusses one of the way forwards of implementing such a preamble in NR-U.
2. [bookmark: _3j0jhjr243rr]Discussion

We consider the following three aspects of NR-U transmitting and receiving the 802.11a preamble, with a focus on 5GHz:

1. Potential benefits:
a. Better coexistence between NR-U and Wi-Fi.
b. Better performance of an NR-U - only network or an NR-U - Wi-Fi network in terms of spectral efficiency and fairness.
c. Power saving in both NR-U and Wi-Fi
· Potential problems/concerns raised by other companies on NR-U using such a procedure.
2. A way forward for implementing the 802.11 preamble in NR-U.
2.1. [bookmark: _yp8nhmz3ahst]Potential benefits

2.1.1. [bookmark: _otzao6ub8l6a][bookmark: _mx62riwfe7vj]Fairness of channel access, improved spatial reuse, reduced interoperability testing, leading to faster and easier adoption of NR-U
Usage of the 802.11a preamble will mean the following:

· To a Wi-Fi node the initial signature of an NR-U node will appear to be like a Wi-Fi node.
· To an NR-U node the initial signature of a Wi-Fi node will appear to be like an NR-U node.

This opens up a host of possibilities. 

· Foremost, the detection scheme between NR-U and Wi-Fi can be made common. NR-U and Wi-Fi can then use the same detection mechanism and detection thresholds for deferring to each other. Equivalence of the sensing mechanism will ensure natural fairness between NR-U and Wi-Fi and alleviate coexistence concerns. This can in turn simplify NR-U standardization and deployment (lesser time spent on design of channel access, coexistence tests etc.)

· On the contrary, if NR-U adopts only an ED based detection scheme, then at least in 5GHz, NR-U will defer to Wi-Fi and possibly other NR-U nodes at -72dBm, while Wi-Fi will defer to NR-U at -62dBm and other Wi-Fi nodes at (-82dBm, -62dBm). This difference will make coexistence sensitive to the relative distribution and RSSIs of NR-U and Wi-Fi nodes in a deployment; in some cases it can be fair, in some cases it can harm Wi-Fi, in other cases it can harm NR-U. On the whole, the coexistence aspect will become much more complex. To allay coexistence concerns this may also require more regulations (such as in ETSI-BRAN), more coexistence tests (such as in 3GPP RAN4, WFA, tests specified by network operators), debugging and troubleshooting coexistence issues reported in field deployments etc.
 
· A common preamble between NR-U and Wi-Fi will allow a case-to-case tradeoff between spectral efficiency, latency and fairness by varying the preamble detection (PD) threshold dynamically based on information obtained from the preamble. 

· The PD threshold can be set low, much lower than -82dBm, even up to the minimum receive sensitivity of the device (say -92dBm and below over 20MHz), in order to protect weak links. 
· The PD threshold can be set higher than -82dBm in order to enable spatial reuse and increase spectral efficiency, if the transmissions are estimated not to degrade neighboring links.
· PD looks for a known signature which can be decoded in the presence of elevated noise and also contains additional information to enable more optimal channel access decisions.
· Such a tradeoff between fairness and spectral efficiency is already possible in 802.11ax with the assistance of additional fields in the preamble. 
· On the contrary, if NR-U adopts only an ED based detection scheme, the ED threshold cannot be tuned in this manner over a large dynamic range. This is because:
· An ED-only mechanism detects only energy and has no other information about neighboring transmissions that can enable threshold tuning based on operator policy and tradeoffs between spectral efficiency and fairness.
· It is also not feasible to set the ED threshold much lower than -72dBm.
· In the presence of high noise floor, a low and static ED threshold will also lower the ability of a device to access the channel and may even “lock out” the device from the channel. 
2.1.1.1. [bookmark: _ncftli3epky4]Trends in 3GPP RAN1 on simulations with NR-U using the 802.11a preamble

Simulations in 3GPP RAN1 compared the performance of two schemes: 

1. NR-U uses ED = -72dBm and Wi-Fi uses ED = -62dBm and PD = -82dBm
2. Both NR-U and Wi-Fi use ED = -62dBm and PD = -82dBm via use of a common preamble.

The following aspects can be analytically deduced about the expected simulation output:

· It can’t be said if a common ED = -62dBm and PD = -82dBm will lead to better DL and UL throughput for the network than ED = -72dBm for NR-U and ED = -62dBm and PD = -82dBm for Wi-Fi. Which is better depends on the relative location and RSSI distribution of the NR-U and Wi-Fi nodes in the network.
· However, a common ED = -62dBm and PD = -82dBm will lead to better protection for the weaker nodes in the network than ED = -72dBm for NR-U and ED = -62dBm and PD = -82dBm for Wi-Fi. This is because, nodes will almost always defer to each other at -82dBm which is a 10dB lower threshold in the direction NR-U -> Wi-Fi and a 20dB lower threshold in the direction Wi-Fi -> NR-U. Doing so will also lead to a 10dB/20dB longer coverage/cell range and a 10dB/20dB lower region for hidden nodes.
· As mentioned above, which of the above schemes lead to overall higher spectral efficiency of the network depends on the relative distribution and RSSI of the nodes. However, please note that this is only true if PD = -82dBm is used as a static threshold. One of the advantages of using a preamble is that the detection threshold can be made dynamic and tuned to the needs of the operator. As discussed earlier, the threshold can be set low to increase fairness and high to increase spectral efficiency if the transmissions are estimated not to degrade neighboring links. Wi-Fi networks can already adapt the PD over a large dynamic range between -62dBm and at least -92dBm, based on operator policy and information contained in the preamble. An ED threshold cannot be tuned in this manner; first because it cannot be set very low and second because it has no information about neighboring transmissions and the potential interference caused by spatial reuse, based on which on which it can adapt the threshold. So, in a deployed network with a tunable PD, a common ED+PD scheme will always lead to better performance than a tunable ED, with the decision of the choice of “better” being left to the operator, whether “better” fairness or “better” spectral efficiency. 

A note on the simulation results: It has been claimed in [1] that the preamble detection mechanism in Wi-Fi is ineffective at high loads with Wi-Fi nodes missing preambles > 60% of the time “Our evaluations performed during the SI phase have shown that preambles are missed a significant fraction of the time, e.g., more than 60% of the time at high load”. The 802.11 standard [2] specifies that Wi-Fi must detect the preamble with > 90% probability. So, a behavior where a Wi-Fi node fails to decode more than 60% of preambles while listening to the channel is not expected at all. Given this, we request the authors to please explain how missed preambles are defined in their simulations.
2.1.2. [bookmark: _os4lioe4w3we]Power saving in both NR-U and Wi-Fi
2.1.2.1. [bookmark: _3qrkg6vei5ma][bookmark: _w8zwqartffps][bookmark: _tve3oq3dlody]Power saving in Wi-Fi
Preamble detection is commonly used to enable power saving in Wi-Fi. The 802.11 preamble contains information about the duration of the current transmission. So, a Wi-Fi device that is sensing the channel can read the duration of the current on-air transmission and transition to a low power mode till the end of the transmission.
· On the contrary, an Energy Detection scheme doesn’t utilize any information on the duration of the current transmission. So, devices that are sensing the channel must keep sensing continuously for the end of the current on-air transmission.

Lab tests based on a commercial 802.11ac device confirm that this “sleep on preamble detection” enables up to ~50% power saving in Wi-Fi in a 2 device network; it increases to ~80% in a 10 device network. The detailed configuration is specified in [3]. It is also clear from the tests that the power saving will be higher in a dense network with larger number of devices that contend simultaneously for channel access.
2.1.2.2. [bookmark: _h79u0nwmt3kj][bookmark: _5lanj0g373kd]Power saving in NR-U
We think a similar mechanism as in Wi-Fi can be used in NR-U to enable power saving for NR-U i.e. on detection of a preamble “not directed towards it” an NR-U node can move to a low power mode for the duration specified in the preamble. 

The following arguments have been presented in RAN1, for example in [1], on the infeasibility of power saving in NR-U from the use of the 802.11 preamble.

1. In NR-U, DRX-On/Off offers enough opportunities for power saving and hence usage of the 802.11 preamble is not useful.
2. Use of the 802.11 preamble will not lead to any power saving in NR-U; on the contrary it will increase the power usage.
3. If “sleep on preamble detection” is implemented in NR-U, it will lead to the UE skip monitoring transmissions from its own gNB in hidden node scenarios and hence “comes at a severe cost”.
4. The 802.11a preamble cannot be decoded at low SINRs unlike other control signals/messages in LTE/NR. So, if NR-U uses the 802.11a preamble for detection of a transmission burst, the missed detections in low SINRs will lead to a UE missing the gNB signaled COT and cause performance loss.

We discuss our view on all of the above.

1. [bookmark: _hln4kjsc9w7p]In NR-U DRX-On/Off offers enough opportunities for power saving and hence usage of the 802.11 preamble is not useful
This argument extends a behavior that is feasible in a licensed channel due to the predictability of channel access to the unlicensed channel where channel access is opposite i.e. unpredictable and non-deterministic. 
In the licensed channel a gNB can easily move a UE between CDRX-On and CDRX-Off in pre-configured time zones. However, adherence to such pre-configured time zones is not possible in the unlicensed channel, especially a channel that is not “idle” due to the presence of other nodes, since the channel access is unpredictable.  For example, the following text in [1] “Figure 3 illustrates a gNB acquired COT that occurs during the C-DRX ON duration ” will not be common in the unlicensed channel since it is not likely for the UE to be in pre-configured CDRX-On durations opportunistically exactly when the gNB or UE has access to the channel. Moreover, after the gNB gains access to the channel, it is also not reasonable to expect the UE to be triggered out of CDRX-Off duration during the COT, to be ready to receive and transmit in time. So, a UE with data to transmit or receive on the unlicensed channel,  has to be in DRX-On in a non-idle channel, since CDRX-Off can be configured only with the knowledge that there can be no transmissions to and from the UE. Hence, power saving in CDRX-On is very important and this can be enabled by the “sleep on preamble decode” facility provided by the 802.11a preamble. 

2. [bookmark: _8xu2ap4fr81c]Use of the 802.11 preamble will not lead to any power save in NR-U; on the contrary it will increase the power usage
The argument provided is that use of the 802.11 preamble will require monitoring the channel every 9us whereas an equivalent GC-PDCCH monitoring occasion would be only every 2 symbols, for example ~70us at 30 kHz SCS. However, this argument misses the point that looking for preambles does not make the UE to continuously sense the channel every 9us. This is shown as below:

For DL, in a busy or non-idle channel: In this case, a UE will look for the preamble, decode it, then sleep for MCOT durations of time, wake up just before the MCOT ends, start monitoring for preambles. This will be repeated in a cyclical fashion. So:

· Monitoring for preamble will occur with a periodicity of up to MCOT durations of time due to detection of preamble from other nodes or every PDCCH monitoring occasion due to detection of preamble/DMRS from its own gNB. 
· On the contrary, without preamble, GCPDCCH or PDCCH monitoring will occur every GCPDCCH or PDCCH interval which is much more frequent in time. 
· Hence, without preamble the UE will use more power while listening to the DL than with preamble.  

For DL, in a predominantly idle channel:  In this case, the channel is idle, for example there are no other supervising nodes transmitting on the channel other than the serving gNB. Unlicensed channel access is deterministic only in this case. So, this is the only case where the gNB has the flexibility to move the UE deterministically between DRX-On and DRX-Off. This would also make the UE look for preambles only within the DRX-On durations. This is also the scheme that is employed by 802.11. 

For UL: For scheduled UL transmissions within a gNB COT where the UE may do multiple 25us LBTs; or for scheduled UL or autonomous UL transmissions outside a gNB COT with CAT4 LBT, decoding the preamble can always enable significant power saving. This is because, via only energy detection, the UE has to blindly attempt 25us LBT at every possible location (for transmissions within a gNB COT) or attempt LBT every 9us for CAT4 LBT. This “blind sensing” can be prevented by preamble detection, since the UE, if it detects another preamble can transition to sleep and resume sensing just before the MCOT duration indicated in the preamble.

3. [bookmark: _op1l9b30orp5]If “sleep on preamble detection” is implemented in NR-U it will lead to the UE skip monitoring transmissions from its own gNB in hidden node scenarios and hence “comes at a severe cost”
This is the case where the UE sleeps on decoding a preamble from a node that is hidden from its serving gNB. So, the gNB can transmit in parallel to this node and the UE will miss such transmissions. This situation can happen and it has been observed to happen in Wi-Fi networks too. Let us estimate the probability of such an event in order to evaluate its effect on performance. The following conditions need to be satisfied in this case in order for it to lead to a performance loss relative to the case where the UE didn’t decode the preamble from the node hidden from its serving gNB and instead remained awake:
· The preamble transmitter and the serving gNB are hidden from each other. According to field data presented in 3GPP, there are about 10% - 30% hidden nodes in a network.
· If the above is true, the events that the hidden node transmits before the serving gNB and when the gNB transmits before the hidden node, are equally probable. Any potential performance loss can only happen when the hidden node transmits before the serving gNB.
· The SINR of the transmission from the serving gNB is high enough for it to be successfully decoded despite an ongoing transmission from the hidden node. 
· Two kinds of SINRs need to be considered here: the SINR from the control messages and the SINR of the subsequent data. Control messages can be decoded at lower SINR than data; but for simplicity let us assume that the aggregate for control + data can be decoded up to an SINR = -3dB. 
· This means that, at the UE, the interferer RSSI has to be smaller than 2 times the signal RSSI from the serving gNB. Assuming that the pathloss exponent is 3, this means that the distance between the UE and the interferer has to be more than 0.8 times the distance between the UE and the serving gNB. 
· Many different configurations can arise here. In the figure below we consider cases at the two extremes: one where the UE is close to the gNB and the other where the UE is at the edge of the gNB sensing region; the sensing region being defined by a received RSSI of -82dBm. The blue circle is the sensing region of the gNB, the yellow circle is the sensing region of the interferer and the green circle is the region where the SINR < -3dB in case of parallel transmissions from the gNB and the interferer. The visible yellow region is the “problem” region i.e. nodes in this region are hidden from the gNB but visible to the UE and parallel transmissions have SINR >= -3dB which we have considered are good enough to sustain meaningful data. It is only in this region that “sleep on preamble decode” will cause a problem. Note that this set is smaller than the set of all hidden nodes. For simplicity we assume it is 50% of all hidden nodes. 
· Considering all of the above, the problem situation arises at most about 50% x 50% of 10% - 30%, say up to 2%- 8% of cases. 
· Even for these, one has to also consider that the DL MCS is selected by the gNB. While selecting the MCS, the gNB may not be aware of blind parallel transmissions from hidden nodes; so the MCS selected by the gNB may be higher than the MCS that can be actually supported by the UE in presence of such blind parallel transmissions. 
· This mismatch between the selected MCS and supported MCS can lead to loss of control and/or data even if the UE remains awake to listen to the gNB.
· This makes the case of loss even rarer that 2% - 8% and so cannot be considered common enough to cause a performance loss.

[image: ]

· Importantly and in contrast, please note the following: 
· If ED instead of a common PD was used, the incidence of hidden nodes would be much higher due to the 10dB and 20dB lower sensing threshold than the sensing threshold of a common PD. In this case, even if the serving gNB starts transmitting and the UE remains awake to receive it, there is much higher chance of another node to start transmitting on top of it and causing collisions and greater probability of the UE losing gNB transmissions anyway.  
· Further, parallel transmission from the given serving gNB to its UE may degrade transmissions from the neighboring hidden link whose preambles had been decoded by the UE but not by the gNB.

So, the overall impact on network performance due to loss of control/data transmitted by the serving gNB or neighboring gNBs/APs in the ED-only sensing case is anyway expected to be much higher than the impact on network performance due to loss of control/data transmitted by the serving gNB due to “sleep on preamble decode” in hidden node scenarios.
4. [bookmark: _8pqh2j4v03qv]The 802.11a preamble cannot be decoded at low SINRs unlike other control signals/messages in LTE/NR. So, if NR-U uses the 802.11a preamble for detection of a transmission burst, the missed detections in low SINR will lead to a UE missing the gNB signaled COT and cause performance loss

Please note the following:

· The initial signal can contain the 802.11a preamble as a prefix and can be followed by an NR-U specific signature to improve its reliability in low SINR.  
· The primary use of the 802.11a preamble is improved coexistence between NR-U and Wi-Fi. In this regard, the 802.11a preamble is being discussed due to its use in all legacy Wi-Fi devices irrespective of the generation of Wi-Fi. 
· In bands where such improved coexistence is not required with all legacy Wi-Fi, versions of the Wi-Fi preamble that have more robust performance than the 802.11a preamble can also be used.

2.1.3. [bookmark: _mqc5kdfutu24]A way forward for implementing the 802.11 preamble in NR-U

In 3GPP RAN1, the following arguments have been made regarding the implementation challenges of integrating the 802.11 preamble in NR-U:

1. It is almost impossible for NR-U to transmit and receive the 802.11 preamble due to differences in the PHY (sub-carrier spacing, BPSK for L-SIG etc.).
2. It is not a good idea in principle for one technology (NR-U) to depend on another (Wi-Fi), which would happen if NR-U uses the 802.11 preamble.

On point 1: we think that an NR-U module can be made to transmit/receive the 802.11a preamble with relative ease. 
· At the UE: UEs already implement front-end sharing and signaling between LTE and Wi-Fi. This can be used for NR-U to instruct the UE’s Wi-Fi module (in slave mode) for preamble transmission/decode. 
· Broadcom is already working with its UE partners to update the LTE - Wi-Fi interface to an NR - Wi-Fi interface.
· A basic schematic of the scheme is as shown below:
[image: ]

· At the gNB: The erstwhile Broadcom LAA small cell already implemented a mechanism where a rudimentary Wi-Fi module with only preamble transmission/detection capability was used in slave mode by the LAA module for transmission/detection of the 802.11 preamble.
· Insignificant BOM cost/testing was needed to integrate LAA with the limited functionality Wi-Fi module. The same is expected for NR-U.
· A basic schematic of the scheme is as shown below:
[image: ]
On point 2 i.e. on the opposition to making a 3GPP based technology dependent on a non-3GPP based technology: We think interworking should be the order of the day. In that spirit, 3GPP can adopt from non-3GPP whenever required and also vice-versa. If the 802.11 preamble is used by NR-U it won’t be the first time that 3GPP will opt to take this path. For example, in order to enable better adoption of LTE in IoT and Wearables, 3GPP has already recommended an architecture where the LTE higher layers (PDCP/IP for the user plane and PDCP/RRC/NAS for the control plane) sit on a Wi-Fi PHY/MAC for seamless interaction with the eNB and Core Network [4] as shown below:
[image: ]
Finally, please note that the 802.11a preamble is itself not specific to Wi-Fi. We came to know (we were informed) that the same preamble structure was standardized in parallel in 802.11 (which is an IEEE based technology) and HiperLan/2 (which is a technology standardized by ETSI and is hence similar to 3GPP). Both 802.11a and HiperLan/2 were standardized at about the same time and delegates that participated in both devised such a common preamble structure. The following diagram pointing to both 802.11 and HiperLan/2 can be found in [5].
[image: ]
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