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Introduction
In Rel-15, a study item (SI) on Remote Interference Management (RIM) was completed and the conclusions were captured in [1]. At RAN#82, a follow-up work item [2] on RIM (including also CLI) was approved, which included the following objective:
1. Identify corresponding OAM functions to support RIM operation [RAN1, RAN3].

Furthermore, the SA5 impacting issues according to the WID are:
1. Support all necessary bidirectional information exchange with the OAM and/or unidirectional information indication/configuration by the OAM for RIM operation as identified by RAN1/RAN3  [SA5]
1. Support of multiple configurations for basic RIM-RS transmission, including resource and/or functionality, if not specified in RAN1 [SA5]

Thus, it is RAN1’s task to identify the non-proprietary OAM interfaces and signalling that needs to be specified for RIM operation and send an LS to SA5.

In RAN1 AH 1901 meeting, the required OAM functionalities were discussed, and the following agreements were reached:

Agreement
· OAM configures gNB to turn ON or OFF RIM-RS monitoring
· OAM configures gNB with information required for periodic RIM-RS monitoring

Agreement
The OAM configures gNBs to report the all necessary information derived from the detected RIM-RS
Agreement
· OAM configures RIM-RS configurations and provide necessary additional configuration information for one or more of functionalities of RIM-RS.
· RIM-RS configuration refers to the parameter set that includes sequence, time-frequency resource, periodicity, etc

In addition, the following proposals were discussed, but not agreed upon:
Proposal X: The OAM configures gNBs to report the detected RIM RS, including,
· Detected RIM-RS resource index and configuration index;
· Set ID detected from the RS;
· Number of symbols that the aggressor impacted, which is identified from the RS;
· RSRP.

Proposal Y: The OAM can additionally configure the victim to report remote interference event, where, the report information format may include gNB ID of reporter, and RSSI of measurement interval.
Proposal Z: The OAM can configure the Aggressor to report the applied remote interference mitigation scheme, with details FFS.
In this contribution, we discuss the further details required to complete the OAM signalling already agreed and present our view on if any remaining OAM signalling is required.
Principles of OAM systems
An Operations, Administration and Maintenance (OAM) system is responsible for configuring, managing and orchestrating nodes and functionalities in the network, including management of Self-Optimizing Networks (SON) automation processes. Generally, different nodes may be managed by different OAM systems,which, in turn, may communicate with each other. An OAM system may provide an interface for manual configuration, or, OAM functionalities may be controlled and optimized by machine intelligence. 
A simplified illustration of the 3GPP management reference model [3] is given in Figure 1 below. The network architecture can, from a management point of view, be abstracted into different layers. The lowest layer consists of Network Elements (NEs) which are discrete telecommunications entities that can be managed over specific interfaces. In the context of RIM, the NEs are individual gNBs in the network (or alternatively, individual DUs or CUs of a gNB if split architecture is used) which may, in general, be provided by different gNB vendors. Intra-vendor inter-gNB communication is done over proprietary protocols, while inter-vendor inter-gNB communication is provided over the Xn protocol. The NEs (e.g. gNBs) are managed by Element Managers (EM) in the EM layer, typically from the same vendor as the NE. The EMs may also be encapsulated in a Domain Manager (DM, not shown here) but may also be logically contained inside the NE itself. EMs (or their respective DMs) from different vendors may communicate over the Itf-P2P protocol specified in SA5. These EMs are in turn controlled by the Operations Support System (OSS) layer which comprises the OAM system(s). The OAM provides proprietary vendor-specific interfaces to manage the nodes from each specific vendor. Additionally, the itf-N interface is specified in SA5 for the exchange of non-vendor-specific messages between the OAM and the EMs.
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[bookmark: _Ref534702683]Figure 1: A simplified illustration of OAM layers and interfaces. Dashed lines denote proprietary (vendor-specific) interfaces while solid lines denote the interfaces specified by 3GPP.
As illustrated, the OAM system can have both proprietary (vendor-specific) and standardized (non-vendor specific) interfaces. 
OAM interfaces can be either proprietary and standardized
In a way, RIM operation can be seen as a SON functionality, somewhere in between self-optimization and self-healing type of functionalities.  Thus, the same principles for SON SA5 standardization can applied to RIM functionalities as well. That is, gNB measurements as input to a SON controller, including radio measurements and KPIs, can be specified if they have a clear an unambiguous definition in an inter-vendor scenario. Furthermore, direct control of (complex) implementation-related radio functionalities should be avoided, instead, different policies can be indicated to the gNB to guide its behavior but leaving freedom for vendor-specific implementation.
OAM functions required for RIM operation
In the SI phase, a number of proposed OAM functions were discussed in the context of different frameworks [1]. In this section, we summarize the identified OAM functions, including the ones already agreed to be introduced and discuss whether the corresponding signaling requires standardization by SA5 or if it should be handled by proprietary interfaces. We also discuss other possible OAM functionalities, for instance measurements enabling SON functionality. 
It is important to distinguish between interface signaling, where the exchanged information is used as an input to execute a functionality, and the implementation of the functionality itself. In other words, a standard may stipulate what information is exchanged over the interface, while the use of this information is most often proprietary. Moreover, whether the signaling for information exchange is to be standardized or not, depends on whether the information exchanged is generic and essential for executing the functionality in question i.e. whether it is required for any possible solution. For instance, a ‘HANDOVER REQUIRED’ message is an essential part of handover functionality and is therefore standardized, but the decision algorithm for sending this message is proprietary.
The identified RIM OAM functions are summarized in Table 1. 
[bookmark: _Ref534715694]Table 1: The overview of RIM OAM functions (including those identified in TR 38.866 and additional potential OAM functions). The standardization status/recommendations on standardization of the corresponding signalling
	Number
	Functionality
	Signalling direction
	Standardization status / proposal by this contribution

	1
	Configuration of RIM-RS monitoring “search space” and RIM-RS transmission resources
	OAM to gNB
	Already agreed to be standardized

	2
	Assignment of set ID
	OAM to gNB
	Already agreed to be standardized (by RAN3)

	3
	Turn RIM-RS monitoring ON/OFF
	OAM to gNB
	Already agreed to be standardized

	4
	Configure periodic RIM-RS monitoring
	OAM to gNB
	Already agreed to be standardized

	5
	Report detected RIM-RS and all necessary information
	gNB to OAM
	Already agreed to be standardized

	6
	Configuration of RI mitigation scheme
	OAM to gNB
	Proprietary

	7
	Restoration of original configuration (stop RI mitigation scheme)
	OAM to gNB
	Proprietary

	8
	Report of applied interference mitigation scheme
	OAM to gNB
	Proprietary

	9
	Report of remote interference event / measurement of IoT level
	gNB to OAM
	Proprietary

	10
	Report to transmitting gNB of which gNB detected its sequence
	OAM to gNB
	Proprietary



Regarding OAM functionality #1 (Configuration of RIM-RS monitoring “search space” and RIM-RS transmission resources), this was already agreed to be standardized in RAN1 1901AH and is nearly complete. Some further details regarding e.g. how to map the actual RIM RS transmission occasions with the set ID remains to be determined, which is discussed in our companion contribution [4].
For OAM functionality #2, the set ID assignment is part of the RIM-RS transmission/monitoring configuration according to the agreements made in RAN1 AH 1901 and RAN3 has already decided that OAM configures the set ID as well.
For OAM functionality #3 (RIM-RS monitoring ON/OFF), there should be no further open issues to determine. For OAM functionality #4 however, the details of the periodic RIM-RS monitoring patterns need to be decided.
In our interpretation of the agreement pertinent to functionality #4, a periodic RIM-RS monitoring configuration is similar to a DRX cycle, where the gNB can be recommended to only monitor a subset of the RIM-RS transmission occasions in order to reduce the processing complexity. This is most straightforwardly defined as that every :th RIM-RS transmission periodicity is monitored, as is illustrated in Figure 2 below.
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[bookmark: _Ref877180]Figure 2: Illustration of periodic RIM-RS monitoring occasions where every 5th RIM-RS transmission periodicity is monitored
[bookmark: _Toc1146908]For periodic RIM-RS monitoring occasions, OAM can configure gNB with the recommendation to only monitor every Nth RIM-RS transmission periodicity
Regarding OAM functionality #5 (Report detected RIM-RS), it has been agreed to report the detected RIM-RS along with all “necessary” information. The remaining issue is to define what the “necessary” information is.
In RAN1 AH 1901, the following candidate necessary information was discussed:
· Detected RIM-RS resource index and configuration index;
· Set ID detected from the RS;
· Number of symbols that the aggressor impacted, which is identified from the RS;
· RSRP.
In our understanding, the reported information could be used as an input to a SON functionality or to simply gather network statistics. For this purpose, at least the set ID of the detected RS should be reported. For the given set ID, the cause of the RS, i.e. RS-1 for enough/not enough mitigation or RS-2 should also be reported, along with an indication of if it was the “near” configuration or “far” configuration that was detected (if configured). Since the UE can be expected to average the multiple repetitions, the repetition index need not be reported.
It could also be useful to report an RSRP value of the reported RS. However, this would require defining a NG-RAN RIM-RSRP measurement in TS 38.215, which may not be straightforward to define given the 2 OFDM symbol resource mapping and the possibility of repetition. Given the limited time remaining to close the WI, it is perhaps better to focus on finalizing the essential issues.
On the other hand, in order to gather statistics on the propagation distances, it could be useful to report in which UL symbol in the slot the RIM-RS was detected.
Therefore, we propose:
[bookmark: _Toc1146909]The necessary information reported to OAM when a RIM-RS are: 1) the detected set ID, 2) the functionality of the RIM-RS (RS-1 for “enough mitigation”, RS-1 for “not enough mitigation” or RS-2), and 3) the OFDM symbol in the slot where the RIM-RS was detected.
Regarding OAM functionalities #6 and #7 (configuration of RI mitigation scheme and restoring of original configuration) as is described in FW-0 of [1], this should in our view be handled via proprietary interface, since all RI mitigation schemes are specification-transparent (according to [1]) and different gNB implementations will employ different RI mitigation mechanisms. It is therefore both difficult and improper to handle this via a standardized interface.
[bookmark: _Toc1146910]Configuration of RI mitigation schemes and instruction to stop RI mitigation schemes are handled via proprietary OAM interface
Regarding the proposed OAM functionality #8, where the applied RI mitigation scheme is reported to the OAM by the gNB, in our understanding this is quite difficult to define over a standardized interface since there are many possible RI mitigation schemes that could be applied and it is highly implementation-dependent how they are realized. Thus, agreeing and specifying the set of all possible RI mitigation schemes in 3GPP does not seem useful. Such signaling is best handled via a proprietary OAM interface
[bookmark: _Toc1146911]Reporting of applied RI mitigation scheme can be handled via a proprietary OAM interface
Regarding OAM functionality #9, while the reporting of a RI event could potentially useful for letting the OAM be aware of the interference situation, for instance to be used as input to a SON functionality, it is unclear how to define such an event. Proposals that have been discussed are for instance reporting changes in the IoT level, such as a sudden IoT rise or drop or reporting that the IoT has a sloping characteristic. However, it is unclear how to define such measurements so that they can be used and compared across different vendors implementations. Therefore, we suggest handling such reporting over a proprietary interface.
[bookmark: _Toc1146912]gNB measurement reporting of IoT level or RI event can be done over proprietary OAM interface, if needed
Finally, for OAM functionality #10 which is a proposal that have been briefly discussed, after a receiving gNB has detected a RIM-RS and reported the detected set ID to the OAM, the OAM will forward the ID of the receiving gNB to the transmitter. The motivation is that the gNBs could send confirmation of received RS-1 and RS-2 and therefore communicate directly via the OAM. However, this would, in our understanding, be a duplication of functionalities, since we already support backhaul signaling á la Framework 2.1. It is unclear what an additional mechanism of reporting the ID of the receiver of the detected RS to its transmitter would bring.
[bookmark: _Toc1146913]OAM interface for reporting to transmitting gNB of which gNB detected its RIM-RS is handled via proprietary OAM interface, if needed
Conclusion 
Based on the discussion in this contribution we have presented our view on required OAM functionalities for RIM operation and assessed if the corresponding signalling requires a standardized OAM interface or can be handled by proprietary OAM interface. The following is proposed:
Proposal 1	For periodic RIM-RS monitoring occasions, OAM can configure gNB with the recommendation to only monitor every Nth RIM-RS transmission periodicity
Proposal 2	The necessary information reported to OAM when a RIM-RS  are: 1) the detected  set ID, 2) the functionality of the RIM-RS (RS-1 for “enough mitigation”, RS-1 for “not enough mitigation” or RS-2), and 3) the OFDM symbol in the slot where the RIM-RS was detected.
Proposal 3	Configuration of RI mitigation schemes and instruction to stop RI mitigation schemes are handled via proprietary OAM interface
Proposal 4	Reporting of applied RI mitigation scheme can be handled via a proprietary OAM interface
Proposal 5	gNB measurement reporting of IoT level or RI event can be done over proprietary OAM interface, if needed
Proposal 6	OAM interface for reporting to transmitting gNB of which gNB detected its RIM-RS is handled via proprietary OAM interface, if needed
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