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1 Introduction
In this contribution, we discuss a few approaches to improve the network robustness.
2 Neighbour Assisted RI Detection
Remote interference (RI) is a BS to BS interference that is caused by the DL transmission from a remote aggressor gNB and appears in the UL reception at a victim gNB. Currently, the RI is detected if:
· IoT raises beyond a threshold
· IoT has “sloping” property.
[bookmark: o2_1]Observation 1: Current Remote Interference detection is based on: IoT raises over a threshold and has “sloping” property.
IoT raise may be caused by either UL traffic of intra-frequency neighbors or by the RI. The gNB received IoT is the aggregation of intra-frequency neighbor’s interference  and the RI:

So, the regular IoT pattern as shown can happen only when the UL load is very low or interference is very strong. Otherwise, with uplink traffic caused IoT fluctuation on top of remote interference, it is hard to see “sloping” property. 
[bookmark: o2_2]Observation 2: IoT raise may be caused by UL traffic of intra-frequency neighbors. Current way can only detect Remote Interference when UL load is low.
If the gNB knows the UL interference from intra-frequency neighbors in each symbol, after detecting the UL traffic impact, it should be quite easy to detect the   per its property.
For each neighbor cell, it knows: UE’s BSR, UE’s location, UL power, UL scheduling, victim (or request cell)’s location. So, the neighbor cell has enough information to estimate the UL interference to the victim cell in each symbol.
UL interference estimation is a RAN1 gNB implementation and the exchange of UL interference information between gNBs is a RAN3 design. To facilitate the neighbor assisted RI detection, RAN1 should check with RAN3 for the design of the message flow for gNBs to gather the UL interference pattern from intra-frequency neighbors.
[bookmark: p2_1]Proposal 1: RAN1 to ask RAN3 to design message flow for gNB to gather UL traffic caused UL interference of each intra-frequency neighbor cell to differentiate the Remote Interference.
3 Cell Group
It is a common understanding that multiple cells can be put into the same group and a same cell group ID can be assigned to member cells in the cell group. The group ID can be carried by RIM-RS when RIM-RS is transmitted from gNBs.
As discussed in previous meetings, the group ID information in RIM-RS may be carried by following resources: 
· RIM-RS sequence ID
· OCC (orthogonal cover code)
· Time: e.g. UL-DL periodicity offset
· Frequency: e.g. sub-band ID
· Space: beam configuration.
Because resources are used as additional dimensions (besides RS sequence index) to carry the group ID, member cells in the group should transmit same RS in same frequency/time resource with same waveform, e.g. similar to MBSFN.
[bookmark: p3_1]Proposal 2: The Group ID including the associated resources for RS-RIM transmission should be configured in gNB. 
The maximum range of remote interference is several hundreds of kilometers. Beyond this range, the interference would occur between a different set of cells, which is not a problem. So, the group ID carried in RIM-RS can be reused, similar to PCI (physical cell ID) reuse. 
[bookmark: p3_2]Proposal 3: The Group ID carried in RIM-RS can be reused in the network.
In previous discussion, RIM-RS can carry up to 22 bits information. Due to group ID reuse, it is not necessary to use such a large number of bits. For example, group ID may use only 12 bits similar to PCI. The extra bit carried by RIM-RS can be used to deliver the coordination information, e.g. for Framework-1.
[bookmark: p3_3]Proposal 4: The bits not used by the group ID of RIM-RS may be used to carry the RI coordination information.
Cell group ID is carried by the RIM-RS. A smaller cell group allows the cell that generates the RI to be better pinpointed. In the meanwhile, size (i.e., number of member cells) of the group has an essential effect to the detection of RIM-RS transmitting cells. A larger cell group allows more RIM-RS energy to aggregate at the receiver and therefore the RIM-RS can be more easily detected.
[bookmark: o3_1]Observation 3: Small group size improves the resolution of the cell detection. Large group size improves the detectability of RIM-RS.
To benefit from both the small group size and large group size, OAM should dynamically configure the group size and assign group ID for RIM-RS according to RI and RIM-RS detection results.
[bookmark: p3_4]Proposal 5: RAN1 to ask RAN3 to evaluate whether OAM can dynamically configure the size of cell groups based on RI detection and RIM-RS detection result.
A small group size can allow better detection resolution of the RIM-RS transmitting cells. However, this requires a large number of group IDs to be created. In the meanwhile, not the RIM-RS transmitted from every cell group in the network can be detected if cells of the cell group do not cause sufficiently strong RI. 
Suppose that the network initially configures group IDs based on a large number of cells per group in an area. If RI does not occur in all cell groups, the network can further split a large group whose RIM-RS is detected by other cells into small groups and allocate group IDs of those large groups whose RIM-RSs are not detected by any cells to these newly created small groups. (The small group can be as small as containing only one cell). By this means, cell groups can be detected in a fine group size resolution even if a limited number of IDs are available.
[bookmark: o3_2]Observation 4: Dynamic cell group configuration helps reduce the required number of cell group IDs.
4 Remote Interference Mitigation at Victim
RI can be mitigated at both the aggressor and the victim based on similar mechanisms. If backhaul communication is allowed between the victim and aggressor gNBs, they together can come up with a joint mitigation scheme. However, this results in a very complicated solution because a victim may receive RI from multiple aggressors and any of the aggressors can impact different victims. Instead, network can use configuration to semi-statistically balance aggressor and victim side mitigation. This avoids victim-aggressor direct negotiation and results in simple and stable solution.
In current RI frameworks, RIM operation over the remote interference path can be performed by the following general steps:
· Victim detects the RI
· Victim starts to apply the mitigation mechanism at victim
· Victim requests aggressor side mitigation
· Triggering of aggressor side mitigation is based on a stricter criterion to avoid mis-classifying neighbor cell’s UL interference as remote interference which results in more operational overhead.
· Aggressor receives the request from victim and starts to apply the mitigation mechanism at aggressor 
· Victim adapts its mitigation mechanism to the change of RI due to aggressor side mitigation
[bookmark: o4_1]Observation 5: Current RIM frameworks allow both aggressor and victim side RI mitigation.
Depending on the network configuration of the RI mitigation strategies, a victim or an aggressor can apply and adjust its RI mitigation. 
[bookmark: p4_1]Proposal 6: Network semi-statically configures RI mitigation strategies to aggressor and victim cells.
5 Victim-Aggressor Relationship
So far, we have only discussed have to use recently received interference for RIM but have not used the information of the victim-aggressor relationship obtained in the past. For certain network topology, geographic condition and antenna setup of cells, etc., some cells are more likely to cause remote interference to some other cells. For example, BS of a cell with its receive antenna beam facing north will not receive remote interference from BS of another cell with its transmit antenna beam facing north too. It is reasonable to believe that a cell can be repeatedly impacted by a few other cells but never impacted by the rest of cells. If a RIM system has been deployed for a while (e.g., weeks, months, years…), it can keep obtaining useful information about the victim-aggressor relationship between certain cells. It would be a waste if these information is not used at all.
[bookmark: o5_1]Observation 6: In the RI scenario, some cells are more likely to cause remote interference to some other cells.
There are two ways to establish the database for the victim-aggressor relationship. First, the operator may create the database based on geographic locations and antenna setup of cells in the network. This reflects the potential victim-aggressor relationship. Secondly, the network can automatically collect the information when the RIM system is in operation. I.e., whenever RI emerges among cells and the interference source is identified by any other cell in the network, the detector cell and the interference source cell constitute a pair of victim and aggressor and this information can be used to update the database. Apparently, victim-aggressor relationship collected by the second automatic approach is more informative and reliable.
[bookmark: o5_2]Observation 7: Victim-aggressor relationship can be either initially created based on geographic locations and antenna setup of cells in the network or automatically generated based on RIM-RS detection at cells.
The logical structure of the RIM system utilizing victim-aggressor relationship is shown in the following figure. For illustration purpose, this figure includes an aggressor and a victim where one can send RS to the other or both can send RSs to each other. The system is initially provided with potential victim-aggressor relationship by manual input based on geographic locations and antenna setup of the cells, etc. As the system operates, it will automatically refine the initial potential victim-aggressor relationship and update the confirmed victim-aggressor relationship whenever any cell identifies another interference source cell based on detection of RIM-RS conveying an ID of the source (e.g., step-1 in framework-2.1). The potential and confirmed victim-aggressor relationship databases are maintained on the network level so that cells can access and update the information.


Some use cases of the victim-aggressor relationship can be:
· In a RIM framework, RIM-RS carries the ID of the RIM-RS transmitter. Once another cell detects the RIM-RS, the cell reports the detected ID to OAM. Based on the ID detection result, OAM can put the RIM-RS transmitting cells into the same group if they are often detected together by the same RIM-RS detecting cells. Similarly, OAM can put the RIM-TS detecting cells that are able to detect the same RIM-RSs into the same group.
· In a framework such as framework-2.1 and framework-2.2, the victim transmits a RIM-RS conveying ID assigned to the victim and the aggressor detects the RIM-RS. Multiple RIM-RSs may be detected by the same aggressor. Network should configure those RIM-RSs in a way that when they are received by the aggressor, these RIM-RSs create little or no interference to each other. Network may use the victim-aggressor relationship to ensure that for victims that have a past victim-aggressor relationship with the current aggressor cell, RIM-RS sequences with low cross-correlation are assigned to these victims, or RIM-RS sequences are transmitted in non-overlapping frequency/time resources by these victims.
· In a framework such as framework-2.1 and framework-2.2, the aggressor needs to monitor RIM-RS from a victim and apply the RI mitigation. RIM-RS monitoring at aggressor is either configured by OAM in low density or activated when aggressor detects remote interference power in a sloping pattern from victim. Either way, the RIM-RS monitoring latency can be very long due to the low monitoring density and the large number of RIM-RSs from the potential victim to be detected. If network configures the aggressor to first detect RIM-RSs only from cells that have a past victim-aggressor with it, the aggressor can finish the detection more quickly.
There are more scenarios where RIM system can benefit from the past information about the victim-aggressor relationship.
[bookmark: p5_1]Proposal 7: After the ID carried by RIM-RS is detected, the detector gNB reports the detection result to OAM to update the victim-aggressor relationship database.
6 Conclusions 
In this contribution, we have discussed techniques for improving network robustness. We have made the following observations and proposals:
Observation 1: Current Remote Interference detection is based on: IoT raises over a threshold and has “sloping” property.
Observation 2: IoT raise may be caused by UL traffic of intra-frequency neighbors. Current way can only detect Remote Interference when UL load is low.
Observation 3: Small group size improves the resolution of the cell detection. Large group size improves the detectability of RIM-RS.
Observation 4: Dynamic cell group configuration helps reduce the required number of cell group IDs.
Observation 5: Current RIM frameworks allow both aggressor and victim side RI mitigation.
Observation 6: In the RI scenario, some cells are more likely to cause remote interference to some other cells.
Observation 7: Victim-aggressor relationship can be either initially created based on geographic locations and antenna setup of cells in the network or automatically generated based on RIM-RS detection at cells.
Proposal 1: RAN1 to ask RAN3 to design message flow for gNB to gather UL traffic caused UL interference of each intra-frequency neighbor cell to differentiate the Remote Interference.
Proposal 2: The Group ID including the associated resources for RS-RIM transmission should be configured in gNB. 
Proposal 3: The Group ID carried in RIM-RS can be reused in the network.
Proposal 4: The bits not used by the group ID of RIM-RS may be used to carry the RI coordination information.
Proposal 5: RAN1 to ask RAN3 to evaluate whether OAM can dynamically configure the size of cell groups based on RI detection and RIM-RS detection result.
Proposal 6: Network semi-statically configures RI mitigation strategies to aggressor and victim cells.
Proposal 7: After the ID carried by RIM-RS is detected, the detector gNB reports the detection result to OAM to update the victim-aggressor relationship database.
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