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1 [bookmark: _Toc120549591]Introduction
At RAN#80 meeting, a new study item of Remote Interference Management for NR (NR-RIM) was agreed [1]. The objectives of the SI focus on studying possible mechanisms for mitigating the impact of remote base station interference in unpaired spectrum focusing on synchronized macro cells with semi-static DL/UL configuration in co-channel, including:
A. Study mechanisms for improving network robustness and addressing strong remote base station interference, including potential UE side’s enhancement [RAN1]
B. Study mechanisms for identifying which gNB(s) generate strong remote interference, including the following aspects:
i. Potential Reference signal design for gNB to identify that it creates strong inter-gNB interference to some victim gNB [RAN1]
1. Existing reference signals are starting points of discussion.
ii. Mechanism for gNB to start and terminate the transmission/detection of the reference signal(s) [RAN1, RAN3]
C. Study the potential additional coordination among gNBs for mitigating remote interference [RAN3].
In this contribution, we will discuss mechanisms for improving network robustness. 
2 Discussion on mechanisms for improving network robustness
Enhancements to support power/spatial domain RIM mitigation schemes
In the commercial TD-LTE network, OAM configures RIM mitigation scheme to the aggressor after  the aggressor reports the detected RS sent by victim to OAM. The configured scheme is a static time-domain backoff scheme which reconfigures the special subframe configuration. This scheme is statically configured until the ducting phenomenon disappears and can be viewed as an aggressive and one-step mitigation scheme. 
In NR, various RIM mitigation schemes, including frequency/power/spatial domain schemes, have been proposed to provide while ensuring the transmission efficiency at both victim and aggressor. For example, the aggressor can gradually reduce transmission power (or adjust transmit beam direction/down-tilt) on DL symbols which may cause remote interference, instead of backoff on all those symbols. These schemes are more flexible and especially reduce the impact on sacrificing DL throughput at the aggressor side. However, since these schemes mitigate remote interference step-by-step, it is necessary to identify whether they actually take effect at the victim side and indicate the effectiveness the other way round. 
The identification of the effectiveness of RIM mitigation schemes can be achieved by IoT estimation. The indication of the effective to the aggressor can be achieved by the following two alternatives:
Alt 1: Indicate using backhaul signaling, e.g., sent either “Enough mitigation, no further actions needed” or “Not enough mitigation, further actions needed” to aggressor through backhaul.
[bookmark: _Hlk528868930]Alt 2: Indicate using RIM RS-1 in framework 1 or RS in framework 2.x, e.g., utilize two sets of distinguishable RS resource to represent either “Not enough mitigation, further actions needed” or “Enough mitigation, no further actions needed” to all potential aggressors. This does not rely on backhaul signaling. For example, if the IoT exceeds the acceptable level, victim transmit RIM-RS at a configured transmission periodicity to represent “Not enough mitigation, further actions needed”; otherwise, if the IoT reduces to an acceptable level, victim transmit RIM-RS at larger transmission periodicity than configured to represent “Enough mitigation, no further actions needed”. Aggressor(s) take further actions, (e.g. reduce more power, use beams that are more down-tilted, reducing scheduling bandwidth on more DL symbols, etc) if it can receive RS with normal periodicity; otherwise, aggressor can maintain the current mitigation scheme.
Proposal 1: Consider the following two alternatives to indicate effectiveness of RIM mitigation schemes to aggressor:
Alt 1: Indicate using backhaul signaling, e.g., sent either “Enough mitigation, no further actions needed” or “Not enough mitigation, further actions needed” to aggressor through backhaul.
Alt 2: Victim utilizes two sets of distinguishable RS resource to represent either “Enough mitigation, no further actions needed” or “Not enough mitigation, further actions needed”. E.g., if the IoT reduces to an acceptable level, transmit at a larger transmission periodicity than configured or on a different set of resources to represent “Enough mitigation, no further actions needed”.
PRACH enhancements
In the commercial TD-LTE network, it was observed that the remote interference among eNBs would cause severe blocking issue during initial access procedure, i.e., the interference results in failure of PRACH detection of network. Thus it is necessary to study PRACH enhancement for improving network robustness. 
One possible PRACH enhancement is to allow multiple PRACH configurations be configured to UEs, e.g., one configuration with short PRACH duration for case without remote interference and one configuration with long PRACH duration to enhance robustness under case of strong remote interference. Which configuration to use can be either indicated by gNB or by autonomous selection from UEs, which is also proposed in [3]. 
· If the indication solution is applied, it is possible to configure the UEs one RACH configuration as a default configuration targeting no remote interference for initial access. If remote interference happen, which can be sensed by the gNB, let the gNB to inform the UE by DCI to allow the UEs fast switch to another PRACH configuration. 
· If the solution of autonomous selection from UEs is considered, various optimization solutions that discussed in [3] can be considered. Nonetheless, it is recommended to introduce a signalling from the network to enable or disable the autonomous selection of PRACH configurations by UEs, which help gNB know how the UE behaves, so as to assist the scheduling or configuration from the gNB.
Proposal 2: Study PRACH enhancements allowing multiple PRACH configurations be configured to UEs, to improve network robustness for RIM.
By contrast to the multiple PRACH configurations with different PRACH formats, it is also possible to improve the power boosting procedure of PRACH to improve the detection probability of PRACH when remote interference happens. Considering the fact that UL symbols located near to DL-UL switching gap is suffering from high remote interference than the symbols located far from the gap, as illustrated in Fig. 1, one solution can be considered is to allow UEs to transmit higher power on UL symbols located near to gap. To this end, two different target PRACH receive power, i.e., PREAMBLE_RECEIVED_TARGET_POWER , can be configured for PRACHs on different time locations. Alternatively, it is also possible to configure different PRACH power ramping steps, e.g., larger power ramp step for PRACH transmitted on UL symbols, so as to allow power of PRACH potentially suffering from severe interference to increase fast. 
[bookmark: _GoBack]Proposal 3:  Study PRACH power control enhancements allowing multiple PRACH target receive powers or power ramp steps be configured to UEs, to improve network robustness for RIM.
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Fig. 1. Remote interference characteristics on UL symbols
Supporting NR-LTE co-site co-band deployment
In future NR deployment process, an NR gNB could possibly share the same site with an LTE eNB in the same band. As illustrated in Fig.2, where an NR gNB is a victim and is interfered in some bands by NR and in some other sub-bands by LTE. This could be a quite typical case since at the initial phase of NR deployment, at many sites, the LTE and NR will coexist and share a same band. Due to the large number of LTE eNBs, it is more likely that the LTE will cause remote interference to other NR gNBs on the same band.
[image: ]
Fig.2. Illustration of remote interference in NR-LTE coexistence deployment scenario
In this case, it is proposed that the RIM RS sent by the victim should be configured on a common subband where all the gNBs are overlapping, otherwise the RS sent by the victim may never be heard by the aggressor. When the RS is detected, the aggressor needs to consider RIM mitigation on the whole band instead of on a subband. Moreover, since LTE eNBs are also causing interference, it is better to consider some coordination among NR and LTE to enable RIM mitigation schemes at LTE eNBs.
Proposal 4: Considering the NR-LTE co-site co-band deployment scenario, it is important to support common band RIM RS, where the frequency location of the RIM RS is configured on a common subband shared by all the gNBs in the network and is independent of experienced interference. Some coordination among NR and LTE is needed to enable RIM mitigation schemes at LTE eNBs, which may be through network implementation.
3 Conclusions
In this contribution, mechanisms for improving network robustness are discussed, and the following proposals are made. 
Proposal 1: Consider the following two alternatives to indicate effectiveness of RIM mitigation schemes to aggressor:
Alt 1: Indicate using backhaul signaling, e.g., sent either “Enough mitigation, no further actions needed” or “Not enough mitigation, further actions needed” to aggressor through backhaul.
Alt 2: Victim utilizes two sets of distinguishable RS resource to represent either “Enough mitigation, no further actions needed” or “Not enough mitigation, further actions needed”. E.g., if the IoT reduces to an acceptable level, transmit at a larger transmission periodicity than configured or on a different set of resources to represent “Enough mitigation, no further actions needed”.Proposal 2: Study PRACH enhancements allowing multiple PRACH configurations be configured to UEs, to improve network robustness for RIM.
Proposal 3:  Study PRACH power control enhancements allowing multiple PRACH target receive powers or power ramp steps be configured to UEs, to improve network robustness for RIM.
Proposal 4: Considering the NR-LTE co-site co-band deployment scenario, it is important to support common band RIM RS, where the frequency location of the RIM RS is configured on a common subband shared by all the gNBs in the network and is independent of experienced interference. Some coordination among NR and LTE is needed to enable RIM mitigation schemes at LTE eNBs, which may be through network implementation.
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