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[bookmark: _Ref124589705][bookmark: _Ref129681862]Introduction
[bookmark: _GoBack]In RANP#80 meeting, a new study item, i.e., study on remote interference management for NR was approved [1]. The SI focuses on synchronized macro cells with semi-static DL/UL configuration, and detailed objectives are copied below.
	A. Study mechanisms for improving network robustness and addressing strong remote base station interference, including potential UE side’s enhancement [RAN1]
B. Study mechanisms for identifying which gNB(s)generate strong remote interference, including the following aspects:
i. Potential Reference signal design for gNB to identify that it creates strong inter-gNB interference to some victim gNB[RAN1]
1. Existing reference signals are starting points of discussion.
ii. Mechanism for gNB to start and terminate the transmission/detection of the reference signal(s) [RAN1, RAN3]
C. Study the potential additional coordination among gNBs for mitigating remote interference [RAN3]


In RAN1#94 meeting [2], a couple of RIM frameworks have been discussed to be the starting points.
	Agreements:
Framework-1, Framework-2.1, Framework-2.2 below are used as starting point for further study, using Framework-0 as basis for comparison.
Note:
· Not all the steps need to be included when making use of a given framework.
· [bookmark: p2]Mechanisms for improving network robustness at both victim and aggressor side can be studied under the NR-RIM frameworks.
· A victim cell may take actions applying remote mitigation scheme. This detail is FFS
· An aggressor may also be a victim (and vice versa) at least for Scenario #1


In RAN1#94bis meeting [3], Framework-1 was agreed to be further modified as following:
	Agreements:
· Modify in framework 1 in step 3, 
· Note: it is clarified the victim continues RS-1 transmission if RS-2 is detected. 
· the victim may stop RS-1 transmission if RS-2 is not detected and the IoT going back to certain level. 


In this contribution, we provide our views on the design considerations for the entire RIM framework as well as every component, and discuss potential specification impacts. Besides, the design principles and potential specification impacts for interference identification, RS design and interference mitigation schemes are also discussed. 
[bookmark: _Ref129681832]Discussion
The whole picture of the RIM framework is illustrated in the following Figure 1. In general, the RIM framework consists of three major parts including workflow, reference signal and interference mitigation scheme. And the framework needs to be controlled by OAM, and requires cooperation between aggressor and victim gNBs.
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Figure 1. The whole picture of RIM framework
The main functionalities of OAM to the RIM framework are listed below:
· Configuration of RS: configuring RS related parameters to gNBs including transmission period, resource mapping, SCS, number of symbols, sequences, power and etc.
· gNB grouping: OAM shall determine which gNBs belong to the same set, and these gNBs can have the same RS configuration.
· Configuration of mitigation schemes: OAM can configure proper mitigation schemes to gNBs probably including time-domain, frequency-domain, spatial-domain or power-domain solutions.
· Configuration of trigger/condition for gNB actions: OAM shall configure the specific trigger or condition for gNB to take actions, e.g., transmit RS or perform mitigation schemes.
· Information collection and analysis: OAM shall collect IoT information of gNBs and also make analysis in order to obtain optimized configurations for RS and/or mitigation schemes. 
For victim gNB, it should at least take the following actions:
· Monitor IoT increase and report to OAM.
· Transmit RS-1 to aggressor gNB. The gNB or gNB set identity shall be partially carried in the RS-1, and the RS-1 is used for potential aggressor gNB to identify itself as an actual aggressor. And it is also possible for the aggressor to estimate the number of DL symbols that causes remote interference based on the reception of RS-1.
· May perform mitigation scheme, e.g., UL symbols backoff.
· May communicate with actual aggressor gNB via backhaul signaling if configured by OAM.
For aggressor gNB, the following actions shall be taken:
· Blindly detect RS’s that transmitted from all victims. Note that, each aggressor gNB is required to monitor RS from all possible victims, and it shall perform blind detection within every UL symbol within each DL-to-UL period due to the arriving time of remote interference is unpredictable. Taking “DDDSU” with 5ms DL-to-UL period as example, if the special slot is configured with 9:3:2, the number of UL symbols in one DL-to-UL period is 16, thus gNB needs to perform at least 16*N times of blind detection within 5ms where N denotes the number of RS configured within each DL-to-UL period. Namely, the number of blind detections for aggressor gNB can be quite large.
· Report information of detected RS to OAM
· Transmit RS-2 to victim gNB. The RS-2 is used for victim gNB to identify whether tropospheric ducting phenomenon vanishes or not.
· May perform mitigation scheme, e.g., DL symbols backoff.
· May communicate with victim gNB via backhaul signaling if configured by OAM.
On RIM framework workflow
The major difference among Framework-0, Framework-1 and Framework-2.x lies in whether OAM and/or backhaul signaling is necessary or not. 
· Framework-0: OAM-based framework, where the actions of gNBs can be controlled by OAM.
· Framework-1: Adaptive framework without backhaul, where gNBs can only interact with each other via reference signals. 
· Framework-2.x: Adaptive framework with backhaul, where gNBs can interact with each other via both backhaul signaling and reference signals.
On Framework-0
The workflow of Framework-0 is described as following, which is also illustrated in Figure 2.
· Step 0: Tropospheric ducting phenomenon happens and remote interference appears.
· Step 1: When the victim identifies to suffer from remote interference, it starts to transmit RS. At the same time, the potential aggressor starts to monitor RS as configured by OAM.
· Trigger of RS transmission at victim side: when victim gNB detects sloping-like IoT increase and the measured IoT exceeds a predefined threshold denoted by TH-1, the gNB can start to transmit RS. To improve the detection reliability and decrease false-alarm probability, the victim gNB can start to transmit RS-1 when it detects sloping-like IoT increase over TH-1 for multiple times, e.g., N1, within a given time duration T1, where the values of N1 and T1 can be pre-configured.
· Step 2: Upon reception of RS, the aggressor gNB reports the detected RS to OAM.
· Step 3: OAM sends remote interference mitigation scheme to the aggressor gNB.
· Step 4: the aggressor gNB applies the mitigation scheme.
· Trigger of performing RIM scheme at aggressor side: This action is triggered by OAM.
· Step 5: OAM stops RS monitoring and restores original configuration at aggressor side and stop RS transmission at victim side.
[image: ]
Figure 2. Illustration of workflow for Framework-0
On Framework-1
The workflow of Framework-1 is descripted as following, which is also illustrated in Figure 3:
· Step 0: Tropospheric ducting phenomenon happens and remote interference appears.
· Step 1: When the victim identifies to suffer from remote interference, it starts to transmit RS-1. At the same time, the potential aggressor starts to monitor RS-1
· Trigger of RS-1 transmission at victim side:  when victim gNB detects sloping-like IoT increase and the measured IoT exceeds a predefined threshold denoted by TH-1, the gNB can start to transmit RS. To improve the detection reliability and decrease false-alarm probability, the victim gNB can start to transmit RS-1 when it detects sloping-like IoT increase over TH-1 for multiple times, e.g., N1, within a given time duration T1, where the values of N1 and T1 can be pre-configured. 
· Trigger of RS-1 monitoring at aggressor side: focusing on scenario#2 that IoT increase is only detectable by one or more gNBs in only one set, gNBs in the other set may not endure a high IoT increase. Another IoT threshold TH-2, typically smaller than TH-1, can be introduced, where the potential aggressor gNB can start to monitor RS when it detects IoT increase over TH-2 for multiple times within a given time duration. But there is a risk for the extreme case that no IoT increase is observed at the aggressor side. In this case, the aggressor would not monitor RS-1. A possible solution can be letting the potential aggressor gNBs monitor RS-1 all the time, but it would highly increase the gNB complexity and power consumption. Alternatively, it can also triggered by OAM.
· Step 2: Upon reception of RS-1, the potential aggressor gNB identifies itself to be a true aggressor. Then it performs proper RIM schemes and starts to transmit RS-2.
· Trigger of performing RIM scheme at aggressor side: Once the aggressor gNB successfully detects one or more RS-1, it may perform RIM schemes.
· Trigger of RS-2 transmission at aggressor side: When the aggressor gNB performs RIM schemes, it starts to transmit RS-2 at the same time. If the gNB is also identified itself as a victim gNB, e.g. by experiencing IoT increase, the gNB transmits RS-1 only instead of both RS-1 and RS-2.
· Step 3: The victim gNB continues RS-1 transmission if RS-2 or RS-1 is detected, and it stops RS-1 transmission if neither RS-2 nor RS-1 is detected and the IoT reduces back to a certain level.
· Trigger of stopping RS-1 transmission at victim side: As the sloping-like IoT increase will vanish at the victim side after all aggressor gNBs adopt interference mitigation schemes, then the victim gNB can only identify whether the tropospheric ducting phenomenon disappears or not according to the detection of RS-2 or RS-1. Hence, when the victim gNB does not detect any RS-2 nor RS-1 within a given time duration, it can realize that tropospheric ducting phenomenon has disappeared. Then, it stops transmitting RS-1.
· Step 4: The aggressor continues performing RIM while receiving RS-1. Upon disappearance of RS-1, the aggressor restores original configuration and stops RS-2 transmission.
· Trigger of restoring original configuration at aggressor side: When the aggressor gNB does not detect any RS-1 within a given time duration, it can realize itself to recover from an actual aggressor. Once the gNB realize itself to recover from an actual aggressor, it can restore original configuration and stop monitoring RS-1 at the same time.
· Trigger of stopping RS-2 transmission: The aggressor restores original configuration and stops RS-2 transmission on the same condition.
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Figure 3. Illustration of workflow for Framework-1
On Framework 2.x
As for Framework 2.x, backhaul signaling is used instead of RS-2 to communicate between aggressor and victim. Particularly for Framework 2.1, backhaul signaling is used to inform victim the reception and disappearance of RS, in order to trigger victim continuing or stopping RS transmission. The workflow of Framework 2.1 along with the illustration in Figure 4 is given below.
· Step 0: Tropospheric ducting phenomenon happens and remote interference appears.
· Step 1: When the victim identifies to suffer from remote interference, it starts to transmit RS. At the same time, the potential aggressor starts to monitor RS
· Trigger of RS transmission at victim side:  Similar to the condition in Framework-1. 
· Trigger of RS monitoring at aggressor side: Similar to the condition in Framework-1.
· Step 2: Upon reception of RS, the potential aggressor gNB identifies itself to be a true aggressor. Then it performs proper RIM schemes and informs victim gNBs the reception of RS via backhaul.
· Trigger of performing RIM scheme at aggressor side: Once the aggressor gNB successfully detects one or more RS, it may perform RIM schemes.
· Trigger of backhaul communication at aggressor side: Once the aggressor gNB successfully detects one or more RS, it transmits backhaul signaling.
· Step 3: Upon disappearance of RS, the aggressor restores original configuration and informs victim gNBs the disappearance of RS via backhaul.
· Trigger of restoring original configuration at aggressor side: Similar to the condition in Framework-1.
· Trigger of backhaul communication at aggressor side: When the aggressor gNB does not detect any RS within a given time duration, it can informs victim gNBs the disappearance of RS.
· Step 4: Victim stops RS transmission upon the reception of the “disappearance of RS” through backhaul
· Trigger of stopping RS transmission at victim side: The action is triggered by backhaul signaling.
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Figure 4. Illustration of workflow for Framework-2.1
Regarding the workflow of all these Frameworks, the key steps are in the following aspects:
· Trigger of performing mitigation scheme
· Trigger of restoring original configuration
· Trigger of starting RS-1/RS-2 transmission
· 	Trigger of stopping RS-1/RS-2 transmission
· Trigger of monitoring RS-1/RS-2
· 	Trigger of backhaul communication
Obviously, all these triggering conditions are up to gNB implementation and shall be pre-configured by OAM, there is no need to make restriction for gNBs in the specification. 
Observation 1: No specification impact is needed for trigger of gNB actions in the workflow of RIM frameworks.
In addition, for Framework 2.x, the assistance information that needs to be transmitted via backhaul shall be carefully studied. For each assistance information, the performance gain shall be identified first.   
On reference signal design
For RIM-RS design, the following aspects shall be determined.
· RS sequence structure including 
· Sequence initial phase
· Sequence length (frequency bandwidth)
· Reference point in frequency domain
· Subcarrier spacing
· Time-domain location and duration within one DL-to-UL period, e.g., number of OFDM symbols
· Transmission power
· RS signal generation
· RS resource pattern including time/frequency/code domain 
The detailed design of RS sequence structure is provided in our companion contributions [9] [10]. And in this contribution, the issue on RS resource pattern is mainly discussed. Regarding this issue, the corresponding agreements in the last RAN1 meeting are copied below:
	Agreements:
· At least one of the following methods is supported to distinguish RIM-RS resources:
· TDM method: different time-domain occasions are used to distinguish RIM-RS resource
· FDM method: different frequency positions are used to distinguish RIM-RS resource
· FFS: comb offsets if comb-like frequency structure is adopted;
· CDM method: different RS sequences are used to distinguish RIM-RS resource
· FFS: the number of sequences transmitted on the same time-frequency resource;
· FFS: OCC index if frequency-domain OCC is adopted.
· Other methods are not precluded.


To obtain an effective design, the following aspects should be addressed first.
· Maximum number of bits needs to be carried in the RS transmission
· Maximum time duration to complete one round detection.
It has been agreed in RAN1#94 meeting [2] that the distance between gNB aggressor and gNB victim can be up to 300 km.
	Agreements:
· Inform RAN3 that three frameworks are used as in RAN1 as a starting point for further study. Following information will also be included is the LS.
· The distance between gNB aggressor and gNB victim can be up to 300 km.
· Action to RAN3: to provide feedback regarding feasibility of the frameworks
· Draft LS in R1-1809875, which is approved and final LS in R1-1809987


Thus it should be a necessity for a gNB to identify gNBs within the region of radius up to 300km, i.e. about 280000 square kilometers (sq. km).  Based on the layout model provided in [3], the density of gNBs for dense urban, urban macro, and rural scenarios can be calculated as 28.9, 4.6, and 0.38 per sq. km, respectively. In accordance with the information provided in [5], the ratio of built districts to total region is suggested to be 3%, thus 97% in the total area can be treated as rural scenario. Furthermore, the ratio of dense urban area to total area of built districts in [5] is 10%. Then, we can obtain the ratio of dense urban and urban macro to total region as 0.3% and 2.7%, respectively. Then, the number of gNBs within the concerned region, i.e., 280000 sq. km is calculated to be about 160000. Namely, one gNB requires to at least identify more than 160000 different gNBs in total. Taking the example that reference signal is transmitted from aggressor to victim, the information of gNB identity may be conveyed via reference signal transmission in order to facilitate the victim gNB identifying the aggressor gNB(s) successfully. Based on the estimated number of gNBs above, it is seen that at least 18 bits should be conveyed via the reference signal. 
Observation 2: In order to identify inference up to 300km, the RS transmission shall at least convey 18 bits information.
Proposal 1: Determine a maximum number of bits denoted by Nbit that should be conveyed in RS transmission.
It is widely accepted that the phenomenon named “troposphere ducting” is the main cause for the occurrence of remote interference. It should be emphasized that the tropospheric ducting phenomenon is very relevant to the weather and climate, and accordingly it may be infeasible to predict the occurrence of remote interference accurately. The time domain property of remote interference has been adequately investigated and discussed in quite a few articles including [6]. It is demonstrated that the remote interference typically lasts hours long when it occurs and sometimes the interference can sustain a whole day or even longer. Considering that the remote interference would last a long time when it occurs, there is no need to accomplish a whole round of identification within an exceedingly short time. Hundreds of seconds seem to be proper. In TD-LTE system, one round of detection can be accomplished with 16384 radio frames, and such time duration can be the starting point. Moreover, to keep flexibility, multiple candidate values of time duration can be recommended and captured in the TR. In this case, operators can choose a proper configuration according to network deployment and their own interest. 
Proposal 2: Determine a maximum time duration denoted by Tround to complete one round detection, where Tround =16384/100 s, i.e., 16384 radio frames can be the starting point. Multiple candidate values can be captured in the TR.
When both Nbit and Tround are determined, the issue lies in how to map the information bits to RS resource. It is preferable to allocate reference signals of different gNBs into different time domain uplink resource as possible so as to decrease the number of RS that one gNB needs to detect in one detection window. This approach is beneficial to both improve the successful probability for detection and reduce the implementation complexity for gNB. Taking the DL/UL periodicity of 2.5ms with 30 kHz subcarrier spacing for example, the following mapping way can be considered which is illustrated in Figure 5:
· The radio frame index within 16384 frames carries 14 bits.
· The index of DL/UL period within one radio frame carries 2 bits.
· The remaining 2 bits of total 18 bits can be differentiated by different RS.
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Figure 5. Example of mapping from information bits to RS transmission
Note that, such approach can attain the highest probability of successful detection and the lowest implementation complexity. If more bits need to be carried in the reference signal, the following three alternatives can be considered:
· Alt 1: Enlarging the time duration for completing one round identification.
· Alt 2: Extending in frequency domain, where additional bits are carried by the location of frequency resource.
· Alt 3: Increasing the number of RS sequences.
It is important to stress that both Alt 2 and Alt 3 will increase the number for RS that the gNB needs to detect in each DL/UL period. This requires gNB to retain more hardware resource for computation use. Especially for Alt 2, the gNB is required to detect multiple RS in different frequency resource within the same symbol. Specifically, the gNB needs to first transform the received time-domain signal into frequency domain, and then reaps each part of frequency signal that potentially contains RS and transforms them back to time-domain, respectively. Apparently, if quite a few bits are carried in frequency domain, gNB needs to perform a lot of times of extra DFT/IDFT operations comparing with Alt 1, and such complexity increase is not negligible. As for Alt 3, increasing the number of RS sequences will cause negative impact on the performance of RS detection, especially increasing the probability of error detection in a high degree. Therefore, Alt 1 seems to be the best way among all the three alternatives. 
Proposal 3: Consider minimizing the number of RS that one gNB needs to detect in one DL/UL period for interference identification. 
Based on above analysis and also referred to the discussion on RS design in our companion contributions [9] [10], it can be concluded that most of RS parameters can be configured by OAM. The specification impacts on RS lie in the aspects of sequence generation, reference point in frequency domain and time-domain location and duration within one DL-to-UL period.
Proposal 4: Specify sequence generation, reference point in frequency domain, and time-domain location and duration within one DL-to-UL period for RIM-RS. 
Proposal 5: RIM-RS resource pattern can be configured by OAM.
On remote interference mitigation schemes
Focusing on the mechanisms for addressing strong remote interference, a couple of solutions were discussed in RAN1#94b meeting, and time-domain, frequency-domain, spatial-domain and power-domain solutions were agreed to be captured in TR 38.866. The corresponding agreements are copied below [3]:
	Agreements:
· Capture the following updated structure in TR 38.866 to include time-domain, frequency-domain, spatial domain and power-domain solutions.
6.1.1	Solutions by network implementation	
6.1.1.1 Time-domain based solutions
6.1.1.2 Frequency-domain based solutions
6.1.1.3 Spatial-domain based solutions
6.1.1.4 Power-domain based solutions
6.1.2	Solutions with specification impact	
6.1.2.1 Time-domain based solutions
6.1.2.2 Frequency-domain based solutions
6.1.2.3 Spatial-domain based solutions
6.1.2.4 Power-domain based solutions


The details and potential specification impacts of remote interference mitigation schemes are provided in our companion contribution [7][8]. The corresponding summaries are given below:
· Time-domain remote interference mitigation
In current commercial TD-LTE network, time-domain remote interference mitigation schemes are already supported up to network implementation. When it comes to NR, such scheme can be directly used. For both solutions of UL and DL symbols backoff, they can be achieved up to network implementation.
In addition, particular to the solution of muting DL symbols that causing interference at aggressor-side, there is a chance that the DL symbols causing interference to victim would overlap with SSB symbols, which should be carefully considered. Anyway, the issue that DL symbols causing interference overlap with SSB symbols at the aggressor-side can be tackled up to network implementation.
· Frequency-domain remote interference mitigation
It should be emphasized that partial muting in frequency domain at either aggressor gNB or victim gNB can be directly attained via gNB configuration. The OAM can pre-configure the valid UL/DL frequency-domain resource to gNBs for the situation that remote interference is present. Such solution can be up to implementation. Note that, the leakage interference from DL to UL cannot be completely mitigated due to the inter-subcarrier interference when the timing misalignment between interference and UL signals at the victim side exceeds the CP length. Thus, proper guard band is required to further reduce the interference to an acceptable level. 
· Spatial-domain remote interference mitigation
From the victim perspective, the victim gNB can first estimate the direction of remote interference via interference measurement. Then it can apply advanced beam management schemes, e.g. beam nulling and beam selection, to suppress the remote interference in spatial domain. While at the aggressor side, if the aggressor gNB can acquire the information of which beam(s) would cause remote interference, it can abandon the use of the specific beams in the DL symbols that would cause interference. Other beams can still be used for DL transmission in those DL symbols. Note that, all the mentioned beam-based solutions can be directly adopted by network implementation. No further specification modification is needed.
· Power-domain remote interference mitigation
At victim-side, it is applicable for the victim gNB to increase UE transmit power for uplink transmission. This approach can prevent the waste of UL resource to a great extent, which is superior to purely abandoning transmission in the interfered UL symbols. It is stressed that only the UL transmit power in the interfered UL symbols needs to be increased, but this cannot be achieved in Rel-15 since UL symbols within the same slot belong to one power control loop in Rel-15. A possible approach can be introducing additional power control parameter, i.e., a power offset. Such power offset represents the power difference between these two different types of symbols. The network can flexibly configure the value of power offset according to the interference level. Thus, specification impact is needed.
At aggressor-side, downlink signals are all in DMRS-based transmission where the DL transmit power of gNB is transparent to UE. Thus, reducing the DL transmission power of aggressor gNB can be directly accomplished by gNB implementation. No specification impact is observed.
· PRACH enhancement for remote interference mitigation
For PRACH transmission, the configured PRACH resource corresponding to the victim cell may collide with UL time duration suffering from remote interference. When UE selects the interfered PRACH resource for preamble transmission, larger transmit power is required for the UE so as to make it possible for gNB to detect successfully. For instance, UE is likely to use different transmit power in the PRACH occasions with and without remote interference for the first preamble transmission. 
In particular, the time-domain location of PRACH occasion can be taken into consideration for UE to determine PRACH transmission power. Besides, UE is also required to acquire the information of PRACH occasions that endures remote interference, thus higher layer signaling is needed to inform UE with such information. The information can be contained in TDD DL/UL configuration or PRACH configuration IE.
For all types of mitigation schemes, it can be concluded that time-domain, frequency-domain and spatial-domain are all network implementation solutions and no specification impact is observed. For power-domain approach, proper specification impact is required along with limit impact on UE side. 
Observation 3: No specification impact is needed for time-domain, frequency-domain and spatial-domain remote interference mitigation schemes.
Proposal 6: Increasing UE transmission power at victim has specification impacts on the following aspects.
- Additional power control parameter
- Signaling to inform UE the UL time duration that needs to increase transmission power 
Conclusions
In this contribution, views on the design considerations for RIM framework are provided. The following observations and proposals are given:
Observation 1: No specification impact is needed for trigger of gNB actions in the workflow of RIM frameworks.
Observation 2: In order to identify inference up to 300km, the RS transmission shall at least convey 18 bits information.
Observation 3: No specification impact is needed for time-domain, frequency-domain and spatial-domain remote interference mitigation schemes.

Proposal 1: Determine a maximum number of bits denoted by Nbit that should be conveyed in RS transmission.
Proposal 2: Determine a maximum time duration denoted by Tround to complete one round detection, where Tround =16384/100 s, i.e., 16384 radio frames can be the starting point. Multiple candidate values can be captured in the TR.
Proposal 3: Consider minimizing the number of RS that one gNB needs to detect in one DL/UL period for interference identification. 
Proposal 4: Specify sequence generation, reference point in frequency domain, and time-domain location and duration within one DL-to-UL period for RIM-RS. 
Proposal 5: RIM-RS resource pattern can be configured by OAM.
Proposal 6: Increasing UE transmission power at victim has specification impacts on the following aspects.
- Additional power control parameter
- Signaling to inform UE the UL time duration that needs to increase transmission power 
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