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[bookmark: _Ref124589705][bookmark: _Ref129681862]Introduction
This document provides a summary of the open issues and proposals in 7.2.5 based on the Tdocs submitted in this agenda item.   

Summary and proposals
Remaining details on frameworks
Discussion on Frameworks
	Company
	Proposal

	Huawei
R1-1810147
	Observation 1: Framework with RS only transmitted by victim, e.g., current Framework 0/2.1/2.2, is not robust for the scenario that interference reciprocity between each pair of aggressor and victim gNBs is not satisfied.
Proposal 1: For the scenario that interference reciprocity between each pair of aggressor and victim gNBs is not satisfied, consider a new RIM framework where RS is only transmitted by aggressor gNBs.
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	LGE
R1-1810291
	Proposal 1: Study characteristics of remote CLI in asymmetric interference scenario.

	Intel 
R1-1810782
	1. [bookmark: _Ref525912790]In Frameworks 2.1 and 2.2, RIM-RS shall carry gNB ID information. gNB grouping can be applied with a group of gNBs share a common ID. 
1. Distinguishing gNBs (or gNB groups) and whether a gNB is a victim or an aggressor (i.e., distinguishing RS-1 and RS-2) can be achieved by using unique sequences, time-multiplexing and frequency-multiplexing if possible.
1. In Framework 1/2.1/2.2, gNB grouping shall be configurable.

	Ericsson
R1-1811440
	Observation 7	The time until RS2 is detected is highly dependent on the detector and the RS periodicity assumed, comparing FW-1 and Framework-2.X
Observation 8	Minimizing the time of RS2 reception is not seen critical (the action taken is the victim stopping transmitting RS1, which is transmitted with very low overhead)
Observation 9	The potential gains with FW-2.2 is not clear considering the additional complexity increase it brings
Observation 10	It is likely that FW-2.1 and FW-2.2 will be similar in network performance due to the one-to-many relation between aggressor gNBs and their victims
Observation 11	A more advanced RIM scheme that FW-2.2 would allow for should take the impact on the traffic in the aggressor cell into consideration (including potential impacts due to RF limitations)
Observation 12	Details on which IEs to carry, their size, and associated accuracy and potential requirements need to be understood to get the full scope of FW-2.2
Observation 13	To understand the feasibility and additional complexity of FW-2.X, it is essential to receive feedback from RAN3 (LS sent at RAN1#94)
Proposal 2	RAN1 to continue its investigation on FW-0, FW-1 and FW-2.1 in its search for suitable RIM solutions to specify, leaving FW-2.2 out of Rel-16 scope

	Nokia
R1-1811212
	Proposal 1: For NR-RIM framework-0, 1, 2.1 and 2.2, When duct interference is detected by victim gNB, victim gNB reports the remote interference to OAM, OAM indicates the gNBs to start the RIM-RS monitoring as showing in figure 1.
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Proposal 2: gNB set can be considered for framework-2.1 and 2.2 to reduce the RIM-RS transmission periodicity.

	ZTE
R1-1810331
	Observation 1:  The following are observed for Scenario #1 and Scenario #2:
· At least for Scenario #1 with symmetric IoT increase, the events triggered at the victim and the aggressor could be aligned if they adopt the same triggering strategy e.g. through IoT level and characteristics. 
· In Scenario #2, RS monitoring in Step 1 cannot be triggered dynamically by IoT measurement and can be triggered through OAM configuration.
Proposal 4: Timer-based scheme and IoT measurement could be considered for gNB to terminate the transmission/detection of the reference signal(s) and the operation of RI mitigation scheme.
Proposal 5: The RIM-RS should convey victim gNB ID or the set ID information for victim identification and inter-gNB communications through backhaul.
Observation 2: Compared to framework-2.1 and framework-2.2, framework-0 and framewor-1 have lower standardization complexity and are easier to be realized.
Proposal 6: Among several possible frameworks identified in RAN1#94, we have the following proposals:
· [bookmark: _Hlk526549138]Framework-1 and Framework-2.1 should have priority over Framework-2.2 to be studied in NR-RIM SI phase. 
· The design of RS and/or backhaul signaling should be designed to support one or more preferred frameworks (e.g. Framework-0/1/2.1), which framework applied in commercial network can be left to operators/vendors.
Observation 3: Any single victim-only scheme can hardly solve the problem of remote interference.

	Hisense
R1-1811419
	Observation 1: Two simultaneous RS links double the cost of the RS.
Proposal 1: Two simultaneous RS links should be avoided.
Observation 2: The RS transmitted from the aggressor to the victim is of more accuracy in reflecting the remote interference.
Proposal 2: The RS transmitted from the aggressor to the victim is of substantial significance.
Proposal 3: The RIM Framework-3 shall be further studied.
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	CATT
(R1-1810548)
	the victim may still suffer from IoT increase due to interference from aggressors not sending the RS-2. The victim can only stop sending RS-1 upon “disappearance” of RS-2 and IoT going back to normal level.
Proposal 1:
· In framework 1, the victim stops RS-1 transmission upon “disappearance” of RS-2 and the IoT going back to normal level.
Proposal 2: 
At least support framework 1 as the framework for remote interference management in Rel-16.

	Samsung
(R1-1810876)
	Proposal 1: 
· It is better to coordinate among aggressors, and if possible victim also involved, to make a final decision on interference mitigation for an individual aggressor. 
· Inform RAN3 to study the feasibility of coordination between aggressor by backhaul signaling. 

Proposal 2: 
· Wait RAN3 feedback whether framework 2 series have a problem
· If there is a issue of framework 2 series, joint consider framework1 and framework 2 series.




Modification to existing framework:
· In framework 1, the victim stops RS-1 transmission upon “disappearance” of RS-2 and the IoT going back to normal level. (CATT)
· Timer-based scheme and IoT measurement could be considered for gNB to terminate the transmission/detection of the reference signal(s) and the operation of RI mitigation scheme.(ZTE)
· For NR-RIM framework-0, 1, 2.1 and 2.2, When duct interference is detected by victim gNB, victim gNB reports the remote interference to OAM, OAM indicates the gNBs to start the RIM-RS monitoring as showing in figure 1. ( Nokia )

Support or priority of frameworks:
· RAN1 to continue its investigation on FW-0, FW-1 and FW-2.1 in its search for suitable RIM solutions to specify, leaving FW-2.2 out of Rel-16 scope. (Ericsson)
· Framework-1 and Framework-2.1 should have priority over Framework-2.2 to be studied in NR-RIM SI phase. (ZTE)
· The design of RS and/or backhaul signaling should be designed to support one or more preferred frameworks (e.g. Framework-0/1/2.1), which framework applied in commercial network can be left to operators/vendors. (ZTE)
· At least support framework 1 as the framework for remote interference management in Rel-16.(CATT)
· Wait RAN3 feedback whether framework 2 series have a problem (Samsung)
· If there is a issue of framework 2 series, joint consider framework1 and framework 2 series.

New proposed framework:
· For the scenario that interference reciprocity between each pair of aggressor and victim gNBs is not satisfied, consider a new RIM framework where RS is only transmitted by aggressor gNBs. (Huawei)
· The RIM Framework-3 shall be further studied. (Hisence) 

Proposal: 
· Modify in framework 1, the victim stops RS-1 transmission upon “disappearance” of RS-2 and the IoT going back to normal level. 

Proposal:
· Further study whether/how to prioritize current frameworks
· At least the following framework(s) are prioritized for RS design
· FW-1
· FW-2.1
· FFS for backhaul signaling design
Proposal:
· Further study the necessity for other modified or new frameworks, including
· Timer-based schemes for terminating RS monitoring/transmission
· OAM enhancements: For NR-RIM framework-0, 1, 2.1 and 2.2, when atmospheric duct interference is detected by victim gNB, victim gNB reports the remote interference to OAM, OAM indicates the gNBs to start the RIM-RS monitoring.
· FFS Whether the OAM can support such indication in the whole network
· New RIM framework where RS is (only) transmitted by aggressor gNBs


Remaining details on evaluation methodology 
Modification/Clarification of simulation assumptions
	Ericsson (R1-11436)
	1. Change the agreement from RAN1#94 related to detection window simulation assumption to: Length of detection window WdetLsymbol: to be provided
1. Change the agreement from RAN1#94 related to RS delay model to: Delay of received RS: When multiple RSs arrive in the detection window, tThe arrival time of the i-th RS respect to the start of the detection window, △i , is uniformly distributed within [-Lsymbol, Lsymbol], where Lsymbol is the length of UL symbol based on the numerology of RS
1. The power of the received RS in case of single RS (Case 1) is set to the reference power P0 and hence is not varying over time.
1. Apply a one-shot 90% detection probability for the multi-RS case (aligning the metrics between single-RS and multi-RS cases). As for the single-RS case, the metric is the minimum SNR required where detection probability and false alarm requirements are fulfilled
1. Limit the multi-RS cases to Case 2-1 and Case 2-2 (currently referred to as Case 2-2A).

	Nokia
R1-1811210
	Observation 1: Reference SINR point is useful for RIM-RS evaluation, to avoid over-optimization. 
Proposal 1: For single RS case, use the reference SNR for RIM-RS evaluation as [-6] dB with 1T2R antennas. 
· Performance Metric: 90% Detection rate with 1% FA rate @[-6dB] with 1T2R in gNB
Proposal 2: replace “detection window” by “simulation window” when defining delay of received RS. 
· Delay of received RS: When multiple RSs arrive in the detection a simulation window, the arrival time of the i-th RS respect to the start of the detection simulation window, △i , is uniformly distributed within K-symbol simulation window. [-Lsymbol, Lsymbol], where Lsymbol is the length of UL symbol based on the numerology of RS. 


	LG (R1-1810292)
	Proposal 5: two types of different detection window assumptions should studies considering the detection performance and detection complexity of the RS.
· Re-using same FFT size for PUSCH reception
Using smaller FFT size than for PUSCH reception

	CMCC R1-1811638
	Threshold for RS detection: In the evaluation, PAPR (denotes the maximum correlation peak to the average correlation power ratio) is used to decide RS detection threshold.


Offline Consensus: 
· Change the agreement from RAN1#94 related to detection window simulation assumption to: Length of detection window WdetLsymbol: to be provided
· Change the agreement from RAN1#94 related to RS delay model to: Delay of received RS: When multiple RSs arrive in the detection window, tThe arrival time of the i-th RS respect to the start of the detection window, △i , is uniformly distributed within [-Lsymbol, Lsymbol], where Lsymbol is the length of UL symbol based on the numerology of RS.
· Clarify that the power of the received RS in case of single RS (Case 1) is set to the reference power P0 and hence is not varying over time.
[bookmark: _Hlk526979171]Offline consensus: 
· For fair comparison of evaluation results, more evaluations assumptions need to be aligned.
· Performance metrics are evaluated at reference SNR, the reference S NR is defined as follows:

where P0 is the reference receiver power and N is the noise power both within the length of 1 OFDM symbol.
· False alarm is defined based on detecting any sequences transmitted in the same time-frequency resource in the network with only AWGN input, i.e. only thermal noise is input to the receiver, and should be limited under [1]% over the expected RS delay profile (i.e. over 2 symbols).
· Description 1: For simulation, companies should use the same approach (same window length and same sliding granularity) when calculating false alarm and detection probability
· Description 2: For different detection window, the false alarm rate will be scaled proportionally over the detection window 
· e.g. for a single symbol detector: Pfa = 0.5%
· e.g. for sample level detector: Pfa = (1/N)% where N is the number of sample-level slidings needed for detection
Change the previous description of “Total number of sequences used in the network” to “Total number of sequences transmitted in the same time-frequency resource in the network”

According to the contributions, there are different ways for evaluating detection probability regarding which sequences should be counted as detectable within the detection window.
Proposal:
· Clarify that the detection probability is defined as the probability of detecting a sequence in a detection window given that the sequence is present in the detection window, i.e,
Pd_k = Prob{sequence k is detected in a detection window | sequence k is present in the detection window}.
· For symbol-level sliding detection, “sequence k is present in the detection window” means that at least half length of one RS copy using sequence k (i.e., half power of the RS copy) is captured in the detection window. 
· FFS for more than 2 symbol RS, companies provide detailed description on which sequences are counted.
· For sample-level sliding detection, all sequences arrived should be counted.
· Note that symbol-level detection requires less complexity at the expense of lower detection probability
· Detection algorithm should be declared, at least including 
· Symbol-level or sample-level sliding detection window, etc
· how decision variable is calculated (e.g. PAPR or max peak, etc)

	Company
	Detect Algorithm Details

	
	Symbol-level or sample level sliding
	Decision Variable
	Other details

	
	
	
	




Additional simulation cases
	Company
	Observation & Proposal

	
	

	Qualcomm
	Case 1: 1 Tx gNB sends single RS in one symbol, and after the long propagation, RS sequence with randomly locates at the range e.g., symbol 9-10-11-12. Note that the symbol index 9-10-11-12 is randomly set, and would not affect the simulation in this setting. 
Case 2: Tx gNB sends 4 RS in one symbol, and after the long propagation, the 4 sequence would randomly locates at the range e.g., symbol 9-10-11-12.

	Ericsson (R1-11436)
	Proposal 5  Limit the multi-RS cases to Case 2-1 and Case 2-2 (currently referred to as Case 2-2A).


From the evaluation results in R1-1811638, the results of Case 2-2B cannot be straightforwardly obtained from that of Case 2-1 and Case 2-2A.
Proposal: 
· Add Case 2-2B as simulation case, and provide results under various number of copies per sequence to reflect the impact of number of gNBs that share the same set ID on detection probability.
· Modify the Table 7-1 in TR
Table 7-1 Simulation cases for RIM RS design
	
	Total number of sequences used in the same time-frequency resource in the network
(Nseq)
	Number of sequences arriving within the window
(n)
	Number of RS copies using the same sequence
(m)
	Number of total RSs arriving within the window 
(N)

	Case 1
	1
	1
	1
	1

	Case 2-1
	1
	1
	10 as starting point , other  values are encouraged to be provided
	m*n

	Case 2-2A
	8 as starting point
	1,2,4,8 1
	1
	m*n

	Case 2-2B
	8 as starting point
	1,2,4,8 1
	10 as a starting point, other  values are encouraged to be provided
	m*n

	
	NOTE 1: Separate simulation runs




Additional simulation metrics
	Company
	Observation & Proposal

	CMCC (R1-1811638)
	Observation 8: Compare to the error detection probability of detecting each sequence that is not presented, the error detection probability of detecting a different sequence than all the one(s) that actually arrived within the detection window provides a more explicit meaning of building the wrong backhaul.
Proposal 5: Error detection, which is defined as the detected sequence IDs do not match with the sequence IDs actually arrived within the detection window, should be the other metric for RIM RS evaluation. The exact definition is as follows:
, where  is the probability of detecting a different sequence than all the one(s) that actually arrived within the detection window, where  is the number of actually arrived sequences. 
Proposal 6: Miss detection probability can be kept at a low level as long as the detection probability  is maintained at a high level, therefore, there is low priority to involve an additional metric for such event.

	CATT (R1-1810549)
	The detection error of sequence k is defined as: 
Pe,k = prob{sequence k is detected in the detection window | sequence k is NOT present the detection window}.
There are three options to define the overall detection error:
· Option 1: Perr,K is the probability of detecting a different sequence than all the one(s) that actually arrived within the detection window, where K is the number of actually arrived sequences.  
· Option 2-1: Average detection error among all sequences  Perr,K = (Pe,1 +…+ Pe,K)/K.
· Option 2-2: Worst case among all the sequences, Perr,K = max (Pe,1 , Pe,2, …, Pe,K).


Error detection probability of detecting a different sequence than all the one(s) that actually arrived within the detection window provides a more explicit meaning of building the wrong backhaul.
Proposal: 
· Add “Error detection”, which is defined as the detected sequence IDs do not match with the sequence IDs actually arrived within the detection window, as the other metric for RIM RS evaluation. 
· Opt 1: The metric is counted as follows:, where  is the probability of detecting a different sequence than all the one(s) that actually arrived within the detection window, where  is the number of actually arrived sequences. 
· Opt 2: The metric is counted as follows: Pe_k = Prob{sequence k is detected in a detection window | sequence k is not arrived in the detection window}
· Clarify that for different from detection probability, only when sequence k is not arrived (i.e., no part of the sequence k is captured in the detection window) but other sequences are, meanwhile sequence k is detected, it is counted as an error detection.

Evaluation results and observations
	Company
	Observation & Proposal

	CMCC (R1-1811638)
	Observation 1: For Case 1, the minimum SNR that achieves detection probability of 90% are -17 dB for 2OS PRACH-like RS, -15 dB for 1OS and 2OS CSI-RS.
Observation 2: For Case 1, the detection probability of the 2OS PRACH-like RS outperforms that of the 1OS CSI-RS due to more sequence power can be utilized in 2OS PRACH-like RS detection algorithm.
Observation 3: Regarding different detection probability definitions, the clarified detection probability definitions, i.e., detection probability is counted for the sequence with at least half length is captured in the detection window, can provide much better detection performance than that is counted for all the sequences arrived in the detection window.
Observation 5: For Case 2-1, the 2OS PRACH-like RS provides the best detection performance, which achieves detection probability of 90% at SNR = -20 dB. For the 1OS and 2OS CSI-RS, the detection probability of 90% is obtained at -17 dB.
Observation 7: The error detection probability of the 1OS and 2OS CSI-RS is higher than that of the 2OS PRACH-like RS, which leads to the establishment of many wrong backhaul links.
Observation 11: Regarding detection probability, the 2OS PRACH-like RS provides better performance than the 1OS and 2OS CSI-RS for all the Cases.
Observation 12: Regarding error detection probability, 2OS PRACH-like RS is much lower (better) than that of 1OS and 2OS CSI-RS for Case 2-2A and 2-2B.
Proposal 2: The 2OS PRACH-like RS can be a starting point for RIM RS detection.

	LG (R1-1810290)
	Observation 1: comb-1 pattern shows better SNR performance than comb-4 pattern.
Observation 2: As the number of RSs is increased, the SNR performance gap between comb-1 and comb-4 also increases.

	ZTE (R1-1810330)
	Observation 1: The more reference signals with same sequence arrived in the detection window, the lower the SNR required. (For Case 1 and Case 2-1)
Observation 2: The more reference signals with same sequence arrived in the detection window, the higher the SNR required. (For Case 2-2A and Case 2-2B)
Summary of evaluation results: From the simulation results, we can see that the sequence length of RACH-like is longer than that of CSI-RS. The performance of RACH-like is better than that of CSI-RS as RIM-RS. But RACH-like RIM-RS occupy much resource than CSI-RS based, which means RACH-like RIM-RS may affect more on DL data transmission. For RIM purpose, the periodicity of RIM-RS may be long. From this perspective, CSI-RS based RIM-RS is sparse, which makes slight or even no effect to DL data. And the receiver can combine same CSI-RS within the same periodicity. 
To sum up, both RACH-like and CSI-RS based Rim-RS have their own advantages and disadvantages. Which one of the two is better, or another schemes are preferred, more evaluations are needed. 

	Huawei (R1-1810713)
	Proposal: Take the pseudo-random sequence (length-31 Gold sequence) specified in NR as the starting point for IgRS design.

	Intel (R1-1810783)
	Proposal 1: PRACH-like structure with two repetitions can be applied for RIM-RS.
Observation 1: The PRACH-like structure of the RIM-RS enables detection at the receiver with reduced complexity.
Observation 2: For both sequence types, the detection probability of longer sequence is better than shorter sequence.
Observation 3: For short sequence length, the detection probability of the PN sequence is better than that of the ZC sequence over some SNR range.
Observation 4: There is no benefit in using larger SCS for RS in terms of the detection probability because the frequency offset and the Doppler shift between two gNBs is negligible.
Observation 5: gNB grouping to share the same sequence is beneficial for improving the detection probability.
Observation 6: When multiple unique sequences are allowed in the network, the detection probability deteriorates as the number of active sequences increases.

	Nokia (R1-1811210)
	Observation 4: CSI-RS for mobility can be configured with high flexibility in time/frequency resources and sequence domain, and providing self-repetition in time-domain which is useful in timing acquisition.
Observation 6: Two-symbol patterns shows better SNR performance of 3.3~3.5 dB (3 detection windows) or 1.3~1.6 dB (5 detection windows).
Observation 7: Single-symbol pattern with 1T2R (minimum gNB configuration in practical deployment) provides comparable performance to two-symbol pattern without generating big negative impacts to the network and UEs

	Qualcomm (R1-1811269)
	Observation 1: With the target false alarm 1%, the normalized threshold is 4.12.
Observation 2: With the target false alarm 1%, the SNR for 90% detection probability is -22 dB for single RS case, -24.3 dB for 4 RS case.

	Ericsson (R1-1811436)
	Observation 1: There is no difference in probability of detection for 15 kHZ and 30 kHz SCS.
Observation 2: There is no observable difference in performance for one path AWGN, and TDL-E based channel model.
Observation 3: For Case 1, it is the energy of the RS that determines the performance in terms of probability of detection and not the comb repetition factor nor the bandwidth of the allocation.
Observation 4: For Case 2-1, as the number of RSs is increased, the difference in performance between 25 RBs and 50 RBs is increased.
Observation 5: For Case 2-1, as the number of RSs is increased, SNR required for 90% Pd is decreased.
Observation 6: For Case 2-2A, with N_seq=8 or 32, the probability of detection does not vary much depending on the sequence (NID).
Observation 7: For Case 2-2A, it is number of sequences that degrades the performances and not the sequences themselves.
Observation 8: For Case 2-2A, higher processing gain is needed to maintain the performance as we increase the number of RS sequences.
Observation 9: For Case 2-2A, for a fixed probability of detection, as the number of RS are increased, the difference between the SNRs obtained in 25 RBs and 50 RBs is increased.

	Ericsson (R1-1811438)
	Observation 3: The one-port CSI-RS design is a suitable candidate for RI detection that can be used as a starting point for the design
[bookmark: _Toc525926725]Observation 6: Processing gain is critical to the performance. To agree on the processing gain needed for RI detection it is important to first agree on the scenarios in terms of number of sequences to detect and the amount of UL traffic that should be supported simultaneously.
[bookmark: _Toc525926726]Observation 7: To agree on the processing gain needed for RI detection it is important to first agree on the scenarios in terms of the maximum number of RS expected at the receiver, that is N_seq * n, and the amount of UL traffic that should be supported simultaneously.
Proposal 4: Consider using the one-port CSI-RS design with high density (=12) for detecting RI to enable efficient detection of RI in case of small system bandwidth.
Proposal 5: Consider only allowing density 12, or equivalently, comb repetition factor equal to one, for the RS used for detecting RI.
Proposal 7: Consider using the one-port CSI-RS design with a super extended CP, of length to , extending into two symbols, for RI detection, to limit complexity impact on the gNB.
Proposal 8: Consider using the pseudo-random sequence used for CSI-RS as the baseline for the RS design.

	CATT (R1-1810549)
	Summary of evaluation results: Comparing case 1 and case 2-1, it can be seen that more RS of the same sequences in the detection window is beneficial in improving the detection probability. It can be seen that N = 20 achieves the best detection performance. More than 20 RS does not further improve the detection performance.
For Case 2-2A: As the number of transmitted sequences increases from 1 to 8, the detection probability decreases from around 90% to around 75%. 
For Case 2-2B: As the number of transmitted sequences increase from 1 to 8, the detection probability decrease from around 90% to around 22%.

	CEWiT (R1-1811537)
	Observation 3: Time and frequency domain correlation based detection techniques are asynchronous detection techniques for RIM. In time domain correlation based detection,  detection window length will be more than one symbol, thus increasing the complexity for detection at the receiver. Whereas in frequency domain sequence detection repetition of RS over more than one symbol is required at the transmitter, thus increasing the overhead.
Observation 4: In the simulation, it is observed ZC performs better than PN sequence.
Observation 5: RIM RS performance improves with repetition of RS in consecutive OFDM symbols with block CP.
Proposal 1: The RS sequence design for RIM should enable frequency domain detection.
Proposal 2:  RIM RS should be repeated over at least 2 consecutive OFDM symbols with block CP.


Offline consensus: 
· The pseudo-random sequence (length-31 Gold sequence) specified in NR is adopted as the RIM RS sequence. 
· Supported by the results/observations/proposals of CMCC, LG, ZTE, Huawei, Intel, Nokia, Qualcomm, Ericsson, and CATT.
· Not supported by results/observations/proposals of CEWiT 
Proposal: Time-domain circular characteristics should be satisfied for NR-RIM design. The following alternatives are used for further evaluation.
· Alt 1: existing PRACH preamble; (LG, Samsung)
· Alt 2: 1 symbol RS using existing CRI-RS with comb-like structure in frequency-domain; ( Samsung, Nokia)
· Alt 3: 2 symbol RS, where two copies of the RS sequence are concatenated and one CP is attached at the beginning the concatenated sequences; (CMCC, Ericsson, CEWiT, Intel,LG)
· Alt 4: 2 symbol PDSCH-like signal, where the CP is separately added to the front of each OFDM symbol, but in frequency domain, the RIM-RS in different OFDM symbols need to be multiplied with different linear phase rotation factors. (Huawei, CATT)
[image: ]
Alt 2: existing CRI-RS with comb-like structure in frequency-domain

[image: ]
Alt 3: 2OS PRACH-like signal, where two copies of the RS sequence are concatenated and one CP is attached at the beginning the concatenated sequences



Alt 4: 2 symbol PDSCH-like signal, where the CP is separately added to the front of each OFDM symbol.
Observation:
· Comparing Case 1 and Case 2-1
· As the number of RS copies with same sequence arrived in the detection window increases from 1 to 10, the SNR required to achieve 90% detection probability decreases. (Supported by the results/observations/proposals of ZTE, Ericsson, CMCC, CATT, Intel.)
· As the number of RS copies increase above 20, the SNR required to achieve 90% detection probability increases. (Supported by the results/observations/proposals of CATT.)
· Comparing Case 2-1 and Case 2-2A,
· As the number of transmitted sequences increases from 1 to 8 (32), the SNR required to achieve 90% detection probability increases. (Supported by the results/observations/proposals of ZTE, CMCC, Ericsson, Intel, CATT.)
· Comparing Case 2-2A and 2-2B, 
· As the number of RS copies with same sequence arrived in the detection window, the SNR required to achieve 90% detection probability increases. (Supported by the results/observations/proposals of CMCC, CATT.)

Observations: 
· [bookmark: _GoBack]In the frequency domain, longer sequence provides more detection performance gain. (Supported by the results/observations/proposals of LG, ZTE, Intel, and Ericsson.)

Mechanisms for improving network robustness 
Design principles 
	Company
	Mechanism and Proposals

	Huawei,
HiSilicon
(R1-1810148)
	Proposal 1: Interference mitigation schemes at both aggressor and victim sides shall be supported.
Proposal 2: Consider interference mitigation schemes including time/frequency resource configuration, power control and beam management.

	Huawei,
HiSilicon 
(R1-1810147)
	Observation 2: In order to identify inference up to 300km, the RS transmission shall at least convey 18 bits information.
Proposal 2: Determine a maximum number of bits denoted by Nbit that should be conveyed in RS transmission.
Proposal 3: Determine a maximum time duration denoted by Tround to complete one round detection, where Tround =16384/100 s, i.e., 16384 radio frames can be the starting point.
Proposal 4: Consider minimizing the number of RS that one gNB needs to detect in one DL/UL period for interference identification. 

	LG Electronics
(R1-1810291)
	Proposal 1: Study characteristics of remote CLI in asymmetric interference scenario.
Proposal 2: Multiple mitigation techniques are supported in RIM scenario. Mechanisms to identify which technique is proper are supported. For example, victim can recommend mitigation technique based on aggressor’s information such as load and the number of gNBs.  

	ZTE
(R1-1810331)
	Observation 3: Any single victim-only scheme can hardly solve the problem of remote interference.
Proposal 7: RI mitigation schemes in time domain, frequency domain, spatial domain and power domain can be considered to improve network robustness.

	CATT
(R1-1810548)
	Observation 1:
· Both the victim and the aggressor can take actions to mitigate the remote interference.

	[bookmark: OLE_LINK1][bookmark: OLE_LINK2]Nokia, 
Nokia Shanghai 
Bell
(R1-1811211)
	Observation 1: Following factors impact the RI phenomenon in NR,  
· NR with higher carrier frequency means higher attenuation. 
· NR with higher SCS means more UL OFDM symbols interfered under same propagation delay.
· NR with higher BW means more frequency resources being interfered. 
· NR with finer beamforming means RI generated from only part of beams.
· No common reference signal in NR means no interference from it.
Proposal 1: From the detection of RIM-RS that is transmitted from the victim cell, the aggressor cell can determine the interfered OFDM symbols in the victim cell, and can determine the time of RI disappearance. 
Proposal 2: Solutions for reducing the DL impacts in the aggressor cells, such as partial muting in frequency domain and spatial domain, and through exact aggressor cell identification, should be studied
Proposal 3: RI cell identification based on legacy CSI-RS is taken as baseline for performance evaluation for RIM.

	Qualcomm 
Incorporated
(R1-1811270)
	we think victim side mitigation should be studied and organically aligned with aggressor side mitigation. This may include the triggering and termination of the victim side mitigation as well as interaction between aggressor mitigation and victim mitigation. Accordingly, RIM operation over the remote interference path can be performed by the following general steps:
· Victim detects the RI
· Victim starts to apply and maintain the mitigation mechanism at victim
· Victim requests aggressor side mitigation
· Triggering of aggressor side mitigation is based on a stricter criterion to avoid mis-classifying neighbor cell’s UL interference as remote interference which results in more operational overhead.
· Aggressor receives the request from victim and starts to apply and maintain the mitigation mechanism at aggressor 
· Victim adapts its mitigation mechanism to the change of RI due to aggressor side mitigation
· Victim stops applying RI mitigation at victim after RI disappears

[image: ]
Proposal 1: Apply victim side remote interference mitigation together with aggressor side mitigation in RIM frameworks

	Ericsson
(R1-1811437)
	[bookmark: _Toc525923232]Observation 1: 	Static RIM solutions rely on planning the network so that is inherently robust against RI.
Proposal 1: Decide on a characteristic remote interference scenario which the RIM mechanism considered in the SI should handle, including typical number of aggressor gNBs simultaneously received by a victim, typical propagation delays of remote interference and time scale of a ducting event.
[bookmark: _Toc525923233]Proposal 2: Analyze how well proposed RIM mitigation schemes can assure basic network connectivity, which may require analysis of the impact of remote interference on UL physical channels, including PUSCH, PUCCH and PRACH, taking into account robust configuration opportunities offered by the flexible NR frame structure
Proposal 3:	Capture static and semi-static RIM solutions in TR 38.866
Proposal 4:	Capture centralized RIM solutions in TR 38.866. Centralized solutions are based on FW-0, with the following two additions:
· The gNB (set) ID is conveyed by the RS transmission from victim to aggressor
· OAM can instruct victim gNB to apply remote interference mitigation scheme
Proposal 5	Update TR 38.866 to capture that FW-1, FW-2.1 and FW-2.2 are distributed RIM solutions
Proposal 6	Capture localized RIM solutions in TR 38.866
Proposal 7	Capture time, frequency, power and spatial domain RIM mechanisms in TR 38.866
Proposal 8	Adopt the following structure of TR 38.866
6	Study on framework and mechanisms for RIM	
6.1	Potential mechanisms for improving network robustness	
6.1.1	By network implementation	
6.1.1.1 Time-domain based solutions
6.1.1.2 Frequency-domain based solutions
6.1.1.3 Spatial-domain based solutions
6.1.1.4 Power-domain based solutions
6.1.2	With specification impact	
6.2	Potential frameworks for NR RIM	
6.2.1	Potential frameworks and workflows for NR RIM	
6.2.1.1 Static RIM solutions
6.2.1.2 Adaptive RIM solutions
6.2.1.2.1 Centralized RIM solutions
· Framework-0
6.2.1.2.2 Distributed RIM solutions
· Framework-1
· Framework-2.1
· Framework-2.2
6.2.1.2.3 Localized RIM solutions
6.2.2	Potential Reference signal designs for NR RIM	
6.2.3	Summary of potential specification impact	
6.3	Potential mechanisms on coordination among gNBs for mitigating remote interference	



Offline consensus: Capture the following updated structure in TR 38.866 to include time-domain, frequency-domain, spatial domain and power-domain solutions.
6.1.1	By network implementation	
6.1.1.1 Time-domain based solutions
6.1.1.2 Frequency-domain based solutions
6.1.1.3 Spatial-domain based solutions
6.1.1.4 Power-domain based solutions
6.1.2	With specification impact	
6.1.2.1 Time-domain based solutions
6.1.2.2 Frequency-domain based solutions
6.1.2.3 Spatial-domain based solutions
6.1.2.4 Power-domain based solutions

Time domain mechanism
	Company
	Mechanism and Proposals

	Huawei,
HiSilicon
(R1-1810148)
	It is feasible for the victim gNB to obtain the number of symbols that endures severe interference by performing interference measurement. Afterwards, the victim gNB can reconfigure all these interfered UL symbols to be unknown symbols, thus completely avoiding the remote interference.
Hence, it is possible for the network scheduler to avoid scheduling UL transmission for any UE in the UL symbols suffering from strong remote interference.

By using similar ways, the aggressor can also acquire the accurate number of DL symbols that would cause interference. Afterwards, the aggressor gNB can enlarge the guard period by reducing the number of DL symbols, where all the DL symbols causing remote interference can be reconfigured to be unknown symbols, thus resolving remote interference in a proactive way. 
Similar to the approach at the victim side, it is also feasible for the network scheduler to abandon DL transmission for any UE in the DL symbols causing remote interference.

	LG Electronics
(R1-1810291)
	Aggressor gNB：
Downlink symbol backoff technique can be considered as simple solution for mitigating and managing remote CLI. By muting interfering symbol in DL slot of aggressor gNB, the UL signal at victim gNB can avoid interference situation as shown in figure 2.

[image: ]

Victim gNB:
Uplink symbol backoff technique at victim gNB can be considered as straightforward solution for avoiding remote CLI. By muting potentially interfered symbol in UL slot of victim gNB, the UL signal at victim gNB can avoid interference situation as shown in figure 3.

[image: ]


	ZTE
(R1-1801331)
	The victim gNB can reduce the number of uplink symbols as shown in Figure 6(a), or the aggressor gNB can reduce the number of downlink symbols as shown in Figure 6(b), or the gNBs at both sides make UL&DL backoff as shown in Figure 6(c).

[image: ]
(a) Only at the victim side  (b) Only at the aggressor side      (c) Mitigation at both sides
Figure 6. The time domain method for RI mitigation


	CATT
(R1-1810548)
	Victim gNB：
When remote interference exists, the victim experiences strong interference in its uplink reception. If the victim can determine that the interference are caused by remote gNBs, it can take the following actions to combat the interference.
· Increase uplink transmission power of UE.
· Configure a longer GP to protect the uplink transmission.
· Adjust the antenna down tilt.
Aggressor gNB：

The aggressor can reserve some DL resources close to the GP to protect uplink transmission of victim, sacrificing downlink throughput of the aggressor. The aggressor can also adjust the antenna down tilt of its transmission.

	Ericsson
(R1-1811437)
	Observation 2	To protect the network from RIM, a semi-static TDD pattern with longer periodicity and longer UL period can be configured, assuring some UL resources available even if not scheduling the start of the UL period.
Perhaps the most straightforward solutions are time-domain based, such as adapting the GP in the aggressor gNB by reducing the number of DL symbols, or, reducing the number of UL symbols at the victim gNB. Depending on the distribution of UL and DL traffic at the different gNBs, the preferred solution may be different. 


Offline consensus: Time domain RIM mitigation include the following. Discuss further on whether they are network implementation solutions or have potential spec impact.
· Time-domain Aggressor-side RIM mitigation solutions include: DL symbols backoff, i.e., muting DL symbols that cause interference to the Victim. Note that this sacrifices downlink throughput of the aggressor gNB.
· Time-domain Victim-side RIM mitigation solutions include: 
· Victim gNB avoids scheduling on UL symbols that are interfered. Note that this sacrifices uplink throughput of the victim gNB.
· This can be achieved by configuring a semi-static TDD pattern with long enough periodicity and long enough UL period assuring some UL resources available even if not scheduling the start of the UL period. Note that this sacrifices latency at the Victim gNB.

Frequency domain mechanism

	Company
	Mechanism and Proposals

	Huawei,
HiSilicon
(R1-1810148)
	In particular, aggressor can multiply DL transmission with UL transmission of victim in a frequency division manner (FDM). An example is illustrated in Figure 2(a).

[image: ]
Figure 2. Illustration of frequency resource division between aggressor and victim


	LG Electronics
(R1-1810291)
	Aggressor gNB：
In frequency domain, utilizing different frequency band between aggressor gNBs and victim gNBs is also simple technique to remove remote CLI. However, this technique can be effective when the DL data traffic of aggressor gNB is low because some portion of frequency band can be utilized.

	ZTE
(R1-1801331)
	Semi-static or dynamic FDM schemes generally require the victim and the aggressor to work together for isolating the frequency domain resources of the aggressor DL and the victim UL, e.g., by scheduling or activating different BWPs or sub-bands with no overlapped bandwidth between them. 
[image: ]
Figure 7. The frequency domain method for RI mitigation
If the victim UL and the aggressor DL use non-overlapped bandwidths all the time (as in a static manner), the spectral efficiency and UL/DL capacity will be greatly reduced.

	Nokia, 
Nokia Shanghai 
Bell
(R1-1811211)
	Proposal 2: Solutions for reducing the DL impacts in the aggressor cells, such as partial muting in frequency domain and spatial domain, and through exact aggressor cell identification, should be studied

	Ericsson
(R1-1811437)
	Frequency domain-based solutions could for instance consider blanking some subbands in the DL region to assure that some subbands in the UL will not get impacted by remote interference. That is, an extended GP could be created in a certain subband in order to protect the UL resources of that subband, as is illustrated in Figure 6.






Offline : Frequency domain RIM mitigation solutions include the following. Discuss further on whether they are network implementation solutions or have potential spec impact
· Partial muting in frequency domain at either aggressor gNB or victim gNB
· Utilizing different frequency band between aggressor gNBs and victim gNBs by scheduling or activating different BWPs or sub-bands with no overlapped bandwidth between them. 
· Note that if the victim UL and the aggressor DL use non-overlapped bandwidths all the time (as in a static manner), the spectral efficiency and UL/DL capacity will be reduced.

Spatial domain mechanism
	Company
	Mechanism and Proposals

	Huawei,
HiSilicon
(R1-1810148)
	From the victim perspective, the victim gNB can first estimate the direction of remote interference via interference measurement. Then it can apply advanced beam management schemes, e.g. beam nulling and beam selection, to suppress the remote interference in spatial domain.

	LG Electronics
(R1-1810291)
	Aggressor gNB：
Controlling transmit beam at aggressor gNB can be considered as one possible solution for RIM. For remote CLI situation, it could be effective solution because the interference may be fixed due to the pre-determined and coordinated location of gNBs.
In this context, very simple way of beam control (e.g., down-tilting) can be effective in remote CLI scenario as illustrated in Figure 3.
[image: ]

	ZTE
(R1-1810331)
	The aggressor DL transmission and the victim UL reception can use the beam pairs without remote interference. Or the victim can adopt beam-nulling or change to another beam for UL transmission/reception when it suffers the remote interference. 
NR may adopt non-directional transmission mode since it can also be deployed in low frequency band, e.g., 2.6GHz. In this case, beam management cannot work to solve the remote interference problem.

Mitigating RI impacts can also be achieved by advanced receivers or scheduling-based method.

In addition to the above methods, there are still some implementation based solutions, e.g., increase the down-tilt angle of the antennas, adjust cover orientation, lower the site height, or use shield covers.

	CATT
(R1-1810548)
	Victim gNB：
When remote interference exists, the victim experiences strong interference in its uplink reception. If the victim can determine that the interference are caused by remote gNBs, it can take the following actions to combat the interference.
· Increase uplink transmission power of UE.
· Configure a longer GP to protect the uplink transmission.
· Adjust the antenna down tilt.
Aggressor gNB：
The aggressor can reserve some DL resources close to the GP to protect uplink transmission of victim, sacrificing downlink throughput of the aggressor. The aggressor can also adjust the antenna down tilt of its transmission.

	Nokia, 
Nokia Shanghai 
Bell
(R1-1811211)
	Proposal 2: Solutions for reducing the DL impacts in the aggressor cells, such as partial muting in frequency domain and spatial domain, and through exact aggressor cell identification, should be studied

	Ericsson
(R1-1811437)
	Observation 3	Mechanisms to reduce the effect of RIM related to the antenna dimension is mounting antennas at lower height, electrical/mechanical down-tilt.
Spatial domain solutions can for instance be based on down-tilting the antenna pattern (at either victim, aggressor or both), which will improve cell isolation and reduce the amount of remote interference transmitted and/or received. If the gNB is equipped with an AAS, as is common for NR deployments, more advanced interference suppression schemes utilizing the spatial domain can be envisioned, for instance using nullforming type of precoding or IRC-type of receiver.

	CMCC
(R1-1811041)
	Proposal 1. Beam based DL transmission could be considered to improve network robustness.



Offline consensus: Spatial domain RIM mitigation solutions include the following. Discuss further on whether they are network implementation solutions or have potential spec impact
· Beam nulling or selecting a beam for UL reception at victim, to suppress the remote interference in spatial domain.
· Controlling transmit beam (e.g., down-tilting ) at aggressor gNB or use different beam directions on different DL positions (e.g. chooses the beam direction which experiences minimal interference, then according to reciprocity, use this beam to perform transmission in DL resources adjacent to GP)
· Mounting antennas at lower height, electrical/mechanical down-tilt.
Note that adjusting the down-tilting or height of the antenna at Aggressor or Victim gNB may reduce corresponding cell coverage.

Power control mechanism
	Company
	Mechanism and Proposals

	Huawei,
HiSilicon
(R1-1810148)
	Apparently, under the circumstance that remote interference is not that strong, it is applicable for the victim gNB to increase UE transmit power and/or degrade the MCS for uplink transmission.
When UE selects the interfered PRACH resource for preamble transmission, larger transmit power is required for the UE so as to make it possible for gNB to detect successfully.
For instance, it is proper for UE to use different transmit power in the PRACH occasions with and without remote interference for the first preamble transmission
Alternatively, power control mechanism can be also adopted at the aggressor where the gNB can reduce the transmit power only in the DL symbols that would potentially cause remote interference as illustrated in Figure 5

	LG Electronics
(R1-1810291)
	Uplink power control also can be considered for robust remote CLI.
To minimize consumed power at UE side, therefore, symbol-level uplink power control should be carefully considered. To support this symbol level power level indication can be considered.

	ZTE
(R1-1801331)
	The UEs at the victim cell increase UL transmission power in the UL interfered symbols as shown in Figure 8(a), but that will cause more interference to neighbor cells and increase UE power consumption. Or the aggressor gNB reduces DL transmission power, but that will impact on the coverage of the cell as shown in Figure 8(b).
[image: ]
(a) At the victim side                                (b) at the aggressor side
Figure 8. The power domain method for RI mitigation


	Ericsson
(R1-1811437)
	Another possible solution is to adapt the transmission power in the presence of RI. This can be done either by the aggressor, which would reduce the PDSCH transmission power in order to minimize the caused remote interference. A power-domain based solution can also be applied at the victim-side, where the PUSCH can be boosted in order increase the UL SINR. However, this may require introducing new UE power classes with larger PA capacities.



Proposal: Power control mechanism for RIM mitigation include the following.  Discuss further on whether they are network implementation solutions or have potential spec impact
· Increase UL transmission power in the UL interfered symbols at Victim gNB
· Reduce the transmit power at Aggressor gNB in the DL symbols that would potentially cause remote interference

RACH enhancement
	Company
	Mechanism and Proposals

	CMCC
(R1-1811041)
	multiple PRACH configurations can be configured to UEs, e.g., one configuration with short PRACH duration for case without remote interference and one configuration with long PRACH duration to enhance robustness under case of strong remote interference. Which configuration to use can be either indicated by gNB or by autonomous selection from UEs, which is also proposed in [3].

Proposal 2: Study PRACH enhancements to improve network robustness for RIM.

	Qualcomm 
Incorporated
(R1-1811270)
	As a response to the request of this SI, we proposed the UE autonomous RACH enhancement when strong remote interference overlaps with the RACH preamble transmitted by the UE.



[bookmark: p5]Proposal 5: UE adopts autonomous RACH enhancement and reports to the network about the emergence of remote interference.

	Ericsson
(R1-1811442)
	Observation 1	It is important to guarantee PRACH performance when remote interference is presented in the network.
Observation 2	For NR Rel-15, the time resources for PRACH transmission is configured by a higher-layer parameter prach-ConfigurationIndex in SIB1 according to a PRACH configuration table.
Observation 3	The semi-statically configured DL parts and/or actually transmitted SSBs can override and invalidate some time resources defined in the PRACH configuration table.
Observation 4	A PRACH configuration selected for normal network operation may not be robust enough when remote interference is present.
Observation 5	Network can select an appropriate static PRACH configuration to always avoid the remote inter-BS interference on preamble transmissions both for normal operation as well as for the case when the remote interference is present, with a negative impact on the PRACH capacity
Observation 6	It is beneficial if the network could reconfigure the PRACH configuration to one that is more robust towards remote interference when detection the presence of RI. The PRACH reconfiguration is performed by network in SIB1.
Observation 7	To assure basic network connectivity, similar study should be done for msg3 as well.
Proposal 1	UE side enhancements for PRACH are not needed
Proposal 2	Study RI impact on PRACH and msg3 and different mechanisms for improving PRACH and msg3 robustness against remote interference.



Proposal: 
· Consider PRACH enhancement for RIM mitigation 
· FFS network enhancement or UE enhancements
· Network enhancements include multiple PRACH configurations or PRACH reconfiguration by gNB
· UE PRACH enhancement include UE adopts autonomous RACH enhancement based on multiple PRACH configurations and reports to the network about the emergence of remote interference.

Others
	Company
	Mechanism and Proposals

	LG Electronics
(R1-1810291)
	OTA  Signalling：Aggressor gNB and victim gNB can transmit and receive RS signal.
Proposal 3: Existing reference signals can be starting points. It should be further studied the necessary of dedicated reference signal.

Backhaul Signalling：In order to support RIM, information exchange between aggressor gNB and victim gNB via backhaul signaling can necessary.
Proposal 4: For backhaul signaling, at least the followings are considered
· Reference signal configuration
· Cell/group/cluster/site ID of aggressor/victim gNB
· Level of remote CLI 
· Potential RIM techniques

	Qualcomm 
Incorporated
(R1-1811270)
	[bookmark: p2]It is reasonable to believe that a cell can be repeatedly impacted by a few other cells but never impacted by the rest of cells. If a RIM system has been deployed for a while (e.g., weeks, months, years…), it can keep obtaining useful information about the victim-aggressor relationship between certain cells. It would be a waste if these information is not used at all.
The logical structure of the RIM system utilizing victim-aggressor relationship is shown in the following figure.



Proposal 2: Identify scenarios where RIM system can benefit from the past information about the victim-aggressor relationship and study how victim-aggressor relationship can be obtained and updated.




[bookmark: p3]Proposal 3: Adopt different ID granularities to achieve fast and robust cell detection.


Proposal 4: BSs of neighboring cells exchange UL power and scheduling information of their own UEs to estimate the UL interference among these cells and subsequently estimate the remote interference power.




Proposal: Discuss further on the information exchange needed among Aggressors and Victims or among neighboring cells.

Mechanisms for identifying strong gNB interferers 
RS design summary
Regarding RS design principles
	Company
	Proposal

	CMCC (R1-1811042)
	Proposal 1: The gNB is not expected to receive RS before the DL transmission boundary, and not expected to transmit RS after the UL reception boundary.
Proposal 2: The detection performance of the RS (false alarm rate, detection probability, target identification…) should be guaranteed under certain channel conditions.
Proposal 3: The overhead caused by reference signal transmission should be kept as low as possible.
Proposal 4: Consider minimizing the number of reference signals that one gNB needs to detect in one DL-UL transmission period to reduce detection overhead.
Proposal 5: The reference signal for RIM should be well designed to counter large path delay, i.e., the RS is detectable without OFDM symbol alignment.
Proposal 6: The reference signal for RIM should not cause confusion with existing reference signals used for other purposes or detection issues to UE. 
Proposal 7: Three kinds of RS can be studied for NR-RIM, where 
· For Framework-1
· RS-1 to assist the aggressor to identify how many UL OFDM symbols at victim it impacted;
· RS-2 to provide information whether the atmospheric ducting phenomenon exists;
· For Framework 2.1 and 2.2
· RS to both assist the aggressor to identify how many UL OFDM symbols at victim it impacted, and carry enough information to enable the information exchange through backhaul (e.g.: set ID).
Proposal 8: In order to reduce the NR-RIM standardization workload, strive for a unified RS design if multiple reference signals are needed. FFS: RS sequence, OCC, time/frequency pattern, OFDM baseband signal generation method.

	Huawei (R1-1810149)
	Proposal 5: For Framework-1, the RS-1 and RS-2 are the same RS with a common design.
Proposal 8: Requirement of IgRS detection performance should be decided to guide the IgRS design.

	ZTE (R1-1810332)
	Observation 1: Reference signal is a key and essential part and should be attached with high priority in remote interference management. 
Proposal 1: The design of reference signals in RIM should consider the following factors: performance, overhead, compatibility, detectable without symbol alignment.
Proposal 2: The reference signals in RIM should have the following functionalities: convey gNB ID or gNB set ID to assist the aggressor gNB to identity how many uplink symbols of victim are affected.
Proposal 6: In order to reduce the NR-RIM standardization workload and work out a feasible scheme to mitigate remote interference, we should strive for a unified RS design.

	CATT (R1-1810549)
	Proposal 2: The number of reference signals shall be minimized to limit the detection complexity at receiver side. 
Proposal 3: The reference signal shall meet a minimum requirement of detection probability at given SNR and false alarm rate.
Proposal 4: The detection complexity of the reference signal shall be considered.
Proposal 5: The design shall consider tradeoff between overhead, coverage, and detection complexity.

	CEWiT (R1-1811537)
	Observation 1: Asynchronous detection of RS is necessary in RIM due to large propagation delay.
Observation 2: RS sequence should have very good detection probability even at low SINR.

	China Telecommunications (R1-1811608)
	Proposal3: the signature sequences should have the following properties:
· The auto correlation with a cyclically shifted version of itself is zero
· The cross-correlation between two sequences should be as small as possible
· The amount of sequences should be as large as possible
· the multiple type of sequence length to support the requirement of different system bandwidth



Offline consensus: The gNB is not expected to receive RS before the DL transmission boundary, and not expected to transmit RS after the UL reception boundary.

Offline consensus: The following requirements are at least considered in the RIM RS design
· The RIM RS should be distinguished from existing RSs used for other purposes, by resource configurations and/or RS sequence design.
· The RIM RS should be well designed to handle large path delay


Discussion on RS for both frameworks
	Company
	Proposal

	Ericsson
R1-1811440
	Observation 1	Although some manual intervention is still needed in FW-1, there is a level of automation/adaptation not present in FW-0
Observation 2	The most critical link for an adaptive framework is the RS1 detection at the aggressor. Without it, there can be no adaptive framework.
Observation 3	The lower SNR for RS detection should be significantly lower than RI detection, considering proper RS planning and multiplexing RSs to a large extent in time
Observation 4	The channel conditions due to ducting between two given gNBs are expected to remain relatively stable during a ducting event
Observation 5	Intra-cell interference from PUSCH/PUCCH, interfering RI detection, can be avoided by scheduling, having a consequence on UL capacity
Observation 6	The difference in reliability between a framework with backhaul signalling and one without depends primarily on the processing gain of the RS design and how well intra-cell interference can be avoided in the RS detection
Proposal 1	The RIM RS should be specified to convey information for gNB (set) identification, irrespective of framework chosen

	Intel 
R1-1810782
	Observation 1: In Framework 1, RS-1 and RS-2 are not required to carry the gNB ID information for basic operation. Allowing RS-1 and RS-2 to carry gNB ID (or gNB group ID) could be useful to facilitate remote interference management.
1. [bookmark: _Ref525912754]In Framework 1, RS-1 and RS-2 should be distinguished from each other.


	ZTE
R1-1810331
	Proposal 1: RAN1 should give higher priority to RS-1 design as RS-1 is a key/essential part in the whole procedure for remote interference management.
Proposal 2: Considering the forward-compatibility and various possible RI mitigation schemes, RS-1 in framework-1 should carry the gNB ID or the set ID information.
Proposal 3: RAN1 should first assess the necessity of RS-2 transmission in Framework-1 from the perspective of the complexity of RS design and standardization: 
· If yes, RAN1 should strive for a common design for RS-1 and RS-2.

	Huawei (R1-1810149)
	Proposal 5: For Framework-1, the RS-1 and RS-2 are the same RS with a common design.



Offline consensus: 
· Strive for unified design of RIM RS to convey information for gNB (or gNB group) identification, irrespective of framework chosen, in terms of sequence type, time and frequence transmission pattern 
· Note that the information conveyed in different frameworks does not need to be the same
Offline consesus:
· Under unified RS design, FFS whether RS-1 and RS-2 in framework 1 are the same RS or distinguish from each other.

Regarding RS sequence details
	Company
	Proposal

	CMCC (R1-1811042)
	Proposal 9: A dedicated RIM-RS which is transparent to UE should be supported in RIM, however, whether the dedicated RIM-RS is an existing RS with new parameters/configuration or a totally new designed signal should be further discussed.
Proposal 10: 2 symbol PRACH-like RS can be starting point for RIM-RS design.
[image: ]
Figure. Illustration of 2OS PRACH-like RS in time domain.
Proposal 11: Pseudo-random sequence in NR as the starting point for NR-RIM sequence design.

	Huawei (R1-1810149)
	Proposal 1: Take the pseudo-random sequence (length-31 Gold sequence) specified in NR as the starting point for IgRS design.
Proposal 3: Each IgRS resource includes at least 2 OFDM symbols, and the IgRS is the same within each symbol, where circular characteristics is satisfied. 
Proposal 4: For IgRS symbol generation, consider using Alt.1 or Alt.2 to guarantee the circularity between the consecutive OFDM symbols.
· Alt.1: PRACH-like OFDM signal generation, where the CP is only added to the front of the 1st OFDM symbol, and the CS is optionally added to the end of the last OFDM symbol.
· Alt.2: PDSCH-like OFDM signal generation, where the CP is separately added to the front of each OFDM symbol, but in frequency domain, the IgRS in different OFDM symbols need to be multiplied with different linear phase rotation factors.
[image: ]
[bookmark: _Ref524961165]Figure. Methods to keep circularity considering CP.

	LGE (R1-1810291)
	Proposal 3: Existing reference signals can be starting points. It should be further studied the necessary of dedicated reference signal.

	LGE (R1-1810292)
	Proposal 1: The existing RS (e.g., CRI-RS, DMRS, PRACH, etc) should be considered for designing the RIM RS.
Proposal 6: Decide which sequence can provide reasonable detection performance and identification considering auto- and cross-correlation properties. 

	ZTE (R1-1810332)
	Observation 2: Existing single port CSI-RS cannot be directly applied for RIM without any modifications.
Observation 3: PRACH-like RS in RIM has a better performance with non-negligible overhead.

	CATT (R1-1810549)
	Proposal 6: The reference signal shall be dedicated for RIM operation and the impact to UE shall be minimized.

	Samsung (R1-1810877)
	Observation 1:
· NR PRACH format A1 or B1 has a form of 2 repetitions in time domain which simulates the RIM RS used in TD-LTE. 
· If BW of PRACH format A1 or B1 is a problem, it could be overcome by average the measurements of RIM RS in multiple periods. 
Observation 2:
· One port CSI-RS has time repetition structure within one OFDM symbol. 
· Half symbol detection window can be used instead of sample level shifting of detection window.
Proposal: NR studies RIM RS based on existing PRACH preamble or CSI-RS.

	Nokia (R1-1811212)
	Observation 3: CSI-RS for mobility can be configured with high flexibility in time/frequency resources and sequence domain. 
Proposal 5: Cell identification based on CSI-RS for mobility is taken as baseline for performance evaluation for RIM. 

	Ericsson (R1-1811438)
	[bookmark: _Toc525926719][bookmark: _Toc525729343]PSS/SSS is a poor option for RI detection as it may confuse UEs that are trying to performance initial synchronization, and therefore, PSS/SSS like signals should be avoided.
[bookmark: _Toc525926720]The DMRS design does not offer any further advantages compared to the one port CSI-RS and can thus be ignored in the search for an RS suitable for RI detection.  
[bookmark: _Toc525926721][bookmark: _Toc525729345]The one-port CSI-RS design is a suitable candidate for RI detection that can be used as a starting point for the design
[bookmark: _Toc525926722]Due to the low expected duty cycle of the RS, overhead is not a big concern
[image: ]
[image: ]

[bookmark: _Toc525926730][bookmark: _Toc525729348]Proposal 4       Consider using the one-port CSI-RS design with high density (=12) for detecting RI to enable efficient detection of RI in case of small system bandwidth
[bookmark: _Toc525926731]Proposal 5         Consider only allowing density 12, or equivalently, comb repetition factor equal to one, for the RS used for detecting RI
[bookmark: _Toc525926733][bookmark: _Toc525729351]Proposal 7       Consider using the one-port CSI-RS design with a super extended CP, of length to , extending into two symbols, for RI detection, to limit complexity impact on the gNB.
                  [image: ]
[bookmark: _Toc525926734]Proposal 8          Consider using the pseudo-random sequence used for CSI-RS as the baseline for the RS design.

	CEWiT (R1-1811537)
	Proposal 2:  RIM RS should be repeated over at least 2 consecutive OFDM symbols with block CP.

	Intel (R1-1810783)
	1. PRACH-like structure with two repetitions can be applied for RIM-RS.



See discussion in 2.2.4

Regarding distinguishing RIM-RS resources
	Company
	Proposal

	CMCC (R1-1811042)
	Observation 1: If comb-like frequency structure is adopted, RE-level offset can’t be used to distinguish RIM-RS resources or convey set ID information.
Observation 2: Up to 22 bits set ID capacity can be conveyed in RIM-RS, with the RS transmission periodicity equal to 2.73min.
Observation 3: Up to 2^17 distinguishable RIM-RS resources can be supported for framework 1 with acceptable RS transmission periodicity (e.g., 2.73min) and lower detection complexity.
Proposal 12: For the time-domain pattern for RIM RS, an RS transmission period with multiple DL-UL transmission periodicities is defined. The starting DL-UL transmission periodicity offset within the RS transmission period can be used to distinguish RIM-RS resources or convey set ID information.
Proposal 16: The starting frequency offset within system bandwidth can be used to distinguish RIM-RS resources or convey set ID information.
Proposal 18: TDM, FDM and CDM methods can be combined to distinguish RIM-RS resources, where, 
· TDM method means using different starting DL-UL transmission periodicity offset within RS transmission period;
· FDM method means using different starting frequency offset within system bandwidth;
· CDM method means using different sequence (e.g., using different initialization of PN sequence) and using different resource element in frequency-domain OCC group.
Proposal 19: The capacity of distinguishable RIM-RS resources, as well as the related parameters, such as, sequence number, frequency OCC group size, RIM-RS bandwidth, system bandwidth which can be used to allocate RIM-RS, the number of all possible DL-UL periodicity offset, the time-domain repetition number with DL-UL transmission periodicity granularity, the RS transmission periodicity, needs to be configurable.

	Huawei (R1-1810149)
	Proposal 7: For Framework-2.1 and Framework-2.2, IgRS sequence and transmission time carry two non-overlapping parts of the cell ID information, respectively.
· IgRS for each gNB is transmitted sparsely in time domain.
· FFS the targeted cell ID, i.e. a global cell ID or a private cell ID.

	LG (R1-1810292)
	Proposal 4: The time and frequency domain resource allocation of RS for RIM shall be considered.
In order to disperse RSs and also derive additional ID-related information, time-frequency location of a RS resource also can be utilized by allocating different frequency location such as sub-bands wise, frequency offset, or comb offsets (FDM) or allocating different time location such as slots/frames offset (TDM) within RS periodic windows along with different sequence allocation considering cross-correlation property (CDM).

	ZTE (R1-1810332)
	Proposal 3: The number of sequences to generate RIM-RS should be no more than eight.
Proposal 5: The frequency domain characteristics, such as sub-band, offset and so on can be explored to convey ID.

	Nokia (R1-1811212)
	Proposal 3: Consider the RIM-RS multiplexing in frequency domain, time domain, and code domain to reduce the RIM-RS transmission periodicity.
Proposal 4: RIM ID is defined for gNB to indicate the RIM-RS transmission timing and resources to be used.

	Ericsson (R1-1811438)
	[bookmark: _Toc525926732][bookmark: _Toc525729349]Proposal 6         Consider allowing frequency multiplexing of the RS for RI detection by allowing the RS resource allocation to be configured with an offset in frequency.

[bookmark: _Toc525729352][bookmark: _Toc525926735]Proposal 9     Consider using the pseudo-random sequence as defined for CSI-RS with different  to distinguish different RSs for RI detection as the baseline for the RS design.

	China Telecommunications (R1-1811608)
	Proposal 5: The value of frequency bandwidth and repetition period for reference signal should be studied in RAN1.

	Intel 
(R1-1810782)
	Proposal 3: Distinguishing gNBs (or gNB groups) and whether a gNB is a victim or an aggressor (i.e., distinguishing RS-1 and RS-2) can be achieved by using unique sequences, time-multiplexing and frequency-multiplexing if possible.




Offline consensus: 
· TDM, FDM and CDM methods can be combined to distinguish RIM-RS resources.
· TDM method: different time-domain occasions is used to distinguish RIM-RS resource
· FDM method: different frequency positions is used to distinguish RIM-RS resource
· FFS: comb offsets if comb-like frequency structure is adopted;
· CDM method: different RS sequences are used to distinguish RIM-RS resource
· FFS: the number of sequences transmitted on the same time-frequency resource;
· FFS: OCC index if frequency-domain OCC is adopted.
· Other methods are not precluded.

Regarding RS time pattern design details
	Company
	Proposal

	CMCC (R1-1811042)
	Proposal 12: For the time-domain pattern for RIM RS, an RS transmission period with multiple DL-UL transmission periodicities is defined. The starting DL-UL transmission periodicity offset within the RS transmission period can be used to distinguish RIM-RS resources or convey set ID information.
Proposal 13: Support time-domain repetition with DL-UL transmission periodicity granularity in RIM-RS time pattern to enhance detection performance.
Proposal 14: To assist the aggressor to identify how many UL OFDM symbols at victim it impacted, RIM-RS transmission position within the DL-UL transmission periodicity should be fixed, 
· as the last [2] DL symbols to transmit RIM-RS, wherein, the ending boundary of the transmitted RIM-RS aligns with the 1st reference point (i.e., DL transmission boundary);
It is also beneficial to fixed the RIM-RS detection windows within a DL-UL transmission periodicity, e.g., 
· as the whole UL symbols as RS detection windows, wherein, the starting boundary of the first RS detection window aligns with the 2nd reference point (i.e., UL reception boundary).
Proposal 19: The capacity of distinguishable RIM-RS resources, as well as the related parameters, such as, sequence number, frequency OCC group size, RIM-RS bandwidth, system bandwidth which can be used to allocate RIM-RS, the number of all possible DL-UL periodicity offset, the time-domain repetition number with DL-UL transmission periodicity granularity, the RS transmission periodicity, needs to be configurable.

	Huawei
(R1-1810147)
	Observation 2: In order to identify inference up to 300km, the RS transmission shall at least convey 18 bits information.
Proposal 2: Determine a maximum number of bits denoted by Nbit that should be conveyed in RS transmission.
Proposal 3: Determine a maximum time duration denoted by Tround to complete one round detection, where Tround =16384/100 s, i.e., 16384 radio frames can be the starting point.
Proposal 4: Consider minimizing the number of RS that one gNB needs to detect in one DL/UL period for interference identification. 

	Huawei (R1-1810149)
	Proposal 2: IgRS is transmitted in the last few symbols of the DL transmission within a DL-UL configuration period.
Proposal 6: For Framework-1,
· IgRS for each gNB should be transmitted sparsely in time domain for sufficient remote interference reduction and minimized resource expense.
· With the sparsity of IgRS transmission occasion, the partial ID of gNB transmitting IgRS can be conveyed by the time-domain location of IgRS transmission without additional cost.
Proposal 7: For Framework-2.1 and Framework-2.2, IgRS sequence and transmission time carry two non-overlapping parts of the cell ID information, respectively.
· IgRS for each gNB is transmitted sparsely in time domain.
· FFS the targeted cell ID, i.e. a global cell ID or a private cell ID.

	LG (R1-1810292)
	Proposal 2: The RS for RIM shall be transmitted in the just before the 1st reference point. 
Proposal 4: The RIM-RS pattern in time domain including the number of generation sequences used by each gNB during the transmission periodicity and the number of repetition should be studied.

	ZTE (R1-1810332)
	Proposal 4: The RIM-RS pattern in time domain including the number of generation sequences used by each gNB during the transmission periodicity and the number of repetition should be studied.

	CATT (R1-1810549)
	Proposal 1:  The reference signal shall be transmitted in the last downlink OFDM symbols before GP.

	Nokia (R1-1811212)
	Proposal 6: RIM-RS position is fixed in the last symbol(s) before the DL transmission boundary.

	Qualcomm (R1-1811271)
	Proposal 1: the aggressors transmits RS-2 with same backoffs as DL data will reduce the interference to the victims.  
Proposal 2: To improve the resource utilization for near-by aggressors, it will be better to support multiple RS-1 from single victim BS or victim group. 
[image: ]

	Ericsson (R1-1811438)
	1. [bookmark: _Toc525926727]The RS shall be mapped to the last symbols before the 1st reference point (maximum DL transmission boundary)
[bookmark: _Toc525926729]Proposal 3:  Potential boosting of the RS for RI detection should be defined in such a way that the receiving base station can figure out boosting without the need of additional signaling.

	Ericsson
(R1-1811439)
	1. The RIM-RS transmission configuration depends only on the “gNB set ID”
The RIM-RS transmission should be configurable so it can be tailored toward different network implementations
The RIM-RS is to be transmitted in the OFDM symbol(s) immediately preceding the 1st reference point (the DL transmission boundary)
Each DL/UL switching point within a P ms or P1+P2 ms TDD periodicity constitutes a possible RIM-RS transmission occasion in time 
In a RIM-RS transmission occasion, one out of N_seq RIM-RS sequences can be transmitted, where N_seq is configurable by the network
A number N_RS^((group)) consecutive RIM-RS transmission occasions constitute a RIM-RS group. A gNB set would transmit a RIM-RS on all occasions of the RIM-RS group, with a separate sequence for each occasion.
Observation 1          All NR TDD periodicities must divide 20 ms evenly, hence 20ms time interval can be used as reference points regardless of TDD configuration to derive possible RIM-RS transmission occasions
Define a radio frame pair as two subsequent radio frames. Each radio frame pair contains N_group consecutive RIM-RS groups, which is configurable by the network.
Define the RIM-RS duty cycle as T_duty=N_RFP⋅20⋅〖10〗^(-3)s, i.e. consisting of N_RFP radio frame pairs
The parameters (N_seq, N_RS^((group)), N_group N_RFP) constitute a RIM-RS framework configuration and is configured to the gNB by the network for RIM-RS transmission/reception

	China Telecommunications (R1-1811608)
	Proposal 4: The time domain location of reference signal should be put in the last one or more downlink OFMD symbols in self-contained slot. And the frequency domain location of reference signal shall not conflict with the SSB signal.

	Intel (R1-1810783)
	1. Fix the RIM-RS time location to be right before the common DL transmission boundary.




Offline consensus: 
Transmission position of RIM RS-1 in framework 1 and RS in framework 2 is fixed in the last X symbols before the DL transmission boundary, i.e., the ending boundary of the transmitted RIM-RS aligns with the 1st reference point.
· X is the number of symbols that  RIM RS(s) are mapped to.
· FFS for transmission position of RS-2 in framework 1


Offline consensus: 
· For the time-domain pattern for RIM RS, an RS transmission periodicity is defined
· The transmission periodicity can be semi-statically determined either implicitly by other parameters or explicitly configured per network.
· Within the transmission periodicity, multiple time-domain RIM RS transmission occasions are defined.  One or multiple transmission occasions can be semi-statically configured to distinguish one RIM-RS resources or convey set ID information per network.
· At most one transmission occasion occurs in one DL-UL transmission periodicity.

Offline consensus: Potential enhancement to improve RS detection performance can be considered. FFS for spec impacts.
· FFS. symbol-level power boosting
· FFS. time-domain repetition within the RS transmission periodicity.
· Alt 1. repetition with DL-UL transmission periodicity granularity;
· Alt 2: repetition with RS sequence granularity in DL-UL transmission periodicity.
· FFS. whether additional signaling is necessary


Regarding RS frequency pattern design details
	Company
	Proposal

	CMCC (R1-1811042)
	Proposal 15: Allow the frequency location of NR-RIM RS to be flexible with limitation on the frequency location candidates, such as the sync raster of the carrier, or even a sub-set of the sync-raster of the carrier.
Proposal 16: The starting frequency offset within system bandwidth can be used to distinguish RIM-RS resources or convey set ID information.
Proposal 17: Frequency-domain OCC is supported for RIM-RS design.

	LG (R1-1810292)
	Proposal 3: The RS for RIM shall be transmitted in the pre-aligned frequency location (e.g. same frequency range of downlink bandwidth part).

	ZTE (R1-1810332)
	Proposal 5: The frequency domain characteristics, such as sub-band, offset and so on can be explored to convey ID.

	Ericsson (R1-1811438)
	1. [bookmark: _Toc525926728]At least a RIM-RS bandwidth of 20 PRBs is supported.
Proposal 6         Consider allowing frequency multiplexing of the RS for RI detection by allowing the RS resource allocation to be configured with an offset in frequency.

	China Telecommunications (R1-1811608)
	Proposal 4: The time domain location of reference signal should be put in the last one or more downlink OFMD symbols in self-contained slot. And the frequency domain location of reference signal shall not conflict with the SSB signal.

	Intel (R1-1810783)
	Proposal 2: RIM-RS shall be applicable to gNBs with minimum system bandwidth.




Offline consensus: 
· One RIM RS of one gNB is transmitted in one of the pre-defined frequency location(s) in the network

Offline consensus: The bandwidth of RIM-RS can be smaller than the carrier bandwidth.
· FFS. [20MHz, 10MHz, 5MHz, 20 PRB] as a starting point.

Offline consensus: 
· The RIM RS SCS can be configured by the network.
· FFS: The candidate set of the RIM RS SCS.

Others 
	Company
	Proposal

	CEWiT 
(R1-1811537)
	Observation 3: Time and frequency domain correlation based detection techniques are asynchronous detection techniques for RIM. In time domain correlation based detection,  detection window length will be more than one symbol, thus increasing the complexity for detection at the receiver. Whereas in frequency domain sequence detection repetition of RS over more than one symbol is required at the transmitter, thus increasing the overhead.
Proposal 1: The RS sequence design for RIM should enable frequency domain detection.

	Nokia (R1-1811212)
	Proposal 2: gNB set can be considered for framework-2.1 and 2.2 to reduce the RIM-RS transmission periodicity.
Observation 1: It needs to be clarified if the RIM-RS detection is on gNB level or Cell level.
Global gNB ID and NR CGI definition in TS38.423.
9.2.2.1 Global gNB ID
This IE is used to globally identify a gNB (see TS 38.300 [9]).
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	PLMN Identity
	M
	
	9.2.2.4
	

	CHOICE gNB ID
	M
	
	
	

	>gNB ID
	
	
	
	

	>>gNB ID
	M
	
	BIT STRING (SIZE(22..32))
	Equal to the leftmost bits of the NR Cell Identity IE contained in the NR CGI IE of each cell served by the gNB.


9.2.2.7 NR CGI
This IE is used to globally identify an NR cell (see TS 38.300 [9]).
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	PLMN Identity
	M
	
	9.2.2.4
	

	NR Cell Identity
	M
	
	BIT STRING (SIZE(36))
	The leftmost bits of the NR Cell Identity IE correspond to the gNB ID (defined in subclause 9.2.2.1).




	China Telecommunications (R1-1811608)
	Proposal 1: The gNB-ID should be best choice for the characteristic information.
Proposal 2: For the design of the characteristic information, the following questions shall be studied in subsequent RAN1 meetings:
· Q1-1: The entire or part of gNB-ID as the characteristic information
· Q1-2: if different length of gNB-id is configured in network, how to derive the gNB-id from reference signal of remote interference gNB?

	Ericsson
(R1-1811441)
	Observation 1	The time until false detection of an RS is largely dependent on the number of consecutive shots in the detector needed for a valid detection.
Observation 2	In case of ducting event, at least a few number of shots seems likely needed to ensure the detection event is not caused by false alarm
Observation 3	In a single RS case, there could be substantial time difference between the detection time of only RS1 and for detecting both RS1 and RS2. The time is largely dependent on RS periodicity and detector implementation
Observation 4	Assuming false alarm is relatively SINR independent, an improved detection probability could substantially reduce the detection time, assuming it is not limited by false alarm events
Observation 5	The RS sequence space can have a significant impact on the false alarm rate in case of multi-shot detector
Observation 6	The number of RSs coming into the receiver will have a large impact on the time until the receiver detects a first RS (the first RS in the set of RSs)
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