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Introduction

[bookmark: _Hlk521259925]At RAN#80 meeting, a new study item regarding Remote Interference Management for NR (NR-RIM) was agreed [1]. The objective of this SI is to study possible mechanisms for mitigating the impact of remote base station interference in unpaired spectrum focusing on synchronized macro cells with semi-static DL/UL configuration in co-channel, including:
A. Study mechanisms for improving network robustness and addressing strong remote base station interference, including potential UE side’s enhancement [RAN1]
B. Study mechanisms for identifying which gNB(s) generate strong remote interference, including the following aspects:
i. Potential Reference signal design for gNB to identify that it creates strong inter-gNB interference to some victim gNB [RAN1]
1. Existing reference signals are starting points of discussion.
ii. Mechanism for gNB to start and terminate the transmission/detection of the reference signal(s) [RAN1, RAN3]
C. Study the potential additional coordination among gNBs for mitigating remote interference [RAN3]
In this contribution, we discuss on the procedure for RIM framework.
Discussion on RIM framework

For the remote interference management between gNBs, new frameworks should be studied. The framework consists of identifying the aggressor gNB at the victim gNB, identifying the victim gNB at the aggressor gNB, triggering and terminating the transmission/detection of the remote interference management reference signals (RIM-RS), information exchange between the aggressor gNB and the victim gNB, the establishing/ transmission/application of the remote interference mitigation scheme.

In this contribution, various types of NR-RIM frameworks were analyzed in terms of only one RS or two RS and whether the backhaul is utilized or not. Only one RS means, in general, there is only one remote interference management reference signal (RIM-RS) link in the framework, generally transmitted from the victim gNB to the aggressor gNB. Two RS means there are two remote interference management reference signal (RIM-RS) links in the framework, transmitted between the victim gNB and the aggressor gNB. Whether the backhaul is utilized or not means whether information is exchanged between the victim gNB and the aggressor gNB through the backhaul.

In the RAN1 meeting #94, two NR-RIM frameworks for addressing remote interference were proposed [2] as shown in Figure 2-1 and Figure 2-2.
[bookmark: _GoBack][image: ]
Fig. 2-1: RIM Framework-1
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Fig. 2-2: RIM Framework-2

In the RIM Framework-1, the victim transmits RS-1 to assist the aggressors to recognize that they are causing remote interference to the victim and to detect/deduce how many UL resources of the victim are impacted by the aggressors. And the aggressor transmits RS-2 to assist the victim to decide whether the atmospheric ducting phenomenon still exists. The cost of the RS includes the spectrum resource and the power consumption to transmit the RS and cost to detect the RS. Therefore, the employment of the remote interference reference signal will cause considerable cost, especially the spectrum resource of transmitting RS. But two simultaneous RS links double the cost of the RS. 

Observation 1: Two simultaneous RS links double the cost of the RS.

The cost of RS includes the spectrum resource occupied by the RS link, the transmit power of RS, and the power consumption of RS detection. Two simultaneous RS links double the cost, which should be avoided.

Proposal 1: Two simultaneous RS links should be avoided.

In the RIM Framework-2, the victim transmits RS to assist the aggressors to recognize that they are causing remote interference to the victim and to detect/deduce how many UL resources of the victim are impacted by the aggressors. And the aggressor informs the victim the “disappearance” of RS through backhaul to terminate the RS transmission. There is only one RS link in the framework which cuts down the cost of the RS. However, the RS transmitted from the victim to the aggressor cannot reflect the actual remote interference information from the aggressor to the victim, which may lead to inaccurate estimation of the remote interference. 

Observation 2: The RS transmitted from the aggressor to the victim is of more accuracy in 
reflecting the remote interference.

Proposal 2: The RS transmitted from the aggressor to the victim is of substantial significance.

Framework for NR-RIM

In order to mitigate or eliminate remote interference during the RIM framework, and increase the performance and efficiency of the RIM framework, as stated in the objective of the SI, mechanisms for gNB to start and terminate the transmission/detection of the reference signal(s) should be studied for NR-RIM framework. 

In the section, we propose an improved NR-RIM framework, where there is only one RS link active and the actual remote interference information from the aggressor to the victim is still captured.

RIM Framework-3 
The proposed framework exploits two RS alternatively as well as backhaul signaling.  The framework is depicted in Fig. 3 and its detailed procedure is as follows.

Step 1: Victim triggers RS transmission and monitoring while experiencing remote interference.
· This RS marked as RS-1 is used to assist Aggressor to realize that it is causing remote interference to the Victim.

Step 2: Aggressor starts RS monitoring as configured by OAM.

Step 3: Aggressor starts to transmit RS to inform Victim that the remote interference still exists once  RS-1 is detected.
· This RS marked as RS-2 is used to assist the Victim to estimate whether the remote interference still exists and to deduce how many UL symbols of the Victim are interfered by the DL symbols of Aggressor.

Step 4: Victim stops RS-1 transmission once RS-2 is detected. And Victim starts remote interference mitigation solutions such as muting some DL transmission symbols. 

Step 5: Victim restores original configuration when “disappearance” of RS-2 and informs Aggressor the “disappearance” of RS through backhaul.

Step 6: Aggressor restores original configuration when receiving the RS “disappearance” message through backhaul.
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Fig. 3: RIM Framework-3

Characteristics of RIM Framework-3 
RIM Framework-3, according to its characteristics, enjoys two major advantages over other frameworks. Firstly, in Framework-3, there is only one RS link active (except the very short period between the start of RS-2 and the stop of RS-1), which saves considerable cost compared with the two RS frameworks. Secondly, the RS transmitted from the aggressor to the victim is of more functionality and the estimation of the remote interference could be more accurate, which can promote the performance and efficiency of the remote interference mitigation scheme.

Proposal 3: The RIM Framework-3 shall be further studied.

Conclusions
In this contribution, we discuss on the potential procedures design for RIM framework. We have the following observations and proposals.

Observation 1: Two simultaneous RS links double the cost of the RS.

Proposal 1: Two simultaneous RS links should be avoided.

Observation 2: The RS transmitted from the aggressor to the victim is of more accuracy in 
reflecting the remote interference.

Proposal 2: The RS transmitted from the aggressor to the victim is of substantial significance.

Proposal 3: The RIM Framework-3 shall be further studied.
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