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1   Introduction
In 3GPP TSG-RAN WG1 Meeting #94, the following agreements were reached.
In terms of the IoT (interference over thermal) increase between two sets of gNBs causing remote interference to each other, two scenarios should be considered for NR-RIM,
1. Scenario #1: IoT increases are detectable by one or more gNBs in both sets,
2. Scenario #2: IoT increase is detectable by one or more gNBs in only one set.
Framework-1, Framework-2.1, Framework-2.2 below are used as starting point for further study, using Framework-0 as basis for comparison.

[image: image1.png]Step 1: RS Transmission

Step 1: RS mofitoring

Step 4: Apply remote - —

Aggressor Step 0: Remote Interference

interference mitigation |
scheme -

Step 3 Send remote
interfefence mitigation scheme

Stdp 2: Report the
defected RS to O

Step 5: Stop RS
monitoring and restore
original config

Step 5: Stop RS

Transmission




Figure 1. Framework 0.
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Figure 2. Framework 1.
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Figure 3. Framework 2.1.
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Figure 4. Framework 2.2.
In this paper, we look into further details and the design requirements (on RIM-RS and backhaul signaling) of the NR-RIM frameworks.
2   Requirements on RIM-RS
2.1   Framework 1

In Framework 1, there is no backhaul signaling between gNBs and all signaling happens over the air. Therefore, neither RS-1 nor RS-2 needs to carry gNB ID, at least for the basic operation of this RIM framework. However, allowing RS-1 and RS-2 to carry some information distinguishing between gNBs can help the network operator to collect statistics on the remote interference between sites which could be useful for analysing remote interference trends in the network and for better optimization of the network operation. We remark that the reference signals do not necessarily carry individual gNB ID and can instead carry a coarser gNB group ID. The smaller the gNB group size, the finer granularity of the collected statistics of the interference between groups becomes. 
Observation 1: In Framework 1, RS-1 and RS-2 are not required to carry the gNB ID information for basic operation. Allowing RS-1 and RS-2 to carry gNB ID (or gNB group ID) could be useful to facilitate remote interference management.
RS-1 is transmitted by a victim to assist aggressor(s) to recognize that they are causing remote interference to the victim and to estimate how many UL resources of the victim are impacted by the aggressor(s) whereas RS-2 is transmitted by an aggressor assist the victim to decide whether the atmospheric ducting phenomenon still exists. In the symmetric IoT increase case, the roles of RS-1 and RS-2 can be fulfilled by the same RS without distinguishing between victim RS and aggressor RS because it is implied that every victim is an aggressor. However, in the case of asymmetric IoT increase at gNBs, distinguishing between RS-1 and RS-2 is desirable because it allows each gNB to know whether it is a victim only, an aggressor only or both a  victim and an aggressor at the same time. Since the case of asymmetric IoT increase is the more general and practical case, RS-1 and RS-2 shall be distinguished.
Proposal 1: In Framework 1, RS-1 and RS-2 should be distinguished from each other.

2.2   Frameworks 2.1 and 2.2 
In Frameworks 2.1 and 2.2, the aggressor needs to know the gNB ID of the victim in order to send a backhaul message to it and therefore, the RS needs to carry some gNB ID information of the victim. The RS can either carry the full gNB ID or a group ID of a gNB group where gNBs in a group share the same unique sequence in the same time-frequency resource. Grouping gNBs is beneficial in reducing radio resource overhead and gNB detection complexity. In addition, gNBs grouping increases the detection probability of the gNBs (as shown in the simulation results in [4]). The downside of a large gNB group size in Framework 2.1/2.2 is that more backhaul signalling is required. For example, suppose there 10 gNBs per group. An aggressor gNB that detects an RS of a certain group ID would need to send a backhaul message to all 10 victim gNBs in the group compared with just one backhaul message if the victim gNB ID was known at the aggressor (group size =1). Therefore, the group size should be chosen to balance the benefits and extra overhead in backhaul signalling.

Proposal 2: In Frameworks 2.1 and 2.2, RIM-RS shall carry gNB ID information. gNB grouping can be applied with a group of gNBs share a common ID. 
2.3   Common Aspects

To distinguish gNB groups (in Frameworks 1/2.1/2.2) and whether a gNB is a victim or an aggressor (in Framework 1), three basic methods can be used:

1. Time-multiplexing of reference signals: only one gNB (or gNB group) transmits in a DL/UL period, e.g., a frame. This method is scalable at the price of longer delay because each gNB (or gNB group) would have to wait for its turn to transmit its RS.
2. Frequency-multiplexing of reference signals. This method is not scalable because of bandwidth limitations and may be even unfeasible without sacrificing the detection performance by using shorter sequence.

3. Using multiple unique sequences: This method is more scalable than frequency-multiplexing but it still cannot be used alone to distinguish tens of thousands of gNBs (or gNB groups) because of the prohibitive complexity required at the receiver.
A combination of the three methods TDM, FDM and multiple unique sequence should be used to balance complexity, delay and scalability.
Proposal 3: Distinguishing gNBs (or gNB groups) and whether a gNB is a victim or an aggressor (i.e., distinguishing RS-1 and RS-2) can be achieved by using unique sequences, time-multiplexing and frequency-multiplexing if possible.

The gNB grouping can be fixed or configurable. Fixed gNB grouping means that the gNBs are grouped together according to some fixed pre-defined rule, e.g., the group ID is determined by the gNB ID range the gNB falls into. This method lacks flexibility and the pre-defined grouping may not be the optimal grouping for the actual remote interference conditions experienced by the network. For a network to be able to tailor the gNB grouping to its specific remote interference conditions, gNB grouping can be made configurable, i.e., the network can configure which gNBs to be grouped together. Conceptually, the network stores a look-up table that maps gNB ID to a gNB group in a way that captures, e.g., geography and remote interference statistics. Configurable gNB grouping can be classified into 1) static grouping and 2) dynamic grouping. In the static gNB grouping, the mapping between gNB ID and gNB group is changed on a long time-scale, e.g., when the network topology changes because of some change in gNB deployment. The dynamic grouping, in contrast, allows the gNBs to change the group formation more frequently, e.g., on a daily/weekly basis based on the collected remote interference statistics. This would require some information to be exchanged between gNBs through backhaul messages.
Proposal 4: In Framework 1/2.1/2.2, gNB grouping shall be configurable.

3   Requirements on backhaul signalling

As suggested in the RIM framework diagrams, Frameworks 1/2.1/2.2 have the following requirements on backhaul signaling

· Framework 1: no backhaul signaling is needed. 

· Framework 2.1: backhaul signaling is needed for aggressor gNB to inform victim gNB on the reception of RS

· Framework 2.2: backhaul signalings is needed for aggressor gNB to inform victim gNB on the reception of RS and for victim gNB to send information to assist RIM coordination 
To enable more advanced RIM operations, the following backhaul signaling could be considered 
· Coordination among gNBs on group formation and group operation

· Coordination among aggressor gNBs on remote interference cancellation mechanisms
4   Conclusions
In this contribution, we discussed further details and the design requirements (on RIM-RS and backhaul signaling) of the NR-RIM frameworks. Our proposals and observations are summarized by the following.
Observation 1: In Framework 1, RS-1 and RS-2 are not required to carry the gNB ID information for basic operation. Allowing RS-1 and RS-2 to carry gNB ID (or gNB group ID) could be useful to facilitate remote interference management.
Proposal 1: In Framework 1, RS-1 and RS-2 should be distinguished from each other.
Proposal 2: In Frameworks 2.1 and 2.2, RIM-RS shall carry gNB ID information. gNB grouping can be applied with a group of gNBs share a common ID. 
Proposal 3: Distinguishing gNBs (or gNB groups) and whether a gNB is a victim or an aggressor (i.e., distinguishing RS-1 and RS-2) can be achieved by using unique sequences, time-multiplexing and frequency-multiplexing if possible.

Proposal 4: In Framework 1/2.1/2.2, gNB grouping shall be configurable. 
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