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Introduction
Study item on remote interference management for NR was approved in RAN#80 meeting. In RAN1#94 meeting, mechanism for remote interference management was discussed, and three RIM frameworks were agreed as starting point for further study, with framework 0 as basis for comparison. Framework 0 has already been deployed in commercial TD-LTE network.
It was also agreed that both symmetric and asymmetric scenarios (Scenario#1 and Scenario#2) shall be considered for RIM study:
Agreements:
· In terms of the IoT (interference over thermal) increase between two sets of gNBs causing remote interference to each other, two scenarios should be considered for NR-RIM,
1. Scenario #1: IoT increases are detectable by one or more gNBs in both sets,
2. Scenario #2: IoT increase is detectable by one or more gNBs in only one set.
In this contribution we provide our views on remote interference management mechanism. 
Discussion on RIM frameworks 
Framework 0
Though OAM is involved in framework 0, it is proved to be a feasible solution. It can be considered as a fallback solution. Interference mitigation mechanisms applicable at the aggressor include muting DL symbols, increasing uplink transmission power, adjustment of antenna downtilt etc.
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Workflow of Framework-0
Step 0: Atmospheric ducting phenomenon happens and the remote interference appears
Step 1: 
· Victim experiences “sloping” like IoT increase and start RS transmission
· Aggressor starts monitoring RS as configured by OAM 
Step 2: Upon reception of RS, Aggressor reports the detected RS to OAM
Step 3: OAM sends remote interference mitigation scheme to Aggressor
Step 4: Aggressor applies remote interference mitigation scheme
Step 5: OAM stops RS monitoring and restores original config. at aggressor side and stop RS transmission at victim side.



Framework 1
In framework 1, the aggressor applies interference mitigation schemes automatically once RS from victim is detected without involving OAM. The applicable scheme includes muting DL symbols. Usage of other schemes, such as increasing uplink transmission power or adjustment of antenna tilt, shall be cautious as these schemes may cause stronger interference to neighbor cells.  

The transmission of RS-2 is to inform the victim that whether remote interference exists or not. The RS-2 shall be transmitted at fixed time domain position regardless whether the DL symbols carrying the RS-2 are muted or not. When the victim cannot detect the RS-2, the victim knows that the interference from the aggressor does not exist anymore. However, the victim may still suffer from IoT increase due to interference from aggressors not sending the RS-2. The victim can only stop sending RS-1 upon “disappearance” of RS-2 and IoT going back to normal level.

Proposal 1:
· In framework 1, the victim stops RS-1 transmission upon “disappearance” of RS-2 and the IoT going back to normal level.
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Workflow of Framework-1
Step 0: Atmospheric ducting phenomenon happens and the remote interference appears
Step 1: 
· Victim experiences “sloping” like IoT increase and start RS transmission/monitoring
· This RS marked as RS-1 is used to assist aggressor(s) to recognize that they are causing remote interference to the victim and to detect/deduce how many UL resources of the victim are impacted by the aggressors.
· Aggressor starts monitoring RS as configured by OAM or when it experiences remote interference with “sloping” IoT increase. 
Step 2: Upon reception of RS-1, Aggressor starts remote interference mitigation solutions such as muting some DL transmission symbols and transmits RS to inform victim that the atmospheric ducting phenomenon still exist
· This RS marked as RS-2 is used to assist the victim to decide whether the atmospheric ducting phenomenon still exist.
· It does not preclude the possibility of using RS-2 for other purposes, pending on further study.
Step 3: Victim continues RS-1 transmission while receiving RS-2. Upon “disappearance” of RS-2, victim stops RS transmission
Step 4: Aggressor continue remote interference mitigation while receiving RS-1. Upon “disappearance” of RS-1, Aggressor restores original configuration when “disappearance” of RS-1.

Note: Although RS-1 and RS-2 carry different functionalities, it might be beneficial to achieve a common design for RS-1 and RS-2.





Framework 2-1
Framework 2-1 is different from framework 1 that backhaul is used to inform the victim whether the remote interference exist or not instead of reference signal. To address the victim over the backhaul, the aggressor shall be able to identify the victim or the set to which the victim belongs by detecting the RS. This information can be carried by the RS sequence or the time/frequency position of the RS.

Similar to framework 1, the victim can only stop sending the RS upon the reception of the “disappearance of RS” information through backhaul and IoT going back to normal level.
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Workflow of Framework-2.1
Step 0: Atmospheric ducting phen
omenon happens and the remote interference appears
Step 1: 
· Victim experiences “sloping” like IoT increase and start RS transmission
· A set of gNBs might use the same RS, which may carry the set ID.
· Aggressor starts monitoring RS as configured by OAM or when it experiences remote interference with “sloping” IoT increase. 
Step 2: Upon reception of RS, Aggressor informs the set of victim gNB(s) the reception of RS through backhaul and apply interference mitigation scheme
· Message exchange in Step 2 could include other information, pending on further study.
Step 3: Upon “disappearance” of RS, Aggressor informs the set of Victim gNB(s) the “disappearance” of RS through backhaul and restore original configuration.
Step 4: Victim stop RS transmission upon the reception of the “disappearance of RS” info through backhaul




Framework 2-2
In framework 2-2, the victim sends addition information to assist RIM coordination. The additional information shall be clarified first. The benefit of 2-2 over 2-1 shall be shown to justify this additional backhaul transmission.
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Workflow of Framework-2.2
Step 0: Atmospheric ducting phenomenon happens and the remote interference appears
Step 1: 
· Victim experiences “sloping” like IoT increase and start RS transmission
· A set of gNBs might use the same RS, which may carry the set ID.
· Aggressor starts monitoring RS as configured by OAM or when it experiences remote interference with “sloping” IoT increase. 
Step 2: Upon reception of RS, Aggressor informs the set of victim gNB(s) the reception of RS through backhaul
Step 3: Upon reception of the “reception of RS” info received in the backhaul, victim sends info to assist RIM coordination
Step 4: Aggressor applies remote interference mitigation scheme
Step 5: Upon “disappearance” of RS, Aggressor informs Victim the “disappearance” of RS through backhaul.
Step 6: Victim stop RS transmission upon the reception of the “disappearance of RS” info through backhaul




Both framework 2-1 and framework 2-2 needs backhaul communication. Typically, hundreds of gNBs with several hundred kilometers distance are involved. The information exchange on such a large scale costs much backhaul resources and even the core network needs to be involved. The benefit of introducing such frameworks shall be able to justify the cost.
Proposal 2: 
· At least support framework 1 as the framework for remote interference management in Rel-16.
Mechanism to mitigate remote interference
When remote interference exists, the victim experiences strong interference in its uplink reception. If the victim can determine that the interference are caused by remote gNBs, it can take the following actions to combat the interference.
· Increase uplink transmission power of UE. This is effective in enhancing uplink SINR, but can also generate higher interference to neighbor cells. Furthermore, due to power limitation of UE, not all UEs are capable of boosting transmission power further.
· Configure a longer GP to protect the uplink transmission. The victim can choose to configure those affected uplink symbols as GP symbols. Note that, if the aggressor keeps its UL/DL configuration, the victim has to reconfigure uplink symbols as GP. Changing downlink symbols to GP at the victim does not help in alleviating the interference. Configuring those symbols as GP would reduce the available resources for uplink transmission. Especially in systems with downlink-heavy slot configuration, the remaining uplink resource may not be enough to support uplink transmission. 
· Adjust the antenna down tilt. The ducted interference signal is most likely coming from the direction of horizon. If the victim adjusts the antenna down tilt so that the main lobe of the antenna points lower angle toward the ground, the received interference signal could be reduced to certain extent. The cost is that the received uplink signal of the serving cell may also be attenuated. A optimal down tilt value can be searched to maximize the uplink SINR.  
The aggressor can reserve some DL resources close to the GP to protect uplink transmission of victim, sacrificing downlink throughput of the aggressor. The aggressor can also adjust the antenna down tilt of its transmission.
Observation 1:
· Both the victim and the aggressor can take actions to mitigate the remote interference.
Conclusion
In this paper, we present our views on remote interference management. The proposals and observations are summarized as following:
Proposal 1:
· In framework 1, the victim stops RS-1 transmission upon “disappearance” of RS-2 and the IoT going back to normal level.
Proposal 2: 
· At least support framework 1 as the framework for remote interference management in Rel-16.
Observation 1:
· Both the victim and the aggressor can take actions to mitigate the remote interference.
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