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[bookmark: _Ref124589705][bookmark: _Ref129681862]Introduction
In RAN#80, a new study item aiming at managing remote interference was approved, and has been revised in [1]. As observed in TD-LTE, wireless signals from remote eNB can cause non-negligible interference to local eNB, even if they are synchronized and with same TDD configuration. Such remote interference is mainly caused by troposphere bending, which leads to small pathloss and large delay of the DL signal. For remote interference management (RIM), it is expected to develop an adaptive mechanism for identifying the interfering gNB(s), mitigating remote interference, and further improving the network robustness. 
In RAN1#94, three frameworks (denoted as Framework-1, Framework-2.1 and Framework-2.2) were agreed as the starting point for further study, where an additional simple framework (Framework-0) was used for comparison [2]. In Framework-1, no backhaul link is established between the interfering gNB pair. The new RS-1 and RS-2 are used for assisting the aggressor/victim gNB on judging the existence/disappearance of remote interference. In Framework-2.1 and Framework-2.2, backhaul communication will be established. The new RS will also be used for identifying the aggressor/victim gNB. The main difference between Framework-2.1 and Framework-2.2 is whether the victim will send information to the aggressor gNB to assist RIM coordination. For brevity, the detailed definitions of the frameworks are not shown here.
Among the frameworks, inter-gNB reference signal (IgRS) design for RIM purpose is the key issue. In this contribution, we provide our consideration on sequence, resource, and triggering/termination mechanism of IgRS in different frameworks.

[bookmark: _Ref129681832]RS design for RIM
[bookmark: _Ref521612108]RS sequence
In Release-15 NR, two sequences have already been specified. One is pseudo-random sequence, which is based on a length-31 Gold sequence and QPSK modulation. Many DL reference signals are based on pseudo-random sequence, e.g. DMRS, CSI-RS, PSS, and SSS. Such signals have shown satisfactory correlation performance and large capacity. The other one is low-PAPR sequence, which is based on the ZC sequence. Some UL reference signals are based on low-PAPR sequence, e.g. SRS and PRACH. By applying low-PAPR sequence, the UE can avoid signal distortion due to high PAPR and limited linear region of the power amplifier.
To reduce the complexity of gNB implementation and the specification work, we suggest taking the already specified pseudo-random sequence (and the corresponding QPSK modulation) as the starting point for IgRS design. The main reasons are:
a) Gold sequence + QPSK modulation is a mature technique, which is proved to have good correlation performance and large capacity.
b) It is possible that the bandwidths of aggressor and victim gNBs are not fully overlapped (e.g. when gNBs are of different provinces of a country, or different countries). In this case, the reception gNB can only conduct correlation between local sequence(s) and part of the received sequence(s). For Gold sequence + QPSK, even if only part of the sequence is correlated, the cross-correlation performance can still be acceptable due to its pseudo-random characteristics. However, for low-PAPR sequence, the cross-correlation performance may be largely deteriorated when only part of the sequence is received and correlated, since the cross-correlation performance of ZC sequence can only be guaranteed when the whole sequence is taken part into correlation.
c) PAPR is not a critical issue for a gNB.
Therefore, we propose to use the already specified pseudo-random sequence (i.e. length-31 Gold sequence) as the starting point of IgRS design. The performance of the IgRS generated by Gold sequence can be found in our companion contribution [4].
Proposal 1: Take the pseudo-random sequence (length-31 Gold sequence) specified in NR as the starting point for IgRS design.
RS resource and mapping
For a large detection range, the IgRS should be located in the last M symbols before the 1st reference point (i.e. DL transmission boundary [2]) within a DL-UL configuration period. Otherwise, the IgRS may not fall in any detection window if the propagation delay is not large enough, but the remote interference caused by the DL transmission of the aggressor is still interfering with the victim gNB.
Proposal 2: IgRS is transmitted in the last few symbols of the DL transmission within a DL-UL configuration period.
Since the propagation delay of IgRS is uncertain, the reception gNB has to blindly detect the IgRS in all (or part of) the UL symbols and GP symbols. To reduce the implementation complexity, it is also desired to reuse the same FFT module with UL channels for blind detection. Therefore, a reasonable assumption is that the reception gNB observes the IgRS in a granularity of one OFDM symbol, measured with the same numerology of UL channels. So, from the transmission gNB’s view, at least 2 consecutive OFDM symbols should be transmitted at one time, in which the same IgRS is carried. From the reception gNB’s view, at least one full IgRS (though may be shifted) can be observed within an effective detection window, making the detection easier, as shown in Figure 2‑1.
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[bookmark: _Ref520298784]Figure 2‑1: IgRS detection within one OFDM symbol.
We suggest that a 2-OFDM-symbol length IgRS and 1-OFDM-symbol length detection window could be the baseline for study. The SCS of IgRS can be assumed to be the same with the UL data channel. One may argue that the IgRS can applied larger SCS than other DL/UL channel and thus reduce the length in time domain. However, this may lead to different FFT/IFFT size from other UL channels, or lead to the reduction of effective IgRS samples in both time and frequency domain, and thus reduce the detection performance. 
Proposal 3: Each IgRS resource includes at least 2 OFDM symbols, and the IgRS is the same within each symbol, where circular characteristics is satisfied. 
Note that the current OFDM signal generation for PDSCH may not suit IgRS, because adding cyclic prefix (CP) to each OFDM symbol may destroy the circularity between the consecutive same OFDM symbols. The reason is that currently the CP is separately added to the front of each OFDM symbol. Figure 2‑2 shows how the CP affects circularity in time domain:
[image: ]
[bookmark: _Ref524959931]Figure 2‑2: Current OFDM signal generation for PDSCH.
Two methods can be considered to address this issue:
Method 1: Define new OFDM signal generation similar to PRACH, where the CP is only added before the start of the 1st OFDM symbol, but not be added to other symbols. A cyclic suffix (CS) may also be added to the end of the last OFDM symbol. 
Method 2: The other method is to design the IgRS that keeping circularity between different OFDM symbols even with current CP adding. This can be done in time domain with a predefined shift, or can be done in frequency domain with a predefined linear phase compensation. 
The concepts of the two methods are shown in Figure 2‑3.
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[bookmark: _Ref524961165]Figure 2‑3: Methods to keep circularity considering CP.
For Method 1, it is more suitable for the case that only IgRS will be transmitted in these OFDM symbols, because PDSCH cannot be multiplexed into these OFDM symbols (unless use an additional IFFT module). For Method 2, PDSCH and IgRS can be multiplexed into one OFDM symbol. This requires that a linear phase compensation is multiplied to the IgRS in the latter OFDM symbol in frequency domain, leading to an effect that equivalent to cyclic shift in time domain.
Proposal 4: For IgRS symbol generation, consider using Alt.1 or Alt.2 to guarantee the circularity between the consecutive OFDM symbols.
· Alt.1: PRACH-like OFDM signal generation, where the CP is only added to the front of the 1st OFDM symbol, and the CS is optionally added to the end of the last OFDM symbol.
· Alt.2: PDSCH-like OFDM signal generation, where the CP is separately added to the front of each OFDM symbol, but in frequency domain, the IgRS in different OFDM symbols need to be multiplied with different linear phase rotation factors.
RS design for Framework-1
For Framework-1, the RS-1 is used to assist aggressor gNB to recognize that it is causing remote interference, and the RS-2 is used to assist the victim to decide whether the troposphere ducting still exists or not, as shown in Figure 2‑4. It is FFS that whether a common design can be achieved between RS-1 and RS-2.
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[bookmark: _Ref524795645]Figure 2‑4: Workflow of Framework-1.
Whether a common design can be applied to RS-1 and RS-2 is related to how the framework works. In our view, a common design for RS-1 and RS-2 (common IgRS) can reduce the standardization work and implementation complexity. The only issue is that a victim gNB may not be able to judge whether the reciprocity of IoT increase holds or not. So the victim gNB may not be sure whether the RIM scheme shall be applied or not. Here ‘RIM scheme’ mainly refers to aggressor RIM scheme, for example, DL symbol back-off.  To tackle this issue, one simple way is to assume that the IoT reciprocity holds. In this way, even the victim gNB will apply the aggressor RIM scheme. This at least guarantees that the remote interference can be avoided, regardless of the IoT reciprocity condition. Figure 2‑5 shows the Framework-1 when a common RS design (marked as IgRS) is applied:
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[bookmark: _Ref524796041]Figure 2‑5: Workflow of Framework-1, assuming the same RS design and channel reciprocity.
If RS-1 and RS-2 are different reference signals, the logic is more accurate, since a gNB clearly knows whether it is a victim, or an aggressor, or a victim and aggressor at the same time. But the behavior will become more complicated. The behaviors of a victim gNB and an aggressor gNB are different. When troposphere ducting happens, for each gNB, it can be a victim and/or an aggressor. The following table summarizes the handling logic of the detecting gNB when RS-1 and RS-2 are different:
[bookmark: _Ref525926036]Table 2‑1: Logic of different RS design between RS-1 and RS-2.
	Detect RS-2
Detect RS-1
	Yes
	No

	Yes
	Troposphere ducting + channel reciprocity → Send RS-1 + send RS-2 + apply RIM scheme.
	Troposphere ducting exist only from detecting gNB to other gNBs → Send RS-2 + apply RIM scheme.

	No
	Troposphere ducting exist only from other gNBs to the detecting gNB → Send RS-1.
	No troposphere ducting → Do not send any RS, and no RIM scheme is needed.


Moreover, a more serious problem is that if channel reciprocity holds, for each gNB, it needs to transmit and detect both RS-1 and RS-2. This doubles the resource cost compared to the case of common design, as shown in Figure 2‑6.
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[bookmark: _Ref524944961]Figure 2‑6: Workflow of Framework-1, assuming different design between RS-1 and RS-2.
The following table summarizes the pros and cons between a common design and a different design for RS-1 and RS-2:
[bookmark: _Ref525926039]Table 2‑2: Comparison between common design and different design.
	
	Common design
	Different design

	Resource cost
	One specific resource for only one RS.
	Double the resource cost when the gNB has to transmit both RS.
It is possible to use orthogonal sequences multiplexed into the same resource, so the resource cost will not be increased, but instead the power for each RS is halved.

	Detection complexity
	Only one RS set is detected.
	Should detect both RS sets, which doubles the detection complexity.

	RIM scheme
	A unified RIM scheme is applied to both aggressor and/or victim.
If DL back-off is applied, both aggressor and victim will back-off the DL symbols, regardless of the IoT reciprocity.
	If DL back-off is applied, only the aggressor needs to back-off the DL symbols.


From Table 2‑2, we can see that common design has advantage in resource cost and detection complexity. For RIM scheme, the different design may have advantage, but only under the assumption that IoT reciprocity does not hold, and that the RIM scheme is only applied to the aggressor. So the advantage of different design is conditional, while the disadvantage on detection complexity cannot be avoided. 
For Framework-1, we propose that the RS-1 and RS-2 have a common design. This can reduce the resource cost and simplify the implementation.
Proposal 5: For Framework-1, the RS-1 and RS-2 are the same RS with a common design.
When troposphere bending happens, assuming that DL back-off is applied as the RIM scheme (which is a promising one), it is natural that the IgRS is transmitted sparsely in time domain. Otherwise, the interference reduction by back-off is not sufficient, since the IgRS from aggressor gNB is still non-negligible interference to the victim gNB. Furthermore, it should be decided whether all of aggressor gNBs should transmit their IgRS at the same time, or distributed in time domain. In our view, it is better to transmit the IgRS in distributed manner. Then, the IgRS location in time domain (e.g. SFN or slot index of the transmission time) can carry part of the aggressor ID, and thus reduce the number of detected sequence at one detection occasion.  Two or more gNBs may transmit their IgRS at the same time, if their cell IDs are partially the same. But in this case, their transmitted IgRS sequences should be different and orthogonal to each other, and can still be distinguished by sequence correlation. Our companion paper provides some preliminary simulation result on the miss-alarm and false-alarm performance of the IgRS based on the agreed simulation assumptions in RAN1#94 [4].
Table 2‑3 compares the impact of different transmission manner on the interference mitigation effect and detection complexity. 
Table 2‑3: Comparison between different transmission manner.
	
	Densely transmitted in time domain
	Sparsely transmitted in time domain

	
	
	Collocated in time domain
	Distributed in time domain

	Level of remote interference reduction
	Low
	High
	High

	Detection complexity
	High
	High
	Low



At the victim gNB, although there may be no DL back-off applied, but sparse IgRS transmission can still minimize resource expense of IgRS, and provides the feasibility of signaling its ID information to aggressor gNB, also reduces the detection complexity at aggressor.
Proposal 6: For Framework-1,
· IgRS for each gNB should be transmitted sparsely in time domain for sufficient remote interference reduction and minimized resource expense.
· With the sparsity of IgRS transmission occasion, the partial ID of gNB transmitting IgRS can be conveyed by the time-domain location of IgRS transmission without additional cost.

RS design for Framework-2.1 and Framework-2.2


For Framework-2.1 and Framework-2.2, only the victim is going to transmit IgRS. The aggressor should be able to identify the victim by detecting the IgRS, so IgRS should carry part of the cell ID information. As discussed in section 2.3, sparse IgRS transmission can minimize IgRS resource expense and provide the feasibility of signaling ID information by its time-domain location, also reduce the detection complexity. If IgRS is generated by Gold sequence, the initializing phase  can be used to carry part of the cell ID information. As a result, the full cell ID can be jointly carried by and time domain location, as illustrated in Figure 2‑7. It is assumed that the last 3 bits of the cell ID determine the RS sequence, and the other bits determine the transmitting time. So a gNB should blindly detect 23=8 different sequences at each UL/GP symbol. FDM manner for IgRS is not applied here but may be considered latter.
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[bookmark: _Ref524966635][bookmark: _Ref524966631]Figure 2‑7: Cell ID is carried by RS and time domain location.
One remaining issue is whether the cell ID is a global cell ID (e.g. NCI) or a private cell ID (i.e. can be determined by each operator independently). A private cell ID may reduce the detection cycle, since the number of bits of the cell ID may be reduced compared to the global one. But a global cell ID can enable the inter-operator cooperation for RIM. Our companion paper gives more analyze on the detection cycle, carried bits of IgRS and time domain location [3]. It should be decided whether a global cell ID or a private cell ID is targeted at.
Proposal 7: For Framework-2.1 and Framework-2.2, IgRS sequence and transmission time carry two non-overlapping parts of the cell ID information, respectively.
· IgRS for each gNB is transmitted sparsely in time domain.
· FFS the targeted cell ID, i.e. a global cell ID or a private cell ID.
Triggering/termination mechanism of IgRS detection/transmission
In [1], an objective of the RIM SID is the mechanism for the gNB to start and terminate the detection/transmission of the reference signal. Since the troposphere bending is not always present, an ‘always ON’ IgRS detection/transmission seems unnecessary. When the atmosphere does not support troposphere bending, the meaningless IgRS only increases the IoT of neighbor cells (in DL direction). Hence, an adaptive mechanism may be more attractive. In other words, even without OAM indication, the gNB can start detecting/transmitting IgRS after it finds that remote interference exists, and can terminate detecting/transmitting IgRS after it finds that the remote interference no longer exists.
In RAN1#94, three frameworks (Framework-1, Framework-2.1 and Framework-2.2) have been agreed as the starting point for study. In all frameworks, at the first step, the victim can be triggered to send IgRS (RS-1) by experiencing slope-like IoT. This does not require any OAM configuration. But for the aggressor, due to the uncertainty of channel reciprocity, it may not be able to experience obvious slope-like IoT even if it is causing remote interference.  Furthermore, the definition of slope-like IoT is ambiguous and may require more precise description. Still, the most reliable triggering condition for the aggressor to start detecting IgRS is by OAM. Triggering conditions of IgRS detection/transmission besides OAM or slope-like IoT can be further studied. 
For termination of detection/transmission of IgRS, it can depend on the failure of IgRS detection. Normally, it is expected that the IgRS can be detected at a very low SINR. Even if channel reciprocity is not enough to form slope-like IoT at the aggressor, the failure of IgRS detection at the aggressor still represents the end of troposphere ducting. The detection requirement, i.e. the desired minimum detection SINR for IgRS, should be decided. For example, a SINR of -15 dB or -20 dB can be a guideline for evaluating IgRS performance. This can further impact the pattern of IgRS, such as bandwidth in frequency domain, repetition number in time domain, sequence selection, etc.
Proposal 8: Requirement of IgRS detection performance should be decided to guide the IgRS design.
Conclusions
In this contribution, we share our preliminary consideration on RS design for remote interference management. The proposals are summarised as follows:
Proposal 1: Take the pseudo-random sequence (length-31 Gold sequence) specified in NR as the starting point for IgRS design.
Proposal 2: IgRS is transmitted in the last few symbols of the DL transmission within a DL-UL configuration period.
Proposal 3: Each IgRS resource includes at least 2 OFDM symbols, and the IgRS is the same within each symbol, where circular characteristics is satisfied. 
Proposal 4: For IgRS symbol generation, consider using Alt.1 or Alt.2 to guarantee the circularity between the consecutive OFDM symbols.
· Alt.1: PRACH-like OFDM signal generation, where the CP is only added to the front of the 1st OFDM symbol, and the CS is optionally added to the end of the last OFDM symbol.
· Alt.2: PDSCH-like OFDM signal generation, where the CP is separately added to the front of each OFDM symbol, but in frequency domain, the IgRS in different OFDM symbols need to be multiplied with different linear phase rotation factors.
Proposal 5: For Framework-1, the RS-1 and RS-2 are the same RS with a common design.
Proposal 6: For Framework-1,
· IgRS for each gNB should be transmitted sparsely in time domain for sufficient remote interference reduction and minimized resource expense.
· With the sparsity of IgRS transmission occasion, the partial ID of gNB transmitting IgRS can be conveyed by the time-domain location of IgRS transmission without additional cost.
Proposal 7: For Framework-2.1 and Framework-2.2, IgRS sequence and transmission time carry two non-overlapping parts of the cell ID information, respectively.
· IgRS for each gNB is transmitted sparsely in time domain.
· FFS the targeted cell ID, i.e. a global cell ID or a private cell ID.
Proposal 8: Requirement of IgRS detection performance should be decided to guide the IgRS design.
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