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[bookmark: _Ref124589705][bookmark: _Ref129681862]Introduction
In RANP#80 meeting, a new study item, i.e., study on remote interference management for NR was approved [1]. The SI focuses on synchronized macro cells with semi-static DL/UL configuration, and detailed objectives are copied below.
	A. Study mechanisms for improving network robustness and addressing strong remote base station interference, including potential UE side’s enhancement [RAN1]
B. Study mechanisms for identifying which gNB(s)generate strong remote interference, including the following aspects:
i. Potential Reference signal design for gNB to identify that it creates strong inter-gNB interference to some victim gNB[RAN1]
1. Existing reference signals are starting points of discussion.
ii. Mechanism for gNB to start and terminate the transmission/detection of the reference signal(s) [RAN1, RAN3]
C. Study the potential additional coordination among gNBs for mitigating remote interference [RAN3]


In this contribution, possible mechanisms for mitigating remote interference are provided, and potential UE side’s enhancement is also discussed. 
[bookmark: _Ref129681832]Discussion
To suppress remote interference among gNBs, mitigation schemes can be applied at either victim or aggressor side, and coordination scheme between victim and aggressor gNBs seems also effective. Note that, interference reciprocity cannot always be assumed between each pair of aggressor and victim gNBs. Particularly, for the scenario that few sets of aggressor gNBs cause interference to a few or more sets of victim gNBs, letting the aggressors take RIM actions will cause less impact on the network performance compared with performing interference mitigation at victim side. When it comes to the case that few sets of victim gNBs are interfered by quite a lot sets of aggressors, resolving interference at victim side will be more efficiency. In addition, performing interference mitigation schemes only at one side of aggressor or victim may lead to significant performance degradation for either DL or UL. A better tradeoff can be achieved if both aggressor and victim can take action in a joint manner. Such approach seems to be more fairness. Moreover, the concerned remote interference in co-channel may occur between gNBs in different countries, whose interaction is not allowed or recommended to be enabled. Hence, applying the interference mitigation schemes at aggressor side seems infeasible in this situation, and victims have to take action. Thus, it is preferred to support hybrid interference mitigation schemes for RIM.
Proposal 1: Interference mitigation schemes at both aggressor and victim sides shall be supported.
Time frequency domain interference mitigation
As shown in Figure 1, the UL time duration of the victim gNB that endures remote interference always starts from the first symbol after the guard period for DL-to-UL transition. And the DL time duration of the aggressor gNB that causes remote interference to other gNBs ends at the last DL symbol before the guard period for DL-to-UL transition. Thus, interference mitigation schemes are only needed to be adopted in these UL and DL time duration.

[image: ]
Figure 1. Illustration of remote interference.
Time domain resource configuration
In current commercial TD-LTE network, RIM schemes are already supported. A typical approach is to reconfigure the special subframe configuration in order to avoid DL transmission on the interfering symbols, e.g., from 9:3:2 to 3:9:2. When it comes to NR, such scheme can be directly used at either victim or aggressor side, or both sides. 
It is feasible for the victim gNB to obtain the number of symbols that endures severe interference by performing interference measurement. Afterwards, the victim gNB can reconfigure all these interfered UL symbols to be unknown symbols, thus completely avoiding the remote interference. Moreover, time domain resource allocation is quite flexible in NR, where non-slot based scheduling allows a couple of continuous symbols to be scheduled for transmission. Hence, it is possible for the network scheduler to avoid scheduling UL transmission for any UE in the UL symbols suffering from strong remote interference. As a result, such interference can be handled up to gNB implementation which may be transparent to UE.
As for aggressor gNB, it can identify itself as an aggressor by detecting the reference signals sent by victim gNBs or receiving information through backhaul links between gNBs. By using similar ways, the aggressor can also acquire the accurate number of DL symbols that would cause interference. Afterwards, the aggressor gNB can enlarge the guard period by reducing the number of DL symbols, where all the DL symbols causing remote interference can be reconfigured to be unknown symbols, thus resolving remote interference in a proactive way. Similar to the approach at the victim side, it is also feasible for the network scheduler to abandon DL transmission for any UE in the DL symbols causing remote interference. This solution can be regarded as equivalent to reconfiguring slot format, but is transparent to UE.
Frequency division multiplexing
Besides aforementioned time domain approach, frequency domain solution can be also considered. In particular, aggressor can multiply DL transmission with UL transmission of victim in a frequency division manner (FDM). An example is illustrated in Figure 2(a).  It is seen that the aggressor only occupies the higher part of the entire transmission bandwidth in the DL symbols that potentially causing remote interference while victim uses the lower part within the UL symbols that suffer from remote interference. In this case, interference from DL to UL can be suppressed in some degrees. In addition, if interference reciprocity is assumed between aggressor and victim, i.e., the gNB causing interference is likely to also endure interference and vice versa, a common slot format will be adopted for both aggressor and victim as depicted in Figure 2(b). Note that, the occupied resource for both DL and UL can be pre-configured by OAM, thus no additional signaling is needed between gNBs.

[image: ]
Figure 2. Illustration of frequency resource division between aggressor and victim
Though subcarrier alignment between aggressor and victim can be attained, inter-subcarrier interference from aggressor to victim cannot be completely avoided by frequency domain partition due to the fact that the timing misalignment between interference and UL signals at the victim side may exceed the CP. Thus, proper guard band is required to further reduce the interference to an acceptable level. Further discussion and evaluation is needed to verify the feasibility of the FDM method.
Power control based interference suppression
It is a common understanding that the remote interference arriving at the victim is of a wide value range. Such interference may not always be in an exceedingly strong level that is likely to block the UL transmission of the victim gNB. Apparently, under the circumstance that remote interference is not that strong, it is applicable for the victim gNB to increase UE transmit power and/or degrade the MCS for uplink transmission. This approach can prevent the waste of UL resource in some degrees, which is superior to purely abandoning transmission in the interfered UL symbols. Particularly for the power control scheme, the victim gNB can only increase the transmit power for cell-center UEs. While the corresponding transmit power for cell-edge UEs shall not be increased so as to not increase the inter-cell interference. It is stressed that only the UL transmit power in the interfered UL symbols needs to be increased. Thus at the UE side, independent loops of power control may be used for the UL symbols with and without remote interference, which is depicted in Figure 3.
[image: ]
Figure 3. Illustration of symbol-level UL power control.
As for PRACH transmission, the configured PRACH resource corresponding to the victim cell may collide with UL time duration suffering from remote interference. When UE selects the interfered PRACH resource for preamble transmission, larger transmit power is required for the UE so as to make it possible for gNB to detect successfully. Although current PRACH power ramping mechanism can facilitate UE to obtain the higher transmit power, more trials are needed when UE selects the interfered PRACH resource. To avoid such negative impact, proper enhancement can be studied for PRACH power control. For instance, it is proper for UE to use different transmit power in the PRACH occasions with and without remote interference for the first preamble transmission, which is illustrated in the following Figure 4. 
[image: ]
Figure 4. Illustration of PRACH power control.
Alternatively, power control mechanism can be also adopted at the aggressor where the gNB can reduce the transmit power only in the DL symbols that would potentially cause remote interference as illustrated in Figure 5. Using this method, cell-center UEs can be scheduled for DL transmission in the concerned DL symbols. Note that, if the aggressor is not able to obtain how much power shall be reduced, power control mechanism can be performed step-by-step. Particularly, when a gNB identifies itself as an aggressor, it can decrease the DL transmit power in corresponding DL symbols with a certain value. If such power reduction can resolve the remote interference, victim gNBs would stop transmitting reference signal or backhaul signaling so that the aggressor can realize that the interference has already been resolved. Otherwise, the aggressor will still receive the reference signal or backhaul signaling from victim gNBs, then it should continue to decrease the DL transmit power until the interference is resolved. 
[image: ]
Figure 5. Illustration of DL power reduction.
Spatial domain interference mitigation
From the victim perspective, the victim gNB can first estimate the direction of remote interference via interference measurement. Then it can apply advanced beam management schemes, e.g. beam nulling and beam selection, to suppress the remote interference in spatial domain. While at the aggressor side, if the aggressor gNB can acquire the information of which beam(s) would cause remote interference, it can abandon the use of the specific beams in the DL symbols that would cause interference. Other beams can still be used for DL transmission in those DL symbols. Thus, it is also possible to mitigate remote interference in spatial domain.
According to above discussion, schemes including time/frequency resource configuration, power control and beam management are identified to be promising for mitigating remote interference. Then the following proposal is given.
Proposal 2: Consider interference mitigation schemes including time/frequency resource configuration, power control and beam management.
Conclusions
In this contribution, potential mechanisms to mitigate remote interference are discussed. The following proposals are given:
Proposal 1: Interference mitigation schemes at both aggressor and victim sides shall be supported.
[bookmark: _Ref124589665][bookmark: _Ref71620620][bookmark: _Ref124671424][bookmark: _GoBack]Proposal 2: Consider interference mitigation schemes including time/frequency resource configuration, power control and beam management.
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