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[bookmark: _Ref124589705][bookmark: _Ref129681862]Introduction
In RANP#80 meeting, a new study item, i.e., study on remote interference management for NR was approved [1]. The SI focuses on synchronized macro cells with semi-static DL/UL configuration, and detailed objectives are copied below.
	A. Study mechanisms for improving network robustness and addressing strong remote base station interference, including potential UE side’s enhancement [RAN1]
B. Study mechanisms for identifying which gNB(s)generate strong remote interference, including the following aspects:
i. Potential Reference signal design for gNB to identify that it creates strong inter-gNB interference to some victim gNB[RAN1]
1. Existing reference signals are starting points of discussion.
ii. Mechanism for gNB to start and terminate the transmission/detection of the reference signal(s) [RAN1, RAN3]
C. Study the potential additional coordination among gNBs for mitigating remote interference [RAN3]


In RAN1#94 meeting [2], a couple of RIM frameworks have been discussed to be the starting points.
	Agreements:
Framework-1, Framework-2.1, Framework-2.2 below are used as starting point for further study, using Framework-0 as basis for comparison.
Note:
· Not all the steps need to be included when making use of a given framework.
· [bookmark: p2]Mechanisms for improving network robustness at both victim and aggressor side can be studied under the NR-RIM frameworks.
· A victim cell may take actions applying remote mitigation scheme. This detail is FFS
· An aggressor may also be a victim (and vice versa) at least for Scenario #1


For the entire RIM framework and each component step, there are still a lot of issues to be addressed and clarified. Thus in this contribution, we provide our views on the design considerations on the entire RIM framework and the component steps within the framework. Besides, the design principles for interference identification are also discussed.
[bookmark: _Ref129681832]Discussion
On RIM framework
First of all, it is recommended to categorize different RIM frameworks based on whether OAM and/or backhaul signaling is necessary or not. The following three categories can be introduced:
· Category 0: OAM-based framework, where the actions of gNBs can be controlled by OAM, e.g., current Framework-0.
· Category 1: Adaptive framework without backhaul, where gNBs can only interact with each other via reference signals, e.g., current Framework-1.
· Category 2: Adaptive framework with backhaul, where gNBs can interact with each other via both backhaul signaling and reference signals, e.g., current Framework-2.1 and 2.2.
For each aforementioned category of RIM framework, the conditions for triggering either aggressor or victim gNB to take action in each step are discussed as following. 
On framework category 0
· When does victim gNB start to transmit RS?
When victim gNB detects sloping-like IoT increase and the measured IoT exceeds a predefined threshold denoted by TH-1, the gNB can start to transmit RS. To improve the detection reliability and decrease false-alarm probability, one gNB can start to transmit RS when it detects sloping-like IoT increase over TH-1 for multiple times, e.g., N1, within a given time duration T1, where the values of N1 and T1 can be pre-configured. 
Optionally, this action can be also controlled by OAM. For example, when victim gNB suffers from remote interference, it reports to OAM and waits for OAM’s command. From the perspective of OAM, if a very small amount of gNBs report to endure remote interference, it is more efficient to directly let these gNBs perform uplink backoff solutions instead of triggering the RIM procedure. Such procedure provides more flexibility for OAM.
· When does potential aggressor gNB start to monitor RS?
According to the following agreements achieved in the last RAN1 meeting, two scenarios with and without interference reciprocity should be considered.
	Agreements:
· In terms of the IoT (interference over thermal) increase between two sets of gNBs causing remote interference to each other, two scenarios should be considered for NR-RIM,
1. Scenario #1: IoT increases are detectable by one or more gNBs in both sets,
2. Scenario #2: IoT increase is detectable by one or more gNBs in only one set.


Particular to the scenario#2 that IoT increase is only detectable by one or more gNBs in only one set, the potential aggressor gNB may not endure IoT increase over the same threshold which makes it infeasible to be triggered for RS monitoring in IoT-increase based adaptive manners. Thus, OAM is required to trigger the potential aggressor gNBs to monitor RS.
· When does aggressor gNB adopt interference mitigation schemes?
Once the aggressor gNB successfully detects one or more RS, it can realize itself as an actual aggressor and perform downlink backoff schemes to avoid causing remote interference. 
Optionally, this action can be also controlled by OAM. The procedure can be that the aggressor gNB reports to OAM and wait OAM’s decision. From the perspective of OAM, it can obtain the overall interference situation of the entire network and is possible to choose the optimal scheme for each aggressor gNB, e.g., backoff downlink symbols or power reduction. 
· When does aggressor gNB restore normal configuration?
When the aggressor gNB does not detect any RS within a given time duration, it can realize itself to recover from an actual aggressor. Afterwards, the gNB can restore normal configuration.
· When does aggressor gNB stop monitoring RS?
Once the gNB realize itself to recover from an actual aggressor, it can stop monitoring RS at the same time.
· When does victim gNB stop transmitting RS?
This should be triggered by OAM. Because the sloping-like IoT increase will vanish at the victim side after aggressor gNBs adopt interference mitigation schemes but do not transmit any RS, then the victim gNB cannot identify when the atmospheric ducting phenomenon disappears. Thus, when all the aggressor gNBs have restored normal configuration, OAM will trigger victim gNB to stop transmitting RS.
On framework category 1
· When does victim gNB start to transmit RS-1?
The gNB can start to transmit RS-1 when it detects sloping-like IoT increase over a predefined threshold TH-1 for multiple times within a given time duration.
· When does potential aggressor gNB start to monitor RS-1?
Focusing on scenario#2 that IoT increase is only detectable by one or more gNBs in only one set, gNBs in the other set may not endure IoT increase. Another IoT threshold TH-2 can be introduced, where the potential aggressor gNB can start to monitor RS when it detects IoT increase over TH-2 for multiple times within a given time duration. But there is a risk for the extreme case that no IoT increase is observed at the aggressor side. In this case, the aggressor would not monitor RS-1. A possible solution can be letting the potential aggressor gNBs monitor RS-1 all the time, which would highly increase the gNB complexity and power consumption. 
· When does aggressor gNB start to transmit RS-2?
Once the aggressor gNB successfully detects one or more RS-1, it can realize itself as an actual aggressor. Then it starts to transmit RS-2. 
· When does aggressor gNB adopt interference mitigation schemes?
On the condition that the gNB realizes itself as an actual aggressor, it should perform downlink backoff schemes to avoid causing remote interference. 
· When does aggressor gNB restore normal configuration?
When the aggressor gNB does not detect any RS-1 within a given time duration, it can realize itself to recover from an actual aggressor. Afterwards, the gNB can restore normal configuration.
· When does aggressor gNB stop monitoring RS-1?
Once the gNB realize itself to recover from an actual aggressor, it can stop monitoring RS-1 at the same time. 
· When does victim gNB stop transmitting RS-1?
As the sloping-like IoT increase will vanish at the victim side after all aggressor gNBs adopt interference mitigation schemes, then the victim gNB can only identify whether the atmospheric ducting phenomenon disappears or not according to the detection of RS-2. Hence, when the victim gNB does not detect any RS-2 within a given time duration, it can realize that atmospheric ducting phenomenon has disappeared. Then, it stops transmitting RS-1.
· When does aggressor gNB stop transmitting RS-2?
When the aggressor gNB does not detect any RS-1 within a given time duration, it can realize itself no longer to be an aggressor. Then, it stops transmitting RS-2.
For framework category 1, both victim and aggressor gNBs need to transmit RS where the RS-1 sent by victim is used for potential aggressor gNB to identify whether it is an actual aggressor or not. The action of performing remote interference mitigation schemes or restoring normal configuration also depends on the detection of RS-1. While RS-2 sent by aggressor is used for victim gNB to identify whether remote interference disappears or not. If strict reciprocity between each pair of aggressor and victim gNBs is not satisfied where the aggressor would cause interference to the victim while the victim contributes no IoT increase for the aggressor, then it may not be possible for the aggressor to detect RS-1 when the atmospheric ducting phenomenon is not that severe. In this situation, sufficient code spreading gain of RS-1 is required to ensure successful RS-1 detection for the robustness of framework category 1. Nonetheless, it is feasible when reciprocity between a pair of aggressor and victim is well achieved.
On framework category 2 
· When does victim gNB start to transmit RS?
Similar to framework category 1, the gNB can start to transmit RS when it detects sloping-like IoT increase over a predefined threshold TH-1 for multiple times within a given time duration.
· When does potential aggressor gNB start to monitor RS?
One option can be the same solution as that in category 1 where potential aggressor gNBs can start to monitor RS when IoT increase is larger than TH-2. Similarly, there is a risk for an extreme case that no IoT increase is observed at the aggressor side. Thus, the condition that IoT increase is larger than TH-2 may be not satisfied.
Since backhaul can be used in this framework, another solution can be that victim informs multiple potential aggressors to start monitor RS via backhaul signaling in a broadcast or multi-cast manner. The information of potential aggressor gNBs can be initialized by OAM and stored in the victim gNB. Moreover, such information can be further updated by the victim gNB according to the interference information of long term observation. The feasibility needs to be checked by RAN3.
· When does aggressor gNB adopt interference mitigation schemes?
Once the aggressor gNB successfully detects one or more RS, it can realize itself as an actual aggressor and perform downlink backoff schemes to avoid causing remote interference. Besides, each victim gNB needs to acquire the identities of all the aggressor gNBs. The identity of aggressor gNB is used for victim gNB to decide whether to stop transmitting RS or not. Hence, the aggressor gNB shall inform victim gNB its identity via backhaul signaling.
· When does aggressor gNB restore normal configuration?
Similar to framework category 1, when the aggressor gNB does not detect any RS sent by victim gNB within a given time duration, it can realize itself to recover from an actual aggressor. Afterwards, the gNB can restore normal configuration.
· When does aggressor gNB stop monitoring RS?
Similar to framework category 1, once the gNB realize itself to recover from an actual aggressor, it can stop monitoring RS at the same time.
· When does victim gNB stop transmitting RS?
After aggressor gNB satisfies the condition for storing normal configuration, it can inform the victim gNB via backhual to stop transmitting RS. Thus, at the victim gNB side, it can stop transmitting RS after receiving backhaul information from all the aggressor gNBs. 
RIM framework with RS only transmitted by aggressor
If interference reciprocity between each pair of aggressor and victim gNBs is not satisfied where the aggressor would cause interference to the victim while the victim contributes no IoT increase for the aggressor, it may not always be possible for the aggressor to detect RS when the atmospheric ducting phenomenon is not that severe. In this situation, current Framework 0/2.1/2.2 with RS only transmitted by victim is not robust. 
Observation 1: Framework with RS only transmitted by victim, e.g., current Framework 0/2.1/2.2, is not robust for the scenario that interference reciprocity between each pair of aggressor and victim gNBs is not satisfied.
It should be emphasized that if one aggressor gNB would indeed cause interference to one victim gNB, the victim gNB is able to detect RS sent by the aggressor gNB. Thus, the framework that RS is transmitted by the aggressor gNB can be considered.
The workflow of framework that RS is transmitted by aggressor gNB is provided bellow, which is also illustrated in Figure 1.
· Step 0: Atmospheric ducting phenomenon happens and remote interference appears.
· Step 1: When the victim is identified to suffer from remote interference, it informs potential aggressor gNBs to transmit RS via backhaul, and at the same time starts to monitor RS. Note that, the information of potential aggressor gNBs can be initialized by OAM and stored in the victim gNB.
· Step 2: Upon reception of backhaul information, the aggressor gNB starts to transmit RS.
· Step 3: The victim identifies the true aggressors within the potential aggressor gNBs, then informs these true aggressors that they are causing remote interference, and informs other gNBs within the potential aggressor gNBs to stop transmitting RS.
· Step 4: For true aggressors, they would perform RIM after receiving backhaul information. For other gNBs, they would stop transmitting RS after receiving backhaul information.
· Step 5: When victim does not detect the RS from the aggressor gNB, the victim would inform the aggressor gNB to restore normal configuration and to stop transmit RS via backhaul.
· Step 6: The aggressor takes action as backhaul information indicates.
[image: ]
Figure 1. Illustration of workflow for aggressor transmitting RS.
The concerned framework is robust for the asymmetric scenario. The only drawback may be the backhaul consumption where each victim gNB is required to establish backhaul to potential aggressor gNBs.Set-to-set backhaul construction can be considered to reduce backhaul consumption, where backhaul is constructed between two different sets of gNBs.
Proposal 1: For the scenario that interference reciprocity between each pair of aggressor and victim gNBs is not satisfied, consider a new RIM framework where RS is only transmitted by aggressor gNBs.
Design principles for interference identification
For aforementioned RIM frameworks, the RS receiver needs to identify and differentiate RS transmitters. Thus, gNB identity shall be carried in the RS transmission, e.g., in time, frequency and/or code domain. To obtain an effective design, the following aspects should be addressed first.
· Maximum number of bits needs to be carried in the RS transmission
· Maximum time duration to complete one round detection.
It has been agreed in the last RAN1 meeting [2] where the distance between gNB aggressor and gNB victim can be up to 300 km.
	Agreements:
· Inform RAN3 that three frameworks are used as in RAN1 as a starting point for further study. Following information will also be included is the LS.
· The distance between gNB aggressor and gNB victim can be up to 300 km.
· Action to RAN3: to provide feedback regarding feasibility of the frameworks
· Draft LS in R1-1809875, which is approved and final LS in R1-1809987


Thus it should be a necessity for a gNB to identify gNBs within the region of radius up to 300km, i.e. about 280000 square kilometers (sq. km).  Based on the layout model provided in [3], the density of gNBs for dense urban, urban macro, and rural scenarios can be calculated as 28.9, 4.6, and 0.38 per sq. km, respectively. In accordance with the information provided in [4], the ratio of built districts to total region is suggested to be 3%, thus 97% in the total area can be treated as rural scenario. Furthermore, the ratio of dense urban area to total area of built districts in [4] is 10%. Then, we can obtain the ratio of dense urban and urban macro to total region as 0.3% and 2.7%, respectively. Then, the number of gNBs within the concerned region, i.e., 280000 sq. km is calculated to be about 160000. Namely, one gNB requires to at least identify more than 160000 different gNBs in total. Taking the example that reference signal is transmitted from aggressor to victim, the information of gNB identity may be conveyed via reference signal transmission in order to facilitate the victim gNB identifying the aggressor gNB(s) successfully. Based on the estimated number of gNBs above, it is seen that at least 18 bits should be conveyed via the reference signal. 
Observation 2: In order to identify inference up to 300km, the RS transmission shall at least convey 18 bits information.
Proposal 2: Determine a maximum number of bits denoted by Nbit that should be conveyed in RS transmission.
It is widely accepted that the phenomenon named “troposphere ducting” is the main cause for the occurrence of remote interference. It should be emphasized that the tropospheric ducting phenomenon is very relevant to the weather and climate, and accordingly it may be infeasible to predict the occurrence of remote interference accurately. The time domain property of remote interference has been adequately investigated and discussed in quite a few articles including [5]. It is demonstrated that the remote interference typically lasts hours long when it occurs and sometimes the interference can sustain a whole day or even longer. Considering that the remote interference would last a long time when it occurs, there is no need to accomplish a whole round of identification within an exceedingly short time. Hundreds of seconds seem to be proper. In TD-LTE system, one round of detection can be accomplished with 16384 radio frames, and such time duration can be the starting point.
Proposal 3: Determine a maximum time duration denoted by Tround to complete one round detection, where Tround =16384/100 s, i.e., 16384 radio frames can be the starting point.
When both Nbit and Tround are determined, the issue lies in how to map the information bits to RS resource. It is preferable to allocate reference signals of different gNBs into different time domain uplink resource as possible so as to decrease the number of RS that one gNB needs to detect in one detection window. This approach is beneficial to both improve the successful probability for detection and reduce the implementation complexity for gNB. Taking the DL/UL periodicity of 2.5ms with 30 kHz subcarrier spacing for example, the following mapping way can be considered:
· The radio frame index within 16384 frames carries 14 bits.
· The index of DL/UL period within one radio frame carries 2 bits.
· The remaining 2 bits of total 18 bits can be differentiated by different RS.
[image: ]
Figure 2. Example of mapping from information bits to RS transmission
Note that, such approach can attain the highest probability of successful detection and the lowest implementation complexity. 
Proposal 4: Consider minimizing the number of RS that one gNB needs to detect in one DL/UL period for interference identification. 
Conclusions
In this contribution, views on the design considerations for RIM framework are provided. The following observations and proposals are given:
Observation 1: Framework with RS only transmitted by victim, e.g., current Framework 0/2.1/2.2, is not robust for the scenario that interference reciprocity between each pair of aggressor and victim gNBs is not satisfied.
Observation 2: In order to identify inference up to 300km, the RS transmission shall at least convey 18 bits information.

Proposal 1: For the scenario that interference reciprocity between each pair of aggressor and victim gNBs is not satisfied, consider a new RIM framework where RS is only transmitted by aggressor gNBs.
Proposal 2: Determine a maximum number of bits denoted by Nbit that should be conveyed in RS transmission.
[bookmark: _GoBack]Proposal 3: Determine a maximum time duration denoted by Tround to complete one round detection, where Tround =16384/100 s, i.e., 16384 radio frames can be the starting point.
Proposal 4: Consider minimizing the number of RS that one gNB needs to detect in one DL/UL period for interference identification. 
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