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For NR-RIM, RAN1 has agreed that three frameworks will be used as a starting point for further study. The details of the agreements and the frameworks are as follows.

[bookmark: _GoBack]Agreements[1]:
Framework-1, Framework-2.1, Framework-2.2 below are used as starting point for further study, using Framework-0 as basis for comparison.
Note:
· Not all the steps need to be included when making use of a given framework.
· [bookmark: p2]Mechanisms for improving network robustness at both victim and aggressor side can be studied under the NR-RIM frameworks.
· A victim cell may take actions applying remote mitigation scheme. This detail is FFS
· An aggressor may also be a victim (and vice versa) at least for Scenario #1

0. Framework-0
[image: ]
Workflow of Framework-0
Step 0: Atmospheric ducting phenomenon happens and the remote interference appears
Step 1: 
· Victim experiences “sloping” like IoT increase and start RS transmission
· Aggressor starts monitoring RS as configured by OAM 
Step 2: Upon reception of RS, Aggressor reports the detected RS to OAM
Step 3: OAM sends remote interference mitigation scheme to Aggressor
Step 4: Aggressor applies remote interference mitigation scheme
Step 5: OAM stops RS monitoring and restores original config. at aggressor side and stop RS transmission at victim side.


1. Framework-1
[image: ]
Workflow of Framework-1
Step 0: Atmospheric ducting phenomenon happens and the remote interference appears
Step 1: 
· Victim experiences “sloping” like IoT increase and start RS transmission/monitoring
· This RS marked as RS-1 is used to assist aggressor(s) to recognize that they are causing remote interference to the victim and to detect/deduce how many UL resources of the victim are impacted by the aggressors.
· Aggressor starts monitoring RS as configured by OAM or when it experiences remote interference with “sloping” IoT increase. 
Step 2: Upon reception of RS-1, Aggressor starts remote interference mitigation solutions such as muting some DL transmission symbols and transmits RS to inform victim that the atmospheric ducting phenomenon still exist
· This RS marked as RS-2 is used to assist the victim to decide whether the atmospheric ducting phenomenon still exist.
· It does not preclude the possibility of using RS-2 for other purposes, pending on further study.
Step 3: Victim continues RS-1 transmission while receiving RS-2. Upon “disappearance” of RS-2, victim stops RS transmission
Step 4: Aggressor continue remote interference mitigation while receiving RS-1. Upon “disappearance” of RS-1, Aggressor restores original configuration when “disappearance” of RS-1.

Note: Although RS-1 and RS-2 carry different functionalities, it might be beneficial to achieve a common design for RS-1 and RS-2.

2. Framework-2.1
[image: ]
Workflow of Framework-2.1
Step 0: Atmospheric ducting phenomenon happens and the remote interference appears
Step 1: 
· Victim experiences “sloping” like IoT increase and start RS transmission
· A set of gNBs might use the same RS, which may carry the set ID.
· Aggressor starts monitoring RS as configured by OAM or when it experiences remote interference with “sloping” IoT increase. 
Step 2: Upon reception of RS, Aggressor informs the set of victim gNB(s) the reception of RS through backhaul and apply interference mitigation scheme
· Message exchange in Step 2 could include other information, pending on further study.
Step 3: Upon “disappearance” of RS, Aggressor informs the set of Victim gNB(s) the “disappearance” of RS through backhaul and restore original configuration.
Step 4: Victim stop RS transmission upon the reception of the “disappearance of RS” info through backhaul

3. Framework-2.2
[image: ]

Workflow of Framework-2.2
Step 0: Atmospheric ducting phenomenon happens and the remote interference appears
Step 1: 
· Victim experiences “sloping” like IoT increase and start RS transmission
· A set of gNBs might use the same RS, which may carry the set ID.
· Aggressor starts monitoring RS as configured by OAM or when it experiences remote interference with “sloping” IoT increase. 
Step 2: Upon reception of RS, Aggressor informs the set of victim gNB(s) the reception of RS through backhaul
Step 3: Upon reception of the “reception of RS” info received in the backhaul, victim sends info to assist RIM coordination
Step 4: Aggressor applies remote interference mitigation scheme
Step 5: Upon “disappearance” of RS, Aggressor informs Victim the “disappearance” of RS through backhaul.
Step 6: Victim stop RS transmission upon the reception of the “disappearance of RS” info through backhaul
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