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[bookmark: _Ref124589705][bookmark: _Ref129681862]Introduction
This document provides a summary of the open issues and proposals in 7.2.5 based on the Tdocs submitted in this agenda item.   

Summary and proposals
Skeleton of the TR 38.866
Offline consensus:
Adopt following structure change of Chapter 6 of current TR skeleton:
6. Study on framework and mechanisms for RIM
6.1 Potential mechanisms for improving network robustness
6.1.1 By network implementation
6.1.2 With specification impact
6.2 Potential frameworks for NR RIM
6.2.1 Potential frameworks and workflows for NR RIM 
6.2.2 Potential Reference signal designs for NR RIM 
6.2.3 Summary of potential specification impact
6.3 Potential mechanisms on coordination among gNBs for mitigating remote interference

Mechanisms for identifying strong gNB interferers 
Scenarios

	Company
	Proposal

	CMCC
	1. [bookmark: _Hlk521683419]For the remote interference management, only co-channel interference between gNBs with semi-static TDD configuration is considered. It is assumed that within the whole network, the semi-configured DL and UL between gNBs does not conflict with each other. To guarantee it, a common understanding among the whole network on the maximum DL transmission boundary and the maximum UL transmission boundary within a DL-UL switching period is needed. [R1-1808842]


2. Two scenarios should be considered
a) Scenario #1: symmetric IoT increase between gNBs (clusters) causing remote interference to each other
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b) Scenario #2: asymmetric IoT increase between gNBs (clusters) causing remote interference to each other
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	(a) due to certain network topology
	(b)due to different gNB densities in different regions




	Ericsson
	Observation 1: Basing a RIM mitigation mechanism solely on localized detection of presence of remote interference may not work for the asymmetric IoT degradation case
Observation 2: The study should focus on the asymmetrical IoT degradation case [R1-1808823]

	Intel
	1. For the SI of the remote interference management, only co-channel interference between synchronized macro cells with semi-static TDD DL/UL configuration is considered. It is assumed that within the whole network, the semi-static DL/UL configurations between gNBs do not conflict with each other. The cross-link interference caused by dynamic TDD is not within the scope of the SI.
2. Scenarios
a) Scenario #1: symmetric IoT increase between gNBs clusters causing remote interference to each other.


b) Scenario #2: asymmetric IoT increase between gNBs clusters causing remote interference to each other. 



Figure 2‑2. Asymmetric interference between clusters. Cluster #1 suffers twice as much interference as Cluster #2 and Cluster #3.



Figure 2‑3. Asymmetric interference between clusters. Different gNB densities.
c) Scenario #3: asymmetry between gNB clusters because of different (non-conflicting) semi-static DL/UL configurations. 


Figure 2‑4. Example of heterogeneous non-conflicting semi-static DL/UL configurations.
Proposal 1: Scenario #1, Scenario #2 and Scenario #3 should be studied, with emphasis on cases of asymmetry. [R1-1808703]

	LG
	1. For that, we propose to agree the following assumptions for RIM scenarios [R1-1808529]
· Semi-static DL/UL assignment without dynamic DL/UL assignment is assumed for all slots. 
· Remote CLI issue potentially arises only when aggressor’s DL before GP affects victim’s UL before GP due to longer propagation delay than GP can handle
· Is it assumed that there is no other CLI issue (e.g., due to different DL/UL assignment). If possible, agree DL/UL assignments among gNBs are identical.  
· At least below 6GHz is supported. FFS on above 6GHz. 
2. Scenarios
a) Because of reciprocity, if other conditions (e.g., the number of gNBs in one area is about equal) are same, the remote CLI interference can be symmetric. If we consider only two gNBs, it is likely that both are aggressor of each other. This scenario can be refer to the symmetric interference scenario as illustrated in Figure 1.
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Figure 1. Simple symmetric remote CLI scenario when only two gNBs are existed.
b) However, there would exist many parameters for determining the characteristic of remote CLI as below:
i. Distance between aggressor gNB and victim gNB
ii. Number of (interfering or active) aggressor gNBs
iii. Transmission power on DL signal of aggressor gNB
iv. Time/distance scale of environment (especially, related to atmospheric ducting phenomenon)
v. Etc.
In practical environment, the power of remote interference may be varied due to the above parameters and the remote CLI may be asymmetrical each other according to the victim gNB. So, remote CLI characteristic in the asymmetric interference scenario should be also considered for designing remote interference management schemes. 

	Nokia
	As from LTE experience, there is in general remote interference reciprocity between cell sites, which means if there is RI from one cell to another, there will be RI in the opposite direction. In practice, depending on the transmission power, the cell deployment, etc., the interference power level in different cells might be vary a lot. A cell that contributes high remote interference to another cell might suffer high or low interference. As a result, there will be correspondingly several cell types. Figure 2 gives an illustration, where cell 1 and cell 2 are both victim cells and aggressor cells, while cell 3 is an aggressor cell only.  


Figure 2 Cell types under RI reciprocity[R1-1809221]

	Samsung
	Depending on the topology of the set of victim eNBs and the set of aggressor eNBs, two scenarios can be classified, 
1) Symmetric remote interference
In such a simple scenario, the two sets of eNBs cause strong remote interference to each other. It is not necessary that the interference levels are same/similar at the two sets.
2) Asymmetric remote interference
In the real network, depending on the real deployment, it is possible that eNB set 1 causes remote interference to eNB set 2. However, the interference from eNB set 2 to eNB set 1 is still tolerable. For example, if eNB set 1 has more cells than eNB set  2, strong interference generated by eNB set 1. 
Scenario 2 is more complicated and should be focus for the study. It is expected a scheme handling scenario 2 is also applicable to scenario 1. 

	ZTE
	1. NR-RIM SI will focus on synchronized macro cells with semi-static DL/UL configuration in co-channel deployed in unpaired spectrum. In this case, RI is caused by long distance transmission through the atmospheric duct, not caused by the lack of alignment of the slot formats between neighbor or remote cells. Therefore, we can assume that the slot formats of all cells are the same, that assumption is reasonable at least for macro deployment scenario.
2. There are two possible scenarios of remote interference. In Scenario #1, if atmospheric duct phenomenon appears, the IoTs increase are at comparable levels at both gNBs that cause remote interference to each other. Scenario #1 exists in NR due to channel reciprocity in TDD systems. It also depends on network topology, e.g. point-to-point or cluster-to-cluster with same density. In Scenario #2, asymmetric IoTs increase between gNBs that cause remote interference to each other if atmospheric duct occurs. The reason for Scenario #2 is that some gNBs suffer from remote interference caused by more gNBs than the others, due to a specific network topology or different gNB densities in different regions.
Among two scenarios, Scenario #1 is simpler and easier for standardizing RIM solutions based on it. Scenario #2 is closer to the actual network and can cover more types of deployment scenarios. But obviously it is more complex than Scenario #1. We think both scenarios need to be considered for NR-RIM.



Offline consensus:
[bookmark: _Hlk521683489]To include the following in the TR: As shown in Figure 1, it is assumed in the RIM study that the whole network with synchronized macro cells has a common understanding on a DL transmission boundary (denotes as the 1st reference point) which indicates the ending boundary of the DL transmission, and an UL reception boundary (denotes as the 2nd reference point) which denotes the starting boundary of the first allowed UL reception within a DL-UL transmission periodicity. 
· The boundary may be considered for RS design
· The 1st reference point locates before the 2nd reference point.



Figure 1. Illustration of DL and UL transmission boundaries within a DL-UL transmission periodicity

Offline consensus:
In terms of the IoT increase between two sets of gNBs causing remote interference to each other, two scenarios should be considered for NR-RIM,
1. Scenario #1: IoT increases are detectable by one or more gNBs in both sets,
2. Scenario #2: IoT increase is detectable by one or more gNBs in only one set.

NR-RIM framework

	Company
	Proposal

	CATT
	Proposal 7: 
· The following three conditions are considered to trigger the transmission of reference signal:
· For a potential interfering gNB, the gNB can be configured to turn on the transmission, or
· A gNB experiences remote interference starts to transmit the reference signal, or
· A gNB successfully detects reference signal from other gNBs starts to transmit the reference signal.
Proposal 8: 
· The following two conditions are considered to stop the transmission of reference signal:
· A gNB does not detect any reference signal within a time window, and
· A gNB(or OAM) receives few or no reporting within a time window.

	CEWiT
	Proposal 2: Reference signal design should consider the unknown propagation delays between gNBs. The feasibility of using existing RS or with modifications or a new RS for identifying the interference due to remote gNBs should be studied.
Proposal 3: RIM study should strive for joint design of gNB-gNB interference detection in flexible duplexing and RIM.

	CMCC
	Two framework has been proposed R1-1808841
1. NR-RIM framework 1
a) Step1: Victim triggers RS transmission and monitoring while experiencing remote interference.
i. This RS marked as RS-1 is used to assist aggressor(s) to recognize that they are causing remote interference to the victim and to detect/deduce how many UL resources of the victim are impacted by the aggressors.
b) Step2: Aggressor starts RS monitoring as configured by OAM or due to experiencing remote interference.
c) Step3: Aggressor starts remote interference mitigation solutions such as muting some DL transmission symbols and transmits RS to inform victim that the atmospheric ducting phenomenon still exist, while receiving RS-1.
i. This RS marked as RS-2 is used to assist the victim to decide whether the atmospheric ducting phenomenon still exist.
d) Step4: Victim continue RS-1 transmission while receiving RS-2, and stop RS-1 transmission when “disappearance” of RS-2.
e) Step5: Aggressor continue remote interference mitigation while receiving RS-1, and restore original configuration when “disappearance” of RS-1.
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2. NR-RIM framework 2
a) Step1: Victim triggers RS transmission and monitoring while experiencing remote interference.
b) Step2: Aggressor starts monitoring RS as configured by OAM or due to experiencing remote interference.
c) Step3: Aggressor starts remote interference mitigation solutions such as muting some DL transmission symbols and informs Victim the reception of RS through backhaul, while receiving RS for RIM.
d) Step4: Aggressor inform Victim the “disappearance” of RS through backhaul when “disappearance” of RS, and restore original configuration.
e) Step5: Victim stop RS transmission when receiving the RS “disappearance” message through backhaul.
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	Ericsson
	The following baseline procedure shall be used for RS transmission/monitoring: i) RI identification (victim); ii) RS Tx (victim); iii) RS monitoring (potential aggressor) [R1-1808823]

	Huawei
	Generally, the triggering of IgRS detection can be related to the characteristics of the IoT of the received signal [3]. As mentioned in [3], due to remote interference, the IoT becomes slope-like in time domain. Other characteristics can be further studied in this purpose. Then, when the IoT shows that remote interference is likely to exist, the gNB can start IgRS detection. 
For triggering of IgRS transmission, it can be related to the triggering of IgRS detection. If the channel reciprocity holds, for the gNB who is suffering from remote interference, it also causes remote interference to other gNBs. So, a possible way is that if the gNB starts IgRS detection, it also starts IgRS transmission. But this is based on the assumption of channel reciprocity. Also, the triggering of IgRS transmission may be related to cooperation method. One or more proper triggering conditions of IgRS transmission should be further studied.
For termination of detection/transmission of IgRS, it can depend on the failure of IgRS detection. For a gNB which has already started detection /transmission of IgRS, if the gNB cannot successfully detect any IgRS during a predefined time, it can judge that there is no remote interference, and then can stop detection/transmission of IgRS. [R1-1808068]

	Intel
	1. Framework 1 and Framework 2 shall be both studied. 
2. The “IoT demonstrate remote interference characteristics” trigger shall be determined by two configurable parameters: 1) IoT power threshold and 2) time interval for which the IoT remains above that power threshold.
3. For the scenario of asymmetric IoT increase, triggering RS monitoring by OAM is necessary in Framework 1 and Framework 2.
4. The stop condition “RS disappearance” (in Step 4 and Step 5) should take into account two factors: 1) being unable to detect the RIM-RS within a time window in which it was previously detected and 2) the statistics of the ADI effect, if any.

	LGE
	2. One-way OTA based Framework [R1-1808530]
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Figure 1. One-way OTA based framework

1) Step1: Identify remote CLI at victim gNB.
2) Step2: Victim gNB can broadcast pre-defined RS signal to all aggressor gNB to identify occurrence of remote CLI.
3) Step3: Aggressor gNB can detect RS signal from victim gNB and apply RIM scheme to solve remote CLI among candidate techniques for RIM.
4) Step4: Go to step1 until satisfy predefined condition. 
3. Two-way OTA based Framework 
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Figure 2. Two-way OTA based framework

1) Step1: Identify remote CLI at victim gNB
2) Step2: Victim gNB broadcasts pre-defined RS signal to all aggressor gNB to identify occurrence of remote CLI.
3) Step3: Aggressor gNB can detect RS signal from victim gNB and apply RIM scheme to solve remote interference among candidate techniques for RIM.
4) Step4: Aggressor gNB broadcasts pre-defined RS signal to victim gNB to request judge whether remote CLI is still exists.
5) Step5: Go to step1 until satisfy predefined condition
4. Two-way OTA/backhaul based Framework-1
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Figure 3. Two-way OTA/backhaul based framework-1
1) Step1: Identify remote CLI at victim gNB
2) Step2: victim gNB broadcasts pre-defined RS signal to all aggressor gNB to identify occurrence of remote CLI.
3) Step3: Aggressor gNB can detect RS signal from victim gNB and feedback corresponding information for RIM (e.g., aggressor cell/group/cluster ID, power level of remote CLI, and etc.) via OTA signalling. For a victim to identify aggressors, the aggressor gNB can also transmit RS. 
4) Step4: Victim gNB measures RS from aggressors, and identify aggressors. Victim gNB share recommended potential techniques to aggressor gNB via backhaul signalling by considering received information from aggressor gNB and prior information (e.g., distance from aggressor gNB, number of aggressor gNB, characteristic of remote CLI channel, and etc.).
5) Step5: Aggressor gNB applies RIM scheme to solve remote CLI among candidate techniques from victim gNB.
6) Step6: Go to step1 until satisfy predefined condition.
5. Two-way OTA/backhaul based Framework-2
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Figure 4. Two-way OTA/backhaul based framework-2
1) Step1: Identify remote CLI at victim gNB.
2) Step2: Victim gNB broadcasts pre-defined RS signal to all aggressor gNB to identify occurrence of remote CLI. 
3) Step3: Aggressor gNB can detect RS signal from victim gNB and feedback corresponding information for RIM (e.g., aggressor cell/group/cluster ID, power level of remote CLI, and etc.) via backhaul signalling. 
4) Step4: victim gNB share recommended potential techniques to aggressor gNB via backhaul by considering received information from aggressor gNB and prior information (e.g., distance from aggressor gNB, number of aggressor gNB, characteristic of remote CLI channel, and etc.).
5) Step5: Aggressor gNB applies RIM scheme to solve remote CLI among candidate techniques from victim gNB.
6) Step6: Go to step1 until satisfy predefined condition.


	Nokia
	Based on the interference reciprocity, if a cell is a victim cell, it will start the RIM operations correspondingly as also an aggressor cell, although the cell might be victim cell only and not generating any RI. On the other hand, if the cell is aggressor cell only, it might not be able to start the RIM operations autonomously, but should be triggered through e.g., network nodes such as OAM. Details are FFS here.[ R1-1809221]
Proposal 2: The victim cell triggers the RIM operations from the the observed interference level in the OFDM symbols after GP.
Proposal 3: From the detection of RIM RS that is transmitted from the victim cell, the aggressor cell can determine the interfered OFDM symbols in the victim cell, and can determine the time of RI disappearance. 
Proposal 4: Solutions for reducing the DL impacts in the aggressor cells, such as partial muting in frequency domain and spatial domain, and through exact aggressor cell identification, should be studied.  

	Qualcomm
	Study the UE assisted remote interference detection mechanism which allows the UE to report to the network at least on UL failures in certain symbols after the guard period.



	Samsung
	The procedure could be considered from following aspects:
1. How can a victim detect remote interference?
The increased IoT level higher than a threshold will trigger RIM operation, , i.e. victim sends a RIM RS to all potential aggressors.
2. How can an aggressor start to monitor RIM RS from victim?
The aggressor, instructed by OAM, should continuously monitor RIM RS from victim.
3. How to decide the proper slot structure (similar to special subframe in TD-LTE) for an aggressor?
An aggressor should detect the received power of RIM RS, e.g. RSRP. The aggressor should also refer to the received power detected by other aggressors which may reside in a different region far away. Therefore, exchange of measurement at backhaul is needed.
4. How to avoid Ping-Pang operation?
Only when aggressor judge there is no issue for remote interference based on the measurement of RIM RS, indication of such event should be send to victim, victim then can stop its transmission of RIM RS. The above indication can be from OAM or other signaling between eNBs. Alternatively, the above indication can be transmitted by a dedicated physical signal, denoted as RIM RS2.
5. How can a victim know remote interference disappears and stop RIM RS? 
Victim must detect some other signals or received instruction from OAM to stop RIM RS transmission.
6. When can an aggressor switch back to a DL heavy slot structure (similar to special subframe in TD-LTE)?
Only when aggressor judge there is no issue for remote interference based on the measurement of RIM RS, the aggressor can change back to its early slot structure.

	ZTE
	R1-1808325
1. Scheme #1
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· Step 0A: RI (remote interference) identification at the victim
· Step 0B: RI identification at the aggressor
· Step 1:   RS1 transmission, and RS2 monitoring at the victim
· Step 2：RS1 monitoring at the aggressor
· Step 3：RIM operation, and RS2 transmission at the aggressor
· Step 4：Stop RS1 monitoring and RS2 transmission, restore original configuration at the aggressor
·  Step 5：Stop RS1 transmission and RS2 monitoring at the victim

2. Scheme #2
The RIM RS in Scheme #2 should convey victim gNB ID information, e.g. CGI or cell identity for victim identification and inter-gNB communications through backhaul.




Offline consensus:
Framework-1, Framework-2.1, Framework-2.2 below are used as starting point for further study, using Framework-0 as basis for comparison.
Note:
· Not all the steps need to be included when making use of a given framework.
· [bookmark: p2]Mechanisms for improving network robustness at both victim and aggressor side can be studied under the NR-RIM frameworks.

0. Framework-0
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Workflow of Framework-0
Step 0: Atmospheric ducting phenomenon happens and the remote interference appears
Step 1: 
· Victim experiences “sloping” like IoT increase and start RS transmission
· Aggressor starts monitoring RS as configured by OAM 
Step 2: Upon reception of RS, Aggressor reports the detected RS to OAM
Step 3: OAM sends remote interference mitigation scheme to Aggressor
Step 4: Aggressor applies remote interference mitigation scheme
Step 5: OAM stops RS monitoring and restores original config. at aggressor side and stop RS transmission at victim side.


1. Framework-1
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Workflow of Framework-1
Step 0: Atmospheric ducting phenomenon happens and the remote interference appears
Step 1: 
· Victim experiences “sloping” like IoT increase and start RS transmission/monitoring
· This RS marked as RS-1 is used to assist aggressor(s) to recognize that they are causing remote interference to the victim and to detect/deduce how many UL resources of the victim are impacted by the aggressors.
· Aggressor starts monitoring RS as configured by OAM or when it experiences remote interference with “sloping” IoT increase. 
Step 2: Upon reception of RS-1, Aggressor starts remote interference mitigation solutions such as muting some DL transmission symbols and transmits RS to inform victim that the atmospheric ducting phenomenon still exist
· This RS marked as RS-2 is used to assist the victim to decide whether the atmospheric ducting phenomenon still exist.
· It does not preclude the possibility of using RS-2 for other purposes, pending on further study.
Step 3: Victim continues RS-1 transmission while receiving RS-2. Upon “disappearance” of RS-2, victim stops RS transmission
Step 4: Aggressor continue remote interference mitigation while receiving RS-1. Upon “disappearance” of RS-1, Aggressor restores original configuration when “disappearance” of RS-1.

Note: Although RS-1 and RS-2 carry different functionalities, it might be beneficial to achieve a common design for RS-1 and RS-2.

2. Framework-2.1
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Workflow of Framework-2.1
Step 0: Atmospheric ducting phenomenon happens and the remote interference appears
Step 1: 
· Victim experiences “sloping” like IoT increase and start RS transmission
· A set of gNBs might use the same RS, which may carry the set ID.
· Aggressor starts monitoring RS as configured by OAM or when it experiences remote interference with “sloping” IoT increase. 
Step 2: Upon reception of RS, Aggressor informs the set of victim gNB(s) the reception of RS through backhaul and apply interference mitigation scheme
· Message exchange in Step 2 could include other information, pending on further study.
Step 3: Upon “disappearance” of RS, Aggressor informs the set of Victim gNB(s) the “disappearance” of RS through backhaul and restore original configuration.
Step 4: Victim stop RS transmission upon the reception of the “disappearance of RS” info through backhaul

3. Framework-2.2
[image: ]

Workflow of Framework-2.2
Step 0: Atmospheric ducting phenomenon happens and the remote interference appears
Step 1: 
· Victim experiences “sloping” like IoT increase and start RS transmission
· A set of gNBs might use the same RS, which may carry the set ID.
· Aggressor starts monitoring RS as configured by OAM or when it experiences remote interference with “sloping” IoT increase. 
Step 2: Upon reception of RS, Aggressor informs the set of victim gNB(s) the reception of RS through backhaul
Step 3: Upon reception of the “reception of RS” info received in the backhaul, victim sends info to assist RIM coordination
Step 4: Aggressor applies remote interference mitigation scheme
Step 5: Upon “disappearance” of RS, Aggressor informs Victim the “disappearance” of RS through backhaul.
Step 6: Victim stop RS transmission upon the reception of the “disappearance of RS” info through backhaul

Offline consensus:
1. Inform RAN 3 that three frameworks are used as starting point for further study, and Framework-2.1 and Framework-2.2 might have RAN 3 impact. Following information will be included is the LS.
· The distance between gNB aggressor and gNB victim can be up to 300 km.


Reference signal design
Requirement of Reference signals

	Company
	Proposal

	CATT
	Proposal 2: The number of reference signals shall be minimized to limit the detection complexity at receiver side.  
Proposal 3: For the design of reference signal, RAN1 should first set a target of mis-detection rate at given SINR and false alarm rate.
Proposal 4: The detection complexity of the reference signal shall be considered.
Proposal 5: The design shall consider tradeoff between overhead, coverage, and detection complexity

	CMCC 
	Requirement 1: The gNB is not expected to receive RS before the maximum DL transmission boundary, and the gNB is not expected to transmit RS after the maximum UL transmission boundary.
Requirement 2: gNB should be able to automatically adjust the RS detection density (i.e., detection period) based on whether atmospheric ducting phenomenon exists. 
Requirement 3: The elapsed time between atmospheric ducting phenomenon starting and first N1-th (e.g., N1 = 1) RS being detected by aggressor gNB should not exceed T1.
For instance, T1 may be selected from [10.24 seconds, 15 minutes, 30 minutes, …]. The exact value of N1 and T1 is FFS.
Requirement 4: The detection performance of the RS (false alarm rate, detection probability, target identification…) should be guaranteed under certain channel conditions.
Requirement 5: The maximum received RS number in one detection window should be limited to avoid serious inter-RS interference.
Requirement 6: The maximum RS blind detection number in one detection window should be limited.
Requirement 7: The reference signal for RIM should not cause confusion or detection issues for existing reference signals used for other purposes.
Requirement 8: The overhead caused by reference signal transmission should be kept as low as possible.

	China Telecom
	Proposal3: the signature sequences should have the following properties:
· The auto correlation with a cyclically shifted version of itself is zero
· The cross-correlation between two sequences should be as small as possible
· The amount of sequences should be as large as possible
· the multiple type of sequence length to support the requirement of different system bandwidth

	Ericsson
	Requirements on the reference signal should be: i) not to cause ambiguity with legacy UL transmissions; ii) have low overhead; iii) have acceptable (false) detection performance and complexity; iv) be detectable without OFDM symbol alignment; v) enable (group) gNB identification; vi) enable propagation delay estimation; vii) low cubic metric/PAPR

	Huawei
	The performance of cross-correlation between the same and different sequences should be considered when designing IgRS sequences.
Consider minimizing the number of reference signals that one gNB needs to detect in one DL/UL period for interference identification.
The overhead of reference signal should be taken into consideration to ensure that the impact to the throughput of the network is minimized
Consider minimizing the number of reference signals that one gNB needs to detect in one DL/UL period for interference identification.

	Intel
	· Requirement-1: gNB is not expected to receive RS in semi-static configured DL;
· Requirement-2: gNB is not expected to always detect RS transmitted in semi-static manner;
· Requirement-3: The detection performance of the RS (false alarm rate, detection probability, target identification…) should be guaranteed under certain channel conditions;
· Requirement-4: The reference signal for RIM should not cause confusion or detection issues for existing reference signals used for other purposes;
· Requirement-5: Overhead caused by reference signal transmission should be kept as low as possible.
· Requirement-6: gNB is not expected to transmit RS in the semi-static UL. (Dual of Requirement-1).
· Requirement-7: RS should have a minimum capacity, i.e., number of unique sequences. 

	ZTE
	Proposal 1: The reference signal should provide performance with sufficiently good auto-correlation and cross-correlation, low false alarming rate and miss detection probability and so on.
Proposal 2:  The overhead of reference signal should be taken into consideration to ensure that the impact to the throughput of the network is minimized.
Proposal 3: The impact between reference signal for RIM and existing reference signals
Proposal 4: RAN1 should give higher priority to RS1 design as RS1 is a key/essential part in whole procedures for remote interference management.
Proposal 5: RAN1 should strive for a common design for different RSs if RS2 is necessary. should be minimized. 



Proposal 5:  The gNB is not expected to receive RS before the maximum DL transmission boundary, and the gNB is not expected to transmit RS after the maximum UL transmission boundary.
Proposal 6: The detection performance of the RS (false alarm rate, detection probability, target identification, auto-correlation and cross-correlation, …) should be guaranteed under certain channel conditions.
Proposal 7: Consider minimizing the number of reference signals that one gNB needs to detect in one DL/UL period for interference identification.
Proposal 8: The reference signal for RIM should be well designed to counter large path delay, i.e., the RS is detectable without OFDM symbol alignment.
Proposal 9: The overhead caused by reference signal transmission should be kept as low as possible.
Proposal 10: gNB should be able to adjust the RS detection density (i.e., detection period) based on whether atmospheric ducting phenomenon exists.
Proposal 11: The reference signal for RIM should not cause confusion or detection issues for existing reference signals used for other purposes.
Proposal 12: In order to reduce the NR-RIM standardization workload, strive for a unified RS design if multiple reference signals are needed.

Functionalities of the NR-RIM RS

	CATT
	Observation 3: The interfering gNB shall send reference signal for victim gNB to identify remote interference or to identify interfering gNB.

	CMCC
	Proposal 2: Three kinds of RS can be studied for NR-RIM, where 
· Type-1A RS to assist the aggressor to identify how many UL OFDM symbols at victim it impacted;
· Type-1B RS to provide information whether the atmospheric ducting phenomenon exists;
Type-2 RS to both assist the aggressor to identify how many UL OFDM symbols at victim it impacted, and carry enough information to enable the information exchange through backhaul (e.g.: gNB ID).

	Ericsson
	Should enable estimation of propagation delay between transmitter and receiver

	ZTE
	Proposal 6: The RIM RS in Scheme #2 should convey victim gNB ID information, e.g. CGI or cell identity for victim identification and inter-gNB communications through backhaul.
Proposal 7:  The reference signal should be able to assist the aggressor gNB to identity how far away the impacted gNB is.

	Intel
	Proposal 2:  The reference signal for RIM should fulfill the following functions:
· Function-1: Being able to assist an aggressor gNB to estimate the propagation delay of the remote interference. 
· Function-2: Being able to provide information whether the atmospheric ducting phenomenon exists.
· Function-3: Being able to provide ID information of victim/aggressor within a large geographical area.



Proposal 13: Three kinds of RS can be studied for NR-RIM, where 
· For Framework-1
· Type-1A RS to assist the aggressor to identify how many UL OFDM symbols at victim it impacted;
· Type-1B RS to provide information whether the atmospheric ducting phenomenon exists;
· For Framework 2.1 and 2.2
· Type-2 RS to both assist the aggressor to identify how many UL OFDM symbols at victim it impacted, and carry enough information to enable the information exchange through backhaul (e.g.: gNB ID).

RS design

	CATT
	· Proposal 1: The reference signal shall be transmitted in the last downlink OFDM symbols before GP.
· Proposal 6: Rel-15 reference signal can be used as a starting point for the reference signal design.

	CEWiT R1-1809463
	Proposal 2: Reference signal design should consider the unknown propagation delays between gNBs. The feasibility of using existing RS or with modifications or a new RS for identifying the interference due to remote gNBs should be studied. 

	CMCC
	· The pseudo-random sequence used in NR downlink reference signal can be starting point for NR-RIM sequence design.
· In order to obtain a common understanding on the RS transmitting position and RS detecting position within a DL-UL switching period, the RS transmitting offset and RS detecting window within a DL-UL switching period should be defined based on the maximum DL transmission boundary and the maximum UL transmission boundary which is aligned among the whole network
· Allow the frequency location of NR-RIM RS to be flexible with limitation on the frequency location candidates, such as the sync raster of the carrier, or even a sub-set of the sync-raster of the carrier.
· The PRACH-like OFDM baseband signal generation method can be starting point for NR-RIM sequence design.

	China Telecom
	· Proposal 1: The gNB-ID should be best choice for the characteristic information.
· Proposal 4: The time domain location of reference signal should be put in the last one or more downlink OFMD symbols in self-contained slot. And the frequency domain location of reference signal shall not conflict with the SSB signal

	Ericsson
	· Proposal 1	Support some level of gNB/gNB group identification, at least to add observability from OAM of the presence of remote interference in the NW
· Proposal 2	Further study what size of the ID space to enable group or individual gNB victim/aggressor identification is needed
· Proposal 5	Decide, based on evaluations and gNB complexity, which gNB detection window should be the assumption for the reference signal design
· Proposal 6	Decide how to partition RIM RS sounding resources using TDM, FDM and CDM based on agreed RIM interference characteristics

	Huawei
	· Proposal 2: It can be considered that each IgRS resource includes at least 2 OFDM symbols, and the IgRS is the same within each symbol. 
· Proposal 3: IgRS sequence carries part of the cell ID information.
· FFS the specific target cell ID, e.g. NCI, and the exact bits to be carried by IgRS.
· Proposal 4: Take the already specified pseudo-random sequence (length-31 Gold sequence) in NR as the starting point for IgRS design.
· Proposal 5: IgRS transmission time carries part of the cell ID information.
· IgRS for each gNB is transmitted sparsely in time domain.
· Proposal 6: IgRS is transmitted in the last few symbols of the DL transmission within a DL-UL configuration period.
· Proposal 7: Study proper conditions for triggering/termination of IgRS detection/transmission.

	LGE
	· Proposal 3: Existing reference signals can be starting points. It should be further studied the necessary of dedicated reference signal.

	Nokia
	· Proposal 1: Consider the RIM RS multiplexing in frequency domain, time domain, and code domain to reduce the RIM RS transmission periodicity.
· [bookmark: _Hlk521661694]Proposal 2: RIM ID is defined for gNB to indicate the RIM RS transmission timing and resources to be used. 
· Proposal 3: Cell identification based on CSI-RS for mobility is taken as baseline for performance evaluation for RIM. 
· Proposal 4: RIM RS position is fixed in the last symbol before the DL-UL transition point.
· Proposal 5: RI cell identification based on legacy CSI-RS is taken as baseline for performance evaluation for RIM.

	Intel
	· Proposal 3: The signal generation of RIM-IS shall be “PRACH-like”, i.e., consists of three parts: CP, multiple repetitions of a base sequence and GP. 
· Proposal 4:  RIM-RS SCS is either the same as the DL SCS or a fixed SCS. 
· Proposal 5: Fix the RIM-RS location to be at the end of a DL slot or DL part of a slot. 
· Proposal 6: The resource mapping of the RIM-RS in frequency should be studied, including the BW aspect.
· Proposal 7: The transmission periodicity of RS shall be configurable.

	Samsung
	Observation 1:
· NR PRACH format A1 or B1 has a form of 2 repetitions in time domain which simulates the RIM RS used in TD-LTE. 
If BW of PRACH format A1 or B1 is a problem, it could be overcome by average the measurements of RIM RS in multiple periods.
Observation 2:
· One port CSI-RS has time repetition structure within one OFDM symbol. 
· Half symbol detection window can be used instead of sample level shifting of detection window. 
· 

	Qualcomm
	Proposal 2: Study existing NR reference signals including SSB and PRACH for a dedicated remote interference reference signal design.
[bookmark: _Hlk522228098][bookmark: _Hlk522228059]Therefore, a dedicated RS is needed for RIM. In our opinion, a dedicated RS can be a totally new signal generation or an existing signal with new parameters or a set of parameters reserved for RIM. Between these two options, we prefer to reuse existing signal with new or reserved parameters. 

	ZTE
	Proposal 8:  A new and dedicated reference signal is needed in remote interference management.
Proposal 9: Reference signal with a longer cyclic prefix or special structure would be needed to counter the multi-path delay spread in RIM.
Proposal 10: Reference signal with a configurable periodicity is preferred to satisfy different requirements.
Proposal 11: The frequency band of RIM reference signal needs further study to balance the overhead and performance requirements.
Proposal 12: The reference signal for RIM may still reuse the generator, pattern and so on of the legacy reference signals with some necessary modifications.
Proposal 13: In order to reduce the NR-RIM standardization workload and work out a feasible scheme to mitigate remote interference, we should strive for a unified RS design if multiple reference signals are needed.



Proposal 14: Pseudo-random sequence in NR as the starting point for NR-RIM sequence design.
Proposal 15: The number of occupied OFDM symbols is FFS, where the following values can be candidates: [1, 2, more than 2, … ].
Proposal 16: The PRACH-like OFDM baseband signal generation method can be starting point for NR-RIM sequence design.
Note 1: the PRACH-like RS at least consists of two parts: CP, and multiple repetitions of a base sequence.
Note 2: CSI-RS for mobility (with comb-type frequency domain pattern and repetition time domain pattern) can be seen as a special case of PRACH-like signals.

General simulation assumptions

	Company
	Proposal

	CMCC
	Proposal 1: Link-level simulation is used to evaluate the performance of the reference signals in the RIM framework. 

	ZTE
	Link-level simulation is used to derive the performance curve of the reference signal in the RIM framework.

	Ericsson
	The link level simulations shall be evaluated using reference signal detection rate and false detection rate.



Offline consensus:
Link-level simulation should be considered to evaluate the performance of the reference signals in the NR-RIM frameworks.

	Link-level Parameters
	Simulation assumptions

	
	CMCC
	ZTE
	Ericsson

	Carrier frequency: 
	2.6 GHz or 3.5 GHz
	2.6 GHz/3.5 GHz
	3.5 GHz

	Bandwidth for RIM RS transmission
	20MHz
*Notes: Other RS bandwidth configuration is not precluded
	20 MHz
	20 MHz, or, if other, declared

	Duplex
	TDD 
	TDD
	

	SCS
	30 kHz
	30 kHz
	30 kHz

	FFT size
	1024
	1024
	

	Frequency difference among gNBs
	0 Hz
	0 Hz
	0 Hz

	MIMO configuration
	[1T1R]
	1T1R
	1T1R

	RS sequence
	PN sequence as a starting point， and ZC sequence can be candidates
*Notes: Prefer to reuse some existing NR sequence generator.
	Length-511 Gold sequence
	

	Number of sequence 
	S different initial phases for the RS sequence, e.g., S =8
	
	

	RS time pattern 
	Consecutive 2 OFDM symbols for RS transmission
Notes: other configuration is not precluded
	1, 2, 4 OFDM symbols
	

	OFDM baseband signal generation
	PRACH-like OFDM baseband signal generation method
	
	

	Maximum RSs arrived at a detection window 
	N can be selected from the subset  [8, 16, 32, 64]
*Notes: Other configuration is not precluded
	
	

	Length of detection window for RS
	1 OFDM symbol
	
	

	Delay of received RS
	△i of multilple arrived RSs are uniform distributed across [-2*Lsymbol, Lsymbol], where Lsymbol is the length of one UL OFDM symbol
*Notes: △i (i=0,1,…,N) is the time difference between the arriving time of i-th RS with respect of the beginning of the detection window
	Time offset (the value of delayed LOS)
0,40,80,100
	the strongest RS in a simulated interfering scenario is randomly delayed relative to the detection window, i.e. {0,…,lDet. window}, with uniform probability;


[bookmark: _Toc521662821]In case of multiple RS interference, weaker received RSs are delayed relative to the strongest RS

	Power of the received RS 
	· Option 1: Pi is the same for multiple RSs
· Option 2: Pi of multiple RSs have a power offset with respect to the reference power P0, where the power offset is randomly selected from [-0.5dB, 0.5dB] 
	
	Assuming the propagation loss to be similar at a given distance, that powers and antenna gains of interfering base stations are the same;

	RS detection
	RS detection performance is evaluated within one detection window and no sliding is considered. 
Multiple RSs arrive at one detection window with different propagation delay and power.
	
	It is proposed to aim at detecting only the strongest RS for each RIM scenario

	Interference model 
	Power offset of PUSCH interference over thermal noise;
No more than [X dB], X = 20dB is a reference;
*Notes: FFS
	Power offset of PUSCH interference over thermal noise,
[xx dB]
	· All UL transmissions (e.g. PUSCH/PUCCH) are modelled by AWGN;
· [bookmark: _Toc521662824]Residual interference where the reference signal is not explicitly modelled are simulated using an AWGN source

	Number of PRB and MCS for PUSCH scheduling
	· PUSCH scheduling over 10% system bandwidth (e.g.,25RB for 30KHz SCS) could be a reference.
· QPSK and code rate of 1/3 as a working assumption
	· # of PRB could be [10,26,51], and 
· the top MCS of  PUSCH could be 16QAM.
	

	Channel model
	Delayed LOS + AWGN 
*Notes: Assume LOS channel with propagation delay between gNBs
	

delayed LOS + AWGN
	· [bookmark: _Toc521662817]A static, single-tap, channel model is assumed as 1st priority in LLS;
· [bookmark: _Toc521662818]A multi-tap LOS channel model (TDL-E model) is assumed as 2nd priority, using TDL-E, with a k-factor of 22 dB and a delay spread scaling factor of 153 ns, in LLS

	Evaluation cases related to channel model
	· Case 1: Single RS + AWGN
· Case 2: Multiple RS + AWGN 
· Case 3: Single RS + AWGN + PUSCH scheduling
· Case 4：Multiple RS + AWGN + PUSCH scheduling
* Notes: Case 1 (Single RS + AWGN) and Case 2 (Multiple RS + AWGN) are mandatory with the high priority
	· Single RS + AWGN
· Single RS + AWGN + PUSCH scheduling 
· Multiple RS + AWGN 
· Multiple RS + AWGN + PUSCH scheduling 

	· Reference signal interference cases are limited to a single RS interference case, with highest priority,
·  One multi-RS interference case.

	Impacts of reference signals to be analyzed
	· The complexity of reference signal detection for gNB;
· Overhead for the RS transmission and detection/measurement;
· Impact on legacy UEs,

	· The complexity of reference signal detection for gNB 
· Overhead
· Impact on legacy UEs

	;


	Metrics of reference signal performance
	· RS detection probability: The probability of correct detection of RSs that is fully captured within a detection window;
· RS false alarm probability: the probability of RS detection without RS transmission.
· Power ratio of RS over thermal noise: target at around [90%] RS detection probability
· Provide the curve of the detection probability as a function of power ratio of RS over thermal noise.
· Detection probabilities for multiple RSs
	· Power ratio of RS over thermal noise: target at around X% RS detection probability,
· Detection probabilities and RSRP measurement accuracies
· Number of measurement samples used for the detection/measurement should be shown (at least 1 subframe case should be evaluated)
· CDF curves of PAPR of detected reference signal
· the value of the PAPR threshold is set to 58
· CDF curves of different time offsets,
· Probability of missed detection versus SNR:
· PMD (Probability of Missed Detection) is calculated, and the curve of PMD vs SNR is shown
	· [bookmark: _Toc521662825]Reference signal detection rate, given a false detection rate, is used as metrics in LLS;
· 
· [bookmark: _Toc521662826]The SINR where the detector is able to detect the strongest RS with a probability of [95%] shall be recorded. Simultaneously, the false detection rate (TBD) shall be fulfilled 
· 
· [bookmark: _Toc521662827]The false detection rate shall be evaluated in thermal noise. One can consider two different false detection events
i) 	The receiver detects an RS in noise
ii) 	The receiver falsely detects RS A to be RS B



*Notes:
It has been mentioned by several companies that during the RIM process, identification on the individual gNB level might not be feasible since the length of gNB ID can be 22 bit long. Therefore, it might be necessary to introduce the group ID or RIM ID concept, where  group ID or RIM ID is linked to one or more gNB IDs. For gNBs with the same group ID or RIM ID, they use the same RIM RS. 
[bookmark: _GoBack]
Offline consensus:
For simulation evaluation of reference signals in the NR-RIM frameworks
· Following Descriptions of the RS should be provided
· RS sequence
· Length of RS sequence
· Time/frequency pattern of RS
· Time pattern (number of symbols)
· Frequency pattern
· Following analytical metrics of the RS should be provided
· The complexity of reference signal detection at gNB
· Overhead
· Impact on UEs
· Others
· Simulation
· Common simulation parameters
· SCS: 30 kHz (mandatory) / 15 KHz (optional)
· Simulation bandwidth: 20 MHz
· gNB MIMO configuration: 1T1R (mandatory)/1T2R(optional)
· Frequency offset: 0 Hz 
· FFT size: to be provided
· Length of detection window Lsymbol: to be provided
· Channel model: 
·  Option1: AWGN with random complex phase 
·  Option2: TDL-E (K-factor = [22] dB, DS = [30] ns, Doppler [0] Hz)
· FFS: whether one of the two options or both options are mandatory.
· Delay of received RS: When multiple RSs arrive in the detection window, the arrival time of the i-th RS respect to the start of the detection window, △i , is uniformly distributed within [-Lsymbol, Lsymbol], where Lsymbol is the length of UL symbol based on the numerology of RS. 
· Power of received RS: 
· Option1: Pi of multiple RSs have a power offset with respect to the reference power P0, where the power offset is randomly selected from [-0.5dB, 0.5dB]. 
·  Use option1 as starting point for evaluation, FFS other option(s), e.g., different power offset ranges.
· Simulation cases and related metrics
·  Case 1: Single RS + AWGN (mandatory)
· Metric: the minimum SNR where detection probability of [90%] and a false alarm requirement of [1%]
·  FFS: successful detection time, e.g., one-shot.
·  Case 2: Multiple RS + AWGN (mandatory)
· Number of total RSs arrived within one detection window: FFS
· Number of base sequences arrived within the detection window: FFS
· Metric: FFS.



Mechanisms for improving network robustness
Most companies agree that the RIM mitigation schemes can be performed at aggressor gNB and victim gNB, which include schemes in time/frequency/spatial/power domain.
Aggressor Side
	Mitigation Scheme
	Source
	Proposal

	Time domain (DL symbol backoff)
	Huawei
	1) The aggressor gNB can enlarge the guard period by reducing the number of DL symbols, where all the DL symbols causing remote interference can be reconfigured to be unknown symbols, thus resolving remote interference in a proactive way.
2) The network scheduler may abandon DL transmission for any UE in the DL symbols causing remote interference.

	
	ZTE
	Re-configure slot format, e.g., reduce the number of downlink symbols at the aggressor side.

	
	LG
	Downlink symbol backoff technique can be considered as simple solution for mitigating and managing remote CLI. By muting interfering symbol in DL slot of aggressor gNB, the UL signal at victim gNB can avoid interference situation.

	
	Intel
	Time domain, e.g., increasing GP

	
	Ericsson
	1) A simple (semi-)static solution is to always use a sufficiently large GP even when remote interference from ducting is not present, at least in geographical areas which may be prone to ducting. While using too conservative GP reduces the amount of DL resources available, which in turn negatively impact DL capacity (when the NW is highly loaded) when ducting is not present, the NW is inherently robust against remote interference and UL availability is assured without requiring any dynamic coordination or adaptive RIM mechanism. 
2) The most straightforward solutions are time-domain based, such as adapting the GP in the aggressor gNB by reducing the number of DL symbols.

	
	NTT DOCOMO
	1) Reconfigure the DL symbols/slots generating remote interference by GP.
2) Keep the same semi-static DL/UL configuration, but the aggressive gNB shall not perform DL transmission in the DL symbols/slots generating remote interference.

	
	Nokia
	If the victim cell could identify which of the exact cells are generating high RI, and if there are ways for the victim cell and the aggressor cell to do coordination, then the DL muting can be happened only in the identified aggressor cells.

	Power control (DL power reduction)
	Huawei
	Power control mechanism can be also adopted at the aggressor where the gNB can reduce the transmit power only in the DL symbols that would potentially cause remote interference

	
	ZTE
	Reduce DL transmission power of the aggressor, but that will impact on the coverage of the cell.

	
	Intel
	Power domain, e.g., reducing transmission power.

	
	NTT DOCOMO
	Reduce the DL transmission power in the DL symbols/slots generating remote interference

	Spatial domain
	Huawei
	It is feasible for aggressor to abandon the use of the specific beams that would cause interference only in aforementioned DL symbols, while other beams can still be used for DL transmission in those DL symbols.

	
	ZTE
	Use the beam pairs without remote interference between the aggressor DL and the victim UL. 

	
	LG
	Increase down tilting. Controlling transmit beam at aggressor gNB can be considered as one possible solution for RIM. In this context, very simple way of beam control (e.g., down-tilting) can be effective in remote CLI scenario

	
	Intel
	Spatial domain, e.g., changing downtilt angle.

	
	Ericsson
	Spatial domain solutions can for instance be based on down-tilting the antenna pattern (at either victim, aggressor or both).

	
	Nokia
	From spatial domain, if the aggressor cell could identify which beams are generating high RI, the DL muting can only happen in these beams.

	
	Sony
	RAN1 should study mechanisms that allow the UE to prioritize in beam selection beams which minimize interference to other areas.

	Frequency domain
	ZTE
	Isolate the frequency domain resources of the aggressor DL, by scheduling or activating different BWPs or sub-bands with no overlapped bandwidth between them.

	
	LG
	In frequency domain, utilizing different frequency band between aggressor gNBs and victim gNBs is also simple technique to remove remote CLI.

	
	Intel
	Frequency domain, e.g., schedule different frequency resources.

	
	Ericsson
	Frequency domain-based solutions could for instance consider blanking some frequency resources in the DL region to assure that some subbands in the UL will not get impacted by remote interference.

	
	Nokia
	From frequency domain, it could be considered to mute only part of DL BW in the aggressor cell, and UL transmission and reception in the victim cell is happened only in such BW.



Victim Side
	Mitigation Scheme
	Source
	Proposal

	Time domain (UL symbol backoff)
	Huawei
	1) The victim gNB may be able to reconfigure all these interfered UL symbols to be unknown symbols, thus completely avoiding the remote interference.
2) It is possible for the network scheduler to avoid scheduling UL transmission for any UE in the UL symbols suffering from strong remote interference.

	
	ZTE
	Reduce the number of uplink symbols at the victim side.

	
	CATT
	Configure a longer GP to protect the uplink transmission. The victim gNB can choose to configure those affected uplink symbols as GP symbols. Configuring those symbols as GP would reduce the available resources for uplink transmission

	
	LG
	Uplink symbol backoff technique at victim gNB can be considered as straightforward solution for avoiding remote CLI. By muting potentially interfered symbol in UL slot of victim gNB, the UL signal at victim gNB can avoid interference situation

	
	Intel
	Time domain, e.g., increasing GP.

	
	Ericsson
	1) Another option is to configure a semi-static TDD pattern with longer periodicity and longer UL period, using for instance two consecutive UL slots. This assures that even if remote interference makes the first slot unusable, it is likely that traffic can still get through in the second UL slot. The victim gNB could then locally determine that remote interference is present and “blank” UL symbols to increase the effective GP, instead of convincing aggressor gNBs to blank their DL symbols.
2) The most straightforward solutions are time-domain based, such as reducing the number of UL symbols at the victim gNB.

	
	NTT DOCOMO
	1) Reconfigure the UL symbols/slots suffering remote interference by GP.
2) Keep the same semi-static DL/UL configuration but the UE served by the victim gNBs shall not perform UL transmission in the UL symbols/slots suffering remote interference.

	Power control (UL power boosting)
	Huawei
	It is applicable for the victim gNB to increase UE transmit power and/or degrade the MCS for uplink transmission. Particularly for the power control scheme, the victim gNB can only increase the transmit power for cell-center UEs. While the corresponding transmit power for cell-edge UEs shall not be increased so as to not increase the inter-cell interference.

	
	ZTE
	Increase UL transmission power of the UEs attached in the victim cell, but that will cause more interference to neighbor cells and increase UE power consumption.

	
	CATT
	Increase uplink transmission power of UE. This is effective in enhancing uplink SINR, but can also generate higher interference to neighbor cells. 

	
	LG
	Uplink power control also can be considered for robust remote CLI.

	
	Intel
	Power domain, e.g., reducing transmission power.

	
	NTT DOCOMO
	Boost the UL transmission power in the UL symbols/slots suffering remote interference.

	Spatial domain
	Huawei
	The victim gNB can first estimate the direction of remote interference via interference measurement, then it can apply advanced beam management schemes, e.g. beam nulling and beam selection, to suppress the remote interference in spatial domain.

	
	ZTE
	Use the beam pairs without remote interference between the aggressor DL and the victim UL. Or, change to another beam of the victim UL when remote interference is identified in Step 0A.

	
	CATT
	Adjust the antenna down tilt. The ducted interference signal is most likely coming from the horizon. If the victim gNB adjusts the antenna down tilt so that the main lobe of the antenna points lower angle toward the ground, the received interference signal could be reduced to certain extent.

	
	Intel
	Spatial domain, e.g., changing downtilt angle.

	
	Ericsson
	Spatial domain solutions can for instance be based on down-tilting the antenna pattern (at either victim, aggressor or both).

	Frequency domain
	ZTE
	Isolate the frequency domain resources of the victim UL, e.g., by scheduling or activating different BWPs or sub-bands with no overlapped bandwidth between them.

	
	Intel
	Frequency domain, e.g., schedule different frequency resources.

	
	Ericsson
	If CA or DC with multiple UL carriers is used, another solution could be to re-route UL traffic to a different carrier when remote interference is present.

	Advanced receiver
	ZTE
	Other methods: E.g. adopt advanced receiver.

	
	NTT DOCOMO
	Interference cancellation/suppression by advanced receiver.

	UE-assisted
	Qualcomm
	UE autonomously chooses a new RACH configuration that is robust to remote interference when it senses the remote interference.


Proposal:

2.1.3 Coordination between aggressor and victim gNBs
	Mitigation Scheme
	Source
	Proposal 

	Frequency domain ( frequency division manner)
	Huawei
	Aggressor can multiply DL transmission with UL transmission of victim in a frequency division manner (FDM). the aggressor only occupies the higher part of the entire transmission bandwidth in the DL symbols that potentially causing remote interference while victim uses the lower part within the UL symbols that suffer from remote interference.

	Time domain
	NTT DOCOMO
	In terms of performance and complexity, some joint interference mitigation at both aggressive gNBs and victim gNBs can be further studied. When the aggressive gNB identify itself creating strong remote interference to some victim gNBs, it will reconfigure the GP only in partial DL symbols that generates remote interference. Furthermore, if the victim gNB detects remote interference, it will adjust the UL transmission power in the UL slots and in the UL part of bi-directional slots.


Proposal: 
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Appendix A


Figure 5 RS detection is carried out within one OFDM symbol detection window
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