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1. Introduction

Study item on remote interference management for NR was approved in RAN#80 meeting with the following objectives [1]:
A. Study mechanisms for improving network robustness and addressing strong remote base station interference, including potential UE side’s enhancement [RAN1]
B. Study mechanisms for identifying which gNB(s)generate strong remote interference, including the following aspects:

i. Potential Reference signal design for gNB to identify that it creates strong inter-gNB interference to some victim gNB[RAN1]

1. Existing reference signals are starting points of discussion.

ii. Mechanism for gNB to start and terminate the transmission/detection of the reference signal(s) [RAN1, RAN3]

C. Study the potential additional coordination among gNBs for mitigating remote interference [RAN3]
In this contribution we provide our views on remote interference management. 
2. Remote interference in TDD network
In TDD network, the uplink and downlink transmission share the same spectrum. Downlink transmission of a base station can interfere uplink reception of another base station due to tropospheric ducting. Tropospheric ducting is a type of radio propagation that can propagate over long distance. Typically, the signal can transmit over hundreds of kilometers with good signal strength. With 100 kilometers propagation, for example, the transmission delay is about 333 us. Assuming 15kHz subcarrier spacing, the delay would exceed 4 OFDM symbols. If a TDD network is configured with GP less than 4 OFDM symbols, the downlink signal could be received by another gNB in the uplink symbols. This is what we called remote interference, as the interference is not like convention inter-cell interference which comes from neighbor cells. This is illustrated in Figure 1.

[image: image1.emf]gNB1

gNB2

Propagation delay

Interference

Downlink symbol GP Uplink symbol


Figure 1: Illustration of remote interference

Depending on the distance from the interfering gNB to the victim gNB, interference may be observed in several to tens uplink symbols. In a typical network with downlink-heavy traffic, the number of configured uplink symbols is limited. If a certain portion of the uplink symbols are interfered, the system performance will degrade significantly. Not only the uplink transmission is impacted, but also the downlink transmission as PUCCH carrying HARQ-ACK bits will also be blocked. A UE even cannot access the network when PRACH channel is interfered.

Remote interference was commonly observed in 4G TD-LTE network and some studies on the properties of remote interference have been carried out.  
Long distance

Tropospheric ducting affects all frequencies, and signals enhanced this way tend to travel up to hundreds of kilometers. Signals with good signal strength from 200 kilometers away are not uncommon.
The following Table 1 summarizes the transmission delay of tropospheric ducted signal measured in number of affected OFDM symbols in different numerologies.

Table 1: Transmission delay of remote interference measured in OFDM symbols

	Distance
	Numerology

	
	15kHz
	30kHz

	50km
	3
	5

	60km
	3
	6

	70km
	4
	7

	80km
	4
	8

	90km
	5
	9

	100km
	5
	10

	120km
	6
	12

	140km
	7
	14

	160km
	8
	16

	200km
	10
	20


From the table, we can see that up to 10(20) uplink symbols can be affected with 15kHz(30kHz) SCS when the distance is 200km. If 3(6) OFDM symbols are reserved as GP, then uplink transmission in 7(14) OFDM symbols can be affected. 
Involving large number of gNBs

Tropospheric ducting typically occurs between certain geographical areas. That is, if a victim gNB can observe remote interference from another gNB in certain area, it is very likely that other gNBs in the same area can also cause remote interference to the victim gNB. The consequence is that a victim gNB usually suffers interference from hundreds of interfering gNBs. Interference from one gNB may not be a big issue, but the addition of hundreds of interference sources can significantly boost the strength of interference. The distances from those interfering gNB to the victim gNB may vary from tens of kilometers to hundreds of kilometers. As a consequence, remote interference can be observed in a number of OFDM symbols, e.g., in all 7(14) uplink symbols.
Specific time and frequency band
The occurrence of troposperic ducting depends on weather condition, terrain condition and carrier frequency. Tropospheric ducting of radio signals is relatively common during the summer and autumn months, and is the result of change in the refractive index of the atmosphere at the boundary between air masses of different temperatures and humidity. Within one day, tropospheric ducting is relatively common in the morning. Remote interference does not exist all the days in a year and does not exist all the time in a day. 
Reciprocity

Reciprocity still holds for the ducted radio signals. That is, if a victim gNB suffers from interference from an interfering gNB, the downlink signal transmitted from the victim gNB can also reach the interfering gNB. However, IoT rising at a victim gNB due to remote interference does not necessarily mean that the interfering gNB also suffers from IoT rising. This is because remote interference is typically the contribution of a large number of gNBs, and the number of gNBs in the area of  the victim gNB and the interfering gNB may be different. It is possible that there are less gNBs in the area of victim gNB than the interfering gNB. As a result, it is impractical for the interfering gNB to infer whether it is causing remote interference to other gNBs or whether the remote interference has severe impact on the victim gNB by itself. However, reciprocity can be exploited to assist the interfering gNB’s inference.
3. Mechanism to deal with remote interference
When remote interference exists, the victim gNB experiences strong interference in its uplink reception. If the victim gNB can determine that the interference are caused by remote gNBs, it can take the following actions to combat the interference.

· Increase uplink transmission power of UE. This is effective in enhancing uplink SINR, but can also generate higher interference to neighbor cells. Furthermore, due to power limitation of UE, not all UEs are capable of boosting transmission power further.
· Configure a longer GP to protect the uplink transmission. The victim gNB can choose to configure those affected uplink symbols as GP symbols. Note that, if the interfering gNB keeps its UL/DL configuration, the victim gNB has to reconfigure uplink symbols as GP. Changing downlink symbols to GP at the victim gNB does not help in alleviating the interference. As seen in previous section, the remote interference can spread over more than 10 OFDM symbols. Configuring those symbols as GP would reduce the available resources for uplink transmission. Especially in systems with downlink-heavy slot configuration, the remaining uplink resource may not be enough to support uplink transmission. 
· Adjust the antenna down tilt. The ducted interference signal is most likely coming from the horizon. If the victim gNB adjusts the antenna down tilt so that the main lobe of the antenna points lower angle toward the ground, the received interference signal could be reduced to certain extent. The cost is that the received uplink signal of the serving cell may also be attenuated. A optimal down tilt value can be searched to maximize the uplink SINR.  
Another mechanism is to let the victim gNB identify which gNB(s) are generating the interference and to let those interfering gNBs take actions to avoid interference. The interfering gNB reserves some DL resources close to the GP to protect uplink transmission of victim gNB, sacrificing downlink throughput of the interfering gNB.
Observation 1:

· Both the victim gNB and the interfering gNB can take actions to combat the remote interference, sacrificing uplink and downlink throughput, respectively.

One way to achieve the identification is that, the interfering gNB transmits some reference signal through which the interfering gNB can be identified. The reference signal is transmitted periodically. If the victim gNB experiences rising of IoT on the OFDM symbols adjacent to the GP, the victim gNB determine whether it is caused by remote interference by the time/frequency pattern of the interference. For example, the interference power declines with certain slope with the time interval from the GP symbols. The OFDM symbols closer to the GP symbols suffer stronger interference than the further OFDM symbols. If the gNB determines that the interference is caused by remote interference, the victim gNB tries to detect the reference signal on the uplink symbols. If the detection is successful, the victim gNB discovers a reference signal that represents a gNB or a group of gNBs.

If the mapping between the reference signal and gNB is available at the victim gNB, the victim gNB can notify the interfering gNB to take actions to mitigate the interference. For example, the victim gNB can send a message over the backhaul connection to the interfering gNB. The procedure is illustrated in Figure 2. 
If the mapping is not available at the victim gNB, the victim gNB can report the detected results to the OAM. The OAM is then in charge of coordinating the interference avoidance strategy, e.g., informing the interfering gNB to take actions. 
With channel reciprocity, air interface can also be used to inform the interfering gNB. The victim gNB sends another reference signal over the air. If the interfering gNB can detect the reference signal, the interfering gNB is aware that it is causing interference to other gNBs and some measure can be taken to avoid the interference. The procedure is illustrated in Figure 3.
Observation 2:

· The victim gNB can inform interfering gNB to take actions to avoid interference via backhaul, or OAM, or air interface.
Observation 3:
· The interfering gNB shall send reference signal for victim gNB to identify remote interference or to identify interfering gNB.
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Figure 2: Interferer identification and communication over backhaul
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Figure 3: Interferer identification and communication over the air
As remote interference is not always there, requiring the all potential interfering gNBs to always transmit the reference signal is not power and spectrum efficient. Ideally, the interfering gNB starts to transmit the reference signal once remote interference happens and stops the transmission once remote interference ends. But as a source of interference, the interfering gNB needs to be informed about the occurrence of remote interference. 
This can be achieved by letting victim gNB send some reference signal telling interfering gNB that there is remote interference. Once the victim gNB determines that the uplink reception suffers from remote interference, the victim gNB starts to send the signal periodically. Because of channel reciprocity of remote interference, the signal sent by the victim gNB is very likely to reach the interfering gNB. The interfering gNB is required to monitor the signal continuously. If the interfering gNB can successfully detect such a reference signal, it knows that there is remote interference and starts to send also reference signal. The victim gNB also needs to monitor the signal continuously after it begins to send its reference signal. Then the victim gNB should be able to detect the reference signal sent by the interfering gNB. Both the victim gNB and interfering gNB can take actions to avoid interference such as adjusting the GP length or report the information to OAM. The procedure is illustrated in Figure 4.
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Figure 4: Triggering of interfering gNB transmitting reference signal
Observation 4:
· The victim gNB can trigger the interfering gNB to transmit reference signal by sending reference signal.

4. Conclusion
In this paper, we present our views on remote interference management. The observations are summarized as following:
Observation 1:

· Both the victim gNB and the interfering gNB can take actions to combat the remote interference, sacrificing uplink and downlink throughput, respectively.
Observation 2:

· The victim gNB can inform interfering gNB to take actions to avoid interference via backhaul, or OAM, or air interface.
Observation 3:
· The interfering gNB shall send reference signal for victim gNB to identify remote interference or to identify interfering gNB.
Observation 4:

· The victim gNB can trigger the interfering gNB to transmit reference signal by sending reference signal.
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