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[bookmark: _Ref124589705][bookmark: _Ref129681862]Introduction
[bookmark: _Ref129681832]This paper is revised from R1-1801346. When a UE receives PI, it may assume there is no transmission in the resource indicated in PI. Thus, the received URLLC data may be flushed by PI, which is not desired. In this contribution, it is discussed how to identify and to protect URLLC data.  
Receiving of URLLC cannot be impacted by PI
In 38.213 the UE behavior upon reception of PI is specified [1]: “If a UE detects a DCI format 2_1 for a serving cell from the configured set of serving cells, the UE may assume that no transmission to the UE is present in PRBs and in symbols, from a set of PRBs and a set of symbols of the last monitoring period, that are indicated by the DCI format.”. Thus, a UE may disregard the whole indicated region. This implies that it also would flush out potential low latency traffic that was intended for itself. This issue is also addressed by other companies e.g. in the contributions [2] and [3]. For example in Fig.1, eMBB data for UE 2 is preempted by URLLC data for UE 1. Then, the PI indicating this preemption is also received by UE 1. Resources in the shadowed region are indicated as “no transmission” in the PI. UE 1 may assume there is no transmission to it in the shadowed region and flush the URLLC data which is not preempted. 



Figure 1 Resources carrying URLLC data are indicated as “no transmission”

It can be seen from the above discussion that if the UE behavior would be fully left for UE implementation, then the gNB has no control about what would happen to the URLLC traffic. If the gNB would be scheduling low latency traffic to a UE that is configured to monitor the preemption indication, some UEs might flush and some other UEs might not flush it. In other words, there is a risk that the preempting traffic itself, i.e. the URLLC transmission that triggers the PI, becomes a victim of its own supporting mechanisms and gets deleted by the UE. 
If the UE would flush its own URLLC transmission, one transmission opportunity is missed. However, in FDD, 60 kHz SCS, there exist only 2~3 transmission opportunities to meet the latency requirement. For TDD, there may be only 1 transmission opportunity [4]. Thus, utilizing every transmission opportunity is very critical for URLLC reliability.
Observation 1: The reliability of URLLC traffic will degrade if the UE flushes its own URLLC traffic. 
Therefore, the gNB could not “dare” to configure preemption indication monitoring for a UE receiving low latency traffic, since it cannot be guaranteed that this URLLC data would not be flushed out. As a result, the performance of eMBB traffic will degrade seriously because the UE cannot know whether its eMBB traffic is preempted. If the gNB wants to configure PI for a UE supporting eMBB traffic, then this UE could not support eMBB and URLLC at the same time.
Observation 2: If the gNB does not configure PI monitoring for a UE receiving URLLC traffic, the performance of its eMBB traffic will degrade.
Observation 3: If the gNB does configure PI monitoring for a UE supporting URLLC traffic, then this UE might flush out its own URLLC traffic. Therefore this UE’s eMBB traffic should not be protected with PI, as a consequence its performance will be severely degraded and ultimately a UE could then not support eMBB and URLLC at the same time.
Thus, if we want a UE to support eMBB and URLLC at the same time and do not want to degrade the performance of the URLLC or eMBB traffic, then the URLLC traffic must be protected from the impact PI.
Proposal 1: Receiving of URLLC transmission cannot be impacted by PI.
[bookmark: _GoBack]But first of all, the UE needs of course to know what traffic actually is URLLC, so that it knows what to protect. The URLLC can be identified by different methods:
1. DCI format: The DCI format can be used to identify the URLLC transmission. If a dedicated DCI format is used to schedule URLLC transmissions, then always when this DCI format is detected, the UE knows that it is going to receive URLLC traffic.The UE can distinguish between dedicated DCI and normal DCI by the payload size or RNTI.
Otherwise, if eMBB and URLLC transmissions are scheduled by same DCI format, UE can identify the URLLC transmission by the TTI length or the MCS table. 
2. TTI length: For example, if the TTI length of a certain traffic is shorter than 7 symbols, the UE can identify it as URLLC traffic. However, this implies that the TTI length of eMBB traffic must be 7 or more symbols, which restricts the flexible of eMBB traffic.  
3. MCS table: It has been agreed to support a new MCS table for URLLC. Thus, the UE may identify URLLC traffic by the MCS table. For example, if there is a bit field in the DCI to indicate the MCS table type, then the UE can identify the URLLC traffic by the indicated MCS table. But the field used to indicate the MCS table will increase payload size of the DCI which will reduce the reliability of its detection which then also reduces the overall reliability of URLLC transmission. Thus, adding extra bits in DCI is not suitable here. 
Observation 4: A traffic scheduled by dedicated DCI can be deemed as a URLLC traffic.
Proposal 2: The PHY layer shall have the capability to identify URLLC traffic. RAN1 shall discuss and decide a suitable mechanism to introduce this capability. 
Conclusion
The preemption indication in DL has been discussed intensively during the SI and WI phase. It is introduced as an enabler for URLLC transmission on shared resources, i.e. to allow URLLC being scheduled on eMBB resources without sacrificing too much eMBB performance. The current specification leaves it to the UE implementation how to process the received data that is indicated in the PI. Thus, a UE might delete its own URLLC traffic if it also is configured to monitor preemption indication. Ultimately, the gNB would therefore not configure simultaneous support of URLLC and eMBB traffic for the same UE,   
In this contribution we make the following observations and proposals to identify and protect the URLLC traffic
Observation 1: The reliability of URLLC traffic will degrade if UE flushes its own URLLC traffic.
Observation 2: If the gNB does not configure PI monitoring for a UE receiving URLLC traffic, the performance of its eMBB traffic will degrade.
Observation 3: If the gNB does configure PI monitoring for a UE supporting URLLC traffic, then this UE might flush out its own URLLC traffic. Therefore this UE’s eMBB traffic should not be protected with PI, as a consequence its performance will be severely degraded and ultimately a UE could then not support eMBB and URLLC at the same time.
Observation 4: A traffic scheduled by dedicated DCI can be deemed as a URLLC traffic.
Proposal 1: Receiving of URLLC transmission cannot be impacted by PI.
Proposal 2: The PHY layer shall have the capability to identify URLLC traffic. RAN1 shall discuss and decide a suitable mechanism to introduce this capability. 
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