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Introduction
In this contribution, we discuss on the following remaining issues for beam recovery:
· Necessity of beamFailureRecoveryTimer in the context of CBRA
· CORESETs to monitor during BFR
· Beam failure recovery with multiple BWPs
Remaining Issues
Beam failure recovery timer
RAN1 has agreed to support beam recovery timer (i.e., beamFailureRecoveryTimer) and when the timer expires, a UE shall not try beam recovery with contention-free PRACH (CFRA) resources. In addition, RAN1 also has agreed to support beam failure recovery counter and if the counter exceed the maximum allowed number of beam recovery trials (i.e., preambleTxMax [1]), a UE shall stop trying beam recovery procedure. In general, the beam recovery timer and counter has been introduced in order to avoid unnecessary battery consumption as well as interference from a UE when the UE is not able to recover the beam with beam recovery procedure.
Although the beam recovery timer and counter have a similar functionality such as stopping a UE to send beam recovery request signal after a certain number of trials, both timer and counter are required for better system operation since there is a case that a UE may be stuck in the beam recovery procedure if there is no new candidate beam. For example, a UE will be stuck in beam recovery procedure when L1-RSRP of all candidate beams are below threshold after beam failure is declared until RLF is declared if beam recovery timer is not used.
RAN2 has agreed to support contention-based PRACH (CBRA) on top of CFRA so that if there is no candidate beam above the threshold, CBRA will be used. In this case, a UE may stop trying beam recovery when the number of trials exceeds the maximum allowed. Considering that CBRA may be more robust to CFRA as long as preamble can be used and a UE can try beam recovery although there is no candidate beam above threshold, the use of CBRA seems to be beneficial for beam recovery. Based on this observation, RAN2 has agreed not to support beam recovery timer.
However, there are two use cases why the beam recovery timer is still needed even when both CFRA and CBRA are supported.
For example, when there is a candidate beam of which L1-RSRP is above threshold but its hypothetical BLER may be lower than a target BLER. In this case, a UE will keep trying the CFRA until it reaches the maximum allowed number of trials since CBRA is not allowed to use when there is a candidate beam for CFRA. Therefore, using the beam recovery timer to stop using CFRA helps a UE to try another candidate beam associated CBRA which may have better hypothetical BLER than the candidate beam.
In another example, a certain UE implementation may still not use both CFRA or CBRA when L1-RSRP of all candidate beams are below threshold, so that the same issue with when CFRA is used without CBRA.
Based on the observations even when both CFRA and CBRA are used for beam recovery, the support of beam recovery timer seems still beneficial with existing RAN1 agreement that a UE stop using CFRA when the beam recovery timer is expired.
Proposal 1: beam recovery timer is supported in Rel-15 and the RAN1 agreement is hold as it is.
Proposal 2: send an LS to RAN2 to include beam recovery timer and its associated UE behavior when beam recovery timer is expired in the specification.

CORESETs to monitor during beam recovery
The CORESET-BFR has been introduced for a UE to monitor a DCI during beam recovery procedures and it is dedicated for beam recovery purposes. From the agreements in [91-NR-08], a UE shall monitor the CORESET-BFR upon receiving gNB response corresponding to the beam failure recovery request transmission. However, the UE behavior of monitoring the serving CORESETs before the beam recovery request transmission has not been defined.
After the reception of gNB response corresponding to the beam failure recovery request transmission, a UE is not required to monitor the serving CORESETs since the CORESET-BFR replaces the serving CORESETs unless UE is configured with new serving CORESETs or TCI states update for the previous failed CORESETs. Also, as the number of NR-PDCCH candidates for CORESET-BFR will be limited, monitoring the failed CORESET will increase blind decoding complexity at a UE receiver unnecessarily and/or increase blocking probability if the failed CORESETs and CORESET-BFR should be monitored in the same slot. Therefore, it is appropriate to limit UE monitoring CORESET to CORESET-BFR upon receiving the gNB response.
Proposal 3: a UE is not required to monitor failed serving CORESET(s) when the UE monitors CORESET-BFR upon receiving gNB response for beam failure recovery request transmission.
Although a UE may not need to monitor serving CORESET(s) upon receiving gNB response, the UE may be required to monitor the serving CORESET(s) before the reception of the gNB response. During the period between sending beam recovery request and receiving gNB response, there is a possibility that the failed serving beams get recovered while the beam recovery request is not received by the gNB. Therefore, it is safer that a UE monitors serving CORESET(s) even after sending beam failure recovery request if the UE hasn’t received corresponding gNB response. 
Proposal 4: a UE shall monitor both serving CORESET(s) and CORESET-BFR after the UE sends beam failure recovery request transmission until it receives corresponding gNB response.

Beam failure recovery with multiple BWPs
A UE can be configured with up to 4 BWPs and a single BWP is only active for uplink and downlink. The active BWP could be switched dynamically with L1 signaling. Also, if a UE doesn’t receive any associated DCI until inactivity timer expires, the UE shall switch to a default BWP.
Since the CORESETs are configured per BWP, the number of CORESETs configured may be different across BWPs configured. Moreover, the associated DL-RS for each CORESET could be different across BWPs. If all serving beams are failed for the serving CORESETs, a UE has not received a DCI in the active BWP for a while. Therefore, the inactivity timer be about to expire when a UE detected beam failure in the active BWP or the UE already started beam recovery procedure in the active BWP. If the inactivity timer expires, a UE shall switch to the default BWP which makes the beam recovery procedure complicated since the serving CORESETs in default BWP may be associated with a set of beams which may be different from the CORESETs in the active BWP.
Considering that a UE will be in default BWP in most cases due to inactivity timer expiration when a UE is in beam failure recovery, it makes sense that the CORESET-BFR may be configured in default BWP only and when a UE detected beam failure instances, the UE switched to default BWP for the beam recovery procedures.     
Proposal 5: CORESET-BFR is configured in a default BWP only.
Proposal 6: a UE switched to default BWP for monitoring gNB response when the UE detected beam failure in active BWP.

Conclusion
In this contribution, we discussed the remaining issues and details on beam failure recovery, and propose the following: 
Proposal 1: beam recovery timer is supported in Rel-15 and the RAN1 agreement is hold as it is.
Proposal 2: send an LS to RAN2 to include beam recovery timer and its associated UE behavior when beam recovery timer is expired in the specification.
Proposal 3: a UE is not required to monitor failed serving CORESET(s) when the UE monitors CORESET-BFR upon receiving gNB response for beam failure recovery request transmission.
Proposal 4: a UE shall monitor both serving CORESET(s) and CORESET-BFR after the UE sends beam failure recovery request transmission until it receives corresponding gNB response.
Proposal 5: CORESET-BFR is configured in a default BWP only.
Proposal 6: a UE switched to default BWP for monitoring gNB response when the UE detected beam failure in active BWP.
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