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[bookmark: _Ref349588338]1. Introduction
To further reduce the probability of false alarm, NPRACH will be further enhanced in Rel-15 NB-IoT. The agreements have been made in 3GPP RAN1 Meeting #89 as follows, 
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]Agreements on false alarm enhancements:
For reduction of NPRACH false alarm probability, FFS between:
· Alt 1: Sharing the same NPRACH resources as Rel-13 NPRACH formats, with symbol or symbol-group level scrambling; maintaining feasibility of FFT processing and orthogonality of preambles on different tones
· Alt 2: A frequency shift of k*0.75 kHz is applied to all NPRACH signal in a Cell.
· FFS k=[-2, -1, 0, 1, 2] or [-2, -1 1 2].
· FFS if to apply a phase rotation of m*pi/2 with m=0,1,2,3 is applied to the 4th symbol group of each repetition.
· Signaling of the above frequency shift and phase rotation is FFS.
· Alt 3: 3.75 kHz subcarrier spacing with minimum hop distance 3.75 kHz with new hopping pattern
· Combinations of the above alternatives are not precluded

This contribution is to discuss the solutions on the table for the NPRACH enhancement on these two directions.
2. Reliability enhancement on NPRACH 
In Rel-13/Rel-14 NB-IoT, the NPRACH false detections are dependent on overlapping NPRACH radio resources in neighbouring cells. Generally, the useful tools of NPRACH frequency offsets and pseudo random frequency hopping can effectively reduce the inter-cell interference due to resource overlap. However, they don’t work well in some cases, e.g., when the cell is highly loaded. In Rel-15 NB-IoT, the NPRACH will be further enhanced to reduce the falsedetections. As agreed in RAN1 #89 meeting, there are three alternative solutions for this purpose. 
Firstly, the scrambling on top of the Rel-13 NPRACH is one of the solutions, as in Alt 1. The legacy NPRACH structure can be maintained, which shows backward compatibility of this solution. The scrambling can be either symbol level or symbol group level. As long as the scrambling sequences for different cells are perfectly orthogonal, the eNB can precisely separate the NPRACH of its own by correlation detection even when the neighbouring cell shares exactly the same NPRACH resources. It promises to reduce the probability of false alarm due to inter-cell interference, effectively. . 
Clearly, the sequence design determines the detection performance. Besides the sequence orthogonality, to ensure feasibility of FFT processing and orthogonality of preambles on different tones is another design principle for scrambling sequence. It affects the design of symbol level scrambling sequence: if the preamble signals within one symbol group have different values, the legacy structure with only one CP in front of each symbol group is not applicable. One solution can be as Figure 1, using “AAABBB”-type sequence to create long enough CP for 100 km cell. However, this solution suffers from the drawback of large overhead. The methods of scrambling sequence generation should be studied. 
[image: ]
Figure 1
[bookmark: OLE_LINK7][bookmark: OLE_LINK8]Observation 1: The scrambling solution of Alt 1 can effectively reduce the probability of false alarm as long as the scrambling sequences for different cells are orthogonal. Meanwhile, it has the advantage of backward compatibility.
[bookmark: OLE_LINK5][bookmark: OLE_LINK6]The second solution is to introduce different frequency shifts on NPRACHs for different cells, as in Alt 2. The value of shifted frequency is fraction of NPRACH subcarrier spacing, 3.75 kHz. In this way, by assigning different cells with different frequency shift values, NPRACHs of different cells will not be fully overlapped, which reduces inter-cell interference compared to legacy NPRACH. Note that there remains some inter-cell interference on NPRACH, since the partially overlapped NPRACH tones of different cells are not orthogonal in this case. In general, the inter-cell interference can be reduced with Alt 2, but may be not enough for eNB to separate the NPRACH of its own. The performance of this solution needs more evaluations.
Observation 2: The inter-cell interference can be reduced with Alt 2, but may be not enough for eNB to separate the NPRACH of its own.
As for Alt 3, it suggests to introducing new frequency hopping pattern for NPRACH, without changing the subcarrier spacing and minimum hopping distance. Especially, this solution benefits when NPRACH transmits with single repetition. In this case, the pseudo random frequency hopping does not work, since it only applies on different repetitions of NPRACH. To have cell-specific hopping patterns within one NPRACH repetition helps to avoid fully overlapped NPRACHs for different cells. However, the usefulness of this solution will reduce if it is a highly load scenario. The performance of this solution needs more evaluations. 
Observation 3: The solution of Alt 3 benefits when NPRACH transmits with single repetition, but the usefulness will reduce if it is a highly load scenario.
[bookmark: OLE_LINK11][bookmark: OLE_LINK12]Proposal: The scrambling solution of Alt 1 is preferred among three candidate solutions for false alarm enhancement. 

3. Conclusion
Based analysis above, we have the following observations and proposal, 
Observation 1: The scrambling solution of Alt 1 can effectively reduce the probability of false alarm as long as the scrambling sequences for different cells are orthogonal. Meanwhile, it has the advantage of backward compatibility.
Observation 2: The inter-cell interference can be reduced with Alt 2, but may be not enough for eNB to separate the NPRACH of its own.
Observation 3: The solution of Alt 3 benefits when NPRACH transmits with single repetition, but the usefulness will reduce if it is a highly load scenario.
Proposal: The scrambling solution of Alt 1 is preferred among three candidate solutions for false alarm enhancement. 
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