


3GPP TSG-RAN WG1 #90bis	R1-1717873
Prague, Czech Republic, 9th – 13th October 2017

Source:	Ericsson
Title:	On interference detection schemes and RSRP statistics for aerial vehicles
Agenda Item:	6.2.7.4
Document for:	Discussion and Decision
Introduction
[bookmark: _Ref493964083]In RAN#75, the study item on enhanced LTE support for aerial vehicles was approved [1]. The objective of the study is to investigate various RAN1 and RAN2 aspects associated with using terrestrial LTE networks to provide connectivity to aerial vehicles.  In RAN1#90, it was acknowledged that RSRP statistics could shed some light on interference detection. Thus, it was agreed in RAN1#90 that companies are encouraged to provide RSRP statistics. In a follow-up email discussion, the following 2D-distance-based RSRP statistics collection method has been discussed: 
· Only aerial UEs are evaluated 
· UE location: 
· Fixed 2D distance and UE height are assumed 
· Fixed 2D distances are 0.25*(2/3)*ISD, 0.5*(2/3)*ISD, 0.75*(2/3)*ISD, (2/3)*ISD. 
· Fixed UE heights are 1.5, 50, 100, 200, 300 m 
· Small scale fading is not modeled 
· RSRP gap between serving cell and n-th strongest neighbor cell is observed 
· n = 1, 3, 5, 7, 9 

In this contribution, we discuss interference detection schemes and RSRP statistics that can be used to detect interference.
Interference impact from air-borne UEs
The air-ground radio propagation characteristics are different from terrestrial radio propagation characteristics, which shall be carefully considered when using LTE network deployments with base station antennas targeting terrestrial coverage to provide connectivity to low altitude aerial vehicles.  
When a low altitude aerial vehicle is flying well above the base station antenna height, with close-to-free-space propagation in the sky, aerial UEs may generate more interference to the neighbor cells at the same time experiencing more interference from the neighbor cells. 
Due to the line-of-sight propagation conditions an aerial UE may detect more cells in the downlink than a typical terrestrial UE. When an aerial UE transmits, it may create uplink interference to more neighbor cells. 
From the above discussion, detecting the interference causing UE is of paramount importance to enhance the performance of a network.
Interference detection in LTE networks with air-borne UEs
How to detect interference in LTE networks with air-borne UEs depends on the knowledge of the network about the UEs. We discuss interference detection based on the following classification.
· Case 1: Network knows if the UE is flying
In this case, the network knows the operating mode of the connected UE and knows when the UE is on the ground and when the UE is flying. We believe that this will be the most typical case for legitimate air-borne capable UEs that inform the network when they are flying. Such information may be provided by the UE itself or provided by an entity such as Unmanned Aircraft System (UAS) UAV traffic management (UTM).

It is however possible that the network may not know the operating mode of the connected UE, which leads to the next two cases.

· Case 2: Network does not know if the UE is flying but knows if the UE is drone capable
In this case, the network does not know when the UE is flying, but it knows that the UE is a legitimate drone capable UE. For example, since the UE is a legitimate drone capable UE, it may indicate its capability via radio resource control (RRC) signalling. However, a third party may control and operate the legitimate drone capable UE with a subscription to the LTE network, and the operation of the UE is transparent to the network.

· Case 3: Network neither knows if the UE is flying nor if the UE is drone capable
In this case, the network has the least knowledge of the UE, and neither knows if the UE is flying nor if the UE is drone capable. This is not a typical case but may occur. For example, some users may attach their normal mobile devices that do not have possible “LTE drone capability” to drones and then flies the drones.
0. Network knows if the UE is flying
If the UE is on the ground, special interference detection is not needed. Only when the UE is flying in the sky may the interference detection be interesting. Since the network knows when the UE is flying, the network can configure measurements to estimate the interference accordingly. 
Interference detection may be carried out by UE measurements or network measurements. The network may set up idle mode or connected mode measurements for the flying UE. The measurement configurations can be optimized for flying UEs, which may be different from UEs on the ground.
For the UE measurements, the network may carefully select a set of target cells, which may include both nearby and faraway cells. The flying UE then performs measurements and reports the signal strengths and/or quality of the target cells. The reporting can be periodic and/or aperiodic (e.g., event triggered). With the measurement reports received from the UE, the network can examine if the flying UE is causing excessive interference in the uplink or experience high interference in the downlink. 

[bookmark: _Toc494497056]If the network knows that the UE is flying, the network can configure UE measurements and detect the interference based on measurement reports.
0. Network does not know if the UE is flying but knows if the UE is drone capable
In this case, the network only knows the UE is drone capable but does not know the operating mode of the UE (on the ground or in the sky). Since the network knows the UE is drone capable, the network can configure drone capable UE specific measurements to estimate the interference accordingly. The measurement configurations can be applied regardless of the operating mode of the UE.
We expect that the main connectivity demand of drone capable UEs come from the sky and do not expect frequent connectivity of drone capable UEs on the ground. Therefore, though the measurement configurations are applied regardless of the operating mode of the UE, this will not impose much additional measurement reporting burden compared to the case when the network knows if the UE is flying. 
[bookmark: _Toc494497057]If the network knows that the UE is drone capable, the network can configure UE measurements and detect the interference based on measurement reports.
0. Network neither knows if the UE is flying nor if the UE is drone capable
If the network neither knows if the UE is flying nor if the UE is drone capable, it is tricky to detect the interference generated by the UE. It is an overkill for the network to detect interference caused by every UE that may potentially be flying. Therefore, it seems reasonable that the network starts to detect the interference when triggered by some special events such as sudden network performance degradation and emergency events.
Assuming now that the network has been triggered by some event(s), it starts to detect the interference. The network then can scan through the connected UEs to identify the ones that are potentially flying and thus causing the interference. To this end, the network then can scan through the connected UEs and identify a set of suspicious UEs. For examples, UEs persistently have high RSRP values, but low RSRQ values associated with serving and neighbor cell measurements may be suspects.
[bookmark: _Toc494497058]For UEs whose operating mode (on the ground or in the sky) and drone capability not known to the network, it is reasonable that the network starts to detect the interference only when triggered by some special events. 
[bookmark: _Toc494497059]If the network decides to detect interference from a UE, it can configure UE measurements and detect the interference based on measurement reports,
1. RSRP statistics for interference detection
In the previous section, we discussed various scenarios under which the interfering UE could be detected in the network. In this section, we will discuss in detail how RSRP statistics can be used to detect the interference.
To understand how the RSRP gap between the serving cell and the n-th strongest neighbour cell varies with height and distance, we performed simulations with 100% aerial UEs, where UEs are deployed in a circle around the base stations with a constant 2D distance,  and constant height, . 
The simulation results for UMa-AV, UMi-AV, and RMa-AV are given in the Appendix A, B, and C, respectively. In the following discussion, we focus on UMa-AV, while similar trends are observed for the RSRP gap statistics for UMi-AV and RMa-AV.
From the simulation results, the variations of RSRP gap with the n-th strongest interferer (n=1, 3, 5, 7, 9) for a fixed height () and distance () are shown in Figure 1 and Figure 2.
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Figure 1 : UMa-AV: Variation of RSRP gap of the n-th strongest interferer to the serving cell with  m
[image: ]
Figure 2: UMa-AV: Variation of RSRP gap of the n-th strongest interferer to the serving cell with  m
From the measurement log in Appendix-A, the variations of RSRP gap with height () and distance () are shown in Figure 3 and Figure 4.
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Figure 3: UMa-AV: RSRP gap variation with height () for  and m
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Figure 4: UMa-AV: RSRP gap variation with height () for  and m
From the above results, the following observation can be made:
[bookmark: _Toc494497060]RSRP gap statistics at heights higher than eNB antenna height are dramatically different from RSRP gap statistics at the ground level.
[bookmark: _Toc494462106][bookmark: _Toc494497061]RSRP gap statistics can be used for aerial interference detection.
Conclusions
In this contribution, we discuss interference detection schemes and RSRP statistics that can be used to detect interference. Based on the discussion, we made the following observations.
Observation 1	If the network knows that the UE is flying, the network can configure UE measurements and detect the interference based on measurement reports.
Observation 2	If the network knows that the UE is drone capable, the network can configure UE measurements and detect the interference based on measurement reports.
Observation 3	For UEs whose operating mode (on the ground or in the sky) and drone capability not known to the network, it is reasonable that the network starts to detect the interference only when triggered by some special events.
Observation 4	If the network decides to detect interference from a UE, it can configure UE measurements and detect the interference based on measurement reports,
Observation 5	RSRP gap statistics at heights higher than eNB antenna height are dramatically different from RSRP gap statistics at the ground level.

Based on the discussion in this contribution, we propose the following:
Proposal 1	RSRP gap statistics can be used for aerial interference detection.
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1. Appendices
2. Appendix-A
	 
	RSRP gap between serving cell and n-th strongest neighbor cell: UMa-AV

	 
	UE heights\d_2D
	0.25*(2/3)*ISD
	0.5*(2/3)*ISD
	0.75*(2/3)*ISD
	1.0*(2/3)*ISD

	RSRP
	1.5
	-34.083
	-42.318
	-50.921
	-47.513

	
	50
	-41.451
	-40.758
	-40.146
	-40.516

	
	100
	-41.429
	-44.799
	-46.82
	-44.81

	
	200
	-50.634
	-49.916
	-50.429
	-50.469

	
	300
	-53.201
	-51.289
	-52.82
	-52.167

	n=1
	1.5
	16.746
	13.672
	7.218
	10.006

	
	50
	2.1201
	2.7002
	2.5342
	2.5907

	
	100
	6.601
	2.1282
	2.0807
	2.2218

	
	200
	0.93483
	1.9104
	2.0276
	1.905

	
	300
	0.94713
	2.9055
	1.7111
	2.6048

	n=3
	1.5
	33.997
	26.16
	19.651
	22.391

	
	50
	4.8672
	6.0798
	6.1077
	6.1635

	
	100
	9.0186
	5.0338
	4.4639
	5.3365

	
	200
	2.5209
	4.1559
	3.4485
	3.7535

	
	300
	4.5358
	5.2852
	3.8628
	4.4024

	n=5
	1.5
	41.212
	33.423
	26.217
	29.12

	
	50
	7.0766
	8.3575
	8.601
	8.5684

	
	100
	10.406
	6.7434
	5.8567
	6.9744

	
	200
	4.351
	5.7931
	4.332
	5.0083

	
	300
	6.7443
	7.1509
	4.7909
	5.911

	n=7
	1.5
	46.686
	38.859
	30.487
	33.844

	
	50
	9.1045
	10.249
	10.51
	10.449

	
	100
	11.606
	8.138
	7.0864
	8.3015

	
	200
	6.44
	7.2098
	5.2913
	6.8398

	
	300
	8.1798
	8.0856
	6.0617
	7.1046

	n=9
	1.5
	52.162
	43.139
	34.046
	37.745

	
	50
	11.078
	11.959
	12.135
	12.181

	
	100
	12.898
	9.4591
	8.2638
	9.5322

	
	200
	8.5695
	8.9633
	9.0556
	9.1553

	
	300
	10.507
	9.8114
	7.544
	8.9139






2. Appendix-B
	 
	RSRP gap between serving cell and n-th strongest neighbor cell: UMi-AV

	 
	UE heights\d_2D
	0.25*(2/3)*ISD
	0.5*(2/3)*ISD
	0.75*(2/3)*ISD
	1.0*(2/3)*ISD

	 RSRP
	1.5
	-19.91
	-41.604
	-54.098
	-47.562

	
	50
	-39.208
	-45.43
	-45.678
	-43.962

	
	100
	-41.187
	-46.78
	-48.347
	-47.591

	
	200
	-48.512
	-47.417
	-50.718
	-48.839

	
	300
	-52.335
	-50.671
	-49.532
	-50.14

	n=1
	1.5
	18.092
	10.247
	5.6913
	7.8346

	
	50
	8.7938
	2.3781
	2.8701
	2.7967

	
	100
	7.5433
	3.1996
	2.2345
	3.108

	
	200
	3.8423
	3.962
	2.2004
	3.4627

	
	300
	2.0507
	2.4459
	1.7709
	2.0836

	n=3
	1.5
	34.861
	18.841
	11.339
	14.819

	
	50
	12.929
	5.9106
	6.566
	6.6521

	
	100
	11.444
	7.0625
	4.7171
	6.4192

	
	200
	5.9311
	6.9963
	5.7437
	7.1239

	
	300
	3.9275
	5.354
	7.1032
	6.5495

	n=5
	1.5
	42.895
	23.242
	14.954
	18.855

	
	50
	15.888
	9.2575
	9.4288
	9.9312

	
	100
	13.797
	10.261
	6.9053
	8.8754

	
	200
	7.2295
	8.7944
	7.9206
	9.0268

	
	300
	5.4548
	7.2192
	9.5
	8.473

	n=7
	1.5
	46.887
	26.473
	17.622
	21.826

	
	50
	18.356
	12.522
	12.291
	13.092

	
	100
	18.286
	12.604
	9.3628
	11.225

	
	200
	8.3612
	10.282
	9.8749
	10.523

	
	300
	6.9154
	8.6648
	11.585
	9.8756

	n=9
	1.5
	49.98
	29.173
	19.821
	24.263

	
	50
	20.705
	15.558
	15.151
	15.933

	
	100
	21.445
	14.778
	12.034
	13.935

	
	200
	9.5715
	11.659
	11.713
	11.862

	
	300
	8.2994
	9.968
	12.886
	11.143


[bookmark: _GoBack]


2. Appendix-C
	 
	RSRP gap between serving cell and n-th strongest neighbor cell: RMa-AV

	 
	UE heights\d_2D
	0.25*(2/3)*ISD
	0.5*(2/3)*ISD
	0.75*(2/3)*ISD
	1.0*(2/3)*ISD

	RSRP
	1.5
	-23.402
	-34.605
	-37.999
	-36.617

	
	50
	-41.188
	-39
	-38.98
	-39.044

	
	100
	-45.984
	-38.772
	-45.036
	-41.807

	
	200
	-44.094
	-41.612
	-43.371
	-42.812

	
	300
	-46.625
	-44.708
	-44.243
	-45.365

	n=1
	1.5
	16.609
	11.211
	8.7695
	9.5006

	
	50
	1.9169
	2.4948
	2.3426
	2.4171

	
	100
	1.9907
	8.1374
	2.1142
	5.5008

	
	200
	1.3277
	1.8612
	3.9497
	1.7087

	
	300
	1.0071
	1.9993
	1.2747
	1.2484

	n=3
	1.5
	28.836
	22.076
	19.527
	20.36

	
	50
	4.0679
	5.4567
	5.5519
	5.4628

	
	100
	3.9823
	10.68
	4.2186
	7.7027

	
	200
	4.05
	7.7492
	9.0284
	8.1592

	
	300
	2.5731
	4.2433
	4.2742
	4.2645

	n=5
	1.5
	38.33
	28.598
	25.376
	26.513

	
	50
	5.6537
	7.4008
	7.651
	7.4773

	
	100
	5.3329
	12.177
	5.6233
	9.1185

	
	200
	6.7695
	11.63
	10.964
	11.695

	
	300
	4.1303
	6.49
	6.4656
	6.1658

	n=7
	1.5
	43.708
	33.327
	29.764
	31.107

	
	50
	7.0823
	8.9591
	9.3116
	9.0698

	
	100
	6.4939
	13.423
	6.9132
	10.383

	
	200
	15.993
	15.223
	14.657
	14.619

	
	300
	5.5782
	8.2588
	7.8857
	7.6336

	n=9
	1.5
	47.39
	36.928
	33.274
	34.632

	
	50
	8.5379
	10.378
	10.759
	10.496

	
	100
	7.6214
	14.656
	8.2143
	11.657

	
	200
	19.625
	18.491
	16.721
	17.444

	
	300
	7.9106
	9.9677
	9.6936
	9.2179
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