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Introduction
In RAN1#AH_NR meeting, the agreement below was reached for NR data coding chain [1].
Agreement:
· Before code block segmentation, LTB,CRC bit TB-level CRC are attached to the end of the transport block
· LTB,CRC <=24 bits
· LTB,CRC value is determined to satisfy probability of misdetection of TB error <=10-6
· Inherent error detection of LDPC codes is taken into account in determining the LTB,CRC value
In RAN1 #88bis [2] and RAN1#AH_NR2 meetings [3], the following agreements for CRC attachment were further reached. 
[bookmark: OLE_LINK3][bookmark: OLE_LINK4]Agreement:
· Number of bits for TB-level CRC is: LTB,CRC =24 bits, at least for TBs larger than a threshold (e.g. around 512 bits)
· FFS the value of LTB,CRC for TBs smaller than the threshold, and the value of the threshold (0 is not precluded)
· If a TB is segmented into 2 or more CBs after code block (CB) segmentation,
· CB-level CRC is applied, i.e., CRC bits are attached to each code block individually (as in LTE)
· Number bits for CB-level CRC is: 0 < LCB,CRC <= 24 bits
· Exact value(s) LCB,CRC are to be agreed after base graph(s) are agreed, taking into account inherent LDPC PC capability
· FFS whether for a code block group (CBG) containing 2 or more CBs but not all CBs of the TB, any additional CRC bits are attached to the CBG
· To be decide after decision on the value(s) of LCB,CRC 
Agreement:
· CBG-level CRC is not adopted.

In this contribution, we discuss CRC attachment for NR data channel in light of these agreements. We provide simulation results and theoretical analysis to estimate the number of bits for TB-level CRC and CB-level CRC to ensure that the probability of undetected error is below a certain threshold (e.g. probability of misdetection of TB error <=10-6).
[bookmark: _Ref488848277]CRC Attachment
[bookmark: OLE_LINK38]Similar to LTE, two-level CRC attachment for data channel is applied in NR. First of all, a TB-level CRC is calculated for and appended to each transport block (TB). After code block segmentation, a CB-level CRC is appended to each code block (CB). TB-level CRC allows for receiver-side detection of errors in the decoded transport block. 
In order to reduce the implementation complexity and latency, the code block size is limited to a certain number of bits referred to as maximum code block size. If the TB, including the TB-level CRC, exceeds this maximum code block size, code block segmentation is applied before the LDPC encoding. The TB is segmented into code blocks (CBs), and then CBs are further logically grouped into CBG (CB group). It was agreed as a working assumption in RAN1#88 that CBG based (re)-transmission for the same TB of a HARQ process is supported in NR to improve retransmission efficiency. In consequence, CBG-based HARQ-ACK feedback is necessary, calling for a reliable CBG-level error detection method.
CBG-based HARQ-ACK feedback can be realized by CB-level checking. CBG can feedback ACK only if all CBs of the CBG are passed both their own inherent LDPC parity check and CB-level CRC checking. The false alarm rate (FAR) of CBG can be obtained by the following expression:

whereis the FAR of one CB,  is the number of CBs in the CBG. And, where  is the error detection capability due to CB-level CRC,  is the extra error detection capability due to the inherent parity check feature of LDPC codes. To maintain reliable CBG-level error detection capability, it is then imperative that CB-level error checking is strong enough to have high error detection capabilities (e.g. like with 24-bit CB-level CRC in LTE). Furthermore, to meet a certain error detection requirement at the CBG level, it would have a more stringent requirement than that of CB level, e.g., the missed detection requirement at the CB level would be 1/N of the missed detection requirement at the CBG level, with each CBG containing N CBs.
Since code block segmentation is applied only when the TB, including the TB-level CRC, exceeds the maximum code block size =8448, the inherent parity check capability of LDPC codes with length larger than 4224 should be considered when considering the length for CB-level CRC.
Furthermore, in order to detect single, double, triple and any odd number of errors, the maximal total block length should not exceed -1, where  is the CRC length. Considering that the potential maximum TBS in NR is much larger than LTE, 24-bit is a reasonable TB-level CRC length for TBS larger than a threshold. As for TBS smaller than a threshold, a large CRC may incur sizable overhead. And hence, taking into account the inherent parity check capability of LDPC codes and the requirement of the probability of misdetection of TB error, the number of bits for TB-level CRC can be less than 24 bits to reduce CRC overhead for TBS smaller than a threshold.
[bookmark: OLE_LINK7][bookmark: OLE_LINK9]TB-level and CB-level CRC attachment is illustrated in the following Figure 1.


[bookmark: _Ref480966678]Figure 1 CRC attachment
Simulation and analysis
In this section, we provide simulation results and theoretical analysis to estimate the number of bits for TB-level CRC and CB-level CRC.
To find the required number of CRC bits for a target probability of undetected error, we consider the worst cases where the inherent parity check capability of the LDPC code is the weakest. Since error detection is performed by the check nodes, it is obvious that the highest code rate with few check nodes is the weakest spot. 
Based on LDPC agreed in [4] and [5], with AWGN channel, we consider code rate=2/3, information block length=40, 128, 256, 512 for LDPC BG2, and code rate=8/9, information block length=512, 1024, 2560, 4224, 8448 for LDPC BG1, to estimate the inherent parity check capability of the LDPC code in SNR range for BLER10%.
The simulation results are illustrated in the following Figure 2.
[image: ]
[bookmark: _Ref489002639]Figure 2 Probability of undetected error with the sum-product algorithm 
Observation 1: The inherent parity check capability of LDPC is enhanced as the information block length increases. And the inherent parity check capability of the LDPC code is similar for the shortest and longest block length after code block segmentation.
Since the probability of undetected error on the transport block level is required to be less than 10-6, the number of CRC bits needed to achieve this goal can be estimated by the following equation

As to CB-level CRC, in order to reach the same FAR== of LTE with 24-bit CB-level CRC, the required number of bits for CB-level CRC to attach to the LDPC code, can be estimated as follows

where is the error detection capability due to the inherent parity check feature of LDPC codes.
The inherent parity check capability of LDPC and the corresponding number of bits for TB-level CRC and CB-level CRC required to reach the target probability of undetected error are summarized in the following Table 1 and Table 2.
[bookmark: _Ref489431971][bookmark: _Ref489433854]Table 1 LTB,CRC for reaching target probability of undetected error at the point of BLER10%
	K
	Code Rate
	Ppc
	LTB,CRC

	40
	 2/3
	4.91E-03
	13

	128
	 2/3
	1.33E-03
	11

	256
	 2/3
	4.62E-04
	9

	512
	 2/3
	2.76E-04
	9

	512
	 8/9
	4.22E-04
	9

	1024
	 8/9
	1.52E-04
	8

	2560
	 8/9
	8.00E-07
	0

	4224
	 8/9
	1.01E-06
	1

	8448
	 8/9
	9.17E-07
	0



[bookmark: _Ref489514880]Table 2 LCB,CRC for reaching target probability of undetected error at the point of BLER1%
	K
	Code Rate
	Ppc
	LCB,CRC

	8448
	 8/9
	8.47E-07
	4



[bookmark: _Ref489885692]Table 3 Percentage of overhead due to CRC attachment
	
	= 16
	= 24

	40
	40.00%
	60.00%

	128
	12.50%
	18.75%

	256
	6.25%
	9.38%

	512
	3.13%
	4.69%

	1024
	1.56%
	2.34%

	2560
	0.63%
	0.94%

	4224
	0.38%
	0.57%

	8448
	0.19%
	0.28%



It can be observed from Table 1 that about 13 CRC bits are needed to achieve a probability of undetected error below 10-6 for the worst case of K=40 and code rate=2/3. Therefore the length of TB-level CRC should not be less than 13 bits. Taking into account the overhead due to CRC shown in Table 3, the length of CRC codes, and the implementation complexity, the number of bits for TB-level CRC is proposed to be 16 bits for TBs smaller than 1008 and 24 bits for TBs larger than 1008.
For CB-level CRC, the CB size is supposed to be larger than 4224. For K=4224 and code rate=8/9, it is extremely unlikely to find an undetected error for BLER less than 1%. No undetected error occurs even though  information blocks have been simulated. According to the result shown in Table 2, 4 CRC bits are sufficient to reach the FAR=. Considering that CBG-based HARQ-ACK feedback will be realized by CB-level checking and each CBG can contain tens of CBs, the number of bits for CB-level CRC is proposed to be 16 bits to leave some margin and ensure a stable and reliable CBG-level error detection capability.
TB-level CRC may reuse CB-level CRC for TB size smaller than 1008, i.e. TB-level CRC may use the same CRC length and generator polynomial with CB-level CRC in such case.
Proposal 1: The number of bits for TB-level CRC LTB,CRC is proposed to be 16 for TBS smaller than 1008. LTB,CRC is proposed to be 24 for TBS larger than 1008.
Proposal 2: The number of bits for CB-level CRC LCB,CRC is proposed to be 16.
Proposal 3: TB-level CRC may reuse CB-level CRC for TB size smaller than 1008.
Conclusion
In this contribution, we discuss CRC attachment for eMBB data channel, and the following summarizes the observation and proposals:
Observation 1: The inherent parity check capability of LDPC is enhanced as the information block length increases. And the inherent parity check capability of the LDPC code is similar for the shortest and longest block length after code block segmentation.
[bookmark: OLE_LINK6]Proposal 1: The number of bits for TB-level CRC LTB,CRC is proposed to be 16 for TBS smaller than 1008. LTB,CRC is proposed to be 24 for TBS larger than 1008.
Proposal 2: The number of bits for CB-level CRC LCB,CRC is proposed to be 16.
Proposal 3: TB-level CRC may reuse CB-level CRC for TB size smaller than 1008.
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