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Introduction
[bookmark: _Ref178064866]In RAN#75, a working agreement on the work item on further enhanced NB-IoT was made. The objective of the work item is to introduce further support of enhanced features for NB-IoT, supporting standalone, guard-band, and in-band operation modes. One objective is to study NPRACH reliability and range enhancements as listed below.

NPRACH reliability and range enhancements
· If found necessary, reduce false alarm probability for NPRACH detection due to inter-cell interference on NPRACH [RAN1, RAN2, RAN4]
· If found necessary, introduce at least additional cyclic prefixes for NPRACH to support cell radius of at least 100 km [RAN1, RAN2, RAN4]

In RAN1#88bis, discussion on NPRACH reliability was initiated, followed by an email discussion. In this contribution, we first present an analysis of Rel-13 NPRACH reliability (i.e. false alarm). We then discuss potential enhancements to help reduce false alarm in scenarios like asynchronous networks, where it is difficult to reduce NPRACH false alarm by enforcing non-overlapping time-frequency NPRACH resources across neighbouring cells.
False alarm analysis for Rel-13 NPRACH
NPRACH design
The Release 13 NPRACH basic preamble transmission unit is defined by the transmission of four frequency hopping symbol groups as illustrated in Figure 1. Each symbol is unmodulated sinusoidal wave. A certain preamble transmission is locally identified by its starting sub-carrier in combination with its frequency hopping pattern. The basic transmission unit definition is identical across all cells in a network. The starting preambles may however be shifted with a cell specific frequency offset selected from the set of {0, 2, 12, 18, 24, 34, 36} sub-carriers.
In a network supporting moderate coverage it may be sufficient to associate NPRACH CE level 0 with the transmission of a basic NPRACH transmission unit. 





	


[bookmark: _Ref481494828]Figure 1: Illustration of a NPRACH basic preamble transmission unit.
To support higher levels of coverage a CE level may be associated with up to 128 repetitions of the NPRACH basic preamble transmission unit. A pseudo random frequency hop is used between the basic preamble transmission units as illustrated in Figure 2. The pseudo random generator determining the frequency hop is initialized by the physical cell id, and the hop is bounded so that the NPRACH transmission never spans more than 12×3.75 kHz.

 
[bookmark: _Ref481496916]Figure 2: Illustration of NPRACH repetitions.
NPRACH false detection protection
A NPRACH false detection event is typically dependent on an overlap between wanted and interfering NPRACH preamble transmissions. In a time synchronized network the radio frame structure can configured with offsets in time across neighbouring cells to avoid persistent NPRACH overlap and interference. In asynchronous networks this level of control is not at hand, but due to the NPRACH resources typically taking up a low percentage of the overall uplink radio resources it is expected that the likelihood of overlapping NPRACH resources across neighboring cells are low.
[bookmark: _Toc481747078]The NPRACH false detections is dependent on overlapping NPRACH radio resources in neighboring cells. In most cases it is expected that the likelihood of overlapping NPRACH resources and false detection events are low.
Since in asynchronous networks the avoidance of a time overlap cannot be guaranteed the basic mechanism for avoiding false detections is to configure different NPRACH frequency offsets across neighboring cells. In a lightly loaded network this is a recommended and efficient approach. In a heavily loaded network it may however not be feasible to implement a frequency reuse. Figure 3 is e.g. illustrating a NPRACH configuration aiming to support 2% NPRACH collision rate at: 
· 11.1 access attempts per cell and second in CE level 0
· 0.9 access attempts per cell and second in CE level 1
· 0.3 access attempts per cell and second in CE level 2
This can be considered a highly loaded system, and from the illustration it is clear that the NPRACH preamble opportunities are spanning the full NB-IoT system bandwidth to optimize the NPRACH capacity. This limits the usefulness of the NPRACH frequency offset as a tool to avoid overlapping NPRACH inter-cell interference.
[image: ]
[bookmark: _Ref481498405]Figure 3: Illustration of NPRACH configuration intended to cope with a high system load.
[bookmark: _Toc481747079]The NPRACH frequency offset is a good tool for limiting NPRACH false detection. In a highly loaded scenario the usefulness of this tool is reduced.
A second tool for limiting false detection is the pseudo random frequency hopping illustrated in Figure 2. The frequency hopping is defined by the function f(t) defined in 3GPP TS 36.211 clause 10.1.6.2 [2]:


It is obvious that the false detection protection supported by f(t) is increasing with the number of NPRACH repetitions, i.e. with increasing number of frequency hops. But for a single NPRACH transmission no protection is offered by f(t), and for the case of a first NPRACH transmission followed by a single repetition, the likelihood that two users with the same starting sub-carrier will end up with the same pseudo random hop f(t) equals roughly 8% (i.e. 1/12). 
[bookmark: _Toc481747080]The NPRACH pseudo random frequency hopping is a good tool to limit NPRACH false detection. For CE levels configured with no or a single NPRACH repetition this tool provides no or a reduced protection against NPRACH false detection.
A third tool for limiting the false detection rate is to configure NPRACH thresholds and NPRACH power control targets so that there is a separation in received power levels between wanted and interfering NPRACH transmissions. Figure 4 illustrates recorded SNR and INR levels in a snap shot based system simulator configured in accordance with 3GPP TR 45.820 [5] and using:
· Standalone mode of operation with BS power 43 dBm.
· Device noise figure of 9 dB.
· Targeted NPRACH RSRP level of -111 dBm @ 15 kHz.
· NPRACH CE level 1 and level 2 thresholds of -121 and -131 dBm @ 15 kHz.
· A NRSRP measurement accuracy model implementing a normal distributed error with standard deviations based on the Release 13 NB-IoT NRSRP absolute measurement accuracies. See [6] for the details of the model.
As shown in the figure there is a small overlap between wanted and interfering signal levels in CE level 0. The overlap is to a large extent due to the NRSRP measurement inaccuracy and shows that improved measurement accuracy may improve NPRACH false detection rate. Fast fading, which is not accounted for, will further increase the overlaps between wanted and interfering signal levels in CE 0. 
[image: ]
[bookmark: _Ref481501546]Figure 4: NPRACH interfering (I) and wanted (S) signal strengths at CE levels 0, 1, 2.
[bookmark: _Toc481747081]The NPRACH CE and open loop power control RSRP targets are tools to limit NPRACH false detection, but cannot be assumed to provide complete separation between interfering and wanted NPRACH preambles.
From this discussion it is clear the there are several tools for avoiding false detection events in NB-IoT. But it is also clear that there is room for improvement especially in case of highly loaded networks where CE level 0 configured with a low number of NPRACH repetitions may be exposed to an increased risk of NPRACH false detection. Based on this observation it is proposed that RAN1 next focuses on finding a solution for reducing the risk for false detection in highly loaded NB-IoT networks.
[bookmark: _Toc481591556][bookmark: _Toc481591615][bookmark: _Toc481591657][bookmark: _Toc481591729][bookmark: _Toc481592857][bookmark: _Toc481592872][bookmark: _Toc481669036][bookmark: _Toc481745647][bookmark: _Toc481746729][bookmark: _Toc481746748][bookmark: _Toc481747082]RAN1 concludes that NB-IoT Release 13 supports multiple tools for robust NPRACH performance, but that there is room to improve the NB-IoT NPRACH false detection robustness in case of highly loaded asynchronous networks where NPRACH resources may be overlapping in time and frequency.
[bookmark: _Ref481352041]Potential enhancements for false alarm reduction
In RAN1#88bis, companies presented multiple options for Rel-15 NPRACH enhancements. We believe that the following factors should be prioritized by RAN1 when considering the enhancements.
1) As analysed in our companion contribution [1], if NPRACH enhancements are proved necessary in Release 15, a single new NPRACH format addressing both reliability (i.e. false alarm) and range enhancements is preferred.
2) The new design should minimize impact on Rel-13 and Rel-14 UEs and eNBs. It is desirable that new NPRACH can be either configured on top of existing NPRACH resources or elsewhere. If the former overlay option is not possible, assuming 3 coverage levels, the network may have to configure 6 sets of NPRACH resources: 3 sets for Rel-13 and Rel-14 UEs, and 3 sets for Rel-15+ UEs. This is not spectrally efficient and further fragments the radio resources.
3) The new design should limit the inter subcarrier interference to prevent intra-cell interference from becoming another source of false alarm. 
We analyse and compare different options in our companion contribution [1]. One observation is that scrambling Rel-13 NPRACH by new sequences, and/or reducing the subcarrier spacing may have the potential of addressing both reliability (i.e. false alarm) and range enhancements, while maintaining a high degree of backward compatibility. If the scrambling is not done appropriately, the disadvantages are (1) that scrambling may make FFT processing impossible at the receiver, and (2) the orthogonality of preamble transmissions on different subcarriers may be lost, which might be a new source of false alarm. These issues are detailed below. For the reduced subcarrier spacing the NB-IoT UE relaxed frequency error and potential Doppler offset are items that need further consideration. A reduced subcarrier spacing may also not be compatible with existing receiver implementation, and the final design should strive to minimize the impact on the base station receiver.
As illustrated in Figure 5, a Rel-13 NPRACH symbol group consists of a CP and 5 repetitive OFDM symbols. Every symbol takes a constant value “1”. The samples into FFT at the eNB for the first symbol can come from the CP portion and the first portion of the 1st symbol. The samples into FFT for the second symbol can come from the last portion of the 1st symbol (which effectively acts as CP) and the first portion of the 2nd symbol, etc. After FFT processing, the receiver can correctly obtain a sequence of symbols in the frequency domain. Then time-of-arrival (ToA) can be estimated by processing the phases of the sequence of symbols. See e.g. [3][4] for the description of design rationales and receiver processing for NPRACH. 
[image: ]
[bookmark: _Ref481587551]Figure 5: Rel-13 NPRACH symbol group
If Rel-13 NPRACH is scrambled arbitrarily, the receiver FFT processing may become impossible and the ToA cannot be estimated by processing the phases of the sequence of symbols in frequency domain. This is illustrated in Figure 6, where X1, X2, X3, X4, X5 are not necessarily the same. Then the inputs to the receiver FFT processing are not correct. For example, the samples into FFT for the second symbol can come from the last portion of the 1st symbol, X1 (which cannot act as CP), and the first portion of the 2nd symbol, X2. After FFT processing, the eNB cannot correctly obtain a sequence of symbols in the frequency domain. Accordingly, the ToA cannot be estimated by processing the phases of the sequence of symbols.
[image: ]
[bookmark: _Ref481588954]Figure 6: Rel-13 NPRACH symbol group scrambled arbitrarily
The other issue is loss of orthogonality of preamble transmissions on different subcarriers if Rel-13 NPRACH is scrambled arbitrarily. This is illustrated in Figure 7. On tone f1, the scrambled symbols are (X11, X12, X13, X14, X15). On tone f2, the scrambled symbols are (X21, X22, X23, X24, X25). Take the 2nd received symbols on tone f1 for example. The energy contribution from tone f2 appearing on tone f1 is not negligible if X21X22 since:


[image: ]
[bookmark: _Ref481589807]Figure 7: Loss of orthogonality if Rel-13 NPRACH symbol groups are scrambled arbitrarily
To maintain the feasibility of FFT processing at the receiver and the orthogonality of preambles on different tones, one scrambling option is illustrated in Figure 8. For ease of discussion, we call the nominal CP as a symbol as well, and label the symbols in a group as 0, 1, 2, 3, 4, 5. In Figure 8, the same scrambling symbol is applied to every two adjacent symbols. Then symbol 0 can effectively act as CP for symbol 1, symbol 2 can effectively act as CP for symbol 3, and symbol 4 can effectively act as CP for symbol 5. Accordingly, the FFT operations can be applied to symbols 1, 3, 5. Then symbols 1, 3, 5 can be descrambled in frequency domain, followed by processing of the phases of the symbols to obtain ToA estimate. Further, there is no inter subcarrier interference for symbols 1, 3, 5, and thus orthogonality is maintained for symbols 1, 3, 5.
[image: ]
[bookmark: _Ref481590988]Figure 8: Rel-13 NPRACH symbol group scrambled carefully.
[bookmark: _Toc481592858][bookmark: _Toc481592873][bookmark: _Toc481669037][bookmark: _Toc481745648][bookmark: _Toc481746730][bookmark: _Toc481746749][bookmark: _Toc481747083]RAN1 carefully studies how to scramble Rel-13 NPRACH to maintain the feasibility of FFT processing at the receiver and the orthogonality of preambles on different tones.
Conclusions
In this contribution, we discuss NPRACH reliability issues. We made the following observation:
Observation 1	The NPRACH false detections is dependent on overlapping NPRACH radio resources in neighboring cells. In most cases it is expected that the likelihood of overlapping NPRACH resources and false detection events are low.
Observation 2	The NPRACH frequency offset is a good tool for limiting NPRACH false detection. In a highly loaded scenario the usefulness of this tool is reduced.
Observation 3	The NPRACH pseudo random frequency hopping is a good tool to limit NPRACH false detection. For CE levels configured with no or a single NPRACH repetition this tool provides no or a reduced protection against NPRACH false detection.
Observation 4	The NPRACH CE and open loop power control RSRP targets are tools to limit NPRACH false detection, but cannot be assumed to provide complete separation between interfering and wanted NPRACH preambles.

Based on the discussion in this contribution, we propose the following:
Proposal 1	RAN1 concludes that NB-IoT Release 13 supports multiple tools for robust NPRACH performance, but that there is room to improve the NB-IoT NPRACH false detection robustness in case of highly loaded asynchronous networks where NPRACH resources may be overlapping in time and frequency.
Proposal 2	RAN1 carefully studies how to scramble Rel-13 NPRACH to maintain the feasibility of FFT processing at the receiver and the orthogonality of preambles on different tones.
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