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1 Introduction

On the 60 GHz unlicensed spectrum, transmitter and/or receiver antennas can be configured to be highly directional to compensate the large path loss at millimeter wave frequencies. In a multi-beam operation system, the hidden node issue can be much more severe than for omni-directional transmissions due to highly directional transmissions. 
This contribution considers the hidden node issue for a system using beamforming in NR [1]. 

2 Hidden Node Issue for Omni-directional Transmission
In  unlicensed spectrums considered in LTE-LAA (e.g. 5 GHz band), transmissions are omni-directional and there is a possibility that energy detection (ED) based LBT can suffer from hidden node issue. An example illustrating this issue is shown in Figure 1. Node A is transmitting to Node B omni-directionally, such that all nodes (e.g. Node D) within the clear channel assessment (CCA) radius (a predefined threshold in the LBT protocol) can sense strong interference from Node A and claim the channel as busy. The ED based sensing before channel access can effectively avoid collisions and coordinate the spectrum utilization. However, for hidden nodes (e.g. Node C), the interference sensed from Node A is below the predefined ED threshold, and initiation of transmission to Node B will cause collision with the ongoing transmission from Node A to Node B. 
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Figure 1. An example of hidden node issue for omni-directional transmission.
To reduce the hidden node issue for omni-directional transmissions, 802.11 introduced an optional mechanism called Request-to-Send/Clear-to-Send (RTS/CTS). RTS/CTS, as the MAC layer carrier sensing scheme, assists the CCA on PHY layer to determine the availability of channel access. The medium is considered busy if either the PHY or MAC layer carrier sensing indicates it is busy. For example, as illustrated in Figure 2, before the data transmission, Node A can send a RTS, containing both the transmitter and receiver address information, to Node B. Then, after receiving the RTS, Node B will respond to Node A with a CTS including information indicating the receiver address and transmission duration, which is also known as network allocation vector (NAV). The CTS can also be received by Node B’s other neighbor nodes, e.g. Node C and Node D. In this way, Node C and Node D can claim the channel as busy and hold their transmissions for the duration indicated by the CTS, even though Node C can pass the CCA energy detection. 
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Figure 2. An example of RTS/CTS mechanism to reduce the hidden node issue in omni-directional transmission.
3 Hidden Node Issue for Beamformed Transmission
In the multi-beam operation system, e.g. 60 GHz unlicensed spectrum, transmitter and/or receiver antennas can be configured to be highly directional. Beamformed transmissions result to a much higher likelihood for the hidden node issue due to the more difficult sensing of interference. For example, as illustrated in Figure 3, Node A transmits to Node B using a narrow beam. This transmission is highly directional such that other nodes that are not located along the transmission direction may not be capable of sensing the transmission. Hence, Node C and Node D both pass the CCA energy detection and begin transmitting, which may cause collisions with the ongoing transmission from Node A to Node B. Therefore, a hidden node event probability in case of beamformed transmissions is much higher than for omni-directional transmissions. 
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Figure 3. An example of more severe hidden node issue in beamformed transmission.
An RTS/CTS mechanism can be considered to reduce the hidden node issue. For instance, 802.11ad, operating on 60 GHz, utilizes a modified RTS/CTS mechanism, where the CTS also contains the transmitter address. 
4 Conclusions
This contribution considered the hidden node issue for multi-beam operation on NR unlicensed spectrum and proposes the following.
Proposal: Evaluate the hidden node issue for beamformed transmissions on unlicensed spectrum in NR and, if needed, consider mechanisms to mitigate or avoid it. 
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