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Introduction
The V2X WID [1] includes the following objective.
“4)	To specify solution(s) facilitating long-term basis co-channel coexistence between DSRC/IEEE 802.11p and LTE PC5 for V2V operating over the same frequency channels [RAN1]
a)	This objective starts from RAN#73 and target is to complete this by RAN#74. Solution(s) to be specified should avoid negative impact on the performance of LTE PC5.”
 
In RAN1#85, it was agreed:
“The possible solutions identified by RAN1 for high level coexistence approaches (long-term basis) between PC5 transport for V2V services and DSRC/IEEE 802.11p services in the same channel are as follows: 
· Geo-location and database. 
· Time sharing between systems based on GNSS timing; this would require some modifications to DSRC.
· Sensing-based vacate/switching approaches with or without transmission of a predetermined signal(s) (e.g. LTE-ITS preamble, SLSS)
· Sensing with a predetermined signal(s) would require some modifications to DSRC.
· RAN1 has not conducted any system-level evaluations for these solutions, although some link-level results have been provided for some solutions.” 
In this contribution we propose a design of the detection sequence in LTE-ITS sidelink that can be efficiently detected by 3GPP and non-3GPP technologies and discuss its detection at IEEE 802.11p and 3GPP receivers.
Detection sequence design for LTE-ITS sidelink 
During RAN1#84bis it was highlighted that the LTE signal should be easily detectable by IEEE 802.11p devices with minor changes to their implementation. In the Appendix we provide a detailed review of the IEEE 802.11p preamble design and of the detection technique that commonly assumed for IEEE devices.
We suggest the following design guidelines for the LTE-ITS detection sequences:
· Signal is generated using the typical sidelink transmitter chain
· Similar used bandwidth as 802.11p signal (8.125MHz)
· Similar signal design (short repeating sequences) in order to enable reuse of typical IEEE 802.11p receivers
· Low cross correlation with IEEE 802.11p preamble 
· Availability of multiple LTE-ITS detection sequences for differentiating different ITS services (e.g., safety and non-safety) and potentially different 3GPP technologies.
We observe that the above requirements are hardly fulfilled by SLSS or other SL sequences and suggest the design of a new dedicated sequence in Section 2.1.
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A 10MHz system bandwidth is assumed in the following for the reference design. The proposal can also be easily scaled for different system bandwidths if needed.
In the frequency domain, the sidelink detection sequences  are “comb”-version of the base sequences ,  given in clause 5.5.1.2 of [6]. The correct sequence to be transmitted by a UE (if any) is determined by higher layers and it depends on the type of service (e.g., safety, non-safety ITS) and regional regulations outside of 3GPP scope. We consider two LTE-ITS detection sequences, one for “safety” and one for “non-safety” (more sequences might be added in the future if needed):
· LTE-ITS detection sequence 1: ,  , , comb mapping to every 29th subcarrier.
· LTE-ITS detection sequence 2: ,  , , comb mapping to every 35th subcarrier.

We are not in favour of differentiating LTE-ITS detection sequences by use of different base sequences (u,v) because the 802.11p Delay and Correlate detector would be unable to distinguish between such sequences. 
A symmetrical mapping around the DC seems like a natural option where the sidelink detection sequence occupies the central part of the system bandwidth. Since length-{15,18} base sequences are currently undefined in LTE we truncated the current length-24 sequences for the sake of simulation and obtaining good enough results. Better sequences may be obtained by numerical search if justified. 
The generated symbol is then truncated/windowed in time domain in order to span only 10 repetitions in time domain, i.e., respectively {23, 19}us. CP is included in the repetitions.
Proposals: 
· For 10MHz system BW, define the following LTE-ITS detection sequences:
· Length-18 base sequence with comb mapping every 29th subcarrier;
· Length-15 base sequence with comb mapping every 35th subcarrier;
· The sequences are windowed in time domain such that only 10 time repetitions are used.
· The base sequence could be obtained from a truncated length-24 LTE base sequence 
· The detection sequence is selected by higher layers as a function of the ITS service (e.g., safety or non-safety)

Resource mapping of detection sequence in LTE-ITS sidelink
One design option is to define a periodic configurable “LTE-ITS detection sequence resource”, likely consisting of a periodic subframe. Due to overhead reasons the periodicity cannot be too high (e.g., some hundreds of ms) which in turn increases the detection latency. It also seems wasteful to use a full subframe to transmit a preamble. Mapping from LTE-ITS detection sequence ID (i.e., ITS service type) to specific symbols in the subframe may be considered for reducing inter-sequence interference.
A preferred option is to transmit the LTE-ITS detection sequence as a preamble before each transmission. Since the preamble is only 23us it can be accommodated in the first part of the first OFDM symbol, spanning the central 7.4 MHz as discussed in Section 2.1. The second part of the first symbol includes the CP and a half-length data symbol (generated with comb). More details about the half-length symbol generation are provided in [6]. Such symbol can be used for AGC.
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Figure 1: Proposed resource mapping for the LTE-ITS detection sequence. Note that the LTE-ITS detection sequence spans the central 7.4 MHz irrespective of the bandwidth spanned by the following data symbols.
Proposals: 
· The LTE-ITS sidelink detection sequence is transmitted within the first part of the first OFDM symbol for each sidelink subframe. 
· The second part of the first OFDM symbol for each sidelink subframe is used for CP and data transmission of a half-length data symbol.
· The data symbol may be used for AGC settling.
· Transmission of the LTE-ITS sidelink detection sequence is configurable, subject to local coexistence requirements.
Detection of LTE-ITS sidelink detection sequence at IEEE 802.11p receiver
To detect the LTE-ITS detection sequence, an IEEE 802.11p receiver may use the delay-and-correlate detector, whose structure is shown in Figure 4, where the delay time is L=23 samples for LTE-ITS detection sequence 1 and L=19 for LTE-ITS detection sequence 2 instead of L=16 as for IEEE 802.11p preamble. The detection procedure and decision condition is described in the Appendix. At the IEEE 802.11p receiver, the sampling rate for detecting LTE-ITS detection sequence is 10MHz, i.e. identical to the sampling rate for IEEE 802.11p packet detection.
Observation: 
· The proposed LTE-ITS detection sequence can be efficiently detected with the “delay and correlate” method typically assumed for IEEE 802.11p with very minor software changes.
Simulation results 
It is foreseen that for coexistence between IEEE 802.11p and LTE-ITS sidelink an IEEE 802.11p receiver shall possess two delay-and-correlate detectors: one detector, named as detector A, with delay L=16 for IEEE 802.11p preamble detection, and the other, named as detector B, with L=23 for LTE-ITS safety sequence detection. Both detectors work in parallel and use identical sampling rate, i.e. 10MHz. Details of the Delay and Correlate algorithm are provided in Appendix for information. 
Other access technologies (e.g., LAA or NR) may need to detect non-safety ITS in addition to safety ones, depending on local regulations. In such case a detector C with L=19 may also be needed in addition to detectors A and B.
In order to successfully detect a preamble the output of the “delay and correlate” algorithm need to exhibit a plateau for a certain number of consecutive samples (the exact details are of course up to implementation). In Figure 2 we show the output of the delay and correlate algorithm in the following cases: 
1) The output of detector A (802.11p) upon reception of the IEEE 802.11p preamble
2) The output of detector B (LTE-ITS safety) upon reception of the LTE-ITS safety detection sequence
3) The output of detector C (LTE-ITS non-safety) upon reception of the LTE-ITS non-safety detection sequence
4) The output of detector B (LTE-ITS safety) upon reception of the IEEE 802.11p preamble
5) The output of detector C (LTE-ITS non-safety) upon reception of the IEEE 802.11p preamble
6) The output of detector A (802.11p) upon reception of the LTE-ITS safety detection sequence
7) The output of detector A (802.11p) upon reception of the LTE-ITS non-safety detection sequence
8) The output of detector C (LTE-ITS non-safety) upon reception of the LTE-ITS safety detection sequence
9) The output of detector B (LTE-ITS safety) upon reception of the LTE-ITS non-safety detection sequence
We observe that 1), 2) and 3) provide the desired plateau output (the LTE-ITS plateau is longer because of the different signal length). 
The cross-correlation outputs by 4)-9) are very low as desired, which implies low false-detection probabilities.
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[bookmark: _Ref449615972]Figure 2: Simulation results of delay-and-correlate detectors for 802.11p and LTE-ITS with different input signals
Observations:
· The proposed LTE-ITS detection sequences have similar detection performance as the IEEE 802.11p preamble
· The false detection probability of IEEE 802.11p preamble by an LTE-ITS detector (and vice versa) is low.
Conclusion 
In this contribution we discuss the design of detection sequence in LTE-ITS for ensuring coexistence between LTE-ITS and IEEE 802.11p. We propose the following:
Proposals: 
· For 10MHz system BW, define the following LTE-ITS detection sequences:
· Length-18 base sequence with comb mapping every 29th subcarrier;
· Length-15 base sequence with comb mapping every 35th subcarrier;
· The sequences are windowed in time domain such that only 10 time repetitions are used.
· The base sequence could be obtained from a truncated length-24 LTE base sequence 
· The detection sequence is selected by higher layers as a function of the ITS service (e.g., safety or non-safety)
· The LTE-ITS sidelink detection sequence is transmitted within the first part of the first OFDM symbol for each sidelink subframe. 
· The second part of the first OFDM symbol for each sidelink subframe is used for CP and data transmission of a half-length data symbol.
· The data symbol may be used for AGC settling.
· Transmission of the LTE-ITS sidelink detection sequence is configurable, subject to local coexistence requirements.
Observations:
· IEEE 802.11p uses repetition of ten identical short training symbols in the preamble for packet detection.
· IEEE 802.11p receiver uses delay-and-correlate algorithm for packet detection.
· The proposed LTE-ITS detection sequence can be efficiently detected with the “delay and correlate” method typically assumed for IEEE 802.11p with very minor software changes.
· The proposed LTE-ITS detection sequences have similar detection performance as the IEEE 802.11p preamble
· The false detection probability of IEEE 802.11p preamble by an LTE-ITS detector (and vice versa) is low.
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Appendix: Preamble Design and Packet Detection in IEEE 802.11p 
Design of preamble in IEEE 802.11p 
Figure 3 shows the preamble design in IEEE 802.11 OFDM PHY. [3] The Physical Layer Convergence Procedure (PLCP) preamble consists of a short and a long training sequence. The first sequence is a repetition of ten identical short training symbols each of a length of 16 samples. The long training sequence consists of two identical long training symbols, each of a length of 64 samples, preceded by a 32-sample long cyclic prefix. The short training symbols are used for signal detection, AGC, diversity selection, coarse frequency offset, and timing synchronization. The sampling rate of generating the preamble in IEEE 802.11p is 10MHz. Details about the short and long training sequences in IEEE 802.11p can be found in Clause 18.3.3 of [3].
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[bookmark: _Ref450921818]Figure 3: Preamble structure in IEEE 802.11p OFDM PHY [3] 
(with timing information of 10 MHz channel spacing)
Observation: 
· IEEE 802.11p uses repetition of ten identical short training symbols in the preamble for packet detection.
Detection of packet in IEEE 802.11p
A common way of IEEE 802.11p packet detection is to use the delay-and-correlate algorithm, which is shown in Figure 4. [3][4]
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[bookmark: _Ref450921906]Figure 4: Delay-and-correlate algorithm for IEEE 802.11p packet detection
The sliding window P in Figure 4 calculates a correlation between the input signal r(n) and a version of the input signal delayed in time by L=16 samples, i.e. the length of one short training symbol in IEEE 802.11p. 
													(1)
The sliding window R in Figure 4 calculates the received energy in the correlation interval:
												(2)
M(n) is the decision statistics:
 																(3)
The decision metric can also be modified by the simplification [4]:
											(4)
Where,  is the threshold for decision that usually takes the value 0.5. To detect a valid IEEE 802.11p preamble  has to be 1 for at least 16 samples and stable (consecutive 1’s) within 5 samples. [4]
The sampling rate for packet detection in IEEE 802.11p is 10MHz.
Observation: 
· IEEE 802.11p receiver uses delay-and-correlate algorithm for packet detection.




image3.emf
t

1

t

2

t

3

t

4

t

5

t

6

t

7

t

8

t

9

t

10

GI 2

T

1

T

2

GI SIGNAL GI DATA  1

...

GI DATA n

Short Training 

Symbols 

Long Training 

Symbols 

SIGNAL

Symbol

DATA Symbols

T= T

GI

+ T

FFT

T

FFT

T

GI

Preamble

10×1.6=16µs 3.2+2×6.4=16µs 1.6+6.4=8µs 1.6+6.4=8µs

16+16=32µs

1.6+6.4=8µs


image4.emf
P | |

2

÷

R ( )

2

( )*

z

-L

r(n)

P(n)

R(n)

M(n)


image1.png
1ms

do

|OqUIAS BIRP ISET+d D

[oquuAs eepIsni+dD

(wbusj-jey)
|ogquiAs e1ep 181l

10quiAs uogoajep SLI-3L7

do

SOUNDoS UORISTIP
SL-F17

5.1+33.3us

22.2us

71.2us




image2.emf
Samples (10MHz sampling rate)

0 20 40 60 80 100 120 140 160 180 200

O

u

t

p

u

t

 

o

f

 

d

e

t

e

c

t

o

r

0

0.2

0.4

0.6

0.8

1

1.2

Detect and Correlate Output

802.11p preamble detected by 802.11p detector

LTE-ITS safety preamble detected by LTE-ITS safety detector

LTE-ITS non-safety preamble detected by LTE-ITS non-safety detector

802.11p preamble detected by LTE-ITS safety detector

802.11p preamble detected by LTE-ITS non-safety detector

LTE-ITS safety preamble detected by 802.11p detector

LTE-ITS non-safety preamble detected by 802.11p detector

LTE-ITS safety preamble detected by LTE-ITS non-safety detector

LTE-ITS non-safety preamble detected by LTE-ITS safety detector


